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Feature Guide for
V8.5 GeoVision Surveillance System

Welcome to the Feature Guide for V8.5 GeoVision Surveillance System.

This Guide provides an overview of key features in V8.5 GV-System. It also includes

information about how the features differ from similar features in earlier versions.

Cards Supported
V8.5 only supports the following GV video capture cards:

e GV-600(S) V3.20 and later

e GV-650(S) V3.30 and later

e (GV-800(S) V3.30 and later

o GV-804AV3.10 and later

e GV-600A

e GV-650A

e GV-800A

e GV-900A

e (GV-600B

e (GV-650B

e (GV-800B

e GV-1120, GV-1120AAll Series
e (GV-1240, GV-1240A All Series
e (GV-1480, GV-1480A All Series
e GV-1008

e (GV-3008

e (GV-4008, GV-4008A

Note that GV-600 (V4), GV-650 (V4) and GV-800 (V4) and GV-804 (V4) Cards are renamed to
GV-600A, GV-650A, GV-800A and GV-804A. These V4 and A Cards are the same video
capture cards
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n New Supports and Specifications

1. New Supports and Specifications

This chapter introduces the new supports and specifications in version 8.5.

1.1 Enhanced H.264 and Support for GPU Decoding

In V8.5, enhanced H.264 decoding and support for GPU (Graphics Processing Unit)
decoding are added to lower the CPU loading and to increase the total frame rate supported
by a GV-System.

GPU decoding only supports the following software and hardware specifications:
Software Specifications

Supported Not Supported
Operating Windows Vista (32-bit) / 7 (32 / 64-bit) Windows 2000 / XP /
System / Server 2008 R2 (64-bit) Server 2008 (32 / 64-bit)
Resolution 1TM/2M CIF/VGA/D1/3M/4M/5M
Codec H.264 MPEG4 / MUEPG
Stream Single Stream Dual Stream
Note: To apply GPU decoding, the recommended memory (RAM) requirements is 8 GB or
more for 64-bit OS and 3 GB for 32-bit OS.

Hardware Specifications

Motherboard | Sandy Bridge chipset with onboard VGA (external VGA cannot be installed)
Ex: Intel® Q67, H67, H61, Q65, B65, Z68 Express Chipset.

Increased Frame Rate

With the new H.264 and GPU decoding, GV-System now has the ability to process
significantly more frames per second. The tables below compare the total number of frames a
GV-System can process per second using:

e the previous H.264 decoding
¢ the enhanced H.264 decoding, and
e both the enhanced H.264 and GPU decoding



The two tables show the results of four different operating systems using video of 1t Mand 2 M
resolution, respectively.

1 M Video Source

32-bit Win 7 120 240 0 V8.4 H.264

Core i3 420 O V8.5 H.264
64-bit Win 7 150 @ V8.5 H.264 + GPU

Core i3 #

32-bit Win 7
Corei7

64-bit Win 7
Core i7

840

0 100 200 300 400 500 600 700 800 900
Total Frame Rate (FPS)

2 M Video Source

0O V8.4 H.264
0O Vv8.5 H.264
@ v8.5 H.264 + GPU

32-bit Win 7
Core i3

64-bit Win 7
Core i3

32-bit Win 7
Core i7 450

420

64-bit Win 7 ] 180

. 330
Core i7 * 600

0 100 200 300 400 500 600 700 800 900

Total Frame Rate (FPS)

In both tables, GV-System with the enhanced H.264 decoding can process higher frame rate
than the old codec, and when GPU decoding is applied in addition to the enhanced decoding,
an even higher frame rate can be achieved. In the example of processing 1 M video source
with 64-bit Win 7, Core i7, the maximum frame rate increases from 300 fps to 480 fps when
V8.5 H.264 decoding is applied and reaches 840 fps when GPU decoding is added.



Reduced CPU Loading
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Although the total frame rate supported is considerably higher, the CPU loading does not
increase and in some cases, have decreased by a large percentage. This is because the
enhanced H.264 decoding can be processed more efficiently and the CPU loading is now

shared with GPU.

1 M Video Source

0Ov8.4H264 0OV85H.264 MV8.5H.264+GPU

32-bit Win 7

68% * | (120 fps)

) 73% (120 + 120 fps)
Core3 — (120 + 300 fps)

64-bit Win 7

75% | (150 fps)
0,
Core i3 * e i
(150 + 450 fps)
72% | (300 fps)

32-bit Win 7

Core i7 65% (300 + 180 fps)
— (300 + 360 fps)

- 72% | (300 fps)
64-b|éggli; 68% (300 + 180 fps)
(300 + 540 fps)

0% 10%  20%

2 M Video Source

30%  40% 50% 60% 70%  80% 90%

100%
CPU Loading (%)

0Ov84H264 0OV85H.264 ©HV8.5H.264+GPU

- 70% | (90 fps)
32 bl:;\:.’:i; 69% (90 + 60 fps)
[ 5% ] (90 + 180 fps)
) ] 70% (90 fps)
64 b|(t: \é\::li; 70% (90 + 60 fps)
(90 + 330 fps)
32-bit Win 7 5% L (150s)

Core i7 73% (1 80 + 150 fpS)
_ (180 + 270 fps)

64-bit Win 7

68% * | (180 fps)

corel? —
| | | | | | | | |

70% | (180 + 150 fps)

(180 + 420 fps)

0% 10% 20%

30%  40% 50% 60% 70% 80%  90%

100%
CPU Loading (%)



The V8.4 CPU loading marked with * is slightly lower than the CPU loading of V8.5 H.264
decoding, because the maximum frame rate is obtained using 70% CPU loading with 5%
margin of error, so the CPU data ranges between 65% and 75%. Considering the small
margin of error (5%), the CPU loading is actually not increased in these cases. The maximum
frame rate, however, is much higher with V8.5 H.264 and GPU decoding as noted in the
parentheses.

We can see that the CPU usage dropped from about 70% to around 50% when processing
1 M video using 64-bit Win 7, Core i7 and when processing 2 M video source using 32-bit Win
7, Core i3 and 64-bit Win 7, Core i7.

Memory Requirements

The enhanced H.264 decoding and GPU decoding effectively improve the frame rate without
raising the CPU usage, but require more memory. As a result, the recommended memory
(RAM) requirements are 8 GB or more for 64-bit OS and 3 GB for 32-bit OS.

Testing Environment
Below are the specifications of the PC used in obtaining the above test results.

PC 1 PC 2
o Win7 x64 SP1 Win7 x64 SP1
Win7 x86 SP1 Win7 x86 SP1
ASROCK ASROCK
Motherboard
H67M H67M
Intel Core i7 2600K Intel Core i3 2120K
CPU
34 G 3.3G
Chipset Intel H67 Intel H67
Transcend Transcend
RAM
DDR3 13334 G x2 DDR3 13334 G x2
VGA Intel HD3000 Intel HD2000
VGA Driver 8.15.10.2361 8.15.10.2361
S/W Version V8.5.0.0 Beta V8.5.0.0 Beta
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1.2 Enhanced Multi-Channel Playback and Related

Specifications

In V8.5, multi-channel playback in ViewLog has been enhanced to improve the smoothness of
the video by producing higher frame rate. However, playing back multiple channels at high

resolution can increase the CPU loading especially if the GV-System is processing other tasks
simultaneously. As a result of the high CPU loading, dropped frames may sometimes occur in

recorded video when playing back multiple megapixel channels.

To avoid the problem, it is recommended to play back megapixel video in single view.

1.3 Support for 16 kHz / 16 bit Audio Codec

Audio will now be recorded in AAC 16 kHz / 16 bit codec instead of the previous 8 kHz / 8 bit
to provide clearer audio with less distortion in both live view and playback.

AAC 16 kHz / 16 bit codec is supported in the following video capture cards: GV Combo A
Card (1120A / 1240A / 1480A), GV-600A, GV-650A, GV-800A, GV-3008A, GV-4008A,
GV-600B, GV-650B, GV-800B, GV-900A, GV-4008A, GV-4008, GV-3008 and GV-1008.



1.4 Support for New IP Devices

The following GeoVision and third-party IP devices will now be supported in V8.5.

Audio: A *O” mark indicates the GV-System supports the two-way audio communication

with the device; “N/A” indicates the function is unavailable in the device.

Codec: The video codec supported by GV-System are listed.

PTZ: A “O” mark indicates the GV-System supports the PTZ function of the device; “N/A”

indicates the function is unavailable in the device.

Brand Model Audio | Codec PTZ

ACTi TCM-7811 ®) JPEG / MPEG-4 / H.264 N/A

AV10005 N/A JPEG / H.264 N/A

AV2825 N/A JPEG / H.264 N/A

Arecont AV1325 N/A JPEG / H.264 N/A

Vision AV5125DN N/A JPEG / H.264 N/A

AV5115 N/A JPEG / H.264 N/A

AV3115 N/A JPEG / H.264 N/A

AV3125 N/A JPEG / H.264 N/A

) M3113 N/A JPEG / H.264 N/A
Axis P5532 ©) JPEG / H.264 ©)

DCS-2102 ©) JPEG / MPEG-4 N/A

D-Link DCS-3410 ©) JPEG / MPEG-4 N/A

DCS-3430 ®) JPEG / MPEG-4 N/A

GeoVision | GV-BL120D @) JPEG /| MPEG-4 / H.264 N/A

GV-BL130D @) JPEG /| MPEG-4 / H.264 N/A

GV-BL220D ©) JPEG / MPEG-4 / H.264 N/A

GV-BL320D ©) JPEG / MPEG-4 / H.264 N/A

GV-BX120DW ©) JPEG / MPEG-4 / H.264 N/A

GV-BX130D ®) JPEG / MPEG-4 / H.264 N/A

GV-BX520D ©) JPEG /| MPEG-4 / H.264 N/A

GV-CB120 ©) JPEG /| MPEG-4 / H.264 N/A

GV-CB220 ®) JPEG / MPEG-4 / H.264 N/A

GV-FD120D ©) JPEG / MPEG-4 / H.264 N/A

GV-FD130D ©) JPEG / MPEG-4 /H.264 N/A

GV-FD220D ®) JPEG / MPEG-4 / H.264 N/A

GV-FD320D @) JPEG /| MPEG-4 / H.264 N/A
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GV-FE420 ©) JPEG / MPEG-4 / H.264 O
GV-FE520 ©) JPEG / MPEG-4 / H.264 O
GV-MFD120 ®) JPEG / MPEG-4 / H.264 N/A
GV-MFD130 ®) JPEG / MPEG-4 / H.264 N/A
GV-MFD220 ®) JPEG / MPEG-4 / H.264 N/A
GV-MFD320 ©) JPEG / MPEG-4 / H.264 N/A
GV-MFD520 ©) JPEG / MPEG-4 / H.264 N/A
GV-vD120D ©) JPEG / MPEG-4 / H.264 N/A
GV-vD220D ®) JPEG / MPEG-4 / H.264 N/A
GV-VvD320D ®) JPEG / MPEG-4 / H.264 N/A
GV-Compact DVR V3 (4CH) | O H.264 @)
GV-Compact DVR V3 (8CH) | O H.264 O
GV-VS04H ©) H.264 o
HLC-15M N/A JPEG / MPEG-4 N/A
HUNT HLC-81M ®) JPEG / MPEG-4 N/A
HLC-84M ®) JPEG / MPEG-4 N/A
D5118 N/A JPEG / H264 @)
Pelco IM10C10 N/A JPEG / H264 O
IX10DN N/A JPEG / H264 N/A
Samsung SNB-3000 ®) JPEG / MPEG-4 / H.264 N/A
Sony SNC-CH120 N/A JPEG / MPEG-4 / H.264 N/A
Note:

1. The models of GV-Compact DVR V3 (4CH) include GV-LX4C3D1, GV- LX4C3D2,
GV-LX4C3D2W, GV-LX4C3V (ACC Model). The models of GV-Compact DVR V3 (8CH)
include GV-LX8CD1, GV-LX8CD2, GV-LX8CD2W, GV-LX8CV1 (ACC Model),
GV-LX8CV2 (ACC Model).

2. When manually adding the IP device to GV-System, select Auto Detect if the model is
not listed in the Device drop-down list.

3. Arecont Vision AV5125DN, AV5115, AV3115 and AV3125 are not listed in the Device
drop-down list, but can be connected through PSIA.




1.5 Setting Configuration without Stopping Recording

Previously, most settings can only be changed when cameras are not recording. Now, you
can change settings such as video analytic functions, general settings and camera
configurations, without interrupting recording.

Note:
1. Functions not supported include:

e Analog camera install

e Video source change (resolution and NTSC / PAL video standard)
e schedule start / stop

e |/O device add / remove

e Storage location change (for video / audio / system log)

2. Startup settings and PTZ device settings can be changed while cameras are recording,

but the changes will not be applied until the Main System is restarted.

1.6 Support for PTZ Functions through ONVIF

PTZ functions are now supported when connecting to IP devices through ONVIF protocol. To
see how to add IP devices using ONVIF protocol, see ONVIF and PSIA Connection, Chapter
2, DVR User's Manual on the Surveillance System Software DVD.
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2. Main System

This chapter introduces the new features and enhancements of Main System.

2.1 Standard and GeoVision Format Codec

In addition to the codec created by GeoVision, you can now choose to record analog and IP
cameras in standard format codec. Video recorded in standard format can be played back
using standard media players.

To set the codec format of IP cameras:

1. Click the Configure button, select System Configure, and select IP Camera Install.

2. Right-click the camera and select Record Stream Type.

~

IP Device Setup

Server address | Por | Carn. MO, | Status | Wideo Resolution | Brand |
192.168.3.194 10000 Camera3 Connected 2048x1944(H264) Geovision_GY-FE420_Series
16 10000 CameraZ Connected . L 00 _Seri... |
O t Scan Camera
192.168.1.231 10000 Mo Discannact BE e SIS Fait Bax(C...

- ,
192.168.1 183 10000 Cameral  Connected Change position S12(Camer..
Delete camera

Change Resalution
Remoke camera setting IP Device Utility
Metwork Time Out
<n Demand Display
Change live view codec
Change record codec
Live view frame rate contral (Sub stream)
Live view frame rate contral (Main stream)
Image Orientation
Frames ko keep in live view buffer

| Record stream type
GI5 Setting
Automatically adjust DST

Add Camera

Import Camera

Automatic Setup

wii.

r vlr|lr rr vy rororor

Figure 2—1
3. Select Standard or GeoVision.
4. To select codec type, click Change record codec to select MPEG4, H.264 or JPEG.



To set the codec format of analog cameras:

1. Click the Configure button, select System Configure and select Camera Configure.

Camera Configure f3__<|
Camera MNarme Camera Lens
| Camera 2 j |Genera| j
Rec Control Yideo Aftributes
¥ Recvideo: [Day-Night ~| =B Brightness:  ———f—— | 128
Rec. Frame Rate Setting: ComEEt — |1
Recondig Cualyy 4 ———§— zzt:.ratmn. :JJ: E: Default

I v Apply Advanced Codec Setting... @"

Motion Detection F}

—r=
Motion Sensitivity: 8.5 ————————— |~
Mask Filter -|*| (B E] ]

v Invoke Alarm: | wotify - [[j-)))

v Invoketo Send Alerts: | Low -
¥ OutputModule: [mod.1  ~|[Pin1 +]

[~ Register Motion Event

viden Last/ Connection Last
v OutputModule: [wod.1 | [Pin.1 |

Cancel

Figure 2-2

2. Select Apply Advanced Codec Setting and click the @ icon.

3. Select Standard.
4. To select codec type, click the @ button next to Rec Video and select Geo MPEG4 or

Geo H.264. Although the codec names are still listed as “Geo”, the video will be encoded

in standard format when standard format is enabled.

Note: When standard codec is enabled, video effects such as privacy mask, text overlay,
digital watermark and any video effect involving flashing alarm box will not be included in the
recorded video.

10
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2.2 Live View Frame Rate Control and Buffer

You can now place a limit on the live view frame rate of each IP camera and adjust the
number of frames to keep in live view buffer. To access these settings, click the Configure
button, select System Configure, select Camera Install and select IP Camera Install.
Right-click a connected camera to see the frame rate control and live view buffer settings.

=

al

I Server address | Port | Cam. MO, | Status | Yideo Resolution | Brand | Add Camera

I 1921683.3.199 10000 Cameral Connected 20481 944(H264) Geovision_GV-FE420_Series
149: ik 10000 Camera? Connected ; Sean Camera
192.168.1.231 10000 Mo Disconnect gt mart Box(C.. Q

-

Change position

1921681183 10000 Cameral Cannected 51 2{(Camer...
Delete camera { Impart Camera

“hange Resolution

Remate camera setting IP Device Liility

Mekwork Time Out

0On Demand Display Autornatic Setup
0k

Change live view codac
_hange record codec
Live view frame rate control {3ub stream)
Live view frame rate control {Main stream)
Image Orientation
| Frames to keep in live view buffer

Record stream bype

515 Setting

Automatically adjusk DST

*+ v v|lwlvlr ¥vlvr r r -

Figure 2-3

Frame Rate Control

m Live view frame rate (Sub stream): Sets the live view frame rate of the sub stream to
help reduce the CPU usage. If you have set the live view codec to be JPEG, select the
number of frames to allow in a second. If the live view codec selected is MPEG4 or H.264,
select one of the following options:

® Maximum Live-view Frame Rate: View the video at the maximum frame rate
possible.

® Live-view Key Frame only: You can choose to only view the key frames of the live
view instead of all frames on the live view. This option is related to the GOP setting of
the IP camera. For example, if the GOP value is set to 30, there is only one key frame
among 30 frames.

m Live view frame rate (Main stream): Sets the live view frame rate of the main stream
with higher resolution when On Demand function is enabled. Refer to Live-view frame
rate control above to see the options available.

1



Live View Buffer

®  Frames to keep in live view buffer: Specifies the number of frames to keep in the live
view buffer.

When CPU loading is high, selecting Live-View Key Frame Only can reduce CPU loading by
jumping from key frame to key frame and dropping the non-key frames in between. When
CPU performance is poor or live view display is slow, select Frames to keep in live view
buffer to reduce the number of frames kept in buffer and achieve a real-time appearance by
dropping frames. These settings do not affect the frame rate of the recorded videos.

2.3 Automatic Daylight Saving Time Synchronization

You can now use the daylight saving time (DST) synchronization function to avoid manually
setting the DST time on GV-IP devices every year. When DST period starts or ends on the
GV-System, the time on the GV-IP device Web interface will be synchronized with the time of
the GV-System.

1. Click the Configure button, select System Configure, select Camera Install and select
IP Camera Install.

2. Right-click a GV-IP Device, select Automatically adjust DST and select Enable
automatic adjustment of DST.

r |
IP Device Setup g|
Server address Status Video Resolution add Camera
192.163.3.199 10000 N —g GeoVision_GW-FE420_Series
162.168.2.171 10000 A > B2MPEGH)&182.. Geovision_GV-BX2200_Ser-  gean camera
192.168.1.166 10000 Delete camera SEMPEG4)8128..  Geovision_Gy-BX1100_Seri..
Change setting
Remaote camera setking Irpott Camera
Duplicate Camera
Network, Time Out » IF Device Utility
Change Codec 3
Frames ko keep in live view buffer  » Autormnatic Setup
Recording codec Format 3
IS Setting » OK
Automatically adjust DST ¥ | v Enable aukomatic adjustment of 03T
Disable automatic adjustment of DST ‘
Figure 2—4
3. Click OK.

To see how to set the GV-System to automatically adjust to DST time, see Daylight Saving
Time Recording, Chapter 1, DVR User's Manual on the Surveillance System Software DVD.

12
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2.4 Automatic Setup of IP Devices

The Automatic Setup function allows you to quickly add all GeoVision and third-party IP
cameras within an IP address range to GV-System.

1. Click the Configure button, select System Configure, select Camera Install and select
IP Camera Install.

2. Click Automatic Setup. A dialog box appears.

Automatic Setup

)

Settings for Automatic Setup

Start IP address: | 192 . 168 . 0 . 1

Mumber of addressges in the IP poal: | 10

[0):4 | Cancel |

Figure 2-5
3. Type a Starting IP address and specify the number of addresses in the IP pool to include.
In the case of the figure above, IP devices using IP address between 192.168.0.1 and
192.168.0.10 will be added.

4. Click OK.

GV-System will automatically try to establish connection with IP devices within the defined IP
range. The username and password are set to admin by default. If the camera does not use
the default settings, the status will be displayed as “Connecting.” To change the login settings,
right-click the camera and click Disconnect Camera. Right-click the camera again and click
Change Setting to modify the username and password.

13



2.5 Accessing Control Panel of GV-IP Devices

You can now access the control panel of GV-IP Cameras from the Camera Configure page.

The control panel allows you to quickly adjust image quality, view alarm notification and look

up camera information.

1. Click the Configure button, select System Configure and select Camera Configure.

-
Camera Configure

Camera Mame

Camera Lens

=)

| Camera 1 -] wide Angle -
Rec Contral Video Attributes
v RecVideo: |ru10tinn Detect j Brightness: 1 169
Rec. Frame Rate Sefting: Contrast: 2 128 AEERERD
Saturation:. ———fF—— | 128
Hue: —— | 128 Drefault
Figure 2—6

2. Select the camera and next to Video Attributes, click the Advanced button. The camera’s

live view appears.

=" Camera 3

17:30:49

Figure 2-7

]

Camera adjustment

Brightness

Saturation

Sharpness

White balance

Flicker less

Image Orientation

['vertical Flip -

Shutter Speed

3. In the control panel, adjust the advanced image settings.

For more details on the control panel, refer to The Control Panel of the Live View Window

section in the manual of the connected GV-IP device.
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Main System

2.6 Wide Angle Lens Dewarping to Correct Distortion

If the camera image appears warped toward the edges, you can enable the Wide Angle Lens
Dewarping function to correct the distortion.

1. Click the Configure button, select System Configure and select Camera Configure.

2. Use the Camera Lens drop-down list to select Wide Angle.

@ R

Camera Configure g|

Camera Name Camera Lens

|Camera1 j |Wide Angle

Rec Control (7] Video Attributes

v Recvideo: |Motion Detect - Brightness: 1

Rec. Frame Rata Setting: CaiEEE 4 P —
Saturation:.  ———FH—— | 128
Hue: —— | 128 Default
Figure 2-8

3. Click the button. This dialog box appears.

Wide Angle Dewarping Setting

Input Image Dewarped Image
Setting
Field of Yiew Angle{0~360) ;
[ 126 degree

o oK | Cancel
Figure 2-9
4. Move the slider at the bottom to adjust the degree of warping. The adjusted view is shown
on the right.
5. Click OK.

6. On the main screen, right-click the live view, select the camera number and select Wide
Angle Lens Dewarping to apply the setting.

15



Note:

1. Wide angle lens dewarping enabled at the Camera Configure page is only applied to live
view and does not affect the recorded video, but this feature can also be applied after a
video is recorded. Refer to the Wide Angle Lens Dewarping in ViewLog section in
Chapter 3.

2. If dual-stream IP channels are applied, for better image quality, it is recommended to
change the streaming to single stream before you enable wide angle lens dewarping.
This effect does not support On Demand Display for automatic adjustment of live video

resolution in single-channel division.

2.7 Display Ratio Adjustment in Fisheye Live View

You can now specify the display ratio of fisheye live view.

1. Right-click the fisheye view, select the camera number and select Geo Fisheye.

2. Right-click the fisheye view, select Fisheye Option and select Settings. This dialog box
appears.

Settings f‘>__(|

Frame Rate Contral j‘ 15 [v Apply Al

[v Show Original Yideo in Low Resolution [ Apply all
Screen Ratio Setking:

+ 4:3 " 16:9

Cancel

Figure 2-10
3. Under Screen Ratio Setting, select the display ratio that best fits your monitor.

4. Click OK.
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E Main System

2.8 Object Tracking in Fisheye Live View

You can now set up object tracking in fisheye live view to track moving object. The function is
only available when the fisheye camera mode is set to be Geo Fisheye: 360 degree. When
motion is detected in the fisheye, the top-right channel will start tracking the moving object

and in the 360 degree view at the bottom, the moving object will be highlighted.
]

Figure 2—11
1. Right-click the fisheye view, select the camera number and select Geo Fisheye.

2. Right-click the fisheye view, select Fisheye Option, select Camera Mode and select Geo
Fisheye: 360 degree.

3. Right-click the fisheye view, select Fisheye Option, select 360 Object Tracking and
select Advanced Settings. This dialog box appears.

Digital Object Tracking

— Definition

& Mask Region |E
" Ohject Size IMin Ohject Size vl [®.
Dwell Tirme Of Motion | 5 sec
Schedule | Ok I Cancel
Figure 2—12
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Use the options below to customize object tracking.
B Mask Region: Use the mouse to outline a mask region where motion will be ignored.

B Object Size: Click the (@] button to pause the live view and then use the mouse to
outline the maximum and minimum size of the targeted object.

m Dwell Time of Motion: After a targeted object stops moving, the highlighted region
and the top-right channel will remain fixed on the area for the number of seconds
specified. Any new motion detected during the dwell time will be ignored to prevent the

camera view from frequently jumping from one area to another.

B Schedule: Click Schedule to activate object tracking at certain times only. Refer to
Video Analysis Schedule, Chapter 3, DVR User's Manual on the Surveillance System
Software DVD for more details.

Right-click the fisheye view, select Fisheye Option, select 360 Object Tracking and
select Tracking to enable object tracking.



E Main System

2.9 Enhanced Object Definition in Intrusion Alarm

In Intrusion Alarm, you can now define two sets of object sizes for objects that will be moving
toward or away from the camera along a path, for example, a hallway. Since objects appear
larger when closer to the camera, defining a larger object size for areas closer to the camera
will make object detection more precise. Follow the steps below to define different object sizes
according to proximity to the camera.

1. Click the Configure button, select Video Analysis and select Counter/Intruder Alarm
Setting.

2. Select the cameras to be configured and click Configure. The Setup dialog box appears.

3. Click the Alarm tab.
Setup @

Courter  Alam l

Choose Camera

Camera 3 j
Setting
Iv¥ Enahle Setting
" Define Detection Zones
E 2

" Define Object Size

O §[s =

(+ Define Image Depth

With Depth -
Test Count

Sensitivity

g 3 —— Live = Test
Alarm Mode 1 - @

Option

v Show Alarm Regions v Inwvoke Alarm J
[~ Skip Frame @) ™ OutputModule : ,m m
Schedule [~ Mever Recycle @
ok | Cancel |
Figure 2—13

4. Select Define Image Depth and select With Depth in the drop-down list. A line
8 & appears.

5. Place the line along the path where the objects will be moving by dragging the line. The
larger icon indicates the point closer to the camera and the smaller icon indicates the point
farther away from the camera.

6. Select Define Object Size. Click the a button to pause the live image and click the

larger icon & Use the mouse to outline the maximum and minimum size of objects when
they are close to the camera.
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7. Click the smaller icon ﬂ and use the mouse to outline the maximum and minimum size
of objects when they are far from the camera.

You have now defined two sets of object sizes at the two ends of the 3 & Jine.

2.10 Ignoring Environmental Changes in Advanced Motion
Detection

You can reduce false alarm in Advanced Motion Detection by ignoring environmental changes,
which can include rain, snow, and moving tree branches.

1. Click the Configure button, select Video Analysis and select Advanced Motion
Detection.

2. Select the cameras to be configured and click Configure. This dialog box appears.

Advanced Motion Detection Setup f'zl
¥ Enahble I ﬂ
|Camera 3 j

(B34 |

[v Userdefined

" Define Ohject

* Mask region
v Moise Tolerance &

' Leval1

v lgnore environmental changes

Default Ok Cancel

Figure 2—14
3. Select the camera from the drop-down list and click Enable.

4. Select Ignore environmental changes.
5. Click OK.
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E Main System

2.11 Noise Tolerance in Object Index and Face Detection

Noise tolerance adjustment is added to Object Index and Face Detection to reduce false
detection.

1. Click the Configure button, select Video Analysis and select Object/Index Monitor
Setup.

2. Select the cameras to be configured and click Configure. The Video Object Setup dialog
box appears.

Video Object Setup [zl

Object Index | object Monitor |
¥ Camera

|Camera1 j

task Filter:
=R ER

Storage
Available: 3.63GH
Set Location |

W Recycle v Keep Davs 30

Wideo Player

Guick Search j
Setup

+ Ohject Index

" Face Detection ()

" Yiden Snapshot

[ Show Ohject

v Moise Tolerance

Ji Level 1

Schedule Ok | Canceal

Figure 2-15

3. Select the camera and enable Camera.

4. Select Noise Tolerance and use the slider to adjust the level. The higher the level, the
more tolerant the system is to video noise.

5. Click OK.
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2.12 Setting Snapshot Frequency in Object Index

Previously, the automatic snapshot function in Object Index is set to 2 snapshots per second
by default. Now you can customize the frequency of automatic snapshot function.

1. Click the Configure button, select Video Analysis and select Object/Index Monitor
Setup. The Video Object Setup dialog box appears.

2. Select the desired cameras to be configured.

3. Select Video Snapshot and click the [...] button. A dialog box appears.

|

Video Object Setup

Object Index | Object Monitor |
- ¥ camera

ICamera 3 Ll

Mask Filter:
| ([EE¥]
—Storage

Available: 3.98GB
Set Location |

¥ Recycle W Keep Days ISD

—Wideo Player
IQuick Search _'_I

[ S |1 Seconds |2 Frames

" Object Index =
¥ Save as JPEG file

i Face Detection

—! @ ¥ Enahle /0 triger
& Video Snapshat _I | [oet ;ilpin_-1 |

[~ Show Ohject ’TI Cancel |
¥ Moise Tolerance
J— Level ;1

Schedule | oK Cancel

Figure 2—16

4. Specify the number of snapshots to take within a time period and click OK. For example, 5
snapshots will be taken every 2 seconds if you type 2 seconds 5 frames.

5. Click OK.
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E Main System

2.13 Enhanced Support for POS Text Sender

Previously, only Windows-based POS devices that can generate TXT, INI or JNL files are
supported by GV-System. GV-System can now be integrated with POS devices that are
compatible with Internet or OPOS Printer Driver protocols.

Note: OPOS is a widely adopted POS protocol developed to integrate POS devices into
Windows-based applications.

There are two ways to connect a POS device to GV-System:

1. Using a cross-over RS-232 cable and Internet

Cross-over RS232

Ny

o={B56888880888055 a8

POS Device (TCP/IP or OPOS protocol compatible) GV-System + USB dongle
+ POS Text Sender

Figure 2-17

2. Through LAN or internet

=

POS Device (TCP/IP or OPOS protocol compatible) GV-System + USB dongle
+ POS Text Sender

Figure 2—-18
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To set up the POS devices:

1. Insert the Surveillance System Software DVD to the POS computer. It runs automatically

and a window appears.
2. Click Install V 8.5.0.0 System.

3. Select POS Text Sender and follow the on-screen instructions. This dialog box appears.

B POS Text Sender, (=13
ey Modify Delete Start
Status | Source | POS Index | Port
h b4
[~ Autorun when Windows starts
Figure 2—-19

4. Click New. This dialog box appears.

Choose Monitor, Source Type E|
Manitar Type
|File ~|
Internet
OPQE Printer Driver
Figure 2-20

5. Select one of the following options:

a. Select Internet if the POS device is compatible with Internet protocol. Click OK. In
the dialog box that appears, type the IP address of the POS device and the
connection port. The default port value is 5111.

Choose Monitor Source Type fgl
Type TCP
P 192.168.11.81
Port 5111
oK | Cancel |
Figure 2-21
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E Main System

b. Select OPOS Printer Driver if the POS device is compatible with OPOS protocol.
Click OK. In the dialog box that appears, type the connection port. The default port
value is 5111.

Choose Monitor Source Type @

Type 0P QS Printer Driver
i
Fart 5111
CK | Cancel |
Figure 2-22

6. Click OK. This dialog box appears.

Configure El
Frinter Type: Serial Port -
File Path: [
FOS Index FOS1 -
COM Port: COMI -
9E00,Mone, 8,1 |
add | cancel |
Figure 2-23

B Printer Type: Select Serial Port if you are connecting using cross-over RS232 and
select TCP/IP Port if you are connecting through LAN or Internet.

B POS Index: Number the POS device.
B COM Port: Select the COM port that is used in connection with GV-System.

B The parameter/IP address button:

For the serial type of POS device, click this button to configure Baud Rate, Data Bits,
Parity and Stop Bits of the POS device.

For the TCP/IP type of POS device, click this button to configure Device Port and
Password to match those of the GV-System. By default, the port value is 4000, and
the password fields in both POS Data Sender and GV-System are left blank.

7. Click Add to apply the settings.
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8. In the POS Text Sender dialog box, the POS device is added to the connection list. Click
Start to start the connection. You can also minimize the dialog box to the notification area

I »
| BB Lk - 12:49 M

You will also need to set up the POS device on the GV-System. Refer to Network Connection,
Chapter 7, DVR User's Manual on the Surveillance System Software DVD for detailed
instruction.
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ViewlLog

3. ViewlLog

This chapter introduces the new features and enhancements of ViewLog.

3.1 Wide Angle Lens Dewarping in ViewLog

You can apply Wide Angle Lens Dewarping effect to recorded video to correct warping toward
the edge of the camera view.

1. Click the Effect button, select Advanced Video Analysis and select Wide angle lens
dewarping. This dialog box appears.

Wide Angle Lens Dewarping

Select the desired cameras {:?_'} jg] Q]
Host Mame Camera Mame
Local Camera 1
Local Camera 2
Camers 3

[ Lacal Camera 4

Figure 3-1
2. Select the cameras to apply Wide Angle Lens Dewarping.

3. Click the % button to adjust the level of dewarping. This dialog box appears.

Wide Angle Dewarping Setting

Input Image Dewarped Image

Setking

Field of Yiew Angle(0~360) ;

[ 126 degree
1] g

Figure 3-2
4. Move the slider to adjust the degree of warping. The adjusted view is shown on the right.

5. Click OK.
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3.2 Enhanced Features When Saving in AVI Format

3.2.1 Saving Dewarped Fisheye in AVI Format

Previously, videos recorded by fisheye cameras are saved in circular source image. You can
now dewarp the circular image and adjust the image before saving the video in AVI format.

1. In ViewlLog, select the video recorded by fisheye cameras.

2. Click the View Mode button, select Single View, select Geo Fisheye and select the View

Mode to display the fisheye image.
3. Adjust the view angle and zoom level.

4. Click the Save as AVI button and select Save as AVI. The camera view you have

adjusted appears.

Save Avi File X]
Avi Wiew |Setting| [T Direct Merge (Higher Speed) @
~ Start-Time : 11:40:32 —End-Time : 11:40:58

— Exportwith new Privacy Mask region(s)——— Remowe Recoverable Privacy Mask region(s)
" Un-recoverahle ]| D : I 1
* Recoverahle @) Password - I*

QK I Cancel

Figure 3-3

5. Click OK to save the video in AVI format. When you play the AVI file, the fisheye image
will be dewarped and positioned according to the angle and zoom level you have

adjusted.
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3.2.2 Direct Merge When Saving as AVI

B ViewlLog

When saving video as AVI files, you can select the Direct Merge option to save the video file

in the codec type that it was originally recorded in. When Direct Merge is selected, you will not

be able to customize the video settings, but the time required for conversion is significantly

reduced.

1. In ViewLog, click the Save as AVI button and select Save as AVI. This dialog box

appears.

Save Avi File

B View lSemngl | ¥ Directmerge { Higher Speed) |

Start-Time : 15:22:10 End-Time : 15:23:11

Remaove Recoverable Privacy Mask region(s)

ID: |1

+*

Password :

X

o]

Cancel

Figure 3—4

2. Select Direct Merge (High Speed). You will not be able to customize settings such as

codec selection, privacy mask recoverability and digital watermark.

3. Click OK to save the file as AVI.
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3.2.3 Enhanced Codec Types When Saving as AVI

When saving recorded video in AV| format, the codec options have been changed to WMV9
and Geo H.264, which produce higher quality image than the previous codec types. When
WMV is selected, you can play the video with Windows Media Player directly without using

GeoVision codec.

To select the codec type:

1. In ViewlLog, click the Save as AVI button and select Save as AVI.

2. Click the Setting tab. This dialog box appears.

Save Avi File X
Ay view  Setting l [ Direct Merge ( Higher Spead ) @
Set Location
DATESTING DIFECT MERGEWil2201 1061715401 8.Avi J
Marmal

@ [~ Time merge
() I SaveasExe

r
I

Date / Time :
Video Effects :
Audio Export ;
GPS Export :

Codec Selection

[2) Codec: Gen H264 -

QK | Cancel

Figure 3-5
3. Use the Codec drop-down list to select Geo H.264 or standard WMV9.

4. Click OK.
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ViewlLog

3.3 Monitoring of Vehicle’s Average Speed in GV-Compact

DVR V3
When playing back video recorded by GV-Compact DVR V3, you can enable GIS display to

see the coordinates and the average speed of the vehicle.

1. In ViewlLog, click the Setting button, click the Display tab and select Display GPS

positions.

System Configuration

Play Sefting  Display |Database.fCache | Guad View | Thumbnai Visw |

—Uszer Interface

Aspect ratio : |4:3 j

—Camera ! Image Setting
W Apply deirterlace render

v Apply scaling render

[~ Apply deblocking render ( single viewy only )

W Apply text overlay's camera name ! time [ alarm render
v Apply text averlay's POS § GyAiegand render

W Apply camera name render

I [ Cisplay GPS postions I

—Use image instead of blue screen
[ Replace blue screen during playback or merging video clips

I [s-800 (Main SystemDCommBesCamlogo jig |

Figure 3-6

2. Play back a video clip recorded by GV-Compact DVR V3. The coordinates and the
average speed of the vehicle will be displayed in the top-left corner.

Figure 3-7
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3.4 Face Mask in ViewlLog

The face mask function was added to detect and blur the human faces in ViewLog for privacy
purposes. You can change the account privileges to apply face masks or to display faces for
Power User, User and Guest accounts. All Supervisor accounts can see the recorded video
without face masks.

§es
®
®
)
®
e

6

6/2/2011

16:24:00.942

Figure 3-8

Note: The Face Mask function is designed to detect front-view faces only, and the area of
the detected face must take up 10% to 50% of the live image. For other limitations, see Face
Detection, Chapter 3, DVR User's Manual on the Surveillance System Software DVD.

32



To Enable the Face Mask for an User Account

n ViewlLog

1. Click the Configure button, select System Configure, select Password Setup, and

select Local Account Edit.

2. Select a Power User, User or Guest account and click the Viewlog tab at the bottom.

Password Setup @

GGuest [ Account is disabled [ Expirein day (5]
= User
‘ Bill Lurnbergh o Bill Lumbergh
Powerlser Passward :
= Supetvisar Hint:
1
‘ Leval : User

[~ Usercannot change password
[~ Force password change at next login

[~ Disahle account ifuser does not login after day (5)
[~ Expartthis ID for IR Remote Control (GY-Keyboard)
[~ Send password by E-mail
[+ Execute EventlLog Camera [EventLog)
Iv Expart &l 2] H O
[ Delete EventLog
I¥ Browse Spstem Log B m s i

[~ Mark Un ark Mever Recycle T2 8T 107 14
v

M3zl 11l 15
[ Display detected faces v 4 81 12 18

Audia [EventLog)

2 @4
1 sl aflr 13
2 681 100 14
M3zl 11l 15
V4T 81 12 18

Multic:am

Wiewlog I “Webcamn J Fiemate Playback ]

Mew ‘ Remove‘ Search‘ Fast Backup

Restore J Control Center I Privacy Maszk ] Other ]

Figure 3-9

3. Clear the selection for Display detected faces to blur human faces when the user watch

recorded events in ViewLog.

4. Click OK.
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3.5 Enhanced Single Player

New functions have been added to Single Player to allow you to dewarp any distortion toward
the edge of camera view and to save dewarped fisheye recordings in AVI format.

Tip: To access Single Player:

e Play back recorded videos in Event List Query through Webcam server. Refer to Event
List Query, Chapter 8, DVR User’s Manual for more details.

e Select to include Single Player when backing up recorded videos in ViewLog. Refer to
Backing Up Recorded Files, Chapter 5, DVR User’s Manual for more details.

Monitor

=

Event Type Device Information || Note Date
| Matian v v v | ||| ODsT Raollback

2011/06/16-00:00:01
2011/06/16-23:59:5'

[Chart”Txt vH Export]

1 Page: 1/1, Total record(s): 1 E Video

Event . ) DsT ) )
D Type Device Information MNote Rollback Time Wideo
. Camera BAEL2011 =
s 5:18:32 PM

1 Page: 1/1, Total record(s): 1

Figure 3—10 Event List Query through Webcam Server

To access Wide Angle Lens Dewarping:

1. Right-click the Single Player camera view, select Render, select Wide Angle Dewarping,
and select Setting. A dialog box appears.

2. Use the slider at the bottom to adjust the degree of dewarping and click OK.

3. To apply Wide Angle Lens Dewarping, right-click the Single Player camera view, select
Render, select Wide Angle Dewarping, and select On / Off.
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n ViewlLog

To save dewarped fisheye view in AVI format:

1. Right-click the Single Player camera view, select Fisheye and select a type a camera

mode.
2. You can adjust the angle and the zoom level of the fisheye view.

3. Right-click the Single Player camera view, select Tools and select Save as AVI. The
camera view you have adjusted appears.

4. Click OK to save the video in AVI format. When you play the AVI file, the fisheye image
will be dewarped and positioned according to the angle and zoom level you have
adjusted.

3.6 Backing Up to Blu-ray Disc Using OS-Burning

Previously, only DVD and CD are supported when using the built-in software of the operating
system to back up files. You now back up files to blu-ray disc using the built-in software of the
operating system.

Refer to Back Up Recorded Files, Chapter 5, DVR User's Manual on the Surveillance System
Software DVD for more details.
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4. Center V2

This chapter introduces the new features and enhancements of Center V2.

4.1 Adding Device Information into Alert Messages

You can include the subscriber name and ID into E-mail and SMS notification messages. The
following is an example with e-mail alert messages.

1. On the Center V2 window, click the Preference Settings button and select
Notification. This dialog box appears.

Alarm Settings

" Alert Approach

Video Lost »

IO Module Lost [ Invake Alarm: J

IO Trigger (Marmal)

I Trigger (Emergency) [ Gutput Module:

Connection Last

Subscriber Login [ 5end E-wail Alerts: Edit...

Subscriber Logout

Camera Mation []Send SMS Alerts: Edit...

Surveillance System Abnarmality

Intruder

Missing Object

Unattended Object Text Format of S5 oK

Scene Change f Tampering Alarm . =

POS Loss Prevertion 2 ©ascl O Unicore
Figure 4-1

2. Select the event into which you wish to insert subscriber name and ID, and select Send
E-Mail Alerts. The E-Mail dialog box appears.

E-Mail X

Subject

Motice from Cen amera Mation |

Text Content

[ oK H Cancel ] [ Macras ==

Figure 4-2
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n Center V2

Type the message text and click the Macros button. This dialog box appears.

X

Text
|n
Camera Name

E-Mail
Subject
Symboal
| Motice from Centery2 ideo Lost] 21
2
Text Content
71 22 's video is lost]
OK H Cancel ] ’ Macros == ] ’ Insert

Figure 4-3

Place the pointer to the place you wish to insert subscriber name and ID in the text,

select the corresponding symbol and click Insert. The symbols will be replaced with real

information when the message is displayed to the user.
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4.2 Enhanced Features on the Main Window

4.2.1 Categorizing the Events

Event category tabs are added to the V8.5 Center V2 Professional by default. Click the
desirable category tab at the bottom of the main screen to view events by category on the

Center V2 window. For example, click Motion to view all the motion events:

BRI Camera 22 m Camera 23 m
. —

YW=t 66006
| i ECBEHO

~ 8:] Centerv2 Pro
P8 Camera 10 @ g GeoVision

v B 0 D Type Message Message Time Start Time ~
1 Motion Camera 2 detected motion 411972011 2:36:35PM  4/19/2011 2:36:35 PM
1 Motion Camera 1 detected motion 411972011 2:36:48 PM  4/19/2011 2:36:48 PM
1 Motion Camera 2 detected motion 411972011 2:36:52PM  4/19/2011 2:36:52 PM
=] 1 Motion Camera 2 detected motion 411972011 2:36:50 PM  4/19/2011 2:36:59 PM
=@ 1 Motion Camera 1 detected motion 4/19/2011 2:36:59 PM  4/19/2011 2:36:59 PM
= 1 Motion Camera 1 detected motion 41972011 237:13PM  4/19/2011 2:37:13PM
1 Motion Camera 2 detected motion 41192011 2237:15PM  4/1972011 2:37:15 PM
1 Motion Camera 2 detected motion 411972011 2:37:21PM  4/19/2011 2:37:21PM
1 Motion Camera 2 detected motion 411972011 2:37:33PM  4/19/2011 2:37:33PM
=] 1 Motion Camera 1 detected motion 411972011 2:37:33PM  4/19/2011 2:37:33PM
@ 1 Motion Camera 2 detected motion 411972011 2:37:42PM  4/19/20112:37:42PM
1 Motion Camera 2 detected motion 4/19/2011 2:37:55PM  4/19/72011 2:37:55 PM
All System  Motion Trigger | Connection | Alarm | LoginfLogout | Attachment | Wiegand Data | Device Lost | Offline Event| Customi; « »

Figure 4-4

Note: This feature is supported by the Professional version using a GV-USB dongle.
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n Center V2

To configure the Event tabs on the main screen:

1. On the main screen, click the Preference Settings button and select My Favorite
Events. A sub-menu appears.

Systermn Configure
Event Log Settings

Password Setup
E-Mail Setup
SMS Setup
Local 1/0 Device
Yirtual I/0

Matification
Customize alarm Report
Customize Message Settings

worite Events

v Motion
v Trigger
wersion Information, ., v Connection

ALDmatic Failover Support

| v alarm
v Login/Logout
¥ Attachment
¥ Wiegand Data
v Device Lost
v Offline
¥ Custormized Event

Figure 4-5

2. Select or unselect the Event Categories as required.
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4.2.2 Setting up the Customized Event Tab

With the V8.5 Center V2, you can group the event types you want to monitor under the

Customize Event tab.

Note: This feature is supported by the Professional version using a GV-USB dongle.

Camera 1 @I Camera2 BB Camera3
TN - ) e
3 | [l iy i
3 4'. N
]\ V/
Camera8  BAQ) Camera10 BRG] Camera 11 QI
8

amera 4 @) camera s

g D Tyne Message
DVR1 DeviceLost  Camera 7 Video Lost
= DVR1 Device Lost  Camera 8 Yideo Lost
F DVR1 Device Lost ~ Camera 8 Video Lost
DVR1 Device Lost  Camera 10 Video Lost
DVR1 Device Lost  Camera 11 Video Lost
DVR1 Device Lost Camera 12 ¥ideo Lost
=} DVR1 Device Lost  Camera 13 Video Lost
DVR1 Device Lost  Camera 14 Video Lost
=} DVR1 Device Lost  Camera 15 Video Lost
DVR1 Device Lost  Camera 16 Video Lost
DVR1 Device Lost  Camera 1 Video Lost
DVR1 Motion  Camera 2 detected motion

Camera B g@

Message Time
5/10/2011 3:28:31 PM
SA02011 3:28:31 PM
AH0/2011 3:28:31 PM
5/10/2011 3:28:31 PM
AH0/2011 3:28:31 PM
SA02011 3:28:31 PM
AH0/2011 3:28:31 PM
5/10/2011 3:28:31 PM
AH0/2011 3:28:31 PM
5/10/2011 3:28:31 PM
5/10/2011 3:28:31 PM
51102011 3:31:12PM

May. 10 15:33:13
Y q

% DvR1
) Tokyo

OHEEE
COOEO

Start Time
5/10/2011 3:28:31 PM
SMO2011 3:28:31 PM
BMO2011 3:28:31 PM
511012011 3:28:31 PM
BMO2011 3:28:31 PM
SMO2011 3:28:31 PM
BMO2011 3:28:31 PM
511012011 3:28:31 PM
BMO2011 3:28:31 PM
511012011 3:28:31 PM
5/10/2011 3:28:31 PM
5/10/2011 3:31:12PM

PN

System | Motion | Trigger | Connection| Alarm | LoginjLogout | Attachment [ Wiegand Data | Device Lost| Offline Event| Customized Event | <
=2

> [=

Figure 4-6

1. On the Center V2 window, click the Preference Settings button and select
Customize Message Settings. The Customize Message Settings dialog box appears.

2. Select an event from the left and select Add to Customized Event Tab.

Customize Message Settings F5_<\

= Camera Wotion Text Color

“ideo Lost (%) Assign By Prinrity

110 Trigger
110 Module Lost b _
The network connection is lost,
Digk Full (O Custamize Calor

o |
Logout T

Start Service
Stop Service Sampls
Detected change of bind IP, restart the service
Failed to establish the connection

Multicamn Surveillance Systemn iz abnormally o
Show Camera by 'O Trigger.

Failed to start recarding. [¥] Add to the Customized Event Tab
Recard File.

Failed to Lagin Dispatch Server.

Recyeling is started. ]
I > l

‘Sample Text ! |

ok | [ canel

£

Figure 4-7

3. To view the customized events, click the Customized Event tab on the event category

of the main screen.
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4.2.3 Setting Alert Levels of Event Messages

In the upgraded V8.5 Center V2, you can assign an alert level to each event type. Each alert
level can be distinguished by color. You can customize the color for each alert level or assign
a color exclusively for a particular event type.

Note: This feature is supported by the Professional version using a GV-USB dongle.

Carmera 3 ‘_‘ Cmemﬂ. m 5 Camera B m Apr. 19 14:38:06
- = o
'f e | g e 20.15 GB
\ [2)
- Vﬂl’h 8] Centerv2 Pro
Camera 12
= @ Tokyo
2 4 DRz
A& Camerat
A& Cameraz
& Camera 3
"En Camera 4
g & Camera 5§
Lo & Camera 6
13 &b Camera 7
D [ 4 & Camera 8
‘l 7 i & Camera 9
g - ) p g Eamera 10
amera 11
Camera 21 m Camera 22 @ Camera 23 m @ Camers 12
= = - =
Tl OHEEE
i OO0B6 O
SN S
‘ 1D Type Message Message Time Start Time: A
DVR2 DeviceLost Camera 4 Video Lost 5/11/2011 3:46:37 PM  5/11/2011 5! |
DVR1 DeviceLost  Camera 14 Video Lost 51172011 3:46:30PM 51172011 3:46:39 PM
DvR1 Motion Camera 8 detected motion S1/2011 34638 FM 611172011 3:46:39 PM
DVR1 Aftachment  Record iile of Camera 1. [Live] S11/2011 Z46:41 PM 51172011 3:46:36 PM
DvR2 Device Lost  Yideo signal of Camera 4 has resume 51172011 34641 PM 51172011 5:51:26 PM
DVR2 Aftachment  Record file of Camera 2. [Live] 511172011 3:46:42PM  5711/2011 5:51:22 PM
DVR1 Aftachment  Record file of Camera 9. [Live] S11/2011 34644 PM 61172011 3:46:39 PM
DVR1 Attachment  Record file of Camera 4. [Live] 51172011 3:46:46 PM  5/11/2011 3:46:33 PM
D¥R2 totion Camera 2 detected motion 1172011 24648 PM 51172011 55133 Pul
DvR1 Mation Camera 1 detectad motion SI11/2011 4648 PM 571172011 3:46:48 PM
DVR1 Device Lost  Camera 2 Video Lost S1/2011 34648 FM 611172011 3:46:49 PM
DVR1 Device Lost  Video signal of Camera 14 has resume SH12011 RAGE0PM 51172011 J4B50PN [
DVR1 Attachment _Recordfile of Camera 1. ILivel 5/11/2011 3:46:53PM__5/11/2011 3:46:48 PM |
System | Motion | Trigger | Connection| Alarm | Login/Logout | Attachment | Wiegand Data | Device Lost| Offline Event | Customi; « »
=

Figure 4-8

1. On the Center V2 window, click the Preference Settings button and select
Customize Message Settings. The Customize Message Settings dialog box appears.

2. On the left, select an event type you wish to configure.

Customize Message Settings El
Camera hotion ~ TEERRIE?
video Lost (3 Assigh By Priority

The network cannection is lost
Disk Full () Customize Color

roan |
Logout n

Start Service
Stop Service Sample
Detected change of bind IP, restart the service
Failed to establish the connection.

Multicar Surveillance System is abnormally ¢
Show Carera by IO Trigaer.

Failed to start recording. [v] Add to the Customized Event Tah.
Record File

Failed to Login Dispatch Server.

Recyeling is started st
| > l

‘Sample Textll |

Ok l [ Cancel

|~

Figure 4-9
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To assign an alert level, select Using Priority Color and choose from the drop-down list.
To change the color for this alert level, click the color box and select a desired color.

To customize the color of this event type, select Using Custom Color and click the color
box to assign a desired color.

Click OK to complete
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4.3 New and Enhanced Video Storage Functions

Several new and enhanced features are added for more efficient data storage and recycling.

| General | Layout | Network | Record Dispatch Server| | General | Layout | Network | Record _
*_a Recycle *_a }'\ | Recycle
i Path I Path Free size Storage Gr...
[+ D:ACenter V2\Data [+ D:ACenter V2\Data 437GB | Storage 1

Erlarge path threshold: 500 | Me
L Keep days: EIN
] Erlarge recycle threshald: | ME Enlarge recycle threshold; | 800 MB

[ ok |[ cance | [ ok |[ cance |
V8.4 V8.5
Figure 4-10

4.3.1 Accessing the Video Storage Settings

1.

System Configure. The Preference dialog box appears.

2. Select the Record tab. This dialog box appears.

| General | Layout | Network| Recard |
ﬂ J Recycle
Path Free size Storage Gr...
[+ D\Center w24Data 437 GB
Enlarge path threzhold: ME
Enlarge recycle threzhold: o0 ME
I [1]8 l [ Cancel
Figure 4-10

On the Center V2 window, click the Preference Settings button and select
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Recycle: In Center V2 V8.4, 400 MB of old files are deleted when the storage space
falls short of the recycle threshold. In V8.5, this feature is enhanced by considering the
number of channels connected. When 1 to 49 channels are connected and the storage
space falls short of 800 MB, 400MB of old files will be deleted. This recycle size
increases by 100 MB with every addition of 50 channels. That is, with 50 to 99
channels connected, 500 MB of the old files will be deleted as the storage space falls

short of the recycle threshold. See the following table for the corresponding recycle
size:

No. of Channels Connected to Center V2 Server Recycle Size (MB)
1~49 400
50 ~ 99 500
% %
800 1500

Storage Group: With Center V2 V8.5, you can store the recordings of different
subscriber at separate locations using the storage group feature. For details, see 4.3.3
Storing Video Files in Separate Locations.

Enlarge Path Threshold: When the current storage path falls short of 500 MB (default
threshold), recordings are saved to the next path of the same storage group. To
enlarge the path threshold, select this option and specify the path threshold.

Keep Days: The recordings are stored for the specified number of days before they are
recycled.

Enlarge Recycle Threshold: When the current storage path falls short of 800MB
(default recycle threshold), recycle starts. To enlarge the recycle threshold, select this
option and specify the recycle threshold.
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4.3.2 Storing Video Files in Separate Locations

In Center V2 V8.4, video files from all the subscribers are saved to the same location. Now
you can keep video files from each subscriber in separate locations by setting up storage
groups. You need to set up storage groups and then assign each subscriber with a storage

group.

To add storage paths and set up storage groups:

1. To access the video storage settings, click the Preference Settings button , select
System Configure and click the Record tab. The Preference dialog box appears.

2. Add storage locations using the Add New Path button ﬂ.

3. Assign a storage group to each path using the drop-down list.

General | Layout Network| Record |Dispatch Server

ﬂ M Recycle
Path Free size Storage Group
D:ACenter W2hData 19.61 GB Storage 1 W

|7 C:ACenter V2 DatahSubszciber 1 10020 GB

[[] Enlarge reserved space: |:| ME
[ Keep days: l:l EI

[] Enlarge recycle threshold: B

I Ok ] [ Cancel

Figure 4-11

Important: The system will first save video files to the path that appears on the top of the
list, and switch to the next path (of the same group) as soon as the current location reaches
the specified path threshold.
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To assign a storage group to a subscriber:

1. On the Center V2 window, click the Accounts button . The Address Book window
appears.

2. Select the subscriber and click the Subscriber Settings button D’ The Subscriber
Settings dialog box appears.

3. Select a storage group from the drop-down list.

Subscriber Settings - DVR1

WMonitor Cption

Imange Size:
[v] Auto Record Wideo

Recard Mode
(%) Live Mode
() Attachment Mode

() Both (Live & Attachment

[ote
Any changes of this property will he applied in next trigger.

Calar of Channel Caption Storage Group

Storage 1 w

Storage 2

| UE | I L ANCET ]

Figure 4-12
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4.4 Configuring a Virtual /0O Box

Now the Center V2 operator can also activate alarm outputs installed through the network
(hence, a virtual I/O device) to inform the Center V2 operator when events occur. A maximum
of 9 1/0 boxes (including local and remote 1/O boxes) can be connected to one Center V2
server.

Note:

1. Only 8-port and 16-port GV-I/O Boxes can be connected to Center V2 through
Ethernet.

2. The GV-I/0O Box must be installed in the same LAN with the Center V2 server.

To set up a virtual GV-I/O Box on Center V2 server:

1. On the Center V2 window, click the Preference Settings button and select Virtual
1/0. The Virtual I/O Device dialog box appears.

2. Click the Add button. This dialog box appears.

Virtual IO Device

Device: |GU—IO BOX (8) “|
IP: | 192.168.2.11 |
Po: | 10000 |[ Default ]

ID: ' admin |

Passwiord: | (L LY |

Ok ” Cancel ]

Figure 4-13

3. Select the device using the drop-down list, and type the IP address, ID and Password
of the GV-I/O Box.
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To trigger outputs by event:

1. On the Center V2 window, click the Preference Settings button and select
Notification. The Alarm Settings dialog box appears.

2. From the left column, select the event type for which the alarm output is to be triggered.

Alarm Settings @@

» U Alert Approach

/O Module Lost [invoke Alarm: _‘
O Trigger (Mormal)

O Trigger (Emergency)
Connection Lost
Subscriber Login [ Send E-Mail Alerts:
Subscriber Logout

Camera hotion []Send SMS Alerts:
Surveillance System Abnormality

Intruder

Missing Object

Unattended Object Text Format of SMS

3 [Mod.1  v| |Pin1 v

(]34
Scene Change [ Tampering Alarm =

) ASCI Unicode
POS Loss Prevention 3 ® o

Figure 4-14

3. Select Output Module and define the module number and pin number using the
drop-down lists. The output will be triggered when the selected event occurs.

4. To set up more event types for alarm output, repeat steps 2 and 3.

To trigger outputs manually:

1. On the Center V2 window, click the Tools button and select Force Output. This
dialog box appears.

Force Qutput of 170 Device fg|
Outputt Outputd
Qutputa Qutput! 0
B ocutouts B outouti
Cutputd Outut! 2
outputs Outut! 3
B outputs B outputi4
Qutputy Qutput &
B cutputs B outputis
Figure 4-15

2. Select a desired module and then click the Finger button lﬂ to trigger the output.

48



n Center V2

4.5 Enhanced EZ Player

4.5.1 Wide Angle Lens Dewarping

When viewing videos through EZ player, these images may be curved near the corners. The
new Wide Angle Lens Dewarping feature is designed to correct image distortion.

1. Click an attachment to open the EZ player.

2. Right-click the video image on EZ player and select Wide Angle Lens Dewarping to
enable this function.

3. Right-click the video image again and select Wide Angle Lens Dewarping Settings.
The dialog box appears.

LR L PO | AEIRI

ERyEE ey T Rl

Ial Ige Dewarped Image

Setting

Field of Yiew Angle(1~360] :
] | 148 degree

OK I [ Cancel I

Figure 4-16

4. Move the slider at the bottom to correct the degree of warping. The adjusted view is
shown on the right.

5. Click OK to complete.
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4.5.2 Fitting Window Size

When the source image is bigger than the EZ player screen, use this feature to adjust its size

to fit the screen. Right-click the video image on the EZ player and select Fit Window Size.
The image size should be immediately adjusted.

eR00

C0)0VQ)T) )8!z

Figure 4-17
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5. VSM (Vital Sign Monitor)

This chapter introduces the new features and enhancements of VSM.

5.1 Enhanced Features on the Main Window

5.1.1 Device Tree

Previously the VSM center only displays the connected subscriber without showing the
connected devices and their status. With the Vital Sign Monitor V8.5, the status of the
connected devices such as cameras and I/0O modules can be easily monitored from the main

window.

¥ Vital Sign Monitor

Zervice Corfigure Tools Yew Help
Lk e e =]
x|% D Type Message Message Time Start Time ~
9.1 Subscriber List [2/2] DVR 1 System  Stop all cameras monitoring TIS2011 10:4242 M TI5I2011 10:42:42 AM
= & g'ﬂ::"l“ GV-FD1200  Login/Logout Login TISIZ011 10:42:44 AW
& Camera 1 DVR 1 Device Lost  Camera 6 Video Lost /52011 10:42:44 AM  7/52011 10:42:44 AM
& Camera 2 = DVR 1 Device Lost Camera 7 Video Lost 7/5/2011 10:42:44 AM  7/572011 10:42:44 AM
& Camera 3 DVR 1 DeviceLost Camera 8 Video Lost 7052011 10:42:44 AM  7/5/2011 10:42:44 AM
: Eﬁ:: ; DVR 1 Device Lost  Camera 9 Video Lost TISIZ011 10:42:44 AW 77512011 10:42:44 AW
& Camera b DVR 1 Device Lost  Camera 10 Video Lost TISZ011 10:42:44 AM  Ti5/2011 10:42:44 AM
& Camera 7 DVR 1 Device Lost  Camera 11 Video Lost 7/5/2011 10:42:44 AM  7/52011 10:42:44 AM
& Camera 8 Y DVR 1 DeviceLost  Camera 12 Video Lost TISIZ011 10:42:44 AW 7I512011 10:42:44 AM
& Camera 8 @ DVR 1 DeviceLost Camera 13 Video Lost 7052011 10:42:44 AM  7/5/2011 10:42:44 AM
g Eg:: i'i @ DVR 1 DeviceLost Camera 14 Video Lost 7152011 10:42:44 AM 7552011 10:42:44 AM
@ Camera 12 =] DVR 1 DeviceLost  Camera 15 Video Lost 7/52011 10:42:44 AN 7/52011 10:42:44 AM
G Camera 13 DVR 1 Device Lost  Camera 16 Video Lost 7/5/2011 10:42:44 AM  7/572011 10:42:44 AM
& Camera 14 57 Gv-FD120D Motion Camera detected motion 7152011 10:42:45 AM 1502011 10:18:10 AM
& Camera 15 @ GV-FD120D System  Stop all cameras monitoring 7152011 10:42:46 AM  7/5/2011 10:18:10 AM
& ﬁg_';;?:;m N GV-FD120D Systermn  Stop IO Monitoring TISI2011 10:42:46 A 7/5/2011 10:18:10 AM
A& Camera GV-FD1200 Motion Camera detected motion TISZ011 104300 AM 74572011 10:18:24 AW
@ I8 Module 1 = GV-FD120D Mation Camera detected motion 7152011 10:43:15 AM  7/5/2011 10:18:39 AM
GV-FD120D Motion  Camera detected motion 7/52011 10:43:47 AM 752011 10:19:11AM ¥
Al | System I Device Lost | Offline Event | Customized Event
*[p
MName
Telephone (H)
Telephone {0)
Mobile Phane
E-mail
Address
Ready UM

Figure 5-1
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5.1.2 Configuring the Customized Event Tab

With the VSM V8.5, you can group the event types you want to monitor under the

Customized Event tab on the main window.

52

2. Vital Sign Monitor
Service

Configure  Tools WView Help
Baafh g o =] =)
x| D Type Message Message Time Start Time
4 Subscriber List [2/2] || DVR 1 Device Lost ~ Camera 6 Video Lost 7152011 10:42:44 AM  7/5/2011 10:42:44 AM
e @ DVR 1 DeviceLost  Camera 7 Video Lost 7152011 10:42:44 AM  7/572011 10:42:44 AM
2 Camera 1 DVR 1 Device Lost Camera 8 Video Lost 752011 10:42:44 AM  7/52011 10:42:44 AM
‘& Camera 2 7 DVR 1 Device Lost  Camera 9 Video Lost TI62011 10:42:44 AM  TIS2011 10:42:44 AM
'Ex Camera 3 7 DVR 1 Device Last  Carnera 10 Video Last TS0 10:42:44 AM 7752011 10:42:44 AM
"= Camera 4 DVR 1 Device Lost  Camera 11 Video Lost 752011 10:42:44 AM  7/572011 10:42:44 AM
;Ezg:: N7 DVR 1 Device Lost  Camera 12 Video Lost TIS2011 10:42:44 AM  TI572011 10:42:44 AM
&h Camera 7 DVR 1 Device Lost Camera 13 Video Lost 752011 10:42:44 AM  7/52011 10:42:44 AM
6 Camera 8 DVR 1 Device Lost  Camera 14 Video Lost 752011 10:42:44 AM  7/5/2011 10:42:44 AM
&b Camera 9 = DVR 1 Device Lost  Camera 15 Video Lost 752011 10:42:44 AM  7/572011 10:42:44 AM
g E:z: i? & DVR 1 Device Lost Camera 16 Video Lost 752011 10:42:44 AM  7/52011 10:42:44 AM
&b Carera 12 GV-FD1200 Wotion Camera detecled motion TiS2011 104245 AM  TISIZ011 101810 AM
i Camera 13 GV-FO120D Wotion Camera detected motion TISi2011 104300 AM 77572011 10:18:24 AM
i Camera 14 &= GV-FD120D Motion Camera detected motion 7152011 10:43:15 AM  7/572011 10:18:39 AM
&b Camera 15 = GV.FD120D Motion Camera detected motion 7/5R2011 10:43:47 AM  7/572011 10:19:11 AM
=@ 3;;?:8;16 & GV-FD120D Motion Camera detected motion 7/572011 10:44:03 AM  7/572011 10:19:27 AM
En Camera @ GV-FD120D Motion Camera detected motion 7/52011 10:44:19 AM  7/52011 10:19:43 AM
w I& Module 1 = GV-FD120D Motion Camera detected motion 7152011 10:44:33 AM  7/572011 10:19:58 AM
= GV-FD120D Maotion Camera detected motion 7/52011 10:45:06 AM  7/5/2011 10:20:31 AM
All System | Device Lost | Offline Event | Customized Event I
* o

Hame

Telephone (H}

Telephone ()

Mobile Phone

E-mal

Address

Ready HUM

On the VSM window, click Configure and select Customize Message Settings. The

Figure 5-2

Customize Message Settings dialog box appears.

Select an event from the left and select Add to Customized Event Tab.

Customize Message Settings

G Carmera Motion
Wideo Lost
1iQ Trigger
10 Module Lost
Connection Lost
Disk Full
Login
Logout
Start Service
Stap Service
Multicam Surveillance System is ahnormally ©
The starage for Event Log is low, Event Log w
GYW-If0 Module is not found.
Wideo signal has resumed.
The input madule is reconnected.
The input status is changed.
Failed to Login SMS Server,
Failed to send SMS.

[Ead

| >

>

v

Text Color
(&) Assign By Priority

—
O Custamize Colar

I

Sample

‘Sample Textll

[#] Add to the Customized Event Tab.

[ Ok l ’ Cancel

Figure 5-3




3. To view these events, click View on the VSM window, select My Favorite Events and
select Customized Event. The Customized Event Tab appears on the VSM window.

Click to display the customized event types.

5.1.3 Setting the Alert Level of Event Messages

B vsm

In the upgraded VSM V8.5, you can color an event type by assigning an alert level. The event

types of the same alert level will be shown in the same color. However, you can also assign a

color exclusively for a particular event type.

2 ¥ital Sign Monitor E]@@
mrsRA g o

x

Eaaa

SE] < FEEEEEEE S EEEE < B

oo

B D Type Message Message Time Start Time
DVR 1 Systemn Stop all cameras monitoring TISI2011 1042242 AM 77512011 10:42:42 AM
GV-FD1 20D LoginLogout  Login TISI2011 10:42:44 AM
DVR 1 Device Lost  Camera 6 Video Lost 752011 10:42:44 AN 7/5/2011 10:42:44 AM
DVR 1 Device Lost  Camera 7 Video Lost 752011 10:42:44 AN 7/5/2011 10:42:44 AM
DVR 1 Dewvice Lost Camera 8 Video Lost 71572011 10:42:44 AM 7/572011 10:42:44 AM
DVR 1 Device Lost  Camera 9 Video Lost TISI2011 10:42:44 AM 77502011 10:42:44 AM
DVvR 1 Device Lost  Camera 10 Video Lost TIS/2011 10:42244 AM 71572011 10:42:44 AM
DVR 1 Device Lost Camera 11 Video Lost 7572011 10:42:44 AN 7/5/2011 10:42:44 AM
DVvR 1 Device Lost  Camera 12 Video Lost TISI2011 10:42:44 AW 77512011 10:42:44 AW
DVR 1 Device Lost Camera 13 Video Lost 752011 10:42:44 A 7/52011 10:42:44 AM
DVR 1 Device Lost Camera 14 Video Lost 752011 10:42:44 AM  7/5/2011 10:42:44 AM
DVR 1 Device Lost Camera 15 Video Lost 7572011 10:4244 AM  7/5/2011 10:42:44 AM
DVR 1 Device Lost  Camera 16 Video Lost 71572011 10:42:44 AN 7/5/2011 10:42:44 AM
| GV-FD120D Motion Camera detected motion TISZ011 104245 A 77572011 1001810 AM
GV-FD120D System Stop all cameras monitoring 752011 10:42:46 AM  7/5/2011 10:18:10 AM
GV-FD120D System Stop WO Monitoring FIS2011 10:42:46 AM 77512011 10:18:10 AM
GV-FD1 20D Motion Camera detected motion TIA2011 10:43:00 AW 7752011 10018:24 AM
GV-FD120D Motion Camera detected motion 71572011 10:43:15 AM  7/5/2011 10:18:39 AM
GV-FD120D Mation Camera detected motion 7/5/2011 10:43:47 AM__ 7/5/2011 10:19:11 AM

All

| System J Device Lost

Offline Event | Customized Event

Service Configure Tools View Help
& Subscriber List [2/2]
= 22l GeoVision
=@ OVR1
&6 Camera 1
S Camera 2
"8 Camera 3
B Camera 4
&6 Camera 5
& Camera 6
& Camera 7
& Camera 8
& Camera 9
&b Camera 10
& Camera 11
b Camera 12
&b Camera 13
& Camera 14
& Camera 15
& Camera 16
& @ Gv-FD120D
& Camera
@ & Module 1
"l o
Name
Telephone (H)
Telephane ()
Mobile Phone
E-mail
Address
Ready

On the VSM window, click Configure and select Customize Message Settings. The
Customize Message Settings dialog box appears. For detail setup, see 4.2.3 Setting Alert

Levels of Event Messages.

Figure 5-4
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5.2 Temperature Alarm

In the new VSM center, you can monitor temperature of the connected subscriber (GV-IP
Cameras and GV-System with GV-3008 Card only) by checking the current temperature and
setting up a critical temperature upon and beyond which the VSM operator and the
subscriber can be notified..

Note: For the GV-IP Cameras that support temperature display, please refer to the
GV-IPCAM H.264 User’s Manual for detail.

To look up the temperature of the connected subscriber:

On the VSM window, click Tools and select View Subscriber Status. The dialog box
appears. The default unit is Celsius. To configure the units shown, see the following section

for detail.
Subscriber Status Q : @
Subscriber Temperature WO Device
Current D; | GV-FD120D | 47.50C = © ¢
Video Log Storage 1T -
Camera |_] YO Monitoring
Recycle: Unknown _Ifa Camera = 115 Module 1
Last Recycle: =-& Input
“ Inputt
Keep Days: = @ Output
w0 Qutputt
[ ] available: 0 KB
0% B used 0DKB -
Total Space:; 0 KB
Status
‘@nilZ Normal & Motion, Trigger | &b Video Lost
$& Module Lost /] Monitoring @ © onsoFF
Figure 5-5

Alternatively, right-click the subscriber from the Subscriber List on the VSM window and
select View Subscriber Status.
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To configure the temperature alarm:

1. If you have a GV-System subscriber, make sure the Send temperature status to Vital
Sign Monitor option is enabled. For details, see 5.3.2 Notification messages on System
Status.

2. Onthe VSM window, click Configure and select Temperature Monitor. The
Temperature Monitor dialog box appears.

3. In the Units section, select Celsius or Fahrenheit. The selected unit will be used in the

alarm message.

Temperature Monitor E|

Units
(&) Celsius (°C) |
|
(C)Fahrenheit (°F)
[]show bath units

Alarm

Critical kermperature: an 0% Cr100°C

Ok | [ Cancel

Figure 5-6

4. To show both units in the Subscriber Status (Figure 5-5), select Show both units.

Tip: With the Show both units option is selected, select either Celsius or Fahrenheit for

the unit to come before the other in the Subscriber Status.

5. In the Alarm section, specify the critical temperature.

6. Click OK. Once the temperature reaches or exceeds the critical temperature, an alarm

event will be shown on the VSM window.
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2 Vital Sign Monitor

Service Configure  Jools Wiew Help
L. e e ad
e @3 D Type Message Message Time Start Time ~
. Subscriber List [2/2] System Alarm  Can‘tfind USB Protection Key 71512011 2:06:54 PM
o Ef"v'“"" GV-FD120D G K i 71512011 2:07:06 PM
= @DWR1
- Camera 1 =] System System  Stop Service 71572011 2:07:06 PM
& Camera 2 = System System  Start Service 71572011 3:34:18 PM
& Camera 3 = DVR 1 LoginLogout Login 71572011 3:34:19 PM
: E:::: ; = DVR1 System  Start Monitoring All Type Events 7/520113:38:19PM  7/52011 3:34:19 PM
@ Gnars 5 GV-FD1200  LoginLogout Login 7052011 3:34:22 PM
& Camera 7 =@ GV-FD120D System  Stop all cameras monitaring 7152011 334:23PM 752011 3:09:44 PM
& Camera 8 =@ GV-FD120D System __Stop /0 Monitoring 7152011 338:23PM_ 7/52011 3:09:44 PM
&b Camera 9 GV-FD120D Alarm  Critical Temperature Alarm [44.5°C) 7152011 3:34:42 PM
g E:::: ﬁ GV-FD120D Motion _Camera detected motion 752011 33643PM 7/52011 3:10:04 PM
& Camera 12 GV-FD120D Motion Camera detected motion 752011 3:35:13PM  7/52011 3:10:34 PM
&b Camera 13 DVR1 System Stop all cameras monitoring 7/5/2011 3:35:17 PM 7/52011 3:35:17 PM
& Camera 14 = DVR1 Device Lost  Camera 6 Video Lost 7/5/2011 3:35:20 PM 7/5/2011 3:35:20 PM
@ Camena 15 =] DVR1 DeviceLost  Camera 7 Video Lost 7/520113:35:20PM  7/52011 3:35:20 PM
1 g;:;';;m = DVR 1 DeviceLost Camera 8 Video Lost 71572011 3:35:20PM  7/572011 3:35:20 PM
= DVR 1 DeviceLost Camera 9 Video Lost 71572011 3:3520PM  7/572011 3:35:20 PM
[=] DVR 1 DeviceLost  Camera 10 Video Lost 71572011 3:3520PM  7/572011 3:35:20 PM
[=] DVR 1 DeviceLost  Camera 11 Video Lost 7/520113:3520PM 7552011 3:3520PM v
an system | Device Lost | offiine Event | customized Event
* o
Name
Telephone (H)
Telephane (0)
Mobile Phone
E-mal
Address
Ready UM

Figure 5-7

7. You can also invoke computer alarm, local output device and send SMS and e-mail
alerts using the Alarm Settings. For details, see 1.16 Notification Settings, 2.14 SMS
Alerts and 2.15 E-Mail Alerts in the GV-CMS Series User’s Manual V8.5 on the software
DVD.
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5.3 Enhanced Notification Messages

5.3.1

Notification Messages for Lost Connection

B vsm

You can configure the GV-System for VSM operator to be notified of the events that occur. In

V8.5, the VSM operator can also be notified when connection to a video is lost.

¥ Yital Sign Monitor E]@@

Service Configure Tools Wiew Help
L) mﬁ“é@ 15 @ | oo zn FRAEEA
i P ID Type Message Message Time Start Time
{89 Subscriber List [2/2] DVR Device Lost  Video signal of Camera 1 has resume. 532011 4:00:54 PM 532011 4:00:54 PR
p@ lzlfgmera DVR Device Lost  Camera 1Video Lost 5/3/20114:10:08 PM  5/3/2011 4:10:08 PM
= 95 Module 1 DVR Device Lost  Video signal of Camera 1has resume. 57372011 4:10:16 PM 5/3/2011 4:10:16 PM
&= Inputl bx120 Motion Camera detected motion 5/3/2011 4:10:17 PM 5/3/2011 7:08:03 AM
= @ DWR DVR Device Lost  Camera 1Video Lost 57372011 4:10:31 PM 5/372011 4:10:31 PM
3 E::::: ; = DVR Device Lost  Video signal of Camera 1has resume, 532011 4:10:30 PM 532011 4:10:39 PM
@ Camera3 DVR Device Lost  Camera 1Video Lost 5320114:10:54 PM 5/372011 4:10:54 PM
& Camera 4 bx120 Motion Camera detected motion 532011 4:10:56 PM 5/32011 7:08:43 AM
@1 Camera 'S DVR Device Lost  Video signal of Camera 1 has resume. 5372011 4:11:03 PM 5372011 4:11:03 PM
@ Camera 6 = bx120 Motion Camera detected motion 532011 4:11:08 P 5372011 7:08:55 AW
g g::::: ; @ bx120 Motion  Camera detected motion 53201141121 PM 532011 7:09:08 AM
& Camera 9 DVR Device Lost  Camera 1Video Lost 5320114:11:221PM 532011 4:11:221 PM
& Camera 10 DVR Device Lost  Video signal of Camera 1 has resume, 532011 41140 PM 532011 £:11:40 PM
& Camera 11 DVR Device Lost  Camera 1 Video Lost 532011 4:11:44 PM 532011 £:11:44PW
@ Comera 12 =2 DVR Device Lost  Video signal of Camera 1has resume, 53201141154 PM 532011 4:11:54 PM
g E::Z:z ;3 bx120 Motion Camera detected motion 5/3/2011 4:11:59 PM 5/3/2011 7:09:46 AM
& Camera 15 & DVR Device Lost  Camera 1Video Lost 53201141211 PM 5372011 4:12:11 PM
& Camera 16 bx120 Motion Camera detected motion 532011 4:12:12 PM 5/3/2011 7:09:59 AM
& Module 1
| Al Motion
= [ bx120
Wame
Telephone (H)
Telephone (O)
Mobile Phone
E-mail
Address
Ready NUM

Figure 5-8

This option is enabled by default. To access this feature:

1.  On the GV-System’s main screen, click the Network button and select Connect to

VSM. The dialog box appears.

Connect to Vital Sign Monitor
Exit | Configure ‘ *@'_‘;L

[~ Login after a0 seconds

[v Monitaring all type events

P | Sitatus
127.0.0.1 -

Figure 5-9
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2. Click the Configure button. The Advance Settings dialog box appears.

3.  On the Advance Settings dialog box, select the Camera tab. The dialog box appears.

Advance Settings @
General Camera | 1/0 Device | System Information |
v [Notify Vital Sign Monitor of the monitoring status

| Camesa 1 E‘

Motify Vital Sian Monitar based on the following events...
Event Event Type
[ Motion E mergency
[#] Intrude: Emergency
Migzing Object Emergency
[¥] Unattended Object Emergency
Scene Change Emergency
[ wiegand Data Emergency
Video Lost Emergency |
[¥] Crowd Detection Emergency
Advanced Unattended Object Detection Emergency
[¥] Advanced Scene Change Detection Ermergency
Advanced Missing Object Detection Emergency

[ ok | cancel
Figure 5-10
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5.3.2 Notification Messages on System Status

B vsm

The VSM operator can be notified of the recycling status of video/audio log, storage

information and others by configuring its subscribers (GV-Systems).

2 Vital Sign Monitor EJEJ@

Service Configure Tools Yiew Help
g ﬁg*ig Fe, ID: | DVR 1 @E
2 bl sl = [[n] Type Message Message Time ~
84 Subscriber List [2/2] GV.FD120D Motion  Camera detected motion 70572011 550:11PM 7512
ey m DVR1 System  Stop all cameras monitoring 7/52011 5:50:20PM 71512
Ep Camera 1 GV-FD120D Motion Camera detected motion 7/5/2011 5:50:26 PM 7512
20 Camera 2 DVR 1 System Start all cameras monitoring 7/5/2011 5:50:39 PM 1512
‘& Camera 3 GV-FD120D Motion Camera detected motion 7/52011 5:50:55PM  7/572
i Camera 4 DVR1 System  Stop all cameras monitoring 7152011 550:57PM 7512
g m: 2 &3 GVFD1280 - Motion- Caimera detected-motion 75281155416 PM-  7/572
é. Camera 7 DVR 1 System The POS is online, [POS 1, Mapping Camera:1, 192.168.3.242] 7/5/2011 5:51:21 PM ?m:]
&b Camera 8 DVR 1 System The Multicam Surveillance System starts recycling. [Storage 1] 7/5/2011 5:51:21 PM 752
& Camera 9 DVR 1 System The Multicam Surveillance System starts recycling. [Storage 1] 7/5/2011 5:51:21 PM 1512
g x: ﬁ' DVR 1 System The Multicam Surveillance System starts recycling. [Storage 1] 7/5/2011 5:51:21 PM ?FSE]
@ Camera 12 DVR 1 System The Multicam Surveillance System starts recycling. [Storage 1] 7572011 5:51:21 PM 752
&b Camera 13 GV-FD120D Alarm Critical Temperature Alarm [43.5°C] 7/5/2011 5:55:50 PM I
G Camera 14 &= GVFD1290 - Metion- Camera detectecHmotion- 752811 5:56:29PM- 7582
@ Camera 15 GV-FD120D Motion Camera detected motion 7/5/2011 5:56:58 PM 7512
= {’ ?;_g;—;g;jlﬁ DVR 1 System 1 succeeded to log in Surveillance System. 7/5/2011 5:57:30 PM Tﬁﬁd
:.'?G Camera GV-FD120D Motion Camera detected motion TI572011 5:57:41PM 752
= 12 Module 1 GV-FD120D Motion Camera detected motion 7/5/2011 5:57:56 PM 152 o
< ¥
| Al i System ]I'Device Lost i Offline Event J Customized Event i
o DVR 1
Name:
Telephone (H)
Telephone (0)
Mobile Phone:
E-mai
Address
Ready NUM

Figure 5-11

In VSM V8.5, more features are added and the VSM operator is also notified of the following

(by default):

[Storage Information]

B when the storage device is lost or undetectable

[Other]

B when the GV-System starts recycling

B when the subscriber logs in or changes

B when the critical temperature is reached

B the POS device connection status
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To access these options:

1.

60

Follow steps 1 and 2 in 5.3.1 Notification Message on Events and select the System

Information tab. The dialog box appears.

Advance Settings

Gmem] Camera System Information I
Video / fudio Log

[~ Notify Vital Sign Monitor when the keep days of videosaudio log is lower than | days.

Storage Information
[ Allow Vital Sign Monitor to inguire the storage information
[~ Report the total amount of free storage space ta Vital Sign Monitor

Report Intervak _|:‘ Hours

[~ Motify Vital Sign Monitor when the total amount of free storage space is lower than
1 GB

[v Matify Vital Sign Monitor when storage is full

[w Matify Vital Sign Monitor when any storage is lost

3

Other

N otify Wital Sign Monitor when the user logs in of is chanoged 2
N otify Wital Sign Monitor when the uses fails to log in the Multicam
Natify Vital Sian Moritor when the LUSE Pratection Key is removed
[#] Matify Vital Sign Monitor when the Multicam starts recycling

[4 Send temperature status to Vital Sign Monitar

| OK I Cancel

Figure 5-12

Select or unselect the notification events as required.



n Control Center

6. Control Center

This chapter introduces the new features and enhancements of Control Center.

6.1 Displaying Images on Multiple Screens

In V8.5 Control Center, you can set up a video wall over multiple screens which allows you to
display a maximum of 144 channels on a maximum of 16 monitors. Multiple screens can be
built using monitors from a local computer or remote computers through the network.

Note: Multiple screens can only be built from either a local computer or remote computers.

Mixed sources are not supported.

6.1.1 Configuring Multiple Screens from a Local Computer

1. Before setting up for multi-screen display, make sure you have established a group
consisting of the channels you want to display. For how to set up a group, see 4.4 Hosts
and Groups, GV-CMS Series User’s Manual V8.5 on the Surveillance System Software
DVD.

2. On the Control Center service toolbar, click the Multi-Screen button ‘E’ This window
appears.

'-'7 MultiScreen

T FEEELTET

Control Ut List

& Local

Figure 6-1
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3. To add a layout template, select the Control Layout List on the left and click the Add A
New Layout button '@ on the toolbar. The Add Control Layout dialog box appears.

4. Configure the layout in the Add Control Layout dialog box.

Add Control Layout §|

Mame: Wideo Wall 1

Setting
@ Manual
honitor Layout 2 S ?
Channel Layout 3 5 3l
Caontrol List

Zoom In Setting

@ All Monitar

O 2x2 Channels O Left Top
O Right Top
O Left Bottom
O Right Bottam

[ oK I l Cancel

Figure 6-2
A. Name the layout in the Name field.
Configure the Settings section. Select Manual or Selecting.
[Manual] Setups up a new layout template.

B Monitor Layout: Defines the number of monitors in columns and rows. For
example, the following monitor layout is 3 x 2 instead of 2 x 3.

Figure 6-3

B Channel Layout: Specify the number of screen divisions on the Multi-Screen
in columns and rows. A 3 x 3 channel layout on 2 x 2 monitor layout will render

9 channels over 4 monitors.

[Selecting] Apply a template already created using the drop-down list.
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n Control Center

C. Configure the Zoom In Settings. Select All Monitor or a channel layout (e.g. 2 x 2
Channels) to display an enlarged channel.

[All Monitor] Zooms a channel over all the channels by double-clicking the
image.

[2 x 2 Channels] Zooms a channel over 4 channels by double-clicking the
image. The options for the number of channel vary according to the Channel
Layout setting in step B.

[Left Top / Right Top / Left Bottom / Right Bottom] Defines the location of the
zoomed-in channel on the Multi-Screen. If you have a 3 x 3 channel layout, and
you select the zoom-in channels to be 2 x 2, left top, your zoomed-in image will
be displayed in the shaded area:

Figure 6-4

5. The layout name and its channel division should appear in the Multi-Screen dialog box.

=% MultiScreen El @]gl
T PEELELIET

;”-“Contro.\- Layout List

#

ideo wwal 1

:H —

Figure 6-5
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6. Define monitor layout.
A. Double-click the established layout and select Monitor Layout.

B. Look up the coordinates from the Windows Display Properties and assign
coordinates by dragging them from the bottom of the dialog box to each monitor.

% MultiScreen EI\EI
¥ saau a0
Bl Control Layout List

- Video Wall 1

B Monitor Layout

Local_Monitor 2 Local_Monitor 1
[1920, 0) (0, 1080)

Local_Monitor 3 Local_Monitor 4
[0, 0] (1920, 0]

Monitor List (3840 x 2160)

»

A Local Name J=
B Local Monitor 1(0, 1080)
B Local Monitor 2(-1920, 0)
-1 Local_Monitor 3(0, 0)
B Local Monitor 4(1820, 0) 1
B Local Monitor 5(1520, 1080)

—

m

Figure 6-6

7. To import channels, drag the already established group from the group list to the top left
channel of the Multi-Screen window. A menu pops out.

8. Select either Put cam by order or Use scan function.

m  Put cam by order: Displays source channels from left to right, top to bottom (See
Figure 6-4), starting from the selected channel.

B Use scan function: Displays source channels in slide show on a single selected
channel of the Multi-Screen.
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B Control Center

selected channel

= = = & Muttiscreen EEE]
) | = A gl = R
b onERoEm e ST L Csanw 2
Host List 44 X | Group List X B Control Layout L6t
Wi xPe »BHz408 UXAD 2+ +  HEBT4 || oo videowalt 0
$ Monttor Layout
= i DVR Lst & &9 - VMD Group - -

Compact DVR List =3 - 1/0 Panel Group - 'l Put cam by order
Video Server List 2R =] e Use scan function

-4y IP Camera List
10-BOX List i

i3 Recording Server List

- Host List by ID

‘28 DemoStation4 - Camera 3

"&» DemoStationd - Camera 4

"2 DemoStation4 - Camera 5

"&» DemoStationd - Camera 6

"2 DemoStation4 - Camera 7

“&» DemoStationd - Camera 8

"2 DemoStation4 - Camera 9

" DemoStationd - Camera 10

84 DemoStations - Camera 11 =
“&r DemoStationd - Camera 12

"2» DemoStation4 - Camera 13 I
o NmenGrntinnd o 14 Hf g

Figure 6-7

Note: A source channel can only be displayed by a single channel on the Multi-Screen at
the same time. A new configuration will take priority and any repeated channel will be
removed from the previous configuration.

9. A preview of channel layout appears.

8 Mutscreen oo s
YxPoaas a9
B control Layout List
: ; Host 1 Host 2 Host 3
E‘* Camera 1 Camera 1 Camera 1
- Monitor Layout
Host 4 Host b Host b
Camera 1 Camera 1 Camera 1
Host 7 Host 8 Host 9
Local
vE= Camera 1 Camera 1 Camera 1

Figure 6-8
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10. To enable this layout, click the Apply the Selected Layout button & on the
Multi-Screen toolbar. To close the display, click the Close button 2] on the MultiScreen
toolbar.

6.1.2 Configuring Multiple Screens from Remote Computers

1. Before you start, make sure:
A. The Control Center V8.5 is installed in both PCs.
B. The GV-USB dongle is connected to both PCs.

2. On the additional PC, locate and execute the IPMC.exe file in the Control Center folder.
The IP Matrix Client dialog box appears.

3. Click the Service button to allow connection from the Control Center.

B2 IP Matrix Client

Control Center
IP: ' bt
Port | 5620
Status
Qj | standby..
| Semice | | Connect l[ Advance ]
Figure 6-9

4. On the computer that runs the Control Center, click the Connect to Server button ¢ on
the Multi-Screen window. The Connect to dialog box appears.

5. Type the IP address of the additional PC and clcik Connect.

Connect to...

Figure 6-10
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n Control Center

6. A “Connected” message should appear and the additional monitor should appear at the

bottom.

(& Mutiscreen T e & [
= Sy — - ]
X x| P g

Bl Control Layout List
video wal 1
&) Monitor Layout

&
&
El

[Monitor List (3840 x 2160)

| Name
E] TEST232-PC(192.168.0.107)
Bl TEST232-PC_Monitor 1(0, 0)

L ‘

7. Follow steps 4 to 6 in 6.1.1 Configuring Multiple Screens from a Local Computer to

Figure 6-11

configure channel layout, monitor layout and zoom-in settings.

8. Follow steps 7 to 9in 6.71.1 Configuring Multiple Screens from a Local Computer to import

channels and define how they will be displayed.

9. Follow step 10 in 6.1.1 Configuring Multiple Screens from a Local Computer to start

displaying multi screens.
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6.2 Wide Angle Lens Dewarping

When viewing images through Live View or Matrix View, these images may be curved near
the corners. The new Wide Angle Lens Dewarping feature is designed to correct image
distortion.

To access this feature from Live View:

1. Right-click a camera from the host list or the group list and select Live View. The Live
View window appears.

2. To adjust the distortion, select the Change Size button E‘Q and select Wide Angle
Settings. The Wide Angle Dewarping Setting dialog box appears.

D¥R 1 - Camera 3

Actual Size

‘Wide Angle Lens Dewarping
Wide Angle Settings

PIP ¥iew
PAP View

TETENT] ;
ML

LIRS

Figure 6-12

3. Move the slider at the bottom to correct the degree of warping. The adjusted view is
shown on the right.

kil

FTin
ri

Ot
|:|a|4||-xlll£!

0a| Ie Dewarped Image
Setting
Field of ¥iew Angle{1~360) :
] - 146  degree

Figure 6-13

4. To apply the configuration, select the Change Size button ﬁ and select Wide Angle
Lens Dewarping.
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To access this feature from Matrix View:

On the Matrix View, right-click on the channel for which you want to adjust the distortion and
select Wide Angle Lens Settings. The Wide Angle Dewarping Setting dialog box appears.
For setup details, see descriptions on live view earlier in this section.

Instant Play

Start Monitoring
Video Attributes
Configure

Talk Back Toggle

PIP View
PAP View
‘Wide Angle Lens Dewarping

Figure 6-14
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6.3 Enhanced I/O Central Panel

Previously with the I/0O Central Panel, live views popped up upon input trigger can only be
displayed in a separate window. In V8.5, if you have enabled both I/O Central Panel and VMD

(Video Motion Detection) functions, you can choose to pop up live view on the VMD window
when an input is triggered.

1.

Make sure you have set up the I/O trigger pattern on the I/O Central Panel. For setup

details, see Creating a Group for Cascade Trigger, I/O Central Panel in the GV-CMS
Series User’s Manual.

¥ /0 Central Panel ]:]@EI

AlleT wiE
Mode IDefauIt 'I

'_ Standard I/0 List
o>
= ¥ GV-1X4C2 (1 Modules)
= 1[& Module 1
¢ Inputt
&= Input2
&= Input3

- _~ Advanced /O List
- @ Geovision
- &= Inputl

@ Outputt

@ Outputt
+ &= Inputl

&= Inputd

@ Outputt

« Qutput2

w0 Qutput3

< Outputd
+ ¥ Video Server 1 {1 Modules)
+ ¥ Video Server 2 (1 Modules)

Figure 6-15

2. On the I/O Central Panel dialog box, click the Configure button /\ and select Panel

Setting. The Panel Configuration dialog box appears.

3. Select the Notify tab, select Enable digital input to invoke the associated camera and

70

Panel Configuration

General  Motify l

select the VMD Integration Mode.

v Enable digital input to invake the associated camera.

" Multiple “Window Mode

t aximum number of invoked camera views: 1

* WMD Integration Mode

3

ok | Cancel

Figure 6-
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n Control Center

4. Assign a camera for its live view to pop up upon input trigger.

A. Right-click the input on the Advanced I/O List and select Setting. The Pin Setting —
Input dialog box appears.

B. Select Associated Camera and map a camera using the drop-down list.

Pin Setting - Input E|
Display Setting
@ | Inputt |
" Text Color t« Backaround Calor
Alarm Level |Level Undefined j
Trigger Setting

v Trigger Associated Outputs
[~ Latch Trigger

v Associated Camera Carnera 1 -

W Digital Input Invokes the Associated Camera

Default ‘ Ok | Cancel ‘

Figure 6-17
C. Select Digital Input Invokes the Associated Camera.

D. Click OK. When the input is triggered, the assigned camera view will pop up on the
VMD window.
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6.4 Enhanced VMD System

In Control Center V8.4, live views pop up on the VMD window upon motions only. In Control
Center V8.5, live view can also pop up on the VMD window when the critical temperature is
reached or exceeded.

You can set up a critical temperature upon or beyond which the live view will pop up on the
VMD window for easy monitoring. This feature is only supported by GV-System with GV-3008
Card and most GV-IP Cameras.

Note: For the GV-IP Cameras that support temperature detection, please refer to the
GV-IPCAM H.264 User’s Manual for detail.

1. Add the desired cameras to the VMD Group by dragging them from the Host List.

2. To enable pop-up live view by critical temperature, right-click the camera under the VMD
Group, select Video Analysis and select Temperature Alarm.

3. Click the VMD System icon B . The VMD window appears.

4. On the VMD window, click the Show System Menu icon ¥ on the top right corner and
select System Configure. The System Configure dialog box appears.

5. Type the critical temperature.

System Configure El
DirectX
[v Enable DirectDraw

Monitor Option

Post-Motion: | 10 Sec.
Temperature Monitor
Critical Temperature: | 40 (0°C~100°C)
™ Centigrade (°C)
" Fahrenheit (°F)

OK | Cancel ‘

Figure 6-18

6. The live view should pop up on the VMD window when the camera’s temperature reaches
or exceeds the specified critical temperature.
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6.5 Setting the Matr

n Control Center

ix Display Monitor

In Control Center V8.4, you can not specify a matrix to be displayed on a particular monitor.

In V8.5, you can designate each

matrix to be displayed on a specific monitor.

1. Configure the monitor positions according to Windows Display Properties. For details,

see Matrix Settings, System Configuration in the GV-CMS Series User’s Manual on the

Surveillance Software DVD.

& System Configure g|
Femate Desktop FemateDVR Femate Yiewlog
General Metwork 1P M atrix kD Spstem

Puosition/F esalution

1/0 Central Panel Matris: Remate E-Map

1024 % 768

1024« 768

# ® ¥ Resalution | S8
1024 % 768 64
1024 1 768 64

1024 « 768 E4
1024 » 768 B4
1024 » 768 B4

Note: Screen Resolution is 1024 » 768,

Figure 6-19

2. To assign a matrix to a specific monitor, right-click the group on the Group List, select

Set Start Position as and select a matrix number. The matrix numbers here correspond

to the ones in step 1. The group folder turns red when its starting position is assigned.

EE|| {‘-".' |E':’J|@|§ |a
Group List X
W XxXEy =+ + REETS

| Geovision-Tokyo |

& - Y™MD Group -
=-ED - 1/0 Panel Group -
o Gv-FD1z=00
£ - E-Map Group -
=3 GeoVision-Taipei
‘Zv Gy-FD1200 - Camera
‘Eh GY-PTZ0100 - Streamingl
& GY-L¥4C2 - Cameral
BN GYLX4C2 - CameraZ
& GYL¥4C2 - Camera3
BN QYL XACE - Camerad
Ge0yision-Tokyo
' GY-BXN320  Matrix
@ GYFD120  Remote Viewlog

& OWR 1- G
@ OWR 1 -
IS Ny - ell St start position as  » Matriz 1
e -0 Matkrix 2
RL-C Delete Matrix 3
Rename Matrix 4
Matrix 5
Matrix &
Matrix 7
Matrix &
Figure 6-20
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6.6 Query Data Event on GV-System

You can query events that occur at DVR hosts by defining search criteria. The search results

can be displayed in text or in chart. You can also export your research results in the form of

text, html or excel.

Query Categoryies Search Criteria
M Event Data
Log query Iviemior
& Manitor &l
¥ Gann Event Type Device Infermation || Note Date SubmitQueryl
 Login [Motion ~||[[cameraz =] || =[] I™ DST Rollback
2011/06/14-00:00:0
" Counter
2011/06/14-23:595¢
 POS
Chart | [T« v] Export
Submit Query 1 Page: 1/1, Total record(s): 3 B Video
0 E™  Device  Information Note oo Ti vid
oo Bvice rmation Note o~ Time ideo
78 Motin S ST oy
o Camera 61472011 .
80 Motion 5 21313 PM =8
oo nae:  Camera 61472011
88 Motion 5 2-54:35 PM E‘
TP=age, 17T, Total record(sy 3
[ J
Search Results Video Icon Playback Window
Figure 6-21

1. On the GV-System, click the Network button [£9), select WebCam Server and click OK
to enable the WebCam service.

2. On the Control Center, right-click the desired DVR host on the host list and select Event
Data Query. The Event Data window appears.

3. On the left panel, select a query category and then click Submit Query at the bottom to
display its search criteria.

®  Monitor: events that are monitored

m  System: system activities

m  Login: user login/logout status
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n Control Center

®m  Counter: counter events
m POS: POS transaction events

Define each search criteria such as Event Type, Device, Information, Date etc. The
search criteria vary depending on the search category selected.

If you want to search the events recorded during the Daylight Saving Time period, select
DST Rollback and specify the time period in the Date column.

Click Submit Query. The search results will be displayed in the text form.
To graph the search results, click the Chart button.
To playback any attached video, click the Video icon T=i.

To export the search results, select the file type using the drop-down list and click

Export.
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7. Dispatch Server

This chapter introduces the new features and enhancements of Dispatch Server.

7.1 Manually Re-Distributing Subscribers

The V8.5 Dispatch Server allows you to manually re-distribute subscribers to any online
Center V2 Server.

1.  Click the Manual Dispatch button LE@ on the toolbar.

2. From the device tree, click and drag the desired subscriber to the desired Center V2
Server. The re-distributed subscriber will be disconnected and resumed shortly.

Note: The designated Center V2 Server must be online for the distribution to be effective.

76



Dispatch Server

7.2 Designating a Primary Center V2 Server

In V8.4 Dispatch Server, subscribers are distributed according to predefined groups or
balanced loading of the connected Center V2 Servers. When a Center V2 Server disconnects,
its subscribers will be distributed to other Center V2 Servers. However, when this Center V2
Server resumes, the already re-distributed subscribers will not be distributed back to this
Center V2 Server. The V8.5 Dispatch Server allows you to designate a primary Center V2
Server to which the subscriber is automatically distributed whenever this Center V2 Server is

available.

1. On the Dispatch Server window, click the Configure button and select Customize

Dispatch Setting. The Customize Dispatch Setting dialog box appears.

2. Select a primary Center V2 Server using the drop-down list.

Customize Dispatch Setting Pz|
| ] Dispatch Setup
DR Centar w2 Server 1 hd
DWR2

Zenter 2 Sarver 1

Center Y2 Server 2

[¥] Auto re-dispatch subscriber after Centery2 Server is online. [ O ] [ Cancel

Figure 7-1

3. Select Auto re-dispatch subscriber after Center V2 Server is online.
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8. GV-GIS

This chapter introduces the new features and enhancements of GIS. The GIS V3.0.0 offers
comprehensive features on storage, recording and recycling. With these features, you can
set up multiple Storage Groups for each Mobile Host, configure the recording mode and time
for event recordings and define recycle conditions. You can also record manually, by event
that you specified and/or upon input trigger, depending on your needs.

8.1 Configuring the Basics

8.1.1 Configuring the Storage Group

A Storage Group has been created by default. You can add or delete Storage Groups as
required.

1. On the main screen, click Configure and select Record Setting. This dialog box

appears.

2% Record Setting

Storage Group | Widen Sefting | Flecpcle
= Keep days{1~333] 30 ]
x|
| Fiecord Path
ChTemp
[ QK ] [ Cancel
Figure 8-1

B Storage: Adds Storage Groups to save video recordings. Storage 1 is established by
default. You can create up to 16 Storage Groups, each consisting of different recording
paths and Keep Days settings.

B Record Path: Specifies the recording locations for the selected Storage Group. Multiple
recording paths can be set to a Storage Group. With Multiple recording paths,
recordings are automatically saved to the next path of the same Storage when the
current path is full.

B Keep days: The number of days that the video recordings are saved before being
recycled.
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To add a recording path, select a Storage Group, click the Add New Path icon # and
select a path.

To delete a Path, select the Path and click the Remove Path icon % .

To add another Storage Group, click the Add Storage Group icon ==.

To delete a Storage Group, select a Storage Group and click the Remove Storage icon
X

8.1.2 Configuring the Video Settings

Define the maximum recording duration, recording time and recording mode. On the Record

Setting dialog box, select the Video Setting tab. This dialog box appears.

&F Record Setting g|
Storage Group | Video Setting | Recycle
Max. Videa Clip: v minutes
PostRec
Event Sec. Recording mode
Qut of Detection Area 100
Within the Detection Area 30
0ut of Detection Route 30 Record upon event
ldle Speed 30 Record upon event
Crver Speed 30 Record upon event
Input Trigger 30 Record upon event
[ Ok, ] [ Cancel
Figure 8-2

Max. Video Clip: Specifies the maximum duration of the recording file.

Sec: Specifies the length (5 ~ 300 seconds) you want to record for each event type.
When the length you specify exceeds the Max. Video Clip time, the exceeded part will
be separated into a second recording file.

Recording Mode: Select Record upon event to start recording for the specified time
(Sec.) as soon as an event occurs. Select Continue after event to start recording as
soon as an event occurs, and then continue to record for the specified time (Sec.) after
the event stops.
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8.1.3 Configuring the Recycle Settings

On the Record Setting dialog box, click the Recycle tab. This dialog box appears. Configure

the recycle settings as required.

80

=F Record Setting

Storage Group | Yideo Setting | Recycle

Recycle

ME ]

[ Ok ] [ Cancel

Figure 8-3

Recycle: When all the recording paths of a Storage Group fall short of 1 GB, the oldest
500 MB of stored recordings will be deleted in each recording path. This option is
enabled by default. With every addition of recording path, the recycle size (500 MB)
increases by 500 MB.

Enlarge recycle threshold: When all recording paths fall short of the recycle threshold
(1 GB by default), recycle will start. You can also specify and increase the recycle
threshold.
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8.2 Recording Manually

If you want to track Mobile Hosts and save live videos for future reference, use this function to
start round-the-clock recording. You can record up to 20 cameras simultaneously. Utilize the
Storage Group feature to organize your recording files from different Mobile Hosts and the
Recording List to keep track of the recording status on your mobile hosts.

1. Set up the storage, recording and recycling settings. See 8.1 Configuring the Basics.

2. Enable Recording.
A. On the main screen, click the Account button €. The Account window appears.

B. Select the desired Mobile Host and click the View/Edit A Mobile Host Setting
button [F. The Subscriber Setting dialog box appears.

C. Select Enable Record and select a Storage Group to store your recording files
using the drop-down list.

Subscriber Setting E|
[v] Connection Infarmation @
Login 1D: 2
Fassword: .
Host Type: Video Server M

[#] Enable Record

Input Trigger:

Record Man Event:

Storage 1

[

ok | | cencel |

Figure

8-4
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3. To start recording manually, right-click the camera from the Host List and select
Record.

T

=-/%=] Mobile Host List
= Taipei
= 1
ER -

Ao
EEEL .

hu Far

a"dag‘,%)?"e.sa

shiln, 7
Live Wiew
W Camera3 Audia
@ Camerad| Ikl
5 Module 1 Instant Playback (S Min.)

3

=

i i

Figure 8-5
To stop recording, right-click the camera from the Host List and unselect Record.

To monitor recording status, click View on the main screen and select Manual Record
List. The Recording List appears on the right side of the main screen.

2 GV-GIS
System  Configure

[BEE

Tool View Help

O| r S ood == 2] i
PRI ARBHE 2 AT @0
= -] Mobile Host List Al Bag - x
= ) Taipei [P T N £ Mobile Host Recording Camera
w2l S 2 L3 Q2 Cameral
=2 L —‘:‘_‘? 2 @2 Camera2
% @ CameralList g < 1 Camera
# [ Module 1 & 5 (= 2K] Cameral
=3 2 2 @ 3 Carnera2
=i 2N 2 e 3 Camera?
w4 TF 2 =
3 test E @ Camera4
= & Tokyo : & s
b E
=g 3F- G
= 6 E- (50 4%@
w7 £ &
= 3
= cart £l
= (] Fixed Host List —
&= £ Taipei =
® & GV-BX110D
® & GV-BX220D
= & GV-FD1200 il
= %= Camera List Go gle search the map
= Namera b .
x
| alarm | System | Connection | Account | Monitor | Record
¥ D Message Message Time Start Time
2 Record file of Camera2. [Manual] 7/1/2011 2:14:09 PM 7/1/2011 2:11:53 PM
1 Record file of Camera. [Manual] 7/1/2011 2:15:30 PM 7/1/2011 1:46:57 PM
2 Record file of Cameral. [Manual] 7/1/2011 2:18:32 PM 7/1/2011 2:16:53 PM
2 Record file of Camera2. [Manual] 7/1/2011 2:18:33 PM 7/1/2011 2:16:53 PM
1 Record file of Camera. [Manual] 7/1/2011 2:18:33 PM 7/1/2011 1:51:57 PM
3 Record file of Cameral. [Manual] 7/1/2011 2:18:33 PM 7/1/2011 1:56:56 PM
3 Record file of Camera2. [Manual] 7/1/2011 2:18:34 PM 7/1/2011 1:57:06 PM
3 Record file of Camera3. [Manual] 7/1/2011 2:18:34 PM 7/1/2011 1:57:06 PM
3 Record file of Camera4. [Manual] 7/1/2011 2:18:34 PM 7/1/2011 1:57:06 PM
< >
Ready

Tracking Host: 2 [ S [x] sMs HUM

Figure 8-6

From the Recording List, the mobile hosts and the channels enabled for manual
recording are listed. The status types are detailed below:
Icon

@

Recording Status

The camera is connected and being recorded.
The camera is connecting to the GV-GIS.

@

The camera is currently offline.
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8.3 Recording by Events

You can record on Mobile Hosts by events. Follow the steps below to make sure you have
configured the required storage, recording and recycling settings and selected the event
types and cameras to be recorded.

1. Set up the storage, recording and recycling settings. See 8.1 Configuring the Basics.

2. Enable recording. See step 2 in 8.2 Recording Manually.
3. On the main screen, click the Account button &Z. The Account window appears.
4. Select the desired Mobile Host and click the View/Edit A Mobile Host Setting button
E’. This dialog box appears.
Subscriber Setting 3
Connection Infarmation )
Login ID: 2
Password: .
Host Type: Corpact DVR v

=

Storage 1 v

Input Trigger:
Record Map Event;
[ ok | [ conce |

Figure 8-7

5.  Click the Setting button after Record Map Event. The Record Map Event dialog box
appears.
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6. Select the events and camera for recording.

Record Map Event [z|

Recording Ewent Recording Camera
=E] 1
[w]wyithin the Detection Area 2
[W]Out of Detection Route 3
[¥]ldle Speed 4

| Over Speed
4 Os
Os
ar
s
’ Ok ] ’ Cancel
Figure 8-8

7. Click OK. The selected cameras of this Mobile Host will be recorded when the selected
events occur.
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8.4 Recording upon Input Trigger

When an input device is triggered at the mobile host, the GV-GIS system can record and/or
pop up live views on the assigned cameras. A maximum of 4 input-triggered live views can be

shown simultaneously.

1. Set up the storage, recording and recycling settings. See 8.1 Configuring the Basics.
2.  Enable recording. See step 2 in 8.2 Recording Manually.

3. On the Subscriber Setting dialog box, click the Setting button after Input Trigger. The
Input Trigger dialog box appears.

Subscriber Setting @

Connection Information m
Login ID: 2

Password: .
Host Type: :Compacl DVR v

Storage! v

Input Trigger: |
Record Map Event:
[ ok | [ cence |

Figure 8-9

4. Define the cameras for live view pop up and/or recording.

Input Tripger E|
= % Module 1
o &4 Pint [¥]Papup | Camera |
@ Pinz
& Pin3 [¥] Recard Camera

[ ow ][ canel

Figure 8-10

85



Q GeoUision:

A. Select a Pin from the left.

B. To enable pop-up live view upon input trigger, select the Popup option. This dialog
box appears.

Input Trigger PX|

Camera
1
2

[¥] 3
[] 4

Cancel

Figure 8-11

C. Select the camera for live views to pop up upon input trigger.

D. To enable recording upon input trigger, select the Record option (Figure 8-10) and
select the camera.

E. When recording and/or live view pop up is enabled for a Pin, the pin is checked ##

on the Module tree.
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9. Authentication Server

This chapter introduces the new features and enhancements of Authentication Server

9.1 Importing Users and Groups from Active Directory

To avoid creating user accounts manually in Authentication Server, you can import groups
and users from Microsoft’s Active Directory. You will need to install Active Directory on a
Windows Server 2008 and set up groups and users in the Active Directory before following
the steps below.

Note:

1. This feature only supports Windows Server 2008.

2. User accounts in Active Directory need to be grouped into Groups settings first,
because only groups can be imported into Authentication Server.

1. On the Authentication Server window, click the Account Setup E button and select
AD Setup to access the active directory setup page. This dialog box appears.

Configure &l

Source Database
() Default Database

(%) Active Directary

Active Directory Setup

Serner IP Address | 192.168.3.97

Faort: 389

() Connect with current lagin information

(=) Connect with administrator login infarmation

Lser Marme ; |administrat0r |
Passwaord ; | sesasenee |
[ Test Connection
Group Mapping Setup Auto Update Setup

[¥] Auto update

[ Assign Authority Level ]

Manual Update Setup

[ Reload User Data ]

Please restart Authentication Server for changes to take effect.

[ Ok ] ’ Cancel

Figure 9-1
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2. Under Source Database, select Active Directory to enable the function.
3. To connect to the server with Active Directory:
A. Type the Server IP Address and the Port number of the server.

B. To log into the server using your current login information, select Connect with
current login information. To log into the server using the login information of its
administrator, select Connect with administrator login information and type the
User Name and Password.

Note: To be able to connect to the Active Directory server with the current login information,
your current login information needs to be registered on the server or the Authentication

Server and the Active Directory are installed on the same computer.

C. Click Test Connection to see if you can connect to the server with Active
Directory.

4. To assign groups in Active Directory to User, Poweruser or Supervisor authority levels:

A. Click the Assign Authority Level button. This dialog box appears.

Group Mapping Setup g|
Undefined &Eraup ~ User
Server Operators Group00z2
Domain Admins Group003

Cryptographic Operators

Metwork Configuration Operatars

Remote Desktop Users
Domain Users

Enterprise Adnins

Users
Certificate Service DCOM Access

1I5_IUSRS * 3
Replicatar

Domnain Guests Poweruser

Zert Publishers Group00l

Performance Log Users
Performance Monitor Users

Read-only Domain Controllers - .
Guests

Terminal Server License Servers

Damain Computers

Distributed COM Users

Print Operatars < 3>
Allowed RODC Password Replication

Incoming Forest Trust Builders -
Pre-‘Windows 2000 Compatible Acce: Supervisor
Backup Cperators

Adrministrators

Account Operators

RAS and TAS Servers - .

Group Policy Creator Owners

Event Log Readers

Enterprise Read-only Domain Conkrc

Schema Admins -

4 * < ¥

[ oK ] [ Cancel

Figure 9-2
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B. Select the groups detected in Active Directory from the left side and use the arrow

buttons to assign the groups to User, Poweruser or Supervisor level.
C. Click OK. The user data will be imported into the Password Setup window.

To automatically update changes to user data in Active Directory, select Auto Update
and type the update frequency in minutes.

To manually reload user data, click the Reload User Data button. Note that the current
user data will be removed.

Click OK and restart Authentication Server to apply the settings.
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10. Mobile Server

The Mobile Server is an application that allows GV-Decoder Box and GeoVision mobile
applications to access cameras connected to GV-System. Through the Mobile Server,
third-party surveillance software can also access GV-System using RTSP protocols.

For each camera connected to GV-System, clients can choose to receive from one of the two
streams available. You can set up different settings for the two streams such as frame rate,
codec and resolution. In addition, up to 32 cameras can be arranged into a matrix and the
matrix screen counts as 1 channel when transmitting to clients. The matrix channels are also

available in dual stream.

10.1 Starting the Mobile Server

Follow the steps below to install the Mobile Server:

1. Insert the Surveillance System Software DVD to your computer. It runs automatically,
and a window appears.

2. Click Install V 8.5.0.0 System.
3. Select Mobile Server, and follow the on-screen instructions.

4. Go to Windows Start, point to Programs, select GV-Mobile Server, and then run
Mobile Server. The GV-Mobile Server window appears.

5. To change the server name or to configure UPnP settings, click the Network tab.

% GV-Mobile Server(For GeoVision DVR/NVR)

= MobileServer ~
=) Physzical Cameras

Camera 1 Server Marne | MabileServer
Camera 2
Camera 3
Carmera 4
Carmera B
Carmera 7
Camera 8
Camera 9
Camera 10
Camera 11
Carmera 12
Carera 13
Camera 14
Camera 15
Camera 16
Camera 17
Carmera 18
Carera 13
Carmera 20
Camera 21
Camera 22
Camera 23
Camera 24
Carmera 25 ’
Carmera 26 v

Figure 10-1

90



m Mobile Server

6. Type a new server name.

7. Click the UPnP Setting button. Refer to UPnP Settings, Chapter 8, DVR User's Manual
on the Surveillance System Software DVD for more details.

8. Click Apply.

10.2 Connecting through RTSP

To allow third-party software to access the devices connected to GV-System using RTSP
protocol, complete the settings below.

1. Click the RTSP tab. This window appears.

2 G¥-Mobile Server{For, GeoVision DVR/NVR)

= MobileServer ~
=) Physical Cameras
Camera 1 Enahble RTSP Streaming

Camera & .
v
Camera 3 ID and Password Reguired

Camera 4 RTSF Username adriin

Camerad | ___
Camera B RTSP Password

Camera 7 RTSP Port 8554
Carnera 8

Camera 3 RTSF Data Port starts frorn 45000
Carnera 10

Camera 11

Camera 12

Carnera 13

Camera 14

Camera 15

Camera 16

Camera 17

Carnera 18

Camera 13

Carnera 20

Camera 21

Figure 10-2

RTSP | GeoProtocal | Metwark

2. Click Enable RTSP Streaming.

3. For a more secure connection, select ID and Password Required and type an RTSP
Username and RTSP Password.

4. Modify the default RTSP Port 8554 if necessary. By default, RTSP data port starts from
45000.

5. Click Apply.
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Use the RTSP command below to connect:
rtsp://[<ID>:<Password>@<IP of the GV-System>:<Port>/<CamNo_StreamNo>

For example, rtsp://admin:1234@192.168.3.111:8554/cam1_stream2

Note: The 4 matrix channels can be accessed using camera number 33 to 36. For example,
the RTSP command for the second matrix channel may be
rtsp://admin:1234@192.168.3.111:8554/cam34_stream1

To create a matrix channel, see Setting Up Matrix section later in this chapter.
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10.3 Connecting through GeoVision Protocol

GV-Decoder Box, GV-AView and GV-Eye can access the devices connected to GV-System

through GeoVision protocol.

To change the command port and login method:

1. Click the GeoProtocol tab. This window appears.

=1 MuobileServer N
[=)- Phpzizal Cameraz
Camera 1
Camera 2
Camera 3
Camera 4
Camera b
Camera b
Camera 7
Camera 8
Camera 9
Camera 10
Camera 11
Camera 12
Camera 13
Camera 14
Camera 15
Camera 16
Camera 17
Camera 18
Camera 19
Camera 20
Camera 21
Camera 22

£

2_GV-Mobile Server(For GeoVision DYR/NVR)

a FT5P | GeoProtocol |Netwu:|rk

CoX

Command Port 50000

Auth Mode

() GeoVision DYRINYR
(® Custom

ID admin

Passwiord |*‘“‘*‘*

| appty || Eat |

o b~ 0N

Click Apply.

Figure 10-3

Type a Command Port number or keep the default port number 50000.
To use the login information of GV-System, select GeoVision DVR/NVR.

To use custom login information, select Custom and type the IP and Password.

Note: GV-Mobile Server is not supported on GV-AView V1.0 /1.1 and GV-Eye V1.0. To
check for latest updates on GV-Mobile Phone Applications, go to
http://www.geovision.com.tw/english/5 4.asp.
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10.4 Setting Up Individual Cameras

Follow the steps below to enable and set up individual cameras. When the camera view is
being transmitted to a client, two streams are available to choose from. You can set up
different settings for stream 1 and stream 2, such as frame rate, codec and resolution.

1. Inthe left menu, click a camera channel. The setting page for that camera appears.

¥ GV-Mobile Server(For GeoVision DVR/NVR)

= MobileSerser - Enable
= Physical Cameras

Camera 1
Camera 2 Camera Mame |Camera 4
Camera 3

Camera 4 Stream Setting

Camera 5 Stream! | Stream?z
Camera B

Camera 7 FPS 20

Camera 8

Camera 9

Carnera 10 Quality Best w
Camera 11

Camera 12 Cadet Mpegd v
Camera 13

Carnera 14
Carnera 15 Resalution Maximum

General

Camera 16
Camera 17
Camera 18
Camera 13
Camera 20
Camera 21
Camera 22
Camera 23
Camera 24

— 8

Figure 10-4

2. Select Enable to enable the camera.

3. Under Stream Setting, the following settings are available. When a client connects to
stream 1 of the camera, the settings will be applied to the transmitted camera view.

B FPS: Specifies the frames per second.
H  Quality: Set the image quality to Best, Better or General.
B Codec: Select a codec type.

B Resolution: Select a resolution. When Maximum is selected, the resolution will be
D1. If the camera’s maximum resolution is lower than D1, the maximum resolution will
be applied.

4. To set up the other stream, click the Stream 2 tab and complete the above settings.

5. Click Apply.
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6. In the left menu, right-click a camera channel to access the options below:

B View Actual Stream: Watch the camera view received by Mobile Server. If the
camera resolution is larger than D1, D1 resolution will be applied. If the camera
resolution is lower than D1, the maximum resolution will be applied.

B View Encode Stream 1: Watch the camera view according to the settings you
specify in step 3 for stream 1.

B View Encode Stream 2: Watch the camera view according to the settings you
specify in step 3 for stream 2.

10.5 Setting Up Matrix

To display multiple camera views on a single channel, add up to 32 cameras to a matrix. Up
to 4 matrixes can be created. When the matrix channel is being transmitted to a client, two
streams are available to choose from. You can set up different settings for stream 1 and
stream 2, such as frame rate, codec and resolution. The maximum resolution supported is
1.3 M.

To set up matrix:

1. Inthe left menu, click a matrix channel. This window appears.

2 G¥-Mobile Server{For, GeoVision DVR/NVR)

Carnera 10 ”~ Enable
Camera 11
Camera 12 e
Camera 13 Camera Mame |Matrix 1
Camera 14
Camera 15 Stream Setting
Camera 16 Stream? | Stream?
Camera 17
Carnera 18 FPS: 30
Camera 19
Camera 20
Camera 21 Quality Best v
Camera 22
Camera 23 Codec Mpegd -
Camera 24
Camera 25
Camera 76 Resolution Wi rriLIm v (=)
Camera 27
Camera 28
Camera 23
Camera 30
Camera 32
[=I- Matrix Cameras
b atriw 2
b4 atriv 3 i
b4 atriw 4 v
Figure 10-5
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2.

Complete the settings for Stream 1 of the matrix channel. When a client connects to
stream 1 of the matrix channel, the settings will be applied to the transmitted matrix view.

Refer to Setting Up Individual Cameras section above for details.

Note: When Maximum is selected, the resolution of the matrix channel will be 1.3 M.
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Click the Stream 2 tab to set up stream 2.

Click the Matrix Setting button to arrange the matrix. This window appears.

File  Tool

Camera List

= 4% HosT
- 4Em Camera 1

|2

gk Camera 2
kg Camera 3
hm Camera 4
g Camera 5
-ign Camera 6
g Camera 7
i Camera 8
h Camera 9
@ Camera 10
-5z Camera 11
@ Camera 12
\rEn Camera 13
h Camera 14 ==

@ Camera 15
-iEn Camera 16
-z Camera 17
\rEn Camera 18
hg Camera 19
@ Camera 20
-5En Camera 21

<

[_ Ol ] [ Cancel

Figure 10-6

Select a type of screen division and select the display ratio. The display ratio selected

will be applied to the matrix view in Mobile Server.
Drag and drop the camera numbers to the desired positions on the divisions.
Click OK and then click Apply.

In the left menu, right-click a camera channel to access the options below:

B View Actual Stream: Watch the matrix view in the display ratio selected in step 5.

B View Encode Stream 1: Watch the camera view according to the settings you

specify in step 2 for stream 1.

B View Encode Stream 2: Watch the camera view according to the settings you

specify in step 3 for stream 2.
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