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User’s Manual ...

Before installing and using the camera, please read this manual carefully.
Be sure to keep it handy for future reference.
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RISK OF ELECTRIC SHOCK.
DO NOT OPEN.

CAUTION :

TO REDUCE THE RISK OF ELECTRIC SHOCK, DO NOT REMOVE COVER (OR BACK) NO USER SERVICEABLE
PARTS INSIDE.
REFER SERVICING TO QUALIFIED SERVICE PERSONNEL.

Warning

This symbol indicates that dangerous
voltage consisting of a risk of electric
shock is present within this unit.

WARNING
To prevent damage which may result in fire or electric shock
hazard, do not expose this appliance to rain or moisture.

WARNING

1. Be sure to use only the standard adapter that is
specified in the specification sheet. Using any other
adapter could cause fire, electrical shock, or damage to

the product.

2. Incorrectly connecting the power supply or replacing
the battery may cause an explosion, fire, electric shock,
or damage to the product.

3. Do not connect multiple cameras to a single adapter.
Exceeding the capacity may cause excessive heat
generation or fire.

4. Securely plug the power cord into the power
receptacle. An insecure connection may cause fire.

5. When installing the camera, fasten it securely and
firmly. A falling camera may cause personal injury.

6. Do not place conductive objects (e.g. screwdrivers,
coins, metal items, etc.) or containers filled with water
on top of the camera. Doing so may cause personal
injury due to fire, electric shock, or falling objects.

7. Do not install the unit in humid, dusty, or sooty
locations. Doing so may cause fire or electric shock.

8. If any unusual smells or smoke come from the unit, stop
using the product. Immediately disconnect the power
source and contact the service center. Continued use in
such a condition may cause fire or electric shock.

9. If this product fails to operate normally, contact the
nearest service center. Never disassemble or modify
this product in any way.

10. When cleaning, do not spray water directly onto parts
of the product. Doing so may cause fire or electric
shock.

Precaution

This exclamation point symbol is intended
to alert the user to the presence of
important operating and maintenance
(servicing) instructions in the literature
accompanying the appliance.

Precaution

Operating

. Before using, make sure the power supply and all other
parts are properly connected.

. While operating, if any abnormal condition or
malfunction is observed, stop using the camera
immediately and contact your dealer.

Handling
. Do not disassemble or tamper with parts inside the
camera.

. Do not drop the camera or subject it to shock or
vibration as this can damage the camera.

. Clean the clear dome cover with extra care. Scratches
and dust can ruin the quality of the camera image.

Installation and Storage

. Do not install the camera in areas of extreme
temperature, exceeding the allowed range.

. Avoid installing in humid or dusty environments.

. Avoid installing in places where radiation is present.

. Avoid installing in places where there are strong
magnetic fields and electric signals.

. Avoid installing in places where the camera would be
subject to strong vibrations.

. Never expose the camera to rain or water.
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Important Safety Instructions

1. Read these Instructions. - All these safety and operating instructions should be read before the product is installed
or operated.

Keep these Instructions. - The safety, operating and use instructions should be retained for future reference.

Heed all warnings. - All warnings on the product and in the operating instructions should be adhered to.

Follow all instructions. - All operating and use instructions should be followed.

[N

Do not use this device near water. - For example: near a bathtub, washbowl, kitchen sink, laundry tub, in a wet
basement; near a swimming pool; etc.

Clean only with a dry cloth. - Unplug this product from the wall outlet before cleaning. Do not use liquid cleaners.

Do not block any ventilation openings. Install following the manufacturer’s instructions. - Slots and openings

in the cabinet are provided for ventilation, to ensure reliable operation of the product, and to protect it from over-
heating. The openings should never be blocked by placing the product on a bed, sofa, rug, or other similar surfaces.
This product should not be placed in a built-in installation such as a bookcase or rack unless proper ventilation is
provided and the manufacturer’s instructions have been adhered to.

8. Do not install near any heat sources such as radiators, heat registers, or other apparatus (including amplifiers)
that produce heat.

9. Do not defeat the safety purpose of the polarized or grounding-type plug. A polarized plug has two blades with
one wider than the other. A grounding type plug has two blades and a third grounding prong. The wide blade
or the third prong are provided for your safety. If the provided plug does not fit into your outlet, consult an
electrician for replacement of the obsolete outlet.

10. Protect the power cord from being walked on or pinched particularly at plugs, convenience receptacles, and the
point where they exit from the apparatus.

1.  Only use attachments/accessories specified by the manufacturer.

12. Use only with cart, stand, tripod, bracket, or table specified by the manufacturer, or sold
with the apparatus. When a cart is used, use caution when moving the cart/apparatus
combination to avoid injury from tip-over.

13.  Unplug this apparatus during lightning storms or when unused for long periods.

14. Refer all servicing to qualified service personnel. Servicing is required when the apparatus has been aa
in any way, such as power supply cord or plug is damaged, liquid has been spilled or objects have fallen into the
apparatus, the apparatus has been exposed to rain or moisture, does not operate normally, or has been dropped.

Disposal of Old Appliances

1. When this crossed-out wheel bin symbol is attached to a product it means the
product is covered by the European Directive 2002/96/EC.

2. All electrical and electronic products should be disposed of separately from the
municipal waste stream per laws designated by the government or the local
authorities.

3. The correct disposal of your old appliance will help prevent potential negative
consequences for the environment and human health.

4.  For more detailed information about disposal of your old appliance, please contact

your city office, waste disposal service or the shop where you purchased the product.

This equipment has been tested and found to comply with the limits for a Class A digital device, pursuant to part 15 of the FCC Rules.
These limits are designed to provide reasonable protection against harmful interference when the equipment is operated in a
commercial environment.

This equipment generates, uses, and can radiate radio frequency energy and, if not installed and used in accordance with the instruction
manual, may cause harmful interference to radio communications. Operation of this equipment in a residential area is likely to cause
harmful interference in which case the user will be required to correct the interference at his own expense.
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IVA -
Introduction

IVA is a real-time video analytics engine that utilizes advanced image processing algorithms to turn video into
actionable intelligence. At the core of the product is an advanced object tracking engine that continually tracks
moving and stationary targets. The tracking engine features built-in robustness to environmental nuisance
conditions such as changing illumination, moving foliage, rippling water, etc.

The IVA rules are available at two levels as follows:
e IVA:IVA license comes pre-loaded on all supporting DW IP cameras. DW customers who have the

supporting IP cameras are eligible for an upgrade to IVA firmware at no additional cost.
e IVA+:IVA+ cameras come pre-loaded with IVA+ licensing. DW customers with IVA cameras can also

purchase the IVA+ licensing via their myDW account and upgrade their existing IVA cameras to include the
IVA+ rules and functions.

INTELLIGENT INTELLIGENT
VIDEO ANALYTICS VIDEO ANALYTICS
IVA IVA*
Inside Inside
IVA AND IVA+ LICENCE MATRIX e —~~——
License Type MEGApix IVA MEGApix IVA+

Max Number of Detection Zones 40 40
Intrusion N N
Line Crossing v N
Counting Line v v
Loitering v v
Enter/Exit N v
Tamper v v
Object Removed \
Tailgating \
Direction N
Stopped R
Appear/Disappear R
Object Left \
Logical Rules \

Note: To export metadata related to trigger events, use tokens. Event triggers replace the tokens'
information at the time of the trigger.



IVA -
Rules

Rules are used to react to events within a scene and trigger actions. To manage the rules active on the camera,
open the camera's "SETUP"” and go to IVA > RULES.
Note: Chrome browser is recommended for IVA configuration.

DWelvicinde. RULES

Campiete Srvelionce Seilons

= VIDEQ&AUDIO

> TRIGGER ACTION
= EVENTS
vIVA
ENABLE
RULES
COUNTERS
CALIBRATION
» CLASSIFICATION Show Burnt-in Annotation for setup
BURNT-IN ANNOTATION
START STOP
TCP NOTIFICATION -
HTTP NOTIFICATION
@ TAMPER Rule(s)
ADVANCED Type Rule Name Action Color
LICENSE Intrusion IVA-Intrusion - -
Non-Detect Zone Non-detect Zons - M - [ ]
= SECURITY

> SYSTEN

@ Digital Watchdog. All Rights Reserved

The rules feature displays a live view from the camera and allow you to add, modify or delete rules.

@ Show Burnt-in Annotation for setup: Enable or disable the active rules display on the camera's preview
screen. This is for the setup only. To enable the burnt-in annotation on the camera’s live and recorded view,
go to IVA> Burnt-In Annotation on the left navigation bar.

Note: Burnt-in annotation to be enabled on the left navigation bar to be enabled here.

@ Rules: The table shows the current rules that have been set up for the camera.

©® Add, Modify, Delete: When selected, the drop-down menu will display all available rules to add to the
camera. The list may vary depending on the IVA and IVA+ license installed on the camera.

How to Add a Rule:

@ Click on'Add' to display the available rules in the drop-down window and select a rule to add.
@ Adjust the rule settings accordingly.

® Click on 'Save' to save the rule.

How to Modify a Rule:

@ Select a rule from the table.

® Click on 'Modify’ to open the settings for the rule and modify them accordingly.
® Click on 'Save' to save the rule.

How to Delete a Rule:
@ Select a rule from the table.
@ Click on 'Delete’ to delete the rule from the list.
Note: Rules cannot be deleted if they are linked to an action or counter. Remove any links before deleting
arule.



IVA -
Rules and Definitions

The type of rules available include:

Intrusion: When people or objects are first detected inside the detection zone, they trigger an alarm. The
people or objects keep being tracked while they are in the detection zone.

Line Crossing: When people or objects cross the detection line in any direction, they trigger an alarm. The
people or objects are tracked only once when they cross the detection line.

Enter: The alarm is triggered when people or objects overlap with the detection zone’s border.

Exit: The alarm is triggered when people or objects leave the detection zone.

Appear: When people or objects start being tracked by the camera inside the detection zone, an alarm will
be triggered. The rule detects people or objects that start being tracked from within the detection zone.
Disappear: When people or objects stop being tracked by the camera inside the detection zone, an alarm
will be triggered. The rule detects people or objects that stop being tracked from within the detection zone.
Stopped: When people or objects cross into a detection zone and remain there past the set dwell time,
an alarm will be triggered. The people or objects must remain stopped. For alarm triggers when an object
remains moving in the zone, use the loitering rule.

Loitering: When people or objects cross into a detection zone and remain there past the set dwell time,
an alarm will be triggered. The people or objects must remain moving. For alarm triggers when an object
remains stopped in the zone, use the Stopped rule.

Direction: When people or objects cross the direct line from the set direction and angle, they will trigger an
alarm.

Removed: When an object being tracked is missing from the detection zone, it will trigger an alarm.
Abandoned: When an object being tracked is left in the detection zone, it will trigger an alarm.

Tailgating: Detect a person or object crossing the detection line within a set period from the previous people
or objects that have passed through the detection zone.

Counting Line: When a person or object crosses the detection line in the set “forward” direction, the count
adds 1. When a person or object oppositely crosses the detection line, the count decreases by 1. The counting
can be added as a text overlay on the camera’s view.

Logical Rules: The logical rules option allows rules to be combined to form a complex filter for events to
check against, which can help to reduce false alerts.

Non-Detect Zone: The non-detect zone option can be used to exclude areas of the scene from being
processed through the analytics engine. This can be used to reduce false triggers that can be caused by
moving foliage or busy scenes.

Camera Tampering: An alarm is triggered when the camera detects bagging, defocusing, and general
movement of the camera. (Please note the camera tampering setup is completed under IVA> TAMPER).



IVA -
Rules - Intrusion

Intrusion
The Intrusion rule triggers an event when an object is first detected in the detection zone.

Note: The Intrusion rule will trigger in the same circumstances as the Enter and Appear rules. The choice of
which rule is most appropriate will depend on the scenario and the camera’s FOV.

DIGITAL
WY ® WATCHDOG. RULES

Campiete Survelince Soions

> TRIGGER ACTICN

> EVENTS
vIVA
ENABLE
RULES
COUNTERS
CALIBRATION
CLASSIFICATION Rule Property
BURNT-IN ANNOTATION
» Name IVA-Intrusion
TCP NOTIFICATION
Type Intrusion
HTTP NOTIFICATION
9 EUPER Object Filter @on @ or
ADVANCED
e LEENSE Event Actions
> SECURITY Event Notification [ TCP Event [ HTTP Event
e SYSHE Action Rule Hone
@ Convert VA To MD [ ]
(6} SAVE CANCEL

@ Digital Watchdog. All Rights Reserved

The rule will create a detection zone and overlay it on the live view.
Click and drag any of the corners to adjust the zone's size and position.
Click on a gray node to split the segment and create a more complex shape. To remove a segment, select the

minus red sign next to a node.

@ Name: Name the rule.

@ Object Filter: Allow the rule to trigger based on the classification of an object (e.g. person, vehicle). Any

combination of the available options is possible.
Note: Complete the camera calibration under IVA>CLASSIFICATION to define the different classes available.

® Event Actions: Define the action to occur when an event is triggered. Any combination of the available

options is possible.
e TCP Event: Enable/disable TCP notification when an event occurs.

e HTTP Event: Enable/disable HTTP notification when an event occurs.
Note: TCP/HTTP notification actions must be configured separately under the left navigation bar.

@ Action Rule: Select to send an image of the camera's view to an FTP/SMTP server when an event occurs.
Note: FTP and/or SMTP servers must be added and IMAGE TRANSFER must be set in the left navigation

bar.

© Convert IVA to MD: Pass an IVA event to the camera's event engine, which is compatible with ONVIF.

@ Click ‘Save’ to save all settings.
Click 'Cancel’ to return to the previous setting.



IVA -
Rules - Line Crossing

Line Crossing

The line crossing rule triggers an event when an object is first detected crossing the rule line.

Note: The line crossing rule will activate in the same circumstances as the direction and counting line
rules. The choice of which rule is most appropriate will depend on the scenario and the camera's FOV.

* ANCHDOG RULES

Compiete Sevelionee Seiuisns

= VIDEOQ&AUDIO
VERA
> NETWORK

> TRIGGER ACTION

> EVENTS

vIVA
ENABLE
RULES
COUNTERS
CALIBRATION
CLASSIFICATION

Rule Property
BURNT-IN ANNOTATION
o Name. IVA-Line Crassing
TCP NOTIFICATION
Type Line Crossing
HTTP NOTIFICATION
9 TAWPER Object Filter @on @or
ADVANCED
(2] tieEnsE Event Actions
> SECURITY Event Notification [ TP Event [ HTTP Event
e =3 STEM Action Ruls None
6 Convert IVA To MD [ ]
(6} SAVE CANCEL

© Digital Watchdog. All Rights Reserved

The rule will create a line and overlay it on the live view.

The line's orientation and length can be reshaped by selecting the color nodes at the edge of the lines.
Click on a gray node to split the segment and create a more complex shape.

To remove a segment, select the minus red sign next to a node.

@ Name: Name the rule.

@ Object Filter: Allow the rule to trigger based on the classification of an object (e.g. person, vehicle). Any
combination of the available options is possible.
Note: Complete the camera calibration under IVA>CLASSIFICATION to define the different classes available.

® Event Actions: Define the action to occur when an event is triggered. Any combination of the available

options is possible.
e TCP Event: Enable/disable TCP notification when an event occurs.

e HTTP Event: Enable/disable HTTP notification when an event occurs.
Note: TCP/HTTP notification actions must be configured separately under the left navigation bar.

@ Action Rule: Select to send an image of the camera’s view to an FTP/SMTP server when an event occurs.
Note: FTP and/or SMTP servers must be added and IMAGE TRANSFER must be set in the left navigation
bar.

© Convert IVA to MD: Pass an IVA event to the camera's event engine, which is compatible with ONVIF.

@ Click ‘Save’ to save all settings.
Click 'Cancel’ to return to the previous setting.



IVA -
Rules - Enter

Enter
The enter rule triggers an event when an object crosses from outside a zone to inside a zone.
Note: The enter rule detects already-tracked objects crossing the zone border from outside to inside.

DIGITAL
DWe 056 RUCES

Complet Survelionee Seluisns

> VIDEOQ&AUDIO
> CAMERA
> NETWORK

> TRIGGER ACTION

> EVENTS
vIVA
ENABLE
RULES
COUNTERS
CALIBRATION
CLASSIFICATION Rule Property
BURNT-IN ANNOTATION
o — IVA-Enter
TCP NOTIFICATION
Type Enter
HTTP NOTIFICATION
9 TATPER —eObject Filter @on @or
ADVANCED
9 HEENSE —eEvent Actions
> SECURITY Event Notification Il TGP Event [ HTTP Event
e =3y STEM Action Rule Nane
e Gonvert IVA To MD B8
(6} SAVE CANCEL

© Digital Watchdog. All Rights Reserved

The rule will create a detection zone and overlay it on the live view.

Click and drag any of the corners to adjust the zone's size and position.

Click on a gray node to split the segment and create a more complex shape. To remove a segment, select the
minus red sign next to a node.

@ Name: Name the rule.

@ Object Filter: Allow the rule to trigger based on the classification of an object (e.g. person, vehicle). Any
combination of the available options is possible.
Note: Complete the camera calibration under IVA>CLASSIFICATION to define the different classes available.

® Event Actions: Define the action to occur when an event is triggered. Any combination of the available

options is possible.
e TCP Event: Enable/disable TCP notification when an event occurs.
e HTTP Event: Enable/disable HTTP notification when an event occurs.

Note: TCP/HTTP notification actions must be configured separately under the left navigation bar.
@ Action Rule: Select to send an image of the camera's view to an FTP/SMTP server when an event occurs.
Note: FTP and/or SMTP servers must be added and IMAGE TRANSFER must be set in the left navigation
bar.

© Convert IVA to MD: Pass an IVA event to the camera's event engine, which is compatible with ONVIF.

@ Click ‘Save’ to save all settings.
Click 'Cancel’ to return to the previous setting.



IVA -
Rules - Exit

Exit
The exit rule triggers an event when an object crosses from inside a zone to outside a zone.
Note: The exit rule detects already-tracked objects crossing the zone border from inside to outside.

DWeliiodc. RULES
Complete Suveione St
> VIDEO&AUDIO
> CAMERA
= NETWORK
> TRIGGERACTICON
> EVENTS
vIVA
ENABLE
RULES
COUNTERS
CALIBRATION
CLASSIFICATION Rule Property
o BURNT-IN ANNOTATION [D— VRS
TCP NOTIFICATION
HTTP NOTIFICATION R =
9 = —eObject Fiter ®on @or
ADVANCED
9 IECENSE —eEvent Actions
> SECURITY Event Nofification I TcP Event [ HTTP Event
e =SYSTEM Action Rule None
e Convert IVA To MD &
® s

© Digital Watchdog. All Rights Reserved

The rule will create a detection zone and overlay it on the live view.

Click and drag any of the corners to adjust the zone's size and position.

Click on a gray node to split the segment and create a more complex shape. To remove a segment, select the
minus red sign next to a node.

@ Name: Name the rule.

@ Object Filter: Allow the rule to trigger based on the classification of an object (e.g. person, vehicle). Any
combination of the available options is possible.
Note: Complete the camera calibration under IVA>CLASSIFICATION to define the different classes available.

® Event Actions: Define the action to occur when an event is triggered. Any combination of the available
options is possible.
e TCP Event: Enable/disable TCP notification when an event occurs.
e HTTP Event: Enable/disable HTTP notification when an event occurs.

Note: TCP/HTTP notification actions must be configured separately under the left navigation bar.
@ Action Rule: Select to send an image of the camera's view to an FTP/SMTP server when an event occurs.
Note: FTP and/or SMTP servers must be added and IMAGE TRANSFER must be set in the left navigation
bar.

© Convert IVA to MD: Pass an IVA event to the camera's event engine, which is compatible with ONVIF.

@ Click ‘Save’ to save all settings.
Click 'Cancel’ to return to the previous setting.

10



IVA -
Rules - Appear

Appear
The appear rule triggers an event when an object starts to be tracked from within a zone.
Note: The appear rule detects objects that start being tracked from within a zone.

DIGITAL
DWJ\/ATCHDDG, RULES

Camplete Surveianee Sokaions

> VIDEO&AUDIO

> NETWORK
> TRIGGER ACTION
> EVENTS
vIVA
ENABLE
RULES
COUNTERS
CALIBRATION
CLASSIFICATION Rule Property
o BURNT-IN ANNOTATION
Hame IVA-Appear
TCP NOTIFICATION
Type Appear
HTTP NOTIFICATION
9 S Object Filter ®on @or
ADVANCED
9 LICENSE Event Actions
> SECURITY Event Notification I cP Event [ HTTP Event
e =SYSTEM Action Rule None
e Gonvert IVA To MD [ ]
(6} SAVE CANCEL

@ Digital Watchdog. All Rights Reserved

The rule will create a detection zone and overlay it on the live view.

Click and drag any of the corners to adjust the zone's size and position.

Click on a gray node to split the segment and create a more complex shape. To remove a segment, select the
minus red sign next to a node.

@ Name: Name the rule.

@ Object Filter: Allow the rule to trigger based on the classification of an object (e.g. person, vehicle). Any
combination of the available options is possible.
Note: Complete the camera calibration under IVA>CLASSIFICATION to define the different classes available.

® Event Actions: Define the action to occur when an event is triggered. Any combination of the available

options is possible.
e TCP Event: Enable/disable TCP notification when an event occurs.

e HTTP Event: Enable/disable HTTP notification when an event occurs.
Note: TCP/HTTP notification actions must be configured separately under the left navigation bar.

@ Action Rule: Select to send an image of the camera's view to an FTP/SMTP server when an event occurs.
Note: FTP and/or SMTP servers must be added and IMAGE TRANSFER must be set in the left navigation
bar.

© Convert IVA to MD: Pass an IVA event to the camera's event engine, which is compatible with ONVIF.

@ Click ‘Save’ to save all settings.
Click 'Cancel’ to return to the previous setting.

N



IVA -
Rules - Disappear

Disappear
The disappear rule triggers an event when an object stops being tracked from within a zone.
Note: The disappear rule detects objects that stop being tracked from within a zone.

DIGITAL
LW waicHDOG. RULES

Compiete Srvelionee Selaisns

> VIDEO&AUDIO

> CAMERA

> NETWORK

> TRIGGER ACTION
> EVENTS

vIVA
ENABLE
RULES
COUNTERS
CALIBRATION
CLASSIFICATION

Rule Property
BURNT-IN ANNOTATION
o Name. 1VA-Disappear
TCP NOTIFICATION
Type Disappear
HTTP NOTIFICATION
Object Filt o off
(2] TAMPER et e ®x 0
ADVANCED
9 HEENSE Event Actions
> SECURITY Event Nofification [ TCPEvent [} HTTP Event
e SYSTEM Action Rule Naone
e Gonvert IVA To MD [ ]
(6} SAVE CANCEL

© Digital Watchdog. All Rights Reserved

The rule will create a detection zone and overlay it on the live view.

Click and drag any of the corners to adjust the zone's size and position.

Click on a gray node to split the segment and create a more complex shape. To remove a segment, select the
minus red sign next to a node.

@ Name: Name the rule.

@ Object Filter: Allow the rule to trigger based on the classification of an object (e.g. person, vehicle). Any
combination of the available options is possible.
Note: Complete the camera calibration under IVA>CLASSIFICATION to define the different classes available.

® Event Actions: Define the action to occur when an event is triggered. Any combination of the available

options is possible.
e TCP Event: Enable/disable TCP notification when an event occurs.
e HTTP Event: Enable/disable HTTP notification when an event occurs.

Note: TCP/HTTP notification actions must be configured separately under the left navigation bar.
@ Action Rule: Select to send an image of the camera’s view to an FTP/SMTP server when an event occurs.
Note: FTP and/or SMTP servers must be added and IMAGE TRANSFER must be set in the left navigation
bar.

© Convert IVA to MD: Pass an IVA event to the camera's event engine, which is compatible with ONVIF.

@ Click ‘Save’ to save all settings.
Click 'Cancel’ to return to the previous setting.



IVA -
Rules - Stopped

Stopped

The stopped rule detects objects stationary inside a detection zone for longer than the specified threshold.

Note: The stopped rule does not detect abandoned objects. It detects objects which were moving and
then become stationary.

DWe Visicio5s. RULES

Complete Sevelionee Seluions

> VIDEO&AUDIO

> CAMERA

> NETWORK

> TRIGGERACTION
> EVENTS

vIVA
ENABLE
RULES
COUNTERS
CALIBRATION
CLASSIFICATION

Rule Property
o BURNT-IN ANNOTATION
Hame IVA-Stopped
TCP NOTIFICATION
Type Stopped
HTTP NOTIFICATION
9 TAMPER Threshold 5 Secondis) [0~ 300]
e AOVANCED Object Filler @®on @or
LICENSE
e SECURITY Event Actions
> SYSTEM Event Nofification B TcPEvent [ HTTP Event
@ Action Ruls Nane
@ Convert IVA To MD [ ]
e SAVE CANCEL

@ Digital Watchdog. All Rights Reserved

The rule will create a detection zone and overlay it on the live view.

Click and drag any of the corners to adjust the zone's size and position.

Click on a gray node to split the segment and create a more complex shape. To remove a segment, select the
minus red sign next to a node.

@ Name: Name the rule.
® Threshold: Define, in seconds, the time an object must be stopped before triggering an event.

© Object Filter: Allow the rule to trigger based on the classification of an object (e.g. person, vehicle). Any
combination of the available options is possible.
Note: Complete the camera calibration under IVA>CLASSIFICATION to define the different classes available.

@ Event Actions: Define the action to occur when an event is triggered. Any combination of the available
options is possible.
e TCP Event: Enable/disable TCP notification when an event occurs.
e HTTP Event: Enable/disable HTTP notification when an event occurs.

Note: TCP/HTTP notification actions must be configured separately under the left navigation bar.
© Action Rule: Select to send an image of the camera’s view to an FTP/SMTP server when an event occurs.
Note: FTP and/or SMTP servers must be added and IMAGE TRANSFER must be set in the left navigation
bar.

@ Convert IVA to MD: Pass an IVA event to the camera’s event engine, which is compatible with ONVIF.

@ Click ‘Save’ to save all settings.
Click 'Cancel’ to return to the previous setting.

13



IVA -
Rules - Loitering

Loitering
The Loitering rule triggers an event when a person is present in a detection zone for a set threshold.

DIGITAL
WATCHDOG. RULES

CamphieSrvelonce ot

> VIDEO&AUDIO

> CAMERA
> NETWORK
GGERACTION
> EVENTS
vIVA
ENABLE
RULES
COUNTERS
CALIBRATION
CLASSIFICATION Rule Property
BURNT-IN ANNOTATION
o Hame 1VA-Laitering
TCP NOTIFICATION
Type Laitering
HTTP NOTIFICATION
9 TFES Threshold 5 Second(s) [ 1~300]
9 ADVANCED Object Fiter @®@on @oi
LICENSE
e — Event Actions
> SYSTEM Event Notification [ cPEvent [ HTTP Event
@ Action Rule Hone
@ Convert IVA To MD [ ]
(7] SAVE CANCEL

@ Digital Watchdog. All Rights Reserved

The rule will create a detection zone and overlay it on the live view.

Click and drag any of the corners to adjust the zone's size and position.

Click on a gray node to split the segment and create a more complex shape. To remove a segment, select the
minus red sign next to a node.

@ Name: Name the rule.
® Threshold: Define, in seconds, the time an object must be stopped before triggering an event.

©® Object Filter: Allow the rule to trigger based on the classification of an object (e.g. person, vehicle). Any
combination of the available options is possible.
Note: Complete the camera calibration under IVA>CLASSIFICATION to define the different classes available.

@ Event Actions: Define the action to occur when an event is triggered. Any combination of the available
options is possible.
e TCP Event: Enable/disable TCP notification when an event occurs.
e HTTP Event: Enable/disable HTTP notification when an event occurs.

Note: TCP/HTTP notification actions must be configured separately under the left navigation bar.
@ Action Rule: Select to send an image of the camera’s view to an FTP/SMTP server when an event occurs.
Note: FTP and/or SMTP servers must be added and IMAGE TRANSFER must be set in the left navigation
bar.

@ Convert IVA to MD: Pass an IVA event to the camera's event engine, which is compatible with ONVIF.

@ Click ‘Save’ to save all settings.
Click 'Cancel’ to return to the previous setting.
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IVA -
Rules - Direction

Direction
The direction rule triggers an event when an object crosses the detection line in a particular direction and within
the acceptable parameters.

RULES

ENABLE
RULES
COUNTERS
CALIBRATION
CLASSIFICATION Biilep ey
6 BURNT-IN ANNOTATION §
HName IVA-Direction
TCP NOTIFICATION
Type Direction
HTTP NOTIFICATION
@ TAMPER Angle 0 Degrees [0 ~ 360]
9 ADVANCED o8 Degress [0 ~30]
e LICENSE Object Filter @on @on
> SECURITY
6 > SYSTEM Event Actions
Event Notification B TP Event [ HTTP Event
@ Action Rule Mone
e Gonvert IVA To MD B
(8 E=mTraa— ETTTE— -

© Digital Watchdog. All Rights Reserved

The rule will create a line and overlay it on the live view.

The line's orientation and length can be reshaped by selecting the color nodes at the edge of the lines.
Click on a gray node to split the segment and create a more complex shape.

To remove a segment, select the minus red sign next to a node.

@ Name: Define the name of the rule.
® Angle: Define the direction the objects move to trigger an event.
©® Acceptance: Define the allowed variance on the direction side that will still trigger an event.

@ Obiject Filter: Allow the rule to trigger based on the classification of an object (e.g. person, vehicle). Any
combination of the available options is possible.
Note: Complete the camera calibration under IVA>CLASSIFICATION to define the different classes available.

©® Event Actions: Define the action to occur when an event is triggered. Any combination of the available

options is possible.
e TCP Event: Enable/disable TCP notification when an event occurs.
e HTTP Event: Enable/disable HTTP notification when an event occurs.

Note: TCP/HTTP notification actions must be configured separately under the left navigation bar.
@ Action Rule: Select to send an image of the camera’s view to an FTP/SMTP server when an event occurs.
Note: FTP and/or SMTP servers must be added and IMAGE TRANSFER must be set in the left navigation
bar.

@ Convert IVA to MD: Pass an IVA event to the camera's event engine, which is compatible with ONVIF.

® Click ‘Save’ to save all settings.
Click 'Cancel’ to return to the previous setting.



IVA -
Rules - Object Removed

Removed
The removed rule triggers an event when the area within the detection zone changes for a set time. The removed

rule works similar to the abandoned rule. The scene is monitored for changes and measured against the set
conditions to trigger an event.

DWe 066, RULES

‘Campiete Srvelince Seiuions

> VIDEO&AUDIO

> NETWORK
> TRIGGER ACTION
= EVENTS
vIVA
ENABLE
RULES
COUNTERS
CALIBRATION
CLASSIFICATION Rule Property
0 BURNT-IN ANNOTATION i Ak it
TCP NOTIFICATION
HTTP NOTIFICATION free Removed
9 T Object Filter ®on @on
ADVANCED
e HCENSE Event Actions
= SECURITY Event Nofification B cPEvent [l HTTP Event
9 =SSt Action Rule Hone
e Convert IVA To MD [ ]
e i

@ Digital Watchdag. A1l Rights Reserved

The rule will create a detection zone and overlay it on the live view.

Click and drag any of the corners to adjust the zone's size and position.

Click on a gray node to split the segment and create a more complex shape. To remove a segment, select the
minus red sign next to a node.

@ Name: Name the rule.

@ Object Filter: Not available for this rule.

©® Event Actions: Define the action to occur when an event is triggered. Any combination of the available
options is possible.

e TCP Event: Enable/disable TCP notification when an event occurs.
e HTTP Event: Enable/disable HTTP notification when an event occurs.

Note: TCP/HTTP notification actions must be configured separately under the left navigation bar.
@ Action Rule: Select to send an image of the camera’s view to an FTP/SMTP server when an event occurs.
Note: FTP and/or SMTP servers must be added and IMAGE TRANSFER must be set in the left navigation
bar.

©® Convert IVA to MD: Pass an IVA event to the camera’s event engine, which is compatible with ONVIF.

@ Click ‘Save’ to save all settings.
Click 'Cancel’ to return to the previous setting.
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IVA -
Rules - Abandoned

Abandoned
The abandoned rule triggers an event when an object is left in the detection zone for the set time. The

abandoned rule works similar to the removed rule. The scene is monitored for changes and measured against the
set conditions to trigger an event.

DIGITAL
U waicHDOG. REUIEES

Complete Sevelionce Selaisns

> VIDEQ&AUDIO
> CAMERA

> NETWORK

> TRIGGER ACTION
> EVENTS

vIVA
ENABLE
RULES
COUNTERS
CALIBRATION
CLASSIFICATION Rule Property

0 BURNT-IN ANNOTATION
Name IVA-Abandoned
TCP NOTIFICATION
Type Abandoned
9 HTTP NOTIFICATION
je or off
TAMPER Object Filter o @
ADVANCED
e [ICENSE Event Actions
> SECURITY Event Nofification [ TCP Event [} HTTP Event
9 =SYSTEM Action Ruls Hone
e Gonvert IVA To MD 7]

SAVE CANCEL

@ Digital Watchdog. All Rights Reserved

The rule will create a detection zone and overlay it on the live view.
Click and drag any of the corners to adjust the zone's size and position.
Click on a gray node to split the segment and create a more complex shape. To remove a segment, select the

minus red sign next to a node.

© Name: Name the rule.

@ Object Filter: Not available for this rule.

©® Event Actions: Define the action to occur when an event is triggered. Any combination of the available

options is possible.
e TCP Event: Enable/disable TCP notification when an event occurs.

e HTTP Event: Enable/disable HTTP notification when an event occurs.
Note: TCP/HTTP notification actions must be configured separately under the left navigation bar.

@ Action Rule: Select to send an image of the camera’s view to an FTP/SMTP server when an event occurs.
Note: FTP and/or SMTP servers must be added and IMAGE TRANSFER must be set in the left navigation

bar.

©® Convert IVA to MD: Pass an IVA event to the camera’s event engine, which is compatible with ONVIF.

@ Click ‘Save’ to save all settings.
Click 'Cancel’ to return to the previous setting.
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IVA -
Rules - Tailgating

Tailgating
The tailgating rule triggers an event when objects cross a detection line within quick succession of each other in

a set time.

DWe3isiial | Rues

Complets Survelionce Seduens

vIVA
ENABLE
RULES
COUNTERS
CALIBRATION

CLASSIFICATION HulclBmpeny
0 BURMNT N ANMNOTATION Name IVA-Tailgating
TCP NOTIFICATION Type Tailgating
9 HTTP NOTIFICATION Threshold 1 Second(s) [ 1~300]
e JEHEE Obiject Filter @on @orn
HOELIEY Classes ) Person [ Vehicle [l Group Of People [ Clutter
LICENSE
> SEGURITY
e Event Actions
> SYSTEN
Event Notification [ TCP Event [} HTTP Event
e Action Rule None
@ Convert IVATo MD [ ]
(7] SAVE CANCEL <

@ Digital Watchdog. All Rights Reserved

The rule will create a line and overlay it on the live view.

The line's orientation and length can be reshaped by selecting the color nodes at the edge of the lines.
Click on a gray node to split the segment and create a more complex shape.

To remove a segment, select the minus red sign next to a node.

@ Name: Name the rule.

® Threshold: Define, in seconds, the maximum time between the first and second objects crossing the detection
line before triggering an event.

© Object Filter: Allow the rule to trigger based on the classification of an object (e.g. person, vehicle). Any
combination of the available options is possible.
Note: Complete the camera calibration under IVA>CLASSIFICATION to define the different classes available.

@ Event Actions: Define the action to occur when an event is triggered. Any combination of the available

options is possible.
e TCP Event: Enable/disable TCP notification when an event occurs.

e HTTP Event: Enable/disable HTTP notification when an event occurs.
Note: TCP/HTTP notification actions must be configured separately under the left navigation bar.

© Action Rule: Select to send an image of the camera’s view to an FTP/SMTP server when an event occurs.
Note: FTP and/or SMTP servers must be added and IMAGE TRANSFER must be set in the left navigation
bar.

@ Convert IVA to MD: Pass an IVA event to the camera's event engine, which is compatible with ONVIF.

@ Click ‘Save’ to save all settings.
Click 'Cancel’ to return to the previous setting.
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IVA -

Rules - Counting Line

Counting Line

The counting line rule triggers an event when an object crosses the line in the direction indicated.
Note: The counting line differs from the direction rule. Each segment of the line can have a different

direction defined.

nw DIGITAL
WAICHDOG.

Complets Sevelionce Seluisns

> VIDEO&AUDIO

> TRIGGERACTION

> EVENTS

vIVA
ENABLE
RULES
COUNTERS
CALIBRATION

RULES

CLASSIFICATION Rule Property &
(1] BURNT-INANNGTATION Name va-Couning Line
TCP NOTIFICATION Type Counting Line
9 HTTP NOTIFICATION Do @: @: @t
e WAMGER Enable Width Calibration @) on @ off
ADVANCED
9 Enable Shadow Fiter () on @ 0F
LICENSE
= SECURITY
(5] Event Actions
> SYSTEM
Event Notification I TP Event [} HTTP Event
@ Action Rule None
e Convert IVATo MD a
(3] SAVE CANCEL =

@ Digital Watchdog. All Rights Reserved

The rule will create a line and overlay it on the live view.
The line's orientation and length can be reshaped by selecting the color nodes at the edge of the lines.
Click on a gray node to split the segment and create a more complex shape.
To remove a segment, select the minus red sign next to a node.
Note: The Counting Line rule is best used in combination with the Counters feature to keep a tally of objects/
people that pass the line.

The direction indicator shows the direction objects must take to trigger an event. Different segments in the
detection line can be configured to point in any direction required.

@ Name: Name the rule.

@® Direction: Define the direction that will be monitored.
e A: Define the direction monitored.
o B: Define the opposite direction from A to be monitored.

e Both: Both directions across the counting line are monitored.
® Enable Width Calibration: If enabled, define the width value for the counting line to count an object.

@ Enable Shadow Filter: If enabled, the camera can analyze the image to prevent counting shadows.

Note: To add a text overlay on the video with the current count, go to IVA>COUNTERS to set up the
text, position, and input to be added.
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IVA -
Rules - Counting Line (Cont.)

Counting Line

The counting line rule triggers an event when an object crosses the line in the direction indicated.

Note: The counting line differs from the direction rule. Each segment of the line can have a different
direction defined.

DWe iscioSe. RULES

Complets Sevelionce Seluisns

> VIDEO&AUDIO

CAMERA
> N ORK
> TRIGGER ACTION
> EVENTS
vIVA
ENABLE
RULES
COUNTERS
CALIBRATION
CLASSIFICATION Rule Property =
(1] BURNT-INANNGTATION Nams VA Counting Line
TCP NOTIFICATION Type Counting Line
@ HTTP NOTIFICATION Do @: @: @t
e WAMGER Enable Width Galibration @) on @ oOF
9 ADVANCED Enable Shadow Fiter () on @ 0F
LICENSE
6 S oreonTy Event Actions
> SYSTEM
Event Notification I TP Event [} HTTP Event
@ Action Rule None
e Convert IVATo MD a
(& -

@ Digital Watchdog. All Rights Reserved

@ Event Actions: Define the action to occur when an event is triggered. Any combination of the available
options is possible.
e TCP Event: Enable/disable TCP notification when an event occurs.
e HTTP Event: Enable/disable HTTP notification when an event occurs.

Note: TCP/HTTP notification actions must be configured separately under the left navigation bar.
@ Action Rule: Select to send an image of the camera’s view to an FTP/SMTP server when an event occurs.

Note: FTP and/or SMTP servers must be added and IMAGE TRANSFER must be set in the left navigation
bar.

@ Convert IVA to MD: Pass an IVA event to the camera's event engine, which is compatible with ONVIF.

® Click ‘Save’ to save all settings.
Click 'Cancel’ to return to the previous setting.
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IVA -

Rules - Logical Rules

Logical Rules

Combine various rules and inputs using logical expressions, to reduce false events.

Dw DIGITAL
L WATCHDOG.

Complete Suvelionce Selaisns

> VIDEO&AUDIO

ACTION

RULES
COUNTERS

RULES

CALIBRATION
CLASSIFICATION Lfe Rl e =
6 BLIRAMT N ANMOTATIOM Name Mew Logical Rule
TCP NOTIFICATION | ISELECT RULE]
HTTP NOTIFICATION | O] aner SR
TAMPER
ADVANCED | ISELECT RULE]
LICENSE 32
= SECGURITY
SoLEl Event Actions
SYSTE!
Event Nofificati B TcPEvent [ HTTP Event
Action Rule Hane
Convert IVA To MD B

SAVE CANCEL

@ 606 o

@ Digital Watchdog. All Rights Reserved

@ Name: Name the rule.

@ Logical Condition: Define the combination of rules included.
e SELECT RULE: The drop-down list will include all rules set up.
e “After __ Seconds then”: Add the maximum time interval (in seconds) between two rules.

o ADD A CLAUSE: Add more rules.

¢ CHANGE: Change the selected rule to another rule.

o DELETE: Delete the last rule.

Note: Rules can only be assigned to one logical rule. They cannot be used on multiple logical rules.

® Event Actions: Define the action to occur when an event is triggered. Any combination of the available

options is possible.
e TCP Event: Enable/disable TCP notification when an event occurs.

e HTTP Event: Enable/disable HTTP notification when an event occurs.
Note: TCP/HTTP notification actions must be configured separately under the left navigation bar.

@ Action Rule: Select to send an image of the camera’s view to an FTP/SMTP server when an event occurs.
Note: FTP and/or SMTP servers must be added and IMAGE TRANSFER must be set in the left navigation

bar.

© Convert IVA to MD: Pass an IVA event to the camera's event engine, which is compatible with ONVIF.

@ Click ‘Save’ to save all settings.
Click 'Cancel’ to return to the previous setting.
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IVA -
Rules - Logical Rules (Cont.)

Using logical rules:
Logical rules can combine multiple rules into a single condition. Objects are checked against all combined rules

before they become an event and trigger an action.

Example of a double-knock rule:

The double-knock rule is one of the most common scenarios used in video analytics. It uses 2 or more rules
together to reduce false events. An object must trigger both rules before becoming an event and triggering an
action.

If the zones used in rules for a double-knock scenario are in different locations, you can set the time threshold an
object has before triggering the next rule to become an event.

First knock Second knock

How to create a logical rule:
@ Select the two rules to be used in the double-knock logical rule.

® Add a new logical rule.
® Define a name for the rule.
@ Define the combination of rules and logical conditions that objects will be checked against.

® Enable the check box in front of ‘After seconds then’. Define the number of seconds that an object
needs to pass from one zone to the other to cause an event.

® Define the action that will occur when the object triggers an event.

@ Click ‘Save’ to save all settings.
Click 'Cancel’ to return to the previous setting.

Logical Rule Property A
Name New Logical Rule

l First knock is triggered

' After Seconds then

l Second Knock is friggered

ADD A CLAUSE v
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IVA -
Rules - Non-Detect Zone

Non-Detect Zone
The non-detection rule creates a zone that will not be processed through the analytics engine.

DWeliicioss. BELLES

Complete Sunelionee Soluisns

> VIDEO&AUDIO

> CAMERA

> NETWORK

> TRIGGER ACTION
> EVENTS

vIVA
ENABLE
RULES
COUNTERS
CALIBRATION
CLASSIFICATION Rule Property
o BURNT-IN ANNOTATION
TCP NOTIFICATION
HTTP NOTIFICATION

TAMPER
@
LICENSE
> SECURITY
> SYSTEM

HName IVA-Non-detect Zone

Type MNon-Detect Zone

© Digital Watchdog. All Rights Reserved

The rule will create a detection zone and overlay it on the live view.
Click and drag any of the corners to adjust the zone's size and position.
Click on a gray node to split the segment and create a more complex shape. To remove a segment, select the

minus red sign next to a node.

@ Name: Name the rule.

@ Click ‘Save’ to save all settings.
Click 'Cancel' to return to the previous setting.
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IVA -
Counters

Counters can be configured to count the number of times a rule is triggered. The counter rule can count the

following:

e Increment: The counter value increases with each trigger of an event.
o Decrement: The counter value decreases with each trigger of an event.

More than one rule can be assigned to any counter’s three inputs. This allows, for example, the occupancy of two
rules to be reflected in a single counter. Multiple counters can also be created.

Dw DIGITAL
WATCHDOG.

Compiete Suvelionee Sehuiens

> VIDEO&AUDIO

> EVENTS

vIVA
ENABLE
RULES
COUNTERS
CALIBRATION
CLASSIFICATION

TCP NOTIFICATION

COUNTERS CONFIGRUATION

Counter Property

Hame Counter]

HTTP NOTIFICATION

"

TAMPER
ADVANCED

Decrement ADD INPUT
RESET COUNTER

LICENSE

> SECURITY

> SYSTEM

Event Actions

Event Nofification B TcPEvent [ HTTP Event

Action Rule Mone

® 900 6 © &0

Gonvert IVA To MD [ ]

SAVE CANCEL

© Digital Watchdog. All Rights Reserved

@ Name: Name the counter.

® Increment: Select the rule from the available list which, when triggered, will add to the counter.

® Decrement: Select the rule from the available list which, when triggered, will subtract from the counter.
Note: Clicking the Reset Counter button will set the counter tally back to zero.

@ Reset Counter: Remove all current settings from the selected counter.

© Event Actions: Define the action to occur when an event is triggered. Any combination of the available

options is possible.

e« TCP Event: Enable/disable TCP notification when an event occurs.
e HTTP Event: Enable/disable HTTP notification when an event occurs.
Note: TCP/HTTP notification actions must be configured separately under the left navigation bar.

@ Action Rule: Select to send an image of the camera’s view to an FTP/SMTP server when an event occurs.
Note: FTP and/or SMTP servers must be added and IMAGE TRANSFER must be set in the left navigation bar.

@ Convert IVA to MD: Pass an IVA event to the camera’s event engine, which is compatible with ONVIF.

® Click ‘Save’ to save all settings.

Click 'Cancel’ to return to the previous setting.
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IVA -
Counters (Cont.)

How to create a Counter:
@ Select 'Add' to add a new counter and display the available options.

® Move the counter by clicking-and-draging the block to the desired position on the screen.
® Enter a name for the counter.

@ Select ‘Add Input’ next to the desired action (increment, decrement, occupancy). Select a rule to link to
the counter.

©® Define the action to trigger when counter values change.

@ Select 'Save' to save the rule.

How to modify a Counter:
@ Highlight the counter and press 'Modify’ to open the settings for the counter.

® Modify the counter accordingly.

® Select 'Save' to save the counter.
How to Delete a Counter:

@ Highlight the counter to be deleted.

@ Select 'Delete’ to delete the counter from the list.
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IVA -
Calibration

Camera calibration is required for object identification and classification. The camera’s height, tilt and vertical
FOV are needed for proper calibration. The green grid on the camera’s preview represents the ground pane.
On the ground plane are several 3D mimics, representing people roughly 5.9ft (1.8 meters) tall. The mimics’ size
are based on the calibration parameters.
Note: The calibration process may take several attempts and experimentation depending on the scene
copmlexity.

DWeSUS AL, CALIBRATION CONFIGURATION

Compiete Suvelionee Sehuisns —

> TRIGGER ACTION

> EVENTS

vIVA
ENABLE
RULES
COUNTERS
CALIBRATION
CLASSIFICATION
BURNT-IN ANNOTATION
TCP NOTIFICATION
HTTP NOTIFICATION
TAMPER
ADVANCED
LCICENSE Uniit @ Metric @ Imperial

> SEGURITY

STYSTEM APPLY

Calibration

Enable Calibration @on @od

Height 300 6 "fin)[0'~98]

Tt 20 deg [-20 ~90]

VFOV 40 deg[5 ~ 150]

@ 600009

© Digital Watchdog. All Rights Reserved

@ Enable Calibration: Turn the calibration feature on or off.

@ Height: If known, enter the camera's height. If the height is unknown, it is recommended to estimate it
based on known object heights in the scene.
Note: A correct camera height measurement is required for accurate calibration and video analysis.

® Tilt: If known, enter the camera's tilt. If the tilt angle is unknown, it is recommended to enter an estimated
value and use the mimics as a guide to confirm or modify as needed.

@ VFOV: Define the vertical field of view of the camera.
Note: A correct VFOV value for the camera is important for accurate calibration and classification.
Without a correct vertical FOV, it may not be possible to get the mimics to match people at different
positions in the scene.

@ Unit: Select the measurement unit used (metrics or imperial).

Verify and change as required.
To confirm the camera is properly calibrated, the mimics must match people or other known objects in the scene,
both by height and angle. The mimics can be moved around the scene to line up with people or objects of a
known size to help the calibration process be more accurate. Adjustment of the camera’s height, tilt and vertical
field-of-view may be required to achieve this.

Note: As you change the calibration settings, you may need to reposition the mimics.

@ Select 'Apply’ to save your changes.
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IVA -
Classification

Objects are detected, assessed, and assigned by the camera's IVA engine to one of the classifiers listed in the
classification configuration. The camera’s IVA engine has been preprogrammed with the most commonly used
classifiers and is open for user configuration and adjustments.

DIGITAL
DWel .S DAL CLASSIFICATION CONFIGURATION
e SR o
(1] S T Object classification
Name Min.area  Max.area  Min. Speed  Max. speed

Person 4 sqf 15 sqf 0 mph 12 mph -
Vehicle 20 saf 1076 sqf 0 mph 124 mph
Group Of People 16 saf 19 sqf 0 mph 12 mph
Clutter 0 saf 4sqf 0 mph & mph

COUNTERS
CALIBRATION
CLASSIFICATION
BURNT-IN ANNOTATION
TCP NOTIFICATION
HTTP NOTIFICATION
TAMPER

ADVANCED

LICENSE

> SECURITY

@ Digital Watchdog. All Rights Reserved

@ Object Classification List: All current classifiers will be detailed in the table.

® Add/Modify/Delete: CLASSIFICATION CONFIGURATION
Add: Click on the ‘Add’ button to create a new classification.
¢ Name: Enter a name for the new classifier. (TR B (e
e Min. Area: Enter the minimum area, in square feet, for objects to :”A :"‘“' »
qualify under the new classifier. e I
¢ Max. Area: Enter the maximum area, in square feet, for objects to Min. Spesd o .
qualify under the new classifier. gy ¢ o
e Min. Speed: Enter the minimum speed, in mph, for objects to
. e sai
qualify under the new classifier.

e Max. Speed: Enter the maximum speed, in mph, for objects to
qualify under the new classifier.

Note: When creating or modifying classifiers, avoid overlapping parameters among classifiers this will
cause the analytics engine to identify objects incorrectly.

Modify: Select a classification from the table and click ‘Modify’ to adjust the settings.
Delete: Select a classification from the table and click ‘Delete’ to remove it from the list.

Note: The calibration process must be completed before objects can be classified. Go to
IVA>CALIBRATION
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IVA -
Burnt-ln Annotation

The Burnt-In Annotation feature allows analytical data to be overlaid on the raw video stream. Annotations can
include tracked objects, counters and system messages.
Note: To display object parameters such as speed, height, area and classifications, camera calibration
must be completed. See IVA>CALIBRATION for more information.

DWeS S DAL, BURNT-IN ANNOTATION CONFIGURATION
Campite Selioee obtons
- VIDEOZAUDIO Burnt-in Annotation
o Activation ®on @ of
9 Display On Main Stream (@) Sub Stream () 3rd Stream
“The BIA can only be displayed when the stream resolution is lower than 1920x1080.
(3} > EVENTS BIA Setup
vIvAa Display Zones @®on @ or
ENABLE Display Objects ®on @ of
RULES Object Classification @ on @ OF
COUNTERS
CALIBRATION Cbpectreant @ @ or
CLASSIFICATION Coeea @on @ on
BURNT-IN ANNOTATION EEi Do O
TCP NOTIFICATION Display EventMessage (@ On @) OF
HTTP NOTIFICATION Display System Message @ on @ oOf
TAMPER Display Line Counter @ on @ OF
ADVANCED e @ @ or
LICENSE
> SYSTEN

© Digital Watchdog. All Rights Reserved

@ Activation: Turn on burnt-in annotation.

@ Display on: Select to display the burnt-in annotation on the first, second or third streams of the camera.
Note: Burnt-in annotation is not available if the stream is set to a higher resolution than 2.1MP/1080p.
Main Stream: Display the burnt-in annotation on the mainstream.

Sub Stream: Display the burnt-in annotation on the sub stream.
3rd Stream: Display the burnt-in annotation on the 3rd stream.

© BIA Setup: Select which annotations to display.
Note: To display object parameters such as speed, height, area and classifications, camera calibration

must be completed. See IVA>CALIBRATION for more information.

@ Select 'Apply’ to save all changes.
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IVA -
TCP Notification

The TCP notification sends data to a remote TCP server when an event triggers a TCP notification. The format is
configurable with a mixture of plain text and tokens. Tokens are used to represent the event’s metadata and will
be included when a rule is triggered.

DWes LS TAL TCP NOTIFICATION
Camplte S
General Setting
®on @ of
TCP Settings
Host Ul
Port (0 ... 65535)
vIVA
9 ENABLE Message
RULES Aule
COUNTERS
CALIBRATION
CLASSIFICATION
BURNT-IN ANNOTATION
TCP NOTIFIGATION Counter
HTTP NOTIFICATION
TAMPER
ADVANCED
LICENSE Tamper
(4] APPLY

@ Digital Watchdog. All Rights Reserved

© General Setting:
ON/OFF: Enable or disable TCP notifications.
Note: Disabling TCP notifications will impact the rules’ ability to send notifications through this action.
Rules can still show a link to this action, but the action will not occur when the rule is triggered.

@ TCP Settings:
Host URL: Enter the IP address or hostname of the remote TCP server receiving the event data.
Port: Enter the port information associated with the TCP server.

© Message:
Rule: Enter a custom message for the TCP notification when linked to rules. You can include tokens from
the list available. Token values will be replaced with the event metadata when triggered.
Note: Select from the available tokens in the drop-down menu below the message window.
Counter: Enter a custom message for the TCP notification when linked to counters. You can include
tokens from the list available. Token values will be replaced with the event metadata when triggered.
Note: Select from the available tokens in the drop-down menu below the message window.
Tamper: Enter a custom message for the TCP notification when linked to the camera tamper. You can
include tokens from the list available. Token values will be replaced with the event metadata when
triggered.
Note: Select from the available tokens in the drop-down menu below the message window.

@ Select 'Apply’ to save your changes.
Note: See the tokens page for a full list of the token system and example templates.
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IVA -
HTTP Notification

The HTTP notification sends a text/plain HTTP request to a remote endpoint when an event is triggered. The
format is configurable with a mixture of plain text and tokens. Tokens are used to represent the event’s metadata
and will be included when a rule is triggered.

DIGITAL
DWeD S LIAL HTTP NOTIFICATION
Camplete Svelonc Sotons
General Setting
@on @ of
HTTP Settings
URL htp:i/
Method GET
vIVA User ID
ENABLE Passiord
RULES
COUNTERS
Query
CALIBRATION
Rule 7ip ne=({host}}
CLASSIFICATION {time}j&typ: info=ch=0&typ: {
{istatus}}. tp={{type}}.zn={{zoneid)},={{ruleid]}.
BURNT-IN ANNOTATION {{bb}). UC=HDWDJE|GSSH Sl#(l\maﬁ)]&(ImESIEmp‘?
TCP NOTIFICATION o i
HTTP NOTIFICATION Select a token to add
TAMPER Gounter
ADVANCED
LICENSE
Select a token o add
Tamper
Selsct a token o add
@ APPLY

@ Digital Watchdog. All Rights Reserved

© General Setting:
ON/OFF: Enable or disable HTTP notifications.
Note: Disabling HTTP notifications will impact the rules’ ability to send notifications through this action.
Rules can still show a link to this action, but the action will not occur when the rule is triggered.

@ HTTP Settings:
URL: Enter the IP address or hostname of the remote server receiving the event data.
Method: Select the HTTP request method. Select from GET (default), POST, or Milestone.
User ID: Enter the username used to send the notification.
Password: Enter the username’s password used to send the notification.

© Query:
Rule: Enter a custom message for the HTTP notification when linked to rules. You can include tokens from
the list available. Token values will be replaced with the event metadata when triggered.
Note: Select from the available tokens in the drop-down menu below the message window.
Counter: Enter a custom message for the HTTP notification when linked to counters. You can include
tokens from the list available. Token values will be replaced with the event metadata when triggered.
Note: Select from the available tokens in the drop-down menu below the message window.
Tamper: Enter a custom message for the HTTP notification when linked to the camera tamper. You can
include tokens from the list available. Token values will be replaced with the event metadata when
triggered.
Note: Select from the available tokens in the drop-down menu below the message window.
Enable URL encoding: Select whether to use URL encoding for the notification.

@ Select 'Apply’ to save your changes.
Note: See the tokens page for a full list of the token system and example templates.
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IVA -
Tamper

The Tamper feature detects camera tampering events such as bagging, de-focus and general movement of the
camera. This is achieved by detecting large persistent changes in the pixels in the image.

DW-CIS DAL TAMPER DETECTION CONFIGURATION
o > VIDEO&AUDIO Tamper D
C RA Enable . on . off
Duration 15 Second(s) [ 1~60]

Area Threshold 25 % [0~100]

Suppress Alarm On Light @) on @ off

> EVENTS
VvIVA .
9 Event Actions
ENABLE
FULES Enable TCP Event ®on @or
COUNTERS Enable HTTP Event ®on @or
CALIBRATION
9 CLASSIFICATION APPLY

BURNT-IN ANNOTATION
TCP NOTIFICATION
HTTP NOTIFICATION
TAMPER

ADVANCED

LICENSE

> SECURITY

@ Digital Watchdog. All Rights Reserved

© Tamper Detection:

e Enable: Choose to enable or disable the tamper detection feature.

e Duration: Set the duration (in seconds) the image must be changed before triggering the alarm.

e Area Threshold: Set, as a percentage, the area of the image that must change before triggering the alarm.

e Suppress Alarm on Light: Compensates for scenarios where sudden changes in light (as lights being
switched on/off) that can cause false tamper events.

Note: The option will reduce sensitivity to genuine alarms and should be used with caution.

@ Event Actions: Define the action to occur when an event is triggered. Any combination of the available

options is possible.

e« TCP Event: Enable/disable TCP notification when an event occurs.
e HTTP Event: Enable/disable HTTP notification when an event occurs.

Note: TCP/HTTP notification actions must be configured separately under the left navigation bar.

© Select 'Apply’ to save all changes.
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IVA -
Advanced

The advanced menu includes settings relating to how the analytics engine tracks objects.
Note: In most installations the default configuration will apply.

DIGITAL
Dw WATCHDOG. ADVANCED
Camplet Snelionce Soutions
o - VIDEOZAUDIO Tracker
. Stationary Hold-On Time 60 Second(s) [ 1-600]
Minimum Object Size 10 Blob pixels [ 1-100]
— Detection Point Auto
> EVENTS
APPLY
v IVA
9 ENABLE Scene Change
RULES Duration 10 Second(s) [ 1~60]
COUNTERS Area Threshold 50 %[0~100]
CALIBRATION

9 CLASSIFICATION APPLY

BURNT-IN ANNOTATION
TCP NOTIFICATION
HTTP NOTIFICATION
TAMPER
ADVANCED
LICENSE
> SECURITY

@ Digital Watchdog. All Rights Reserved

@ Tracker:
Stationary Hold-on Time: Set the amount of time (in seconds) an object continues to be tracked and classified
once it becomes stationary.
Minimum Object Size: Set the size (in blob pixels) of the smallest object considered for tracking.

Detection Point: Select the tracking point that will be used to evaluate objects against rules.
e Automatic: The detection point is automatically set based on how the calibration is configured.

e Centroid: The detection point for objects is located in the middle of the bounding box.
e Mid-bottom: The detection point for objects is located at the center of the bottom line of the bounding box.

® Scene Change:
e Duration: Set the amount of time (in seconds) an object continues to be tracked and classified once it

becomes stationary.
e Area Threshold: Set the size (in percentage) of the smallest object considered for tracking.

Note: Changing the detection point used can affect the point at which objects will trigger an event.

® Select 'Apply’ to save all changes.
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IVA -
Tokens

Tokens are used with event actions such as TCP and HTTP notifications. They are automatically filled-in with
the metadata for the event. This allows the details of the event to be specified in the message, such as the
location of the object, type of event, etc.

List of tokens: Below is a list of the available tokens and with a description of the data they provide.
{{name}} - The name of the event.

{{id}} - The unique ID of the event.

{{type}} - The type of event. This is usually the type of rule that triggered the event.

{{status}} - The status of the event.

{{is08601}} - The event time in ISO 8601 format. For example:
Start time (ISO 8601 format): {{iso8601}} Start time (ISO 8601 format): 2017-04-21T10:09:42+00:00

{{time}} - The event time in Unix time stamp format. For example: time: {{time}} time: 1582308244.376

{{ip}} - The IP address of the device.

{{host}} - The hostname of the device.

{{datetime}} - The event time in the format DD MM D HH:MM:SS YYYY ‘Tue Jan 112:00:00 2019’. for
example: time: {{datetime}} time: Tue Jan 112:00:00 2019

{{zoneid}} - The zone ID of the event.

{{ruleid}} - The rule ID of the event.

{{bb}} - The bounding box of the object.

{{objectclass}} - The object class of the object triggering the rule.

{{mac}} - The MAC address of the device.

An example of using multiple tokens for notifications:

Event #{{id}}: {{name}} Event Actions: {{type}} Start time (ISO 8601 format): {{iso8601}} time: {{time}}
Device: {{host}}: {{ip}}: {{mac}} Object bounding box: {{bb}} Classification: {{objclass}}

This would produce the following text:
Event #350: My event name Event Actions: presence Start time (ISO 8601 format): 2017-04-
21T10:09:42+00:00

time: 1492769382 Device: Camera: 10.0.5.2: AB:CD:EF:GH:01:02 Object bounding box:
[45251:12069:14004:8563] Classification: Vehicle
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Appendix -
IVA Edge Plug-in

The IVA edge software is a plug-in that can be installed/uninstalled from the camera. It is necessary to activate
the IVA rules and features on the camera and can be downloaded from our website. Updates can be issued to
provide additional features and fixes and the plug-in can be installed or uninstalled as required.

BIGITAL o
DWW s PLUG-IN

R

0 T Plug-in List

Misimis Werainn Saats

(2] [ soe | vwwsan | 000 |
e w-SYSTEM Plug-in Settings
SYSTEM INFORMATION Setup,_syvem_emgort s R Rl
SYSTEM DIAGNOSTICS Pt mtlachind o VA s s el B o e mated
bt | SETUP_SYSTE| DEFAULT SETTINGS |
DATE&TIME SETTING
DST SETTINGS
O tsERRAABERENT < Information
LOG Deaciptan WVidea confents analibics for tha sage device
FACTORY RESET Fo
RESTART Farmuig 0200212_4T 21
OPEN SOURCE i o
PLUG-IN
@ Plug-in Update

Selup_phgn_aspe X%

skdrigure  [EENITY

@ ) Digitad Walchadng. A0 Righty Raserved

© Plug-in List: Shows all plugins present on the camera.

@ Configuration: Shows how to set up the plug-in. Non-adjustable.

Start/Stop: Start/stop the selected plug-in from the list.

Uninstall: Remove the selected plug-in from the list.

Logs: Download the selected plug-in logfile from the list.

® Plug-in Settings: Open for additional settings available for the selected plug-in.

Import: Import a configuration file.

Export: Export the configuration file.

Default Settings: Restore the plug-in to default settings and clear any IVA configurations.

Note: When selecting the default settings, the plug-in will stop working. To restart the plug-in, highlight it
from the list and select 'Start'.
Note: Export does not include event settings for each rule such as HTTP, TCP and Action settings.
@ Information: Shows details about the selected plug-in.

® Plug-in Update: Select the Plug-in file on your computer by clicking the 'Select File’ button.

® Upload Plug-in: Click to start the update. Progress of uploading will be displayed using progress bar.

34



Appendix -
IVA Edge Plug-in (Cont.)

Installing

The IVA edge software plug-ins are available to download from our website at www.digital-watchdog.com.
Navigate to your camera's product page and under the "Software" tab, download the most recent version of the

plug-in.

© Click 'Setup’ to access the camera’s menu.

@ 17 Camers x  +

< C 3 @ Notsecure | 192.1

Dw DIGITAL
WATCHDOG.

Camplne Srvellone Soutions

T

LIVE VIEWER
VLC PLUGIN v

H ' 1 r Pl PLUG-IN
@ Click 'System’ and go to 'Plug-in’.
Plug.in List
bt VIDEO CONFIGURATION Name Version Status
Steam Coec Description
X [T —
e: Wt cnannaiz
o MPED chanct
Codec
Coter 28 v
Coscrsion cnaomett
Resobsion 2sacians v
ECU rameraseEs) 0 -
v SYSTEM cop » [1=120) Information
SYSTEM INFORMATION Prose Hon v
SYSTEM DIAGNOSTICS Bte ace con v o
FIRMWARE UPDATE Tarpet Birats. 5120 [ 100KDoS ~ 1003 | Dependency
DATERTIME SETTING sty {1101 =
imvare.
DST SETTINGS
St B Corws 01 - Plug-n
USER MANAGEMENT
o6 Euension Onton on v
FACTORY RESET
Plug-in Update
RESTART R
OPEN SOURCE Setup_plugn_usage 3%
PLpm Select Plugin File Select Fie

@ Digon Waensag 21 B Reserve

@ Click 'Select file’ and select the plug-in file you downloaded

previously. PLUG-IN
Plug-in List
® Click 'Upload Plug-in' to start the installation process. status .
® When finished you will be prompted to activate the plug-in,
click 'OK'. o
Uninstalling mmﬂ.
Select the plug-in's name from the list and click the 'uninstall’ button. P
Note: Uninstalling the plug-in will remove all the settings associated .. ypaate
with the plug-in. e —
Select Plug-In File Elyu‘i\sn-vtaedgb-v1 0.20-gead79195.524 enc 10746513
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Appendix -
License Purchasing

To purchase an IVA+ license, DW users must have an active myDW account. To create an account:

@ Go to myDW.cloud.
@ If you have a myDW account, enter your e-mail, password, and then click 'Sign In' on the myDW login page.

® If you do not have a myDW account, click on 'Not yet a member’ to register. Enter the following information
and then click Register. The Verify Email Address confirmation email is sent to your email address.

e Username

e E-mail Address

¢ Password

e Confirm the password

e Optional: Select Subscribe to email newsletters

@ You will receive an e-mail verification to confirm and activate your account. Click 'Verify E-mail Address'.
Once confirmed, the myDW homepage below will display.
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Appendix -
License Purchasing (Cont.)

Once your myDW account is activated, follow the instructions below to purchase the IVA+ licenses:
© Go to myDW.cloud and login to your account.
® On the left navigation bar, go to License > I[VA.
® Click the 'Buy License’ button on the top right.
MEGApix IVA cameras come pre-loaded with an IVA license and do not require additional license
purchasing. For DW customers with existing cameras, the license is offered at no additional cost via a
firmware update. Contact DW's sales team for more information.

myDwW* =

& License

el e o eff.

FEANSES 00 TaSed ¥ BHNE AN CAPADITS.

a0 | Prioe:08 | Ordercine - B e ST ﬂ m

PRODUCT & CHANMEL 2 LICENSE KEYS 2 STATUS ¢ MANAGE

@ Click the 'Purchase’ button at the bottom of the license description.

@ Enter the following information:
e Quantity (you must purchase one license per camera).

¢ Name, e-mail and phone number.
e Payment method and information.

@ Click 'Place Order'.

PURCHASE IVA LICENSE

MEGAPIX IVA+ Price details

m @ A - | WA Liconsss

Enter your details MEGAPX VA 7000
Quaniy

ot $70.00

P
p— =

Expiration (menvyy) Securty Code.

— UCINSE KEYS £ smaus MaNAGE

@ If the order has been placed successfully, the confirmation message below will appear:

ﬁ License

Successtully issued.

"Your IVA License code was successfully issued."

Dt iterraaton

Procduc Hama: MEGAPOX 21 Leonsa it
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Appendix -
License Activation on the Camera

IVA analytic features are pre-activated. Further activation is only necessary for the MEGApix IVA+ license.
NOTE: Deactivation and transference of a license to another IVA capable camera is possible, however is
unnecessary. The only instance that | could see someone doing this for practicality is if an IVA camera is
being replaced and the camera owner would like to use the IVA+ license on the replacement camera
Activting a purchased licenses can be done directly from the camera's settings, or remotely from the myDW
dashboard.
To activate the licenses from the camera's setup menu, click on "SETUP" and go to IVA > LICENSE

LICENSE
@ Activate License
Activation Type @ uicend;Key @ Activation code
License Key m
(2} ACTIVATE
e Activated Li {s)
Assigned License

v Pro 1ch EVALUATION(44 days remaining)

3

o] e ] o

@ Activate License -
e Choose to activate the license for this camera using a license key or an activation code.

e Choose the license key option if your camera is connected to the internet.
e Choose the activation code option if your camera is not connected to the internet.

@ Activate -
e If'License Key' is selected, copy the license key from your myDW dashboard in the license key field in

the camera’s setup page, and press 'Activate’ to apply it to the camera.

PRODUCT = CHANNEL = LICEMSE KEYS = STATUS = MANAGE

e If'Activation Code’ is selected, press the download button to the right of the HW CODE and save the file
to your drive. LICENSE

Activate Licenss

Artre st Trpe i Lizanss Key () Actvanen oo
HW GAND = '

AN oo
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Appendix -
License Activation on the Camera (Cont.)

Go to myDW.cloud and log into your account. All your purchased licenses will be under "License” from the left
navigation bar.

Select the license you want to activate and press the 'Activate’ button next to it.

In the new popup window, press the upload button and select the HW CODE file downloaded from the camera.
Press 'Activate’.

o

Detoct and classify pacple and vehicies.in reak-time.
 Austomatically ansiyze video 1o delect and deterine everits af the edge.

e oits wlowing for b greater aveei detection lavels License

BTPOTO s Activate IVA License
—

Quick depiayment o sutup are up and running with
= miimal smount o offort.

I+

MEGABix VA carmran maako £vont Seleetion mar raliable dnd ellective, resulting i rmal lins
‘avent responses and taster video archive search cagabilities.

Aatweation Coo 3

PRODUCT:  CHANNEL:  LICENSEKEYS:  STATUS 3 HISTORY  CODE

09222020 172035 MEGAPIX A+ 1 WOC-1206- pre Return

The system will generate an activation code in the bottom field. Download that activation code by pressing the
download button next to the field.
Copy the activation code to a computer that has access to the camera you are trying to activate.

(]
x A Mot secure | 192.168,130.243/cgi-ban/adm
License
Activate IVA License LICENSE
WCODE 0 e Activate License
"Quid™ “229F3564743CCBSADBAIBESZBTE1CT 19F6997 2BAEBAF JAGF 44482630949B54A8", A
“mac” "000DF12CARFE", Acsn Trn
"Moder: "DWC-MVB2VWIAT" . M GUD
“frmware”. “2020.07.09_AT 2.17
h ‘Actvation Code
Activate C
‘ z et Sns bice
ACivation Code FB94CE32F68ED 1 EBBIBEQIEFTBFD 1D029300FESTS2IDEBCACH4 162A9TS2 1TIESACIAST 138400FIE &
24DB55A938TICCEBBISAATICO4FIF0BC 1B656A1C481ECDEE44D91887 1B4BE136BF TOBBTADIEITC vIVA
T19BDDBECFBL9648B96F56321106FD18910ACFT2CCAFSB212A10062F685A38A4182ED1TCTIIA0ED ENABLE
FBEBECFO! F1380E30! EC4DCDA1D0DDBE 17E00881E9F 2F 1ECSD993869FAC
Fe14147C RULES Activated License(s)
COUNTERS Assigned License
CALIBRATION v Base feh
vated License - MEGAFIX
CLASSIFICATION . . .
BURNT.{ 3 Activation Code.xt - Notepad - 0o X
Tc File Edt Format View Help

FEB94CB32FEEBDIEBRIBEQ3BFTBFDID029300F E97S290EBCEC924162A9752173E4A04A
HTTF NG £7138400F SE 2408550938 73CC 858354441 C B4 FOSOBC 1865641C 481 ECB6844D BB T
TAMPER B4BE136BF708B7AD9637C7198008ECFB49648B96F63211DBFD1891RACFT2CCAF5E21
ADVAN 2A41D082F 685A38A4182ED17C73. F@72553F13B0E: TE
i (CADCDALDBDDBE 1 7EBBEE1EIF2F1EC 5D993869FACFI14147¢]|
LICE!

J

Open the Activation Code file and copy the text.
Paste the activation code in the camera’s web browser setup page, under Activation Code and press 'Activate’.

© Activated License(s) - Lists the installed licenses.
Note: Although you can install multiple licenses, only one license can used at any time.

@ Assign: Apply the selected license to use in the camera.

@ Delete: Highlight a license from the list and click 'Delete’ to remove it from the camera.
Note: You cannot delete a license if it is in use.
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Appendix -
Camera Installation Guide

Camera Installation

A camera should be installed securely, connected properly, mounted firmly, have a clean lens, have the
appropriate focal length and in focus. A camera's focus should aim to maximize the amount of the scene in focus.

All cameras should be mounted securely to minimize camera shake and lighting conditions should be stable. This
is also to avoid scene movement due to camera movement which can create false targets in the tracker instantly.

Camera Height and Object Size
Cameras should be mounted so that the dead zone of one camera is covered by another camera’s field of view.

Camera

1

Each camera should be mounted so that all objects appear in the camera’s field of view for no less than 2 seconds
(or 10 frames). The absolute minimum target size that can be detected is 0.02% of the screen area. At full HD
resolution, this corresponds to an area of 17x30 pixels. Every camera should be mounted such that all objects to
be detected occupy no more than 10% of the camera’s field of view.

Camera Dead Zone

Moving background

The IVA engine is built to try to find and track objects based on the background modeling
to continue learning the scene. If some part of the background keeps changing, false object
tracking is likely to increase. In the example below, not only people on escalators or moving
walks will be tracked as objects, but parts of the escalator or moving walk can be tracked as well.
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Appendix -
Camera Installation Guide (Cont.)

Lighting and shadow

As with any task involving cameras and optics, lighting quality is very important. A camera
should be placed in such a way that it does not receive direct light from any source and is not
subject to lens flare. The ideal situation for tracking is consistent lighting, with minimal effects of
shadows and reflections. Entrance doors facing strong sunlight can pose serious problems for
tracking performance, as they will throw strong moving shadows as they are opened and closed.

=9 o ”
= v, 3l

The thick sdovxfof a shaking tree may make ’alse detection.

In general, tracking will be better for indoor scenarios when under artificial lighting. However, one should avoid,
if possible, placing cameras too close to fluorescent lights particularly if the light source is close to the camera
viewing axis. Light can strike the dome of the camera and reflect directly into the lens, which can create visual
artifacts such as banding in the image. Position the camera so that there is not a direct light path from the
fluorescent tubes to the camera dome. If that is not possible, make sure to maximize the distance between the
tube and the camera.

Night Performance

When using the IVA cameras at night, the environment will need to be properly lit via external lights, or the
camera should be equipped with IR LEDs. Every camera should be installed so it does not receive any direct
light from any source (includes the vehicle's headlights). This means pointing at the traffic moving away from the
camera. Variations in lighting should be minimized when possible. The IVA engine’s night performance depends
on the camera’s performance and the scene’s lighting. If the camera image is clear and moving objects have good
contrast against the background, the IVA engine will work very well. Dark areas where the moving objects have
low contrast reduce the effectiveness of the IVA engine in detecting and tracking objects.

I .|..'|.||||I|!!lhi:|:

F cefl | presence
41|fPresence 1| presence
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Appendix -
Camera Installation Guide (Cont.)

R
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/ . Camera pole closer towards the site.

to the perimeter.

Headlights glare can cause view issues. Camera's view adjusted to compensate.

Raindrop, Snow, and Insects Obstruction

Environmental factors such as rain, snow and insects can cause object detection and tracking problems for the
IVA engine and in severe cases, these can cause false alarms. For optimal results, it is best to avoid raindrops
or snowflakes on the camera faceplate. If possible, mount the camera under the roof overhang where the
camera can get some protection. Regularly scheduled cleaning of the camera to keep its dome clear of any
environmental obstacles is also recommended.

Raindrops on the lens or dome. Spider webs in front of the camera lens.
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Warranty Information

Digital Watchdog (referred to as “the Warrantor”) warrants the Camera against defects in materials or
workmanship as follows:

Labor: For the initial five (5) years from the date of the original purchase if the camera is determined to
be defective, the Warrantor will repair or replace the unit with a new or refurbished product at its option,
at no charge.

Parts: Also, the Warrantor will supply replacement parts for the initial two (2) years.
To obtain warranty or out of warranty service, please contact a technical support representative at
1+ (866) 446-3595, Monday through Friday from 9:00 AM to 8:00 PM EST.

A purchase receipt or other proof of the date of the original purchase is required before warranty service
is rendered. This warranty only covers failures due to defects in materials and workmanship which arise
during normal use. This warranty does not cover damages which occurs in shipment or failures which are
caused by products not supplied by the Warrantor or failures which result from accident, misuse, abuse,
neglect, mishandling, misapplication, alteration, modification, faulty installation, setup adjustments,
improper antenna, inadequate signal pickup, maladjustments of consumer controls, improper operation,
power line surge, improper voltage supply, lightning damage, rental use of the product or service by
anyone other than an authorized repair facility or damage that is attributable to acts of God.
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Limits and Exclusions

There are no express warranties except as listed above. The Warrantor will not be liable for incidental or
consequential damages (including without limitation, damage to recording media) resulting from the use
of these products, or arising out of any breach of the warranty. All express and implied warranties,
including the warranties of merchantability and fitness for a particular purpose, are limited to the
applicable warranty period set forth above.

Some states do not allow the exclusion or limitation of incidental or consequential damages or

limitations on how long an implied warranty lasts, so the above exclusions or limitations may not apply to
you. This warranty gives you specific legal rights, and you may also have other rights from vary from state
to state.

If the problem is not handled to your satisfaction, then write to the following address:
Digital Watchdog, Inc.

ATTN: RMA Department

16220 Bloomfield Ave

Cerritos, CA 90703

Service calls which do not involve defective materials or workmanship as determined by the Warrantor, in
its sole discretion, are not covered. Cost of such service calls are the responsibility of the purchaser.
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