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Important Notice

The version 8.2 only supports the following GV video capture cards:

e GV-250 All Series

e GV-600(S) V3.20 and later
e GV-650(S) V3.30 and later
e GV-800(S) V3.30 and later
e GV800-4A V3.10 and later
e GV-600(V4)

e GV-650(V4)

e GV-800(V4)

e GV-1120 All Series

e (GV-1240 All Series

e (V-1480 All Series

o GV-2004

e (GV-2008

For more information on the upgrade, please visit our website at

http://www.geovision.com.tw/english/5_0.asp, or contact your dealer.
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The system prompts you for a Supervisor ID and Password when starting the system for the first time,

shown as below:

First Execution Digital-Surveillance Sys x|

You execute Digital-Surveillance systermn at
first time.
Please enter Supervisor D, Password.

1D :

Paszswiaord

|
|
FPassword Confirmation : |
Hint : |

[~ Auto Login:

To memarize this D and password and to login
when you execute Digital-Surveillance system
eventime.

[T Allow removing password systermn

@ ok | cancel

Figure 1-1

Enter a name you wish to be the Supervisor ID in the ID field. Finish the setup by entering Password,
Password Confirmation, and a Hint (optional) that would remind you of the password. Messages

entered at the Hint field will only pop up when passwords are entered incorrectly.

B Auto Login: Allows auto login as the current user every time when the system is launched. For
security purposes, this feature is only recommended for single-user systems.
B Allow removing password System: For this setting, see Setting Up Password later in this

chapter.

u @ Click to open the onscreen keyboard and enter the login information.
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After setting up the Supervisor ID and Password, launch the program to enter the Main System.

GV-800

[Iz]sTalsls 2 e s [wlufiz[is]1a]s]e

Figure 1-2

The controls in the main screen:

No. Name Description

1 camera Number Indicates the camera number matching the port number in the GV video
capture card.

2  Camera Name Indicates the given camera name.

3 Date/Time Displays the current date and time.

4  Storage Space Indicates the remaining disk space.

5  Connection Indicates the connection status of remote applications.

6 PTZ Control Displays the PTZ control panel.

7  1/O Control Displays the I/O control panel.

8 TV-Out Displays the TV Quad control panel.

9  User-Defined Accesses other applications.

10 Location Name Indicates the GV-System’s name, usually named by its geographical location.

11 Network Enables the connection to remote applications.

12 Camera Scan Rotates through the screen divisions.

13 Viewlog Brings up these options: Video/Audio Log, System Log, Search POS Data,

POS Live View, Live Object Index, Search Object Index and E-Map.
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14 Configure Accesses System settings.

15 Schedule Set up recording schedule.

16 Monitor Starts monitoring.

17 Camera Select Select the desired camera number for main division view.

18 Screen Division  Select screen divisions.

19 Exit Brings up these options: Login/Change User, Logout, Minimize, Restart

Multicam and Exit.

Press [F7] on the keyboard, or click the Monitor button to start recording. By default, every camera

records with the following settings:

In Motion Detection mode

® \With the 320 x 240 resolution
® \With Geo Mpeg4-ASP codec

When working with the system, you will undoubtedly want to change the settings as you go along. The

buttons provide quick access to several popular Main System settings. Click any button to see the

menus of these settings. Let’s start with the Configure button.
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System Configuration

Click the Configure button (No.14, Figure 1-2), point to General Setting and select System

Configure. You may configure cameras and global recording parameters in this dialog box. Changes

made to the General Setting tab would apply to all available cameras attached to the system. In the

Camera Record Setting tab, you can configure each individual camera. In the I/O Device tab, you

can add and configure 1/0O devices. In the HotLine/Network tab, you can configure the system for

connection to network or mobile.

System Configure

Lieneral Setting l Camera Record Setting | 1/ 0 Devies | Hotline / Network |

Startup
[~ Start Manitar:

| K

[ Multicast Server

[~ TCPAP Server

I~ wiehCam Server
Modem Server
Connect to W5M
Twin Server

Connect bo Centery2

Enable De-interlace Render
Startup Auta Login

AT
'S

Fanel Resolution:

| 10244768

Sl
J Temote Daskion

8 | EE

Laocation Marme

|TEST111

Widea Log Storage
Available; 15.39 GB

Recycle Log:
B/23/2007 18:52

Set Location... ﬁ
-~
L

¥ Recycle

Caption

" Mo O ID & [D+Mame

Send Alerts Approach
E-Mail/Hotline/5M3

Exit Option
I Auto Restart Windows

PTZ Control

W PTZ Device Setup:  #=1D0
|F'elcc| [Spectralll) ﬂ

tonitor Option

™ Start Delay: Sec.

[~ Post-Rec: I— Sec.

™ Pre-Rec:

[~ Send Event Alerts (=)

EventLog Size

b Wideo Clip: BEMin -

Camera Scan

Scan Delay: m

Wideo Fecord

I Use Digital ‘W atermark. Protection

3

ak. | Cahicel

Figure 1-3
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Configuring Global Recording Parameters

Let's start with the options on the General Setting tab:

[Startup] The Startup options instruct the system to enable selected features at system startup.

Start Monitor: Select one of the following monitor control modes at system startup:

® Monitor All: Allows you to monitor all cameras and I/O (if available) at system startup. It is the
same as to manually click Monitor button (No. 16, Figure 1-2) and select Start All Monitoring.
(For details, see Start/Stop Monitoring later in this chapter).

® Schedule Monitor: Allows you to monitor cameras by schedule. Alternatively you may click
Schedule button and select Schedule Start (No. 15, Figure 1-2). Refer to Recording
Schedule later in this chapter.

®© 1/0 Monitor: Allows you to monitor all I/O devices. Alternatively you may click the Monitor

button (No. 16, Figure 1-2), and then select I/O Monitoring.

Note: To set different recording modes and alert methods for each camera, see [Monitor Control],

Adjusting Individual Camera later in this chapter.

Multicast Server: Allows connection to IP Multicast (one of the remote application) at system
startup. (Or click the Network button (No. 11, Figure 1-2) and select Multicast Server.)

TCP Server: Allows connection to Remote View (another remote application) by TCP. (Or click
the Network button (No. 11, Figure 1-2) and select TCP Server.)

WebCam Server: Allows connection to WebCam Server at startup. (Or click the Network button
(No. 11, Figure 1-2) and select WebCam Server.)

Modem Server: Allows connection to Remote View by a modem. (Or click the Network button
(No. 11, Figure 1-2) and select Modem Server.)

Connect to VSM: Allows connection to VSM Server (Or click the Network button (No. 11, Figure
1-2) and select Connect to VSM.)

Twin Server: Allows connection to Twin Server at startup. (Or click the Network button (No. 11,
Figure 1-2) and select Twin Server). For more details, see Twin DVR System in Chapter 10.
Connect to CenterV2: Allows connection to CenterV2. (Or click the Network button (No. 11,
Figure 1-2) and select Connect to CenterV2.)

Enable Directdraw Overlay: Enables full-screen at startup. (For the related applications, see
Switching to Full-Screen View later in this chapter).

Enable De-interlace Render: Avoids interlace of the odd and even video lines. This feature
affects only single view mode with the resolution of 640 x 480 and 720 x 480. After enabling the

feature, you must restart the GV-System to apply it.
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Note:

1. The Enable Directdraw Overlay and De-interlace Render features can greatly enhance image

quality. If your VGA card supports DirectX9, enable both settings.

You may see a warning message “Directdraw Create Overlay Failed” when trying to use
WebCam Remote Control to connect to a server. The message indicates the server has the
Enable Directdraw Overlay feature enabled. It only means the remote side will not see the
images with DirectDraw applied. It is safe to press YES to continue the connection.

Tip: To check the version of your DirectX, search for the file name dxdiag. Open the file and find the

related information. DirectX 9.0c is also included in the Surveillance System Software CD.

B Startup Auto Login: Select and press the Arrow button to assign an ID used at system auto

startup. After the setup, the system will automatically login using this ID at next startup, without
asking for ID and Password. For related settings, see Launching GV-System from System Tray
later in this chapter.

Panel Resolution: Select the resolution from the drop-down list that best fits your computer
monitor screen.

Mini-View for Remote Desktop: Squeezes all video channels into a single 320x240 view. Since
you may use Microsoft Remote Desktop (a feature that comes with Windows XP Professional
Edition) to set up the Main System through network, it is important to get smallest size possible

data to transfer over network.

1. Click the Configure button (No.14, Figure 1-2), point to General Setting, and then select
System Configure.

2. Inthe System Configure dialog box, select Mini-View for Remote Desktop in the Startup
section, and then click OK to apply the setting.
Restart the Main System.

4. To switch between the mini and normal view, click the Configure button (No.14, Figure 1-2),

point to A/V Setting and select Mini-View Switch.
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GV-200 172 34587 8 910 11213141516 _
® - =i RN ETE)

Figure 1-4 Mini View

[Location Name] The given name (maximum 14 characters) is displayed in main screen as the name
of the server.

[Video Log Storage] Select storage type (recycle or not recycle) and location.
B Available: Shows remaining hard disk space.
B Recycle Log: Indicates the recording date of the next video file to be erased.
B Set Location:
© Database Folder: You can specify a new location for the database. The database location
determines where the records of ViewLog Event List (Cam*.db and Aud*.db) are stored.
®© Storage Group Folder: You can create the maximum of 8 storage groups with different

storage locations, keep dates and recycle sizes to store video files.

To create a storage group:

1. Select Storage Group Folder. This dialog box appears.

Add Log Location E

* Camera of zelected storage
g (o Storage 1
7 Storage 2 v cam1 W Cams |v cam3 [ Caml3
 Storage 3 [~ cam2 [~ camb [~ Camio [~ Cami4
(7 Storage 4
== Storage 5 v cam3 W cam? [ caml1l W Camls
(& Storage B w!| [ Cama [ Cam8 [ Caml2 [ Camlf
Remove Strage IV Keep Days(1~999) |ap
Path Size [
V| FDate-Gl 2470GE
Enlatge Recycle Threshald: 1200
rd 0]
o (at least 1200 MB)
Remove Path Cancel
Figure 1-5
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2. Click the Add Storage Group icon % to add a storage group. The first Storage
Group is created by default.

3. Check the Cameras to be contained in the storage group.

4. Check the Keep Days option and specify the number of days to keep the video files in
storage.

5. Click the Add New Path icon m to specify a storage location.

6. Check the Enlarge Recycle Threshold option and specify the size if you like to enlarge
the default recycle size.
7. Click OK.

B Recycle: When this option is selected, it will cause the oldest files to be deleted when the system
requires storage space for new surveillance videos. If it is not selected, the system will stop
recording when disk space is full.

B Keep Days: Setto keep the files in storage for a set number of days. Users may specify to recycle
at 1 to 999 days. If the designated storage space is hot big enough to keep all video files for the
defined days, the Recycle setting then overrides the Keep Days setting.

Note:

1. The video capture cards and GV-NVR have different default recycle sizes. When the storage
space meets the default recycle size, the system will overwrite the oldest files. The default recycle
size:
® GV-250/600/650 /800 is 800 MB.
® (GV-1120/1240/1480is 1.2 GB.
® GV-2004 /2008 is 2 GB.
® GV-NVRis 2 GB.

Every time the 400 MB of old files will be deleted upon reaching the default limit.
2. When one partition fell short than the minimum storage space, video files will automatically be

saved to next available hard disk; when total available storage space is lower than minimum, the
system will stop recording and show a Disk Space Low! message.

7 Multicam Surveillance Syste |

Disk Space Loww!
Flease check Log Location.

Figure 1-6
To solve the space shortage problem, you may add more hard disk space to the system, or to
delete/back up your video files for more storage space. To correctly delete or back up video files,
see Chapter 5 for more details.

12
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[Caption] Enters heading to have it displayed on the upper left-hand corner of the camera screen. You
may choose No for no heading; ID to show only camera ID; ID+Name to show both camera ID +

Name.

[Send Alerts Approach] Click the arrow button to choose whether to be notified by E-mail, telephone
or SMS when alert conditions occur under the surveillance area.

For the telephone setup, see Configuring Hotline/Network Notification later in this chapter.

For the E-mail setup, see Sending Alerts thru E-Mail Accounts later in this chapter.

For the SMS setup, see Short Message Service in Chapter 9.

[Exit Option] Check the box to enable the feature. Press the blue Arrow button to switch between
Auto Shutdown Windows and Auto Restart Windows. Auto Shutdown Windows closes Windows

OS after exiting GV-System. Auto Restart Windows restarts Windows OS after exiting GV-System.

[PTZ Control] Adds PTZ cameras to the system. See operation details in PTZ Control Panel later in

this chapter.

[Monitor Option]

W Start Delay: Starts monitoring after x second(s) when the system is activated.

B Post-Rec Motion: Keeps on recording for a set period of time (1-10 seconds) after motion stops.

B Pre-Rec Motion: Records video for a set period of time before motion starts. This feature allows
you to choose RAM or HDD as a pre-recording buffer. The difference between the two is that RAM
can save smaller pre-record from 1 second to 1.5 minutes, while the hard disk can save larger one

from 1 minute to 45 minutes.

13
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1.
2.

14

Enable the Pre-Rec Motion option.

Click the Arrow button beside. This dialog box appears.

Pre-Record Setup |

—(* FreRecording Using R
Pre-Recaord Performance

" Good v Better {~ Best " Extra Default |

Pre-Record Option (per camera)

Total Frames: I g _l::‘ Mg, 30 @

Frames/5ec
Limitation:

" Pre-Recording using HOD

1.

Keep Pre-Recard Files : Video Clips @

To use RAM as pre-record cache buffer Current used frames is 6 frame rate limit
= 1. Available pre-recording time is (6 [ 1) Sec.

Ok I Cancel

Figure 1-7

[Pre-Record Performance] The amount of physical memory of the computer that the system
is running on determines the pre-recording performance. Some options are grayed out if the

computer does not have enough memory for the selections.

This table shows the maximum pre-recording frame rate and the physical memory

requirements of each setup:

Good Better Best Extra
Maximum pre-recording frames per camera (fps) 15 fps 30 fps 60 fps 90 fps
RAM required 128MB 256 MB 512 MB 768 MB

Note: The recording frame rate is based on a 320x240 recording size.

[Pre-Record Option (per camera)] Determines the number of pre-record frames.

W Total Frames: Specify the maximum pre-recording frames of the system.

B Frame/Sec Limitation: Specify the maximum pre-recording frame rate (fps) of a
camera.
Dividing the Total Frames by Frames/Sec Limitation, you will get the pre-recording

duration of each camera. For example:

Pre-recording duration = Total Frames 30 = 5 seconds

Frame/Sec 6

Limitation

[Pre-Recording using HDD] Use the hard disk as a pre-recording buffer. This method gives

you much longer pre-recording time.
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B Keep Pre-Record Files: Specify the number of video clips for pre-record. The maximum number
of video clips you can specify is 9, and the time range of one video clip is from 1 minute to 5
minutes. So the pre-recording time can be from 1 minute to 45 minutes. For the video clip, see

[EventLog Size] below.

B Send Event Alerts: Allows you to send out the assigned E-Mail/Hotline/SMS notification when

the selected alert conditions occur. To enable the function, follow the steps below.

1. Check the Send Event Alerts option, and click the Arrow button beside to display this dialog

box.

Alert Events Setup |

—E-hdail Hotline [SMS Alerts when

¥ ¥ideo Lost

[+ Record Errar

[ Disk Full

¥ 1D Error

¥ Intrucier Event

v Missing Ohject Evert

v Unattended Ohject Evert
¥ POS Loss Prevention Evert
v Scene Change Evert

Cancel |
Figure 1-8

2. Select the desired alert events to send out the assigned natification, and then click OK for the

application.

The alert events of Intruder Event, Missing Object, Unattended Object, and POS Loss Prevention
Event are only available when the alarm settings are activated in Counter Application, Object

Monitor, and POS Application separately.

Note: To select the type of natification, see [Send Alerts Approach] earlier in this chapter.

[EventLog Size] Determines the amount of time (from 1 to 5 minutes) of each event file. If you select 5
Min, a 30-minute event will be chopped into six 5-minute event files; if you select 1 Min, a 30-minute
event will be chopped into thirty 1-minute event files. To decide what to set up here, consider how often
you back up your event files, and how intensive the activity is in your surveillance area. Smaller file

size makes backup process faster.

[Camera Scan] Select to rotate through screen divisions. Click the drop-down list and specify the
amount of time that elapses before switching to the next screen division group. Press the Arrow
button to select the mode of screen divisions.

[Video Record] Click to watermark all recorded videos. Watermark is a way to verify the authenticity
of video streams, and to ensure that they have not been tampered with or modified in any way. For

details, see Watermark Viewer in Chapter 10.
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Adjusting Individual Camera

Click the Configure button (No. 14, Figure 1-2), point to General Setting, select System Configure,

and then click the Camera Record Setting tab. This dialog box appears.

System Configure rz|
General Setting  Camera Record Setting l | /0 Device ] HatLine # Network ]
Camera Mame Yideo Resolution : 3204240
|Eamera 1 ﬂ Brightress: — Nz
Contrast: ——+— 23
Fec Cantrol % aturation: W Drefault
Fiecording Quality: —fF—— Hus: —t+— [m

Frames/Ses: [ Smat  |High hd

Motion Detect  [I3F]
Motion Sensitivity: 95 ——————

Mask Filter: -|.I Eﬂn
Monitor Contral
W RecVides: |Roundthe-clock @

v &pply Advanced Codec Setting...; @ SR

Invoke Alarm: I]i]'l)) Matify -

Irvake to Send Alerts Low h i

Output Module: fpiod 1 «||Pin 1 =

Register Motion Event

CUBEUIER

<]

Ok | Cancel |

Figure 1-9 Camera Settings

Several settings could be configured here:
[Camera Name] The name entered here will appear in the upper-left hand corner of the camera

screen. You can use the drop-down list to select the camera to be configured.

[Rec Control] The Rec Control section allows you to set each camera’s recording quality. The
camera’s recording quality is based on its resolution and compression rate. Higher-quality picture will

require more storage space.

App|y to all cameras Ad]ust reCOI’ding quallty

Fec Control |3

Recording Qualty, 4 —————— p— _ Resolution button
Frames/Sec: |_I S mart |HigP|'| vi '— Frame rate button

Smart recording option Select high/low frame rate

Figure 1-10

B Recording Quality: Allows you to adjust the video quality in 5 levels. Higher value means lower

compression rate.
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B Resolution Button: This button is only available after you change the default video resolution

(see Choosing Video Source later in this chapter). Click to select recording resolutions.

B Frame/Sec: Allows you to adjust camera’s recording frame rate. There are three options available:

Smart, High, and Low.

© Smart: The system will distribute as many frame rates as possible to the camera where
motion occurs.

®© High: The system will distribute high percentage of frames (not a definite frame number) to
the selected camera while the other cameras will share rest of the frame rates. Assuming that
all cameras are in action, selecting High ensures this camera always receive higher frame
rate than the rest of the cameras. Effect can be seen in live mode.

®© Low: The system will distribute low percentage of frame rates to the selected camera.
Assuming that all cameras are in action, certain cameras are of least importance. The system

can be set Low in order to allow frame rate to go to more important cameras.

B Frame Rate Button: Allows you to set the maximum recording frame of this camera so as to save
storage space.

Rec. Frame Rate Setting |

—Limit %icdeo Frame Rate
[w Max. Frame Rate Rec of Mation

Frames/sec: 10 =

] &, Frame Rate Rec of Mon-hation
far Economic Round-the-Clack

Framesizec: |1D _I; @
Ok I Cancel |

Figure 1-11 Frame Rate Settings

® Max. Frame Rate Rec of Motion: Set the maximum frame rate on motion detection. For
example, if you set 10 Frames/sec in the field, the maximum frame this camera will record is
10 frames/second. This setting does not mean it always records at 10 frames/second
because the actual recording frame rate is also affected by other settings in the system and
CPU loading.

® Max. Frame Rate Rec of Non-Motion for Economic Round-the-Clock: This option
provides a space-saving solution for the round-the-clock recording. Set the maximum frame

rate for non-motion periods so as to save as much storage space as possible.
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[Motion Detection]

Apply to all camera Adjust Sensitivity (Level 1-10)

: : -
Motiat Detection - — Adijust Sensitivity (Level 9-9.9)
P ation 5 ensitivity: F Activate Noise Tolerance

b ask. Filter: %I Clear mask
Cut mask

Set mask color
Add mask

Figure 1-12

B Motion Sensitivity: There are 10 levels of sensitivity for motion detection. And there are further
sublevels from 9 to 9.9. The default value is set to 9.5. The higher the value, the more sensitive
the system is to the motion.

B Mask Filter: Mask instructs the system to ignore movement within the masked area. Mask could
be applied to repetitive motion that should be ignored within the surveillance area, such as street
trees.

m  Noise Tolerance: This function reduces false alarms and unwanted recordings caused by
weather or light changes without changing video quality. The level of noise tolerance can be

adjusted. For details, see Video Noise Solutions later in this chapter.

[Monitor Control]

Apply to all cameras Recording Codec

~Maritor Contral [

IV Feclideo |Motior Detect 7| @J@— Day-Night Recording Mode
W Apply Advanced Codec Setting... @-— Advanced Codec Setup

¥ lrvvoke &larm: II:]']]I) m_ Alarm Type

¥ Irvvoke to Send Alerts Loy t E-— Delay Time Setup

IV Output Module: — [hod 1 »|[Fin 1 = | [BH— Delay Time Setup

@

Figure 1-13 Monitor Control Setup

B Rec Video: Enable the recording function. Use the drop-down list to select the desired recording
mode: Motion Detect, Round-the-Clock or Day/Night.
For details on Day/Night mode, see Setting Up Day-Night Recording Mode later in this chapter.
® Recording Codec: Select the method of recording compression for your video: Geo Mpeg4,
Geo Mpeg4-ASP, Geo H264 or Geo H264 V2.
GV Mpeg4-ASP: Provides a smaller compressed file size than Geo Mpeg4. Additionally, it
supports a number of advanced settings that allow experienced users to fine tune the

encoding process. For details, see Geo Mpeg4 (ASP) Advanced Settings later in this chapter.
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Geo H264 and Geo H264 V2: Provides a much smaller compressed file size than any other
available codec yet without compromising the image quality. Compared to Geo H264, Geo
H264 V2 provides a smaller compressed file size, but has a lower frame rate and higher CPU
usage.

®© Right-Arrow button: Click to bring up the Day-Night Recording Mode setup dialog box
(Figure 1-14).

B Apply Advanced Codec Setting: See Geo Mpeg4 (ASP) Advanced Settings later in this chapter.
The Advanced Codec Setup button also includes the functions of noise detection and
multithreading encoding. See Noise Detection to Reduce File Size and Multithreading Encoding
later in this chapter.

B Invoke Alarm: Sends computer alarm (.wav sound file) on motion detection.

B Invoke to Send Alerts: Sends an assigned alert (E-Mail/Hotline/SMS) when motion occurs. Use
the slider bar to specify the motion duration to invoke the alert. The choices include High (0.5
seconds), Normal (1 second), and Low (1.5 seconds). For example, suppose you choose High.
When motion remains for 0.5 seconds, the alert will be sent out.

© Right-Arrow button: Click to set the delay time to activate assigned alerts.

H  Output Module: Triggers the specified output pin on motion detection. Use the drop-down list to
select an output pin to perform this function.

© Right-Arrow button: Click to set the delay time to activate the assigned output module.

B Register Motion Event: Records motion events to System Log.

Note: The delay time functions in Invoke to Send Alerts and Output Module allow you time to
deactivate prior alert and output settings. To deactivate these settings, you may stop monitoring or
enable the assigned input module set at “Deactivate notification when selected pin ON" in Figure
2-9, in Chapter 2.

[Video Resolution] Allows you to adjust video characteristics such as brightness, contrast, saturation,

and hue.
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Setting Up Day - Night Recording Mode

Day-Night Recording allows you to set up different recording modes for different time frames of the
day. Each day can be divided to 4 time frames, each represented by 1 Span. You can set up a

different frame rate, recording quality, motion sensitivity and noise detection level for each time frame.

1. Click the Day-Night Recording Mode button in Figure 1-13, and this dialog box appears.

Day-Night Rec Mode Setup E|
Time Span Setup
M Spant: fam 00:00 —= [Motion Detect R L
M SpanZ famoooo = 4 |Motion Detect ~|F ]
¥ Span3  |amopon =2 = |MotionDetect <[ .|
¥ spans:  [amooon = < [ = [totion Detect L
[~ Weekend Apply: | m OK
o lﬁ cancel
Figure 1-14

Enable Spanl and specify the Start time in the first time field; select the check box in the second
time field and specify the End time.

Use the drop-down list to select Motion Detect or Round-the-Clock to be the recording mode for
the Span 1.

Select the check box and click the [...] button to adjust recording quality, motion sensitivity and
noise detection level for Span 1.

Repeat above steps to set up multiple spans if required.

If you do not wish to apply your settings to the weekends, enable the Weekend Apply option and
select recording mode for the weekend. Use the radio button at the bottom to define whether your
weekend includes Sunday and Saturday or Sunday only.

Click OK to apply the settings.

Note: If the End time field is disabled, the span will run to the start of the next span.
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Geo Mpeg4 (ASP) Advanced Settings

The Geo Mpeg4 (ASP) codec supports a number of advanced settings that allow experienced users to

fine tune the encoding process.

In Figure 1-13, check the Apply Advanced Codec Setting option, click the button beside, and

then click the Advanced tab. This window appears.

GEO-MPEG4 ASP advanced setting 5[

Source Compression
T — i

— Setting —EBvaluation———— ¥ideo

[2) Subpixel precision [2) quantizer: 4 Ereala S PtzDome j

- - ———— :

[Half pixe! | ——

[2) Inter-trame threshold: 2 [2) :ﬂ;g keyframe interval: Encode speed Frames per second:

| T - —

) Stop
Settin -
g IUser-deﬂned J oK | Cancel |
Figure 1-15

[Setting]

B Setting: Click the drop-down list to select High speed, Recommend, or High compression rate
for default configurations. Or, select User-defined to define encoding settings yourself.

B Subpixel precision: Click the drop-down list to select Full, Half or Quarter pixel.
Full pixel: Fastest compression speed, medium compression rate, and normal image quality.
Half pixel: Fast compression speed, high compression rate, and better image quality.

Quarter pixel: Slow compression speed, highest compression rate, and better image quality.

B Quantizer: Raising the value will improve compression speed and dramatically increase
compression rate, but reduce image quality.

B Inter-frame threshold: Raising the value will improve compression speed and rate, but

reduce image quality slightly.
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Max. keyframe interval: Raising the value will extend the duration between key frames
and increase compression rate, but reduce image quality slightly. Compression speed remains

the same.

[Evaluation]

Encode size: Click to calculate the encoding size based on your encoding settings (see [Setting]
above) and assigned video clip (select PTZ dome or street from the drop-down list). Click the
Stop tab to stop the evaluation.

Encode speed: Click to calculate the frame rate based on the encoding settings (see [Setting]

above) and assigned video clip (select PTZ dome or street from the drop-down list).

Multithreading Encoding

The multithreading encoding feature is designed to speed up video encoding, thus achieving

maximum CPU efficiency and frame rate. The performance speedup from multithreading encoding is

most obvious when the multi-processor computer is in use.
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Click the Configure button (No. 14, Figure 1-2), point to General Setting, and select System
Configure. On the System Configure dialog box, click the Camera Record Setting tab.

Check Apply Advanced Codec Setting, and click . This dialog box appears.
General | advanced |

v Enahle multithread encoding

{« Fixed " Auto

¥ Moise detection to reduce file size:

Sensitivity: 2 _J_

Figure 1-16

Check Enable multithread encoding. Select Fixed to always enable the multithreading encoding,
or Auto to enable the multithreading encoding based on CPU efficiency.
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Configuring Hotline/Network Notification

System Configure

X

General Setting | Camera Riecord Setting | | /0 Device  HotLing / Network l

Modem Setup TCP Server
Modem Dievice: [RaS PPPGE Lineibon | | | BndIP: 192.168.068
Com Port: | | [ Detect...| Port £l Dtz |
| Realtek RTLA133 Famiy PC v |
HotLine Alert 1 Multicast Server
Dial HotLine: |Empty[DiaI Mumber] j Bind IP: 192.168.0.68
7 Activate Port: 3650 Default_|
(¢ Attach Test Message ¥ Assign IF: | Realtek RTLA133 Famiy PC v |
911.911.911.911 Default Hatline Option
™ e A HotLine Alerts Interval: B 3: Min
| j HotLine Attach Audio Message
IIi]'J)) Flay | Rec... | Browse... | Audio Message Play Repeat, |10 3: Times
“Format: PCH 8,000Hz BBit, mans™ (F) ‘WhenRecsived HotLine Alerts.

Flease Press ' ' before Hang-up the Call

oK | Cancel |

Figure 1-17

[Modem Setup] If you have installed modem in this PC, select the corresponding device and port,

then press Detect button to test your modem.

Note: Internal modems (PCI or ISA) are not recommended.

[HotLine Notice x] The event can be set to trigger phone calls or pagers, up to three (3) units. A text

message may be sent to the pager.

Enter the telephone number

HuotLine dlert 1
Diial HotLine: |Empty[DiaI Mumber) ﬂ

v Activate
* Attach Test Message

Enter the text message 311,911.,911,911 Defaul

(" Attach Audio Message
ﬂ(]-J)) Play | Rec... | Browse. . |
“Format; PCh 2,000Hz88it, mono®

Figure 1-18
1. Inthe Dial HotLine drop-down list, type the telephone or pager number.
2. Click Activate.
3. Select Attach Text Message and type the text messages to be sent to a pager.
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The system allows you to send a custom sound file to telephone. Your computer must have
microphones connected to the MIC input of GV-System for this operation. To record a sound file, follow

these steps:

1. Click the Rec button to bring up the following dialog box:

«}- Sound - Sound Recorder M= E
Fil=  Edit Effects Help

Pasition: Length:

0.00 sec. 0.00 gec.
1

|

A e > |-

Figure 1-19
2. Click the Record button to start recording. Speak the message script clearly to the microphone.
Click Stop button when it is done.
3. Click the Play button to listen to the recording. To save this sound file, click File, select Save as,

and then click the Change button. This brings up the Sound Selection dialog box.

Sound Selection 7 x| I
Hame:
I[untitled] ﬂ Hemove |
Format; IPCM j
Attributes: IB,DDD Hz, 8 Bit. Mano BKB/s ﬂ
Ok | Cancel |
Figure 1-20

4. Select PCM 8,000 Hz, 8-bit Mono, the only format supported for this feature, and then click OK.

To find a sound file, click the Browse button to locate the file. Add the path of the file to the field, and

the file will be sent with the telephone calls.

[TCP Server] Allows you to setup TCP server. Select Assign IP and use the drop-down list to select
the network card. Your IP address will be displayed in Bind IP. The default port number for TCP server
is 3550; you may assign different port by entering the port number in the Port field.

[Multicast Server] Allows you to setup the Multicast server; its operation is similar to the TCP server

setup described above. The default port number for Multicast server is 3650.

Note: GV-System automatically checks the dynamic IP of your PC every one minute. This ensures
connection of remote applications, including Remote View, IP Multicast, WebCam, and Remote
Playback.

[HotLine Option] If motion persists, decides how often, specified in minutes, the system should send
a notification to you before the motion ends.

[HotLine Attach Audio Message] Specify how many times to repeat the audio message when a

telephone call is made to you.
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Selecting Screen Layout

This feature gives you the option of screen layout for the 8, 12 and 16 screen divisions.

1. Click the Configure button (No.14, Figure 1-2), point to General Setting, and then select System
Configure. The System Configure window appears.
2. Inthe Startup section, click the Arrow button next to the Panel Resolution item to call up the
following window. The left mode is the default layout; the right is the enhanced layout.
]
v fictivate Guad Enhanced:
g Channel: E -= ===
(T[] ([ [ |
12 Channel: .-EE -= :..:
([ T[] ([ T[]
16 Channel; EEEE = . E
[ 1 ][] T 11
[0].4 I Cancel | @
Figure 1-21
For the enhanced layout, click the Activate Quad Enhanced option, and click OK.
4. Restart the GV-System to apply it.
Note:
® When the enhanced screen layout is applied, the camera 1 view will show on the central screen;
when the popup feature is enabled, the pop-up view will show on the central; when the camera
scan feature is enabled, the scanned view will show on the central.
® [f you are using the DSP card, GV-System won'’t support the enhanced screen layout.
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Launching GV-System from System Tray

The feature lets GV-System appear in the system tray when you launch Windows, instead of
displaying the system login window. To enable the feature, follow these steps:

1. Click the Configure button (No.14, Figure 1-2), point to General Setting, and then select System
Configure. The System Configure window appears.
2. Inthe Startup section, click the Arrow button next to the Startup Auto Login item to display the
following window.
B
2 |
—Startup Auto Login User
ID: |
Password : |
[T | Auto Login in Fullscreen Mode
[ Startup Silently Hide into Systermn StatusBar
Figure 1-22
3. Check the Startup Silently Hide into System Status Bar option, and then click OK to close the
window.
4,

Restart the GV-System. You will see the following icon shown on the system tray.
GO & 1113 am

The GV-System icon

Figure 1-23

26



Configuring Main System

Camera/ Audio Install

Click the Configure button (No.14, Figure 1-2), point to General Setting, and select Camera / Audio

Install to bring up the following dialog box:

Camera / Audio Install x|
Camera ———— —Wave-In Device
Activate | Audio : IAudiD1 j ¥ Wave Out
Startup ————— | Monitor T ¥ Rec Audio
Sensitivity: I &

Default Screen
4 Divigion

Gain 3 M ph U e b .l"”n e
ST LR LR T,
I_Lii‘tPD 16 = ortrol ,_J— iJ\l Uy’

Figure 1-24

[Camera] Click the Activate button and specify the cameras to be viewed by default. Clearing the

selection of Cameras from viewing does not affect the cameras being recording.

[Startup] Configure the startup camera screens and screen divisions.

B Default Screen Division: To select the desired screen divisions at startup, check the option and
click the right arrow button.

B Limit Port: To restrict camera screens at startup, check the option and select desired port

numbers. This function will take effect at next system startup.

[Wave-in Device] Adjust audio devices to record and listen to live sound.

B Audio: Choose to set up an audio channel from the drop-down list.

B Monitor Sensitivity: Adjusts sensitivity of the audio that will be detected. The higher the value,
the more sensitive it is to the surrounding sound.
Gain Control: Increases or decreases the gain of the microphone.
Wave Out: Select to listen to live audio at the server PC.

Rec Audio: Enable to activate the audio recording function.

27



Q GeoUision

Setting Up Auto Reboot

The Auto Reboot feature restarts your Windows at a scheduled time. Click the Configure button
(No.14, Figure 1-2), point to General Setting, and then select Auto Reboot Setup from the menu to

bring up this dialog box.

Auto Reboot Setup x|

v A&uto Reboaot System

D&y Interval: 2 -
1 =i Ok
Rehoot Time : 1:55.05 PM j Cancel |

{* Restore Last Status
 &pply Startup Settings

v Delay for Cancel Rebaat: I 30 Sec,

¥ ‘WwiatchDog Reset if Reboot System Suspend snd Fail

Figure 1-25

[Auto Reboot System]

Enables the setup for reboot time. Specify how often (from 1 to 14 days) at the Day Interval selection

field, and when the Windows should reboot at the Reboot Time.

B Restore Last Status: The system will resume the last operation after rebooting, e.g. camera
recording.

B Apply Startup Settings: The system will apply your Startup settings in the System Configure

window after rebooting.

[Delay for Cancel Reboot] When the item is checked, a warning message will appear and count
down your specified time before the reboot schedule begins. Clicking the Cancel button on the prompt
will cancel the rebooting.

[WatchDog Reset if Reboot System Suspend and Fail]

Prior to Reboot Time, if GV-System finds any abnormal Windows operation that may hinder the Auto
Reboot, GV-System will instruct a hardware reboot of Windows. The feature is available only in
GV-600, GV-650, GV-800, GV-1120, GV-1240, GV-1480, GV-2004 and GV-2008.

Note: GV-System must already be added to Windows Startup menu; only so will the Windows
automatically restart GV-System after a reboot. Also, make sure you've correctly connected a GV
video capture card to your motherboard for the hardware watchdog feature.
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Logging System Activities into System Log

GV-System can monitor security events by recording the login and logout of system resources. No
events will be recorded to the System Log until you activate the desired event logs. To activate the log,
click the Configure button (No.14, Figure 1-2), point to General Setting, and then select System Log
Setting to display the following dialog box.

Activate System Log x|

v General Event v Login/Logaut Event
¥ Monitar Event ¥ POS Event

[v Counter Event

Intetval of Motion Event : | 60 Sec.

Intetwval of Input Event : I B0 Sec.

—Detault Yideo Player
Monitor Takle I"-.-"iewLu::g j

POS Table |Quick search =

Impart Previous Days of
; ) I v
Live Log Brovwser:

Available: 1.03 GB

v Keep Days: |3IZI @ Il |
W Recycle -"dl @ Cancel |
it

Figure 1-26

General Event: Record system startup/exit, network server start/stop, and recording start/stop.
Login/Logout Event: Record local user login/logout GV-System and WebCam Server.

Monitor Event: Record motion-triggered and I/O-triggered events. For this feature to work, you
must check both the Register Motion Event option in Figure 1-13 and the Register Input Event
option in Figure 2-1 in Chapter 2.

POS Event: Record POS transaction data.

Counter Event: Record counting results.

Interval of Motion Event: Specify the log interval between motion-triggered events. This setting
could prevent the System Log growing too big when trying to log all events under a
motion-intensive surveillance area.

B Interval of Input Event: Specify the log interval between 1/O-triggered events.
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[Default Video Player]
B Monitor Table: Specify the playback software for playing back monitor events. For details on
each playback application, see Chapter 4.

B POS Table: Specify the playback software for playing back POS events.

[Import Previous Days of Live Log Browser] Specify how many days of data to be loaded to the
System Log.
B Set Location: Click the Set Location button to specify a storage path. The available free space
will be displayed in left hand side.
Keep Days: Set the number of days to keep logs.
Recycle: Enable the system to delete old log files to make space for new files when the HDD free

space is below 500MB.

To view and learn more about System Log, see System Log later in this chapter.
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Popping Up a Camera Window on Motion Detection

Using this feature, you may view the pop-up camera at the moment when event occurs. To set up, click
the Configure button (No.14, Figure 1-2), point to Video Analysis, and then select Camera Popup
Setting. This brings up the following Camera Popup Setting dialog box.

Camera Popup Setting E|

Irterrupt Interyval: Sec.

Crovell Time: 3] SeC.
1

Camera Mation Invoke

M1 Ws Ve Vi3
2 [ s [T10 [ 14
Va3 W7 Wn Vs
T4 Ta 12 [ 16

Check All ‘ Clear All ‘
M. 1 B
Input 1 e

[v Input Invoke:  |camerad v
Ok, | Cancel ‘

Figure 1-27

Dwell Time: Specify the amount of time a pop-up camera window to remain in the foreground.
Interrupt Interval: This feature is useful when more than one camera is set for pop-up notification.
If cameras are all activated at the same time, specify the interrupt interval here would allow you to
set the amount of time between camera pop-ups.

B Camera Motion Invoke: Choose which camera you wish to have auto pop-up on
motion-triggered event.
Input Invoke: Use this function to have an I/O device trigger the auto pop-up.
The Arrow Button: The pop-up camera windows appear on the screen when events occur. If the
DSP Spot Monitor function is enabled, you can select if pop-up camera windows appear on the
system screen, spot monitor or both. For details on DSP Spot Monitor Controller, see DSP Spot

Monitor Controller later in this chapter.

Note: For Camera Motion Invoke, you may use the Mask Filter function on the Camera Record

Setting tab (Figure 1-9) to adjust the area of activation.
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Different Text Alignment for Each Channel

You can align text overlay, photo overlay and camera/time stamps to different positions for each
channel. In addition, you can even change the alignment of text and photograph while the monitoring

of POS or access control keeps on.

To access this feature, click the Configure button (No.14, Figure 1-2), point to General Setting, and
then select Text Overlay Setting to display the Text Overlay Setting dialog box, and click one Camera

tab to define various alignments.

For details on the text overlay settings, see Superimposing POS Data onto Camera Screen in Chapter
3.

Text Overlay Setting §|

Camera 1 ] Camera 2 ] Camera 3 ] Camera 4 ] Camera b ] Camera b ] Camera 7 ] Camera 8 ]
Camnera 9 ] Camera 10 Camera 11 l Camera 12 ] Camnera 13 ] Camera 14 ] Camera 15 ] Camera 18]
POS /'wWeigand Dverlay Dbiect Camera/Time Text
Tex [ Photagraph v Print on video file

Pritt test an video file
IV or on screen with

32

v Print on screen phatograph Alignment
I _Frint on POS Live View ¥ Piint an POS Live Wiew » . I o
Alignment Alignment

o

~

-

IS
[ ][]

[¥ Enable Clean time

Clean time |_5 SEC, @

Transaction end dwelltime | & sec. El

& r
setfort | ()

v Apply Stereo Font

(].4 | Cancel

Figure 1-28
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Configuring Object Counting

Object counting in GV-System provides bi-directional counting of objects under the surveillance area.

When defined, it could count any objects, such as people, vehicles, animals, etc.

1. Click the Configure button (No.14, Figure 1-2), point to Video Analysis, and then select Counter

Application Setting. This dialog box appears.

Camera Applied as Counter, |E|
Choose Camers

Vi1 W35 Wa W13
W 2 v B v 10 ¥ 14 Clear Al

V3 W71 Vis oK

W4 v a3 wi2 ¥ 16

Configure. ..

Cancel
[~ Update the Log every: I 60 i
¥ Show Object mn O

Figure 1-29
2. Select the desired cameras for the counter application.
Select Show Object in the lower of the window to put a rectangle around the object being tracked.

4. Click the Configure tab to open the Setup dialog box.

[Counter]
To define the counter to count target objects, click the Counter tab.

Setup rg|

Counter I Alarm |

~Choose Camera

‘ |Camera3 _'_i ‘ o
~Definiton——————————————— (|8
* Define Detection Zones @ s
" Define Ohject Size
SSensitity ) RSN
3 — |
~Setling

¥ Enable Counting
1 Way Counting
2 Way Counting I e e Counting Result

7 In a
L | e ‘ out: o

~ Option
¥ Enable Mask

Cancel

Figure 1-30
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In the Choose Camera section, select a camera from the drop-down list for setup.

In the Definition section, there are two options:

B Set Detection Zones: Use the mouse to outline detection regions on the video image.
Number 1 is for region 1; number 2 for region 2. Defining multiple regions 1 and 2 is
practicable. Clicking the delete (blue X icon) button will clear all defined regions.

B Define Object Sizes: Use the mouse to outline a region matching the normal size of the
targeted object. If the video is playing, first click the Snapshot button to freeze the image
before defining.

In the Sensitivity section, adjust the detection sensitivity. The higher the value the more sensitive

the system to motion.

In the Setting section, select Enable Counting and select how you want to count the objects.

B 1 Way Counting: When an object appears in region 1 and then enters into region 2, it will
be counted as 1 in.

B 2 Way Counting: When an object appears in region 1 and then enters into region 2, it will
be counted as 1 in, and when an object appears in region 2 and then enters region 1 it will
be counted as 1 out.

In the Option section, select how you want to highlight the detected object. If Enable Mask is

enabled, masks will be displayed on the detection regions.

To test your settings of counting, select Live from the drop-down list, and then click the Test

button. Notice how the number changes in the Counting Result section when objects pass through

the detection regions. There are three options in the drop-down list. Live tests your current
settings; Door Demo and Traffic Demo are pre-recorded events, showing how the application

counts objects in actual DVR examples.
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[Alarm]

To set up the detection alarm, click the Alarm tab.

Setup

Caurter Alarm |
Chaose Camera
Camera 3 bt
Definition
+ Define Detection Zones |z|
" Define Ohject Size
Sensitivity
3 T—
Setting
Alarm Maode 1 >
¥ 1 =2 Alarm @) | Testcount - .
[~ 221 Alerm _
Live: =] [ Test
Option 3
[¥ Enable Mask W Invoke Alarm : =
¥ Cutput Mosule : Mod.1 ~||Pin1 ~
[ Mever Recycle @
OK Cancel
Figure 1-31

1. Inthe Choose Camera section, select a camera from the drop-down list for setup.
2. Define the detection regions and object size. See Step 2 in [Counter] section above.
3. Inthe Setting section, there are two kinds of alarm modes:
B Alarm Mode 1: The detected object slightly crosses the border of the alarm region it is about
to enter.
B Alarm Mode 2: The detected object is fully inside the alarm region it just enters.
After you select the alarm mode, select how you want the alarm to be triggered.
B 152 Alarm: When an object enters from region 1 to region 2, the event will be recorded as
“Intruder” in System Log for later retrieval.
B 251 Alarm: When an object enters from the defined region 2 to region 1, the event will be
recorded as “Intruder” in System Log for later retrieval.
4. Inthe Option section, you can mask the detection regions, select alarms and deal with
alarm-triggered events.
B Enable Mask: Mask the defined detection regions.
B Invoke Alarm: Activate the computer noise alarm when an object enters a defined region.
Click the button next to the item to assign a .wav sound file.
B Output Module: Enable an installed output device when an object enters a defined region.
Assign the output module and pin number.
B Never Recycle: When the item is checked, the alarm-triggered events won't be recycled
even when disk space is full.
5. To test your alarm settings, click the Test button.
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Mapping PTZ Cameras

This option assigns a PTZ camera to its corresponding camera channel for either the local or the

remote applications.

For local applications, see Auto Switching PTZ Control Panels later in this chapter.
For remote applications, this option will let you control PTZ cameras through the WebCam or

Center V2 server.

1. Click the Configure button (No.14, Figure 1-2), point to Accessories, and select Camera

Mapping PTZ Dome. This dialog box appears.

Camera Mapping Setup ﬂ
| Camera 2 I Camera 3 I 1 I ’I

Marme: I Camers 1

Device: |pelca (Spectra ) |

Address: I.&ddr o ﬂ
— [¥ PTZ Inactivity

Idle over: |3':' _IQ TEC.

% Auto I.ﬂ\utu:u Soan j
{" Presst IF'reseH j

" Wutti Position Tour Setting |
Ok I Cancel |

Figure 1-32 Camera Mapping Setup

2. Select a camera channel by using the camera tabs in the upper part.
Select the PTZ camera connected to the selected channel from the Device drop down list.

4. If you have two identical PTZ cameras set in the system, you may use the Address drop down list
to choose the one with the correct address.

5. Click OK to apply the settings.
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PTZ Idle Protection

When the PTZ remains stationary for a certain time, the camera can automatically activate the auto

mode, move to the designated preset point or start the preset tour.

1. Click the Configure button (No. 14, Figure 1-2), point to Accessories, and select Camera
Mapping PTZ Dome. The Camera Mapping Setup dialog box (Figure 1-32) appears.

2. Select the desired camera from the Device drop-down list, and check PTZ Inactivity.

3. Set the idle time after which to start the protection mode.

4. Select Auto, Preset or Multi Position Tour as protection mode.

Setting Multi Position Tour
You can create a PTZ tour with up to 64 preset points. Note the number of preset points depends on

your PTZ capacity.

1. Select Multi Position Tour on the Camera Mapping Setup dialog box (Figure 1-32), and click the
Setting button. This dialog box appears.

User define Multiple Preset Tour X

Tour Zetting
Preset Ik
Crnvell Time: 5 _|::| Cancel
Al | |

Na. | Preset No. | Dwel Time ”

1 1 5

2 2 5

3 3 5

4 4 S

] ] S

(=3 (=3 = b

3 *

Figure 1-33
2. Select a Preset as a start point.

3. Set the Dwell Time that the PTZ will remain in a preset.

4. Click Add and repeat Steps 2-3 to build more points in the tour.
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Setting Up Password

The password setup allows you to assign permission and rights to users. You can create up to 1,000

passwords. The system will control and restrict access to system resources based on the permission

and rights associated with each user account. Only Supervisor account level is pre-set with the access

to the Password Setup function. Click the Configure button (No. 14, Figure 1-2), point to General

Setting, point to Password Setup, and then select Local Account Edit to display the following

window.

Password Setup E|
— [~ Accountis disabled [~ Expire in day (5)
3 User
= Powerliser o z
: z Pasgword :
= . Supervisor Hint -
1
‘ Level : Powerllser
I~ User cannot change password
[~ Force Password change at next logon
[~ Disable userifdo notlogin after day (s)
[~ Expof this 1D far IR Rermote Control (GY-Keyboard)
Iv tonitor Start Camera [Live]
¥ Maritar Stop = O
[ Metwork Start

IV MNehwark Stop

v S chedule Start
I¥ Schedule Stop

W 1 5 3 13
WV 2V 6 10V 14
W 3V 7 11V 15

¥ Input State W 4 5l 12l 16

Iv Output Contral

lE;'TZ . Audia [Live)

v System Setting

¥ ideo Attribute g9

Iv Object Tracking M1l s al”

I Edit Pazsword(Supervisor Onily] F 2 6 10

¥ Minimize: or Logout

¥ FullScreen Enter @ 30 7 il

[V FullS creen Exit oo ezl

¥ Snapshat

Multican | Fuilticast ] Wiewlog ] Remate Yiew ] Webcam
Control Center Frivacy Mask ] Other

MNewy | Remaove | Search | Femote Playback. ] Fast Backup & Restore

v Allow removing password system

0K Cancel

Figure 1-34

Adding a new user:

1. Click the New button at the lower-left hand corner to bring up the New Account dialog box.

E|

1D :

Password :

Password Canfirmation

|
|
|
Hint - |
|

Level :

Ok I Cancel |

Figure 1-35
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Enter the user’s ID name and password. Re-enter the same password in the Password
Confirmation field.

Give a Hint (optional) that would remind you of the password.

Select the user’s authorization level: Supervisor, PowerUser, User or Guest. By default, users
belonging to the Supervisor level have full rights over GV-System settings. PowerUsers have the
same permission and rights as Supervisors, except that they cannot edit user information and
delete the password system (described later). Users belonging to the User level are restricted to
all system settings, and have only limited access to certain functions. Users in the Guest level can
only view videos.

Click OK to add the user.

Editing an exiting user: (Only supervisors are allowed to do it.)

1.

Select a user from the user list to display its properties. Or, right-click on any of the user levels
(User, PowerUser, Supervisor), and then select Find Specific Account for quick search. A valid
password is required to edit a supervisor.

Edit the properties as required. Check the Account Is Disabled option if you wish to disable this

user.

These options you may also find in this dialog box:

Expire in xx day(s): The account will expire and be disabled automatically after a set number of
days. The number you set will count down automatically. Specify the number between 1 and 9999.
User cannot change password: The user is not allowed to change the set password.

Force Password change at the first logon: The user must change the password when logging
in first time.

Disable user if do not login after xx day (s): When the user does not log in the system after a
set number of days, its account will be disabled automatically.

Export this ID for Remote Control: This option allows the export of users IDs for the remote
control. When it is checked, you can see the designated ID in the drop-down menu of login. (Note:
For the operation of remote control, the password should be restricted for digits.)

Allow removing password System: This option lets users remove the ID and password
database from GV-System. To do this, select this option (only Supervisor level users can make the
selection), and then find and click PassUnInStall in the system folder. A message prompts to you

for confirmation. Click Yes to remove the entire ID and password from GV-System.

Note: If the Allow Removing Password System option is not selected, the loss of passwords will
require the reinstallation of Windows and the reset of passwords.
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Changing password when logging in the GV-System
1. When you log in the GV-System, click the Change Password button in the Login dialog box. The

Change Password dialog box appears.

Change Password [g|
B taipei
Password :

v Mew Passwaord

Mew Password ;

ID: I ~|

Password

Canfirmatian

ot v ey Hint

Forgot Password

@ area code
| Change Password ]
Cancel @ QK | Cancel

Figure 1-36

2. Type the new password information, and click OK to save the changes.

Note: If the user is not given the right to change password, the message Change Password/Hint
False will be displayed.
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You can send E-mail alerts with attached images when events occur. The events triggering the E-mail

alerts include: Motion Detection, 1/O Trigger, Scene Change, Intruder Event, Missing Object,

Unattended Object, POS Loss Prevention and etc.

You may first set up your server to handle the sending of alerts. Follow these steps to set up an E-mail

account:

1. Click the Configure button (No.14, Figure 1-2), point to General Setting, and then select E-Mail

Setup. This dialog box appears.

EEN—————
—Mail Setup
SMTP Server: I geovision.com b ek Crmtizt E:F
E-Mzil From: I GE0E@YE0Yision.com tw L=
E-Msil To: I gectaipeif@yeovision com tw
Charset: IWesdern Europesan (Aincow: j
Subject: [ notice from TEST10M ? VS ) AEREUR |
—&ftach Image Setup E-Mail Alerts Setugp
b sttach  fipg w| [160x120  w| |1 Fie [ :If_&h;?\ilaflerts [ wn

—Option

toirternet .

™ Auto Maodem dial-up when not connect

Dizconnect hdin.
r I

Delay:

v SMTP Mail Server requires suthertication

—SMTP Server

SMTF Part: I 25

ACCourt: I genvision
—Damain name fram DONS
Password: Iaaaaa r I @
QK I Cancel |

Figure 1-37

2. In the Mail Setup section, set up following fields:

B SMTP Sever: Enter your mail server name.

E-Mail From: Enter the reply E-mail address (optional).

E-Mail To: Enter the E-mail address you want to send alerts to.

Subject: Enter a subject that would come with the alert message.

Charset: Select the character-set to be used when sending mail via the system.
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3. You have the option to attach an image with the alert when sending mail. Click to enable the
option. Select image format from the drop-down list, and the image size.

4. Inthe Pic. Field, enter how many snapshots (max. 6) you wish to receive in an event.

5. Press the Arrow button if you wish to tag the snapshot with Time/Date, Camera number, and
Location name. Select Transparent makes the tag background transparent, and Color Box is for
you to choose your text color.

6. Click the Test Mail Account button to test if E-mail function is working correctly. You may click OK

here or go on to set up with following options:

[Email-Alerts Setup] The GV-System can continuously send E-mails to you when events occur. You
may specify the interval between E-mails. The default interval is 5 minutes (configurable from 0 to 60
minutes); therefore if motion lasts for more than 15 minutes it means you will receive 3 E-mails. If

motion lasts for less than 5 minutes, then you will receive one E-mail only.

[Option] Select Auto Modem dial-up to dial-up automatically when the system is instructed to send
E-mail alerts. The Disconnect Delay disconnects the system from Internet after the set number of

minute(s) (from 0 to 30 minutes).

[SMTP Mail Server requires authentication] If the SMTP mail server needs authentication, select

this item and enter your account name and password.

[SMTP Server] Keep the default port 25 or modify it to match that of SMTP Server.

[Domain Name from DDNS] Enter a domain name from DDNS server. The email alert will be sent
containing Webcam Server information and an URL link for remote playback. For this function, you

must enable WebCam Server.

For related settings, see Send Alert Approach, Invoke to Send Alerts and Send Event Alerts earlier this

chapter.
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Choosing Video Source

Video Source sets the video standard of your system: NTSC or PAL. Click the Configure button
(No.14, Figure 1-2), point to A/V Setting, and then select Video Source to display the following dialog

box.
x
“ideo Setup
video Standard: INTSC_M j
Yideo Resalution: G0 De-intetlace i
(8], cancel |

Figure 1-38
[Video Setup] Determines a video standard for your system.

B Video Standard: Select a video standard used in your country.
B Video Resolution: Consider your priority in image quality or CPU usage before making a
selection.
® For NTSC, the image quality and CPU usage from the highest to the lowest is: 720 x 480,
720 x 480 De-interlace, 640 x 480, 640 x 480 De-interlace, 360 x 240, 320 x 240.
® For PAL, the image quality and CPU usage from the highest to the lowest is: 720 x 576,
720 x 576 De-interlace, 640 x 480, 640 x 480 De-interlace, 360 x 288, 320 x 240.
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Adjusting Video Attributes

This feature lets you adjust video attributes to get the best picture. Click the Configure button (No.14,
Figure 1-2), point to A/V Setting, and select Video Attributes to have two selections: Standard and

Advanced.

Standard Video Attributes
Adjust image quality by moving the slide bars to the desired values. Click Default to apply default
values. Click the left and right arrow buttons to select a desired camera for setup. Or, click the finger

button to apply the displayed settings to all cameras.

Standard Yideo Attributes x|

—Camera 1

Brightness: — —+H—— |12

Cortrest:  ———F—— [4123
Saturation: ———F—— |128
Hue: —_—— 128

Mo Defautt

1 e

Figure 1-39

LR

Cancel

AGC (Auto Gain Control): Adjusting AGC helps boost weak video signals or reduce strong video
signals, and gives optimized image quality. The adjustment could be done manually or automatically.
When a video signal is weak, for example, due to distance, adjusting the brightness or contrast of the
video source will NOT help the situation. Adjust AGC and see the difference. (Depending on the model

purchased, this feature may or may not be available.)
In the Auto Gain Control window, click Auto for auto adjustment, click Default to apply default values,

or click Apply to apply the displayed settings. The default value is set to 1.15V (115), but you may
move the slider bar to adjust between 0.3V (30) or 2.5V (250).
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Advanced Video Attributes

This feature lets you know the image size after quality and image adjustment.

[Mulitcam]

Advanced Yideo Attributes

Mutticam | iiebCam I Certery'2 I Cortral Center I
Camera 1 - EI Codec Selection :

Original Image Compressed Image

\

Brightriess : —F— [ I Recarding Giuality : 4 —— F

Contrast : —F— |28 Image Size
Saturation : —+— = ﬂl Keyframe Frame
Hue : —_— | 128 I 15846 Khytes I 1343 Khytes

HOD Calculstar |

| Ok, l Cancel |

Figure 1-40

Camera drop-down list: Select a camera channel for the application.
Codec Selection: Select a desired type of compression.
Image Adjustment (Brightness, Contrast, Saturation, Hue): Move the slide bars to adjust
image attributes. Click the finger button to apply the displayed values to all cameras.

B Recording Quality: Move the slide bar to increase or decrease the picture quality. Click the
finger button to apply the selected quality to all cameras.

B Image Size: Keyframe indicates the compressed file size while Frame shows the partly

compressed file size after quality and image adjustment.

Note: The smaller image size means higher video compression and smaller file size, thus
extending the recording capacity.
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[WebCam, Center V2, Control Center]

Advanced ¥ideo Attributes

Multicam | Webcam | Centervz Control Center |

fCamers 1 Codec Selection : IGeo Mpegd 'l

Compressed Image

Gty Gusntizer 4 F: Bitz per Second

IMedium vl — m Diefait | I 204 353 Khvsec

| Ok, l Cancel |

Figure 1-41

Quantizer: The bigger the Quantizer, the poor the image quality.

Quality: The default Quantizer for High is 2, for Medium is 4 and for Low is 6. The adjustment
rules between Quantizer and Quality is: Quantizer for High < Quantizer for Medium < Quanitzer
for Low.

B Bits per second: Indicates the data transmission speed after quality adjustment.
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Switching to Full-Screen View

For full-screen display, first select the Enable Directdraw Overlay option (Figure 1-3). Click the

Configure button (No. 14, Figure 1-2), point to A/V Setting, and then select Full Screen to switch to
full screen. Right-click on the full screen and select Toggle Full Screen to switch back to normal view
screen. Alternatively, press [F] on the keyboard to toggle between full-screen view and normal screen

view.

Listening to Live Audio

Click the Configure button (No. 14, Figure 1-2), point to A/V Setting, select Wave Out, and then

select the audio channel you wish to listen to.

By default, audio channel 1 is set to be background sounds even when you switch between video
channels. To change background sounds, select the desired audio channel and select Disable

Wave-Out Audio Switch. The selected audio channel will always be in the background.

Stopping Video Lost Watchdog

When the video signal is weak, the software watchdog will try to recover the lost video by restarting the
system and even rebooting the computer. If the video lost watchdog feature is not required, you have

the option to disable it.

To disable this feature, click the Configure button (No. 14, Figure 1-2) , point to Tools, select Video

Signal Diagnostic, and select Disable Video Signal Weak Watchdog.

Note: This option is only available for GV-600, 650, and 800 Cards.

Deactivating Video Lost Beep

To stop a beep noise when any of videos lost, click the Configure button (No. 14, Figure 1-2), point to

Tools, select Video Signal Diagnostic, and select Disable Video Lost Beep.
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Start/Stop Monitoring

Click the Monitor button and select to start or stop all or individual camera monitoring. Camera Name

in the upper left corner of the view screen changes from yellow to red color when motion is detected.

(Blinking represents the camera is detecting motion). [F7] is the shortcut key of this operation.

Tip: To take a snapshot of the current frame, click the Camera Name and select SnapShot to open the

Save As dialog box, shown as below. Save and tag the frame with Time/Date, Camera number, and

Location name. Select Transparent if you want to make the tag background transparent, and select

Color Box to choose your text color.

Savein | GY-SRT-0104

x| « @ i B

2=

CommRes
FTPWebHTML

tables

template
ViewlLog500_CommRes
webTemp

Specify file name ——— Filepame: |

Select file type

Save as lwpe: |dc:-: File [*.ds)

Click to tag time/date [~ Time/Date
Click to tag camera number [ Camera
Click to tag location name [~ Location
Transparent Text Background——— [ Transparent
Color Box N
[T
Figure 1-42
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Playing Back Video Files

The ViewLog button (No. 13, Figure 1-2) is used for playing back video and audio files. For details,
see Chapter 4.

Instant Playback

You can instantly open ViewLog to trace the event(s) of a certain time length without interrupting the

morning.

» To instantly play back the event(s) of one single channel, click on the Camera Name, and then
select the time length.

» To instantly play back the events of all channels, click on the ViewLog button (No. 13, Figure 1-2),

select Instant Play, and then select the time length.

Time length choices include 10 seconds, 30 seconds, 1 minute and 5 minutes.
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System Log

System Log displays detailed information about the GV-System and remote operation. This
information is being saved in a database Access format. To view the System Log, click the ViewLog
button (No. 13, Figure 1-2), and then select System Log from the menu. This brings up the Live Log
Brower as shown below. The Log Browser viewer displays five types of event information. Use the

control tab to switch among them.

Clicking the D icon on the upper left corner brings up the Advanced Log Browser. For details on the
Advanced Log Browser, see Searching and Playing Back Motion, Alarm, and POS Event in Chapter 4.

[Monitor] Displays information pertaining to motion and I/O events. Double-clicking the log list will
allow you to view related video in ViewLog or Quick Search (depending on the video player you

selected in the Activate System Log dialog box. See Figure 1-26).

B Live Log Browser - Recycle Log: B/23/2007 18:52

Monitor ] System | Login | Counter | POS 2 |
D Time Device Informatian Ewvent LS
1 1041942007 31333 P Camera 3 Wideo Lost
2 1041942007 31333 P Camera 4 Wideo Lost
3 1041942007 3:26:12 P Camera 3 Yideo B esume
4 1041942007 5:42:52 P Camera 4 Yideo Lozt
) 1041942007 6:05: 26 P Camera 4 Yideo Lozt
[ 1041942007 B:05:50 P Camera 3 Yideo Lost
K 1041942007 B:05:51 P Camera 3 Yideo Besume
2 1041942007 7:29.33 P Camera 4 Yideo Lost
9 1041942007 7:50:55 PM Camera 3 Yideo Lost bl
4 ¥
Figure 1-43

ID: This column shows the event ID number generated by the system.

Time: This column shows the time when a motion or I/O monitor event occurs.

Device: This column shows camera ID or I/O device associated with the event.

Information: This column shows the 1/O module number

Event: These event messages mean:

B Motion: Appear if motion occurs in the associated camera.

B Video Lost: Appears if video lost occurs in the associated camera.

B Video Resume: Appears if video resume in the associated camera.

B Signal On: Appears if one of the input device connected to the associated I1/O module are
activated.

B Signal Off: Appears if one of the input device connected to the associated I/O module are

terminated.
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I/O error: Appears if associated I/O module failed.

I/O resume: Appears if associated I/O module resume to action.

Missing Object: Appears if objects miss from a defined camera view.

Unattended Object: Appears if unattended objects show up within a defined camera view.
Intruder: Appears if there are objects entering a defined region.

Disk Full: Appears if storage space is full.

Scene Change: Appears if the associated camera has been physically tampered.
Network Shutdown: Appears if the network connection is closed.

Camera Connection Lost: Appears if the connection to the associated cameras is lost.

Camera Connection Resumed: Appears if the connection to the associated camera is rebuilt.

[System] This function shows which functions are being enabled or disabled in the GV-System.

B Live Log Browser - Recycle Log: B/23/2007 18:52

Monitor System | Login | Counter | POg 2 |

D Time Event Device Mode .
1 1041942007 371327 P Systemn Startup Loczal

2 1041942007 4:07.48 P System Ewit Loczal

3 1041942007 5:42:47 P System Startup Local

4 1041942007 5:50:02 P System Euit Local

) 1041942007 6:05: 20 P System Startup Local

B 10/19,/2007 7:07:16 PM YWhebcam Swr Start Local

K 1041942007 72327 P YWebcam Svr Stop Loczal

2 1041942007 72342 P System Euit Loczal

9 1041942007 7:29:34 P Syztern Startup Local bl
£ >

Figure 1-44

ID: Displays the event ID number

Time: This column shows the time when system event occurs.

Event: This column shows the following messages when associated actions are taken.

Schedule Start / Stop: Appears when a user starts or stops the monitoring schedule.

Auto Reboot: Appears when the system performs auto rebooting function.

System Start / Exit: Appears when a user starts or stops GV-System.

Start / Stop Monitor All: Appears when a user starts or stops all cameras’ monitoring
functions.

Start / Stop Monitor: Appears when a user starts or stops the individual camera’s monitoring
function. The camera number will appear in Device column.

IO Monitor Start / Stop: Appears when a user starts or stops the individual I/O module’s
monitoring function. The I/O module number will appear in the Device column.

Modem Svr Start / Stop: Appears when a user starts or stops GV-System’s Modem Server.

TCP Svr Start / Stop: Appears when a user starts or stops GV-System’s TCP Server.
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B Multicast Svr Start / Stop: Appears when a user starts or stops Allows connection to IP
Multicast (one of the remote application) at system startup.
WebCam Svr Start / Stop: Appears when a user starts or stops WebCam Server.
Connect to Center Start / Stop: Appears when GV-System connects or disconnects with the
Security Center.
Twin Svr Start / Stop: Appears when a user starts or stops Twin Server.
Connect to Center V2 Start / Stop: Appears when GV-System logs in or out Center V2.
Connect to VSM Start / Stop/Net Down / Net Resume: Appears when GV-System logs in or
out VSM; when the connection of both fails or resumes.

B Connect to SMS Start / Stop / Net Down / Net Resume: Appears when GV-System logs in

or out the SMS server; when the connection of both fails or resumes.

Send Email Alert: Appears when an e-mail alert is sent out.

Send SMS Alert: Appears when an SMS alert is sent out.

Send Hotline Alert: Appears when a Hotline alert is sent out.

Windows Shutdown: Appears when Windows is closed.

Recycle: Appears when GV-System recycles event files to increase storage space.
B Auto-Reboot: Appears when Windows is automatically rebooted.
Device: This column shows the individual camera number.

Mode: This column shows whether actions are being taken in local side or remote side.

[Login] This function shows whom and when has logged in and out the GV-System and WebCam

Server.

B Live Log Browser - Recycle Log: B/23/2007 18:52

monitor | Systern  Login | Counter | POg 2 |

D Time Uzer Login Uzer Logout Statusz tode MHaote
1 1041942007 32302 P 1 Succesz  Local

2 1041942007 54305 P 1 Succesz  Local

3 101942007 6:05:35 P 1 Succesz  Local

4 1041942007 70752 P 1 Succesz Webca.  IP1Z27.0

) 1041942007 72746 P 1 Succesz Webca.  IP1Z27.0

[ 1041942007 72754 P 1 Succes: Webca.  IP1Z27.0

K 1041942007 72301 P 1 Succes: Webca.  IP1Z27.0

2 1041942007 7:29.55 P 1 Succesz  Local

9 1041942007 9:26:06 P 1 Succes:  Local bl
4 ¥

Figure 1-45

ID: Shows the event ID number

Time: This column shows the time when Login event occurs.

User Login: This column shows the ID of the login user.

User Logout: This column shows the ID of the logout user.

Status: This column shows whether login or logout attempts were successful or failed.
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Mode: This column shows the following messages:
B Local: Appears if a user logs in or logs out the Main System.
WebCam (Mpeg4): Appears if a remote client logs in or logs out the WebCam server.
TCP: Appears if a user logs in or logs out the TCP Server.
Modem: Appears if a user logs in or logs out the Modem Server.

Multicast: Appears if a user logs in or logs out the Multicast Server.

Remote DVR: Appears if a Control Center operator logs in or logs out via the Remote DVR

service.

B Remote Matrix: Appears if a Control Center operator remotely logs in or logs out via the
Matrix View service.

B Remote Desktop: Appears if a Control Center operator logs in or logs out via the Remote

Desktop service.

Note: This column shows the IP address of the client server.

[Counter] This function shows the information and result of GV-System’s counter function.

B Live Log Browser - Recycle Log: B/23/2007 18:52

| Monitor | Systern | Login  Counter | Pog 2 |

1D Start Time End Time Device In Ot
10/26/2007 B:31:33 PM Camera 3 ] 1]
41 Pr 104 Camera 3 I

Figure 1-46

ID: This column shows the event ID number

Start Time: This column shows the time when GV-System’s counter function is activated.
End Time: This column shows the time when GV-System’s counter function is terminated.
Device: This column shows the camera that performs counter function.

In: This column shows the “In” result of GV-System’s counter function.

Out: This column shows the “Out” result of GV-System’s counter function.

[POS] This function shows the POS event information. Double-clicking on the log list will allow you to
view related video in ViewLog or Quick Search (depending on the video player you selected in the

Activate System Log dialog box. See Figurel1-26).
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M Live Log Browser - Recycle Log; 9/12/2007 20:29 =3

Monitar | Systerm | Login | Counter| Pos 1 POS2 |pos 3| pos4 | Pogs| Pos7| Posiz| Posd]

D Time Content Ewvent -

464 1042572007 6:058:55 PM 101 Cash 4A01272. 47

465 1042542007 6:058:54 PM 102 Change 49,00

466 10/25/2007 6:08:55 PM 103 2005.09,14 17:55 Shop:0l Stop Transaction

467 10/25/2007 6:08:56 PM 104 1-000004 [208) Page: 1l Start Transaction

465 10/25/2007 6:058:56 PM 105 coke 6pack £1000T

469 10/25/2007 6:05:57 PH 106 fosters coffee £1000T

470 1042572007 6:058:57 PH 107 bensjerry ice creag3. 00T

471 1042542007 6:058:558 PM 1058 doritos chips 51.79T

472 10/25/2007 6:058:59 PM 109 nabisco cookies £1.29T

473 10/25/2007 6:08:59 PM 110 tropicana juice 51.75T w

< »
Figure 1-47

ID: This column shows the event ID number.
Time: This column shows the time when POS event occurs.
Content: This column shows the action taken in the POS device.
Event: This column shows the following messages.
B Start Transaction: Appears when sales transaction starts.
Stop Transaction: Appears when sales transaction ends.
Void Transaction: Appears if an item is being void from the sales transaction.

Cash Drawer Open: Appears if the cash drawer is opened.

Filter 1-15: Appears if the sales transaction matches the defined condition 1 to 15.

Note: This column is currently not being used.
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Recording Schedule

You can program recording, I/0O devices, and Center V2 services to turn on and off at specific time
each day. Click the Schedule button (No.15, Figure 1-2) and select Schedule Edit to display the

following window.

The window has three major tabs:
B Video Schedule: A schedule starts the surveillance system automatically.
B |/O Schedule: A schedule starts 1/O surveillance automatically.

B Center V2 Schedule: A schedule starts the connection to Center V2 services automatically.

CenterV2 Schedule
110 Sche?ule

Setup Sichedule - Add period time schedule x|
Video Schedule —{ o |- |;.5|
—Timg ————— —Monitor Invoke Camera
Weekly Schedule —
— ¥ Rec Found-the-clack = W1 w4
. Start : IPM 1300 s .
Special Day Schedule —] = || ¥ PagerE-bai ¥ Output F2rs
v
End: [emoson = | Remote
¥ “iew o e
—wWeek Days Enable Schedule Start
SN IMON | TUE IWED | THU | FRI  SAT ’]— 1 Wamitor Add Schedule |
—— | Time Period I Apply Dayis) I Operation(s) I Camer...
Phd 13:00 - &M 0500 Mon, Tue Wied Thu Fri REC PagerE-MailR... 1234
. A 0500 - PM 20:00 Sat,Sun REC PagerE-MailR... 1234
Schedule List
Window
E ===
Camera Tabs
=Record <=Pager/E-Mail =Remaote ¥iew =0 Manitar =Centerv2 s I Gamed]

Figure 1-48
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Video Schedule

1.

3.

Set your surveillance preferences:

[Time] Enter the starting and ending time of the schedule.

[Monitor Invoke] Sets alert methods on motion detection.

B Rec: Records while monitoring. From the drop-down list, select to record video by Motion
Detect or Round-the-Clock.
Pager/E-Mail: Sends pager or e-mail alerts on motion detection.
Output: Triggers the corresponding I/O devices on motion detection. To set up 1/O devices,
see Adjusting Individual Camera earlier in this chapter.

[Remote] Sends the triggered images to the remote applications (WebCam, MultiView or

RemoteView).

[Week Days Enable Schedule] Select days for the schedule.

[Start] Only enabled in I1/O Schedule.

[Camera] Applies the settings to selected cameras.

Click the Add Schedule tab to apply above settings. The set schedule will display on the
Schedule List Window.

Repeat above steps to set up more schedules.

Clicking separate Camera tabs, you will see the set schedule is displayed in different color bars:

Red: Recording enabled

Green: Pager/E-mail notification enabled
Blue: System will send videos to Remote View
Jade: 1/0O monitor enabled

Purple: Center V2 schedule enabled.

To modify a schedule, highlight the desired schedule in the Schedule List window, and then click the

Modify Schedule button to make changes.

To delete a schedule, highlight the desired schedule in the Schedule List window, and the press the

Delete key on the keyboard.
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Special Days Schedule

1. Click the Special Day Schedule tab.
2. All settings are the same as those in Video Schedule, except the following section. Use the
drop-down list and select a date from the pop-up calendar. Click Apply to add the date to the

schedule.

2002
2524

ez ][

Figure 1-49

I/0 Schedule

Set up a schedule to activate the monitoring of I/O devices automatically. All settings are the same as
those in Video Schedule, except the following section. After setting up scheduled time and dates,

select the 1/0 Monitor option to activate the schedule.

— Start

1o Moritar

Figure 1-50

Center V2 Schedule

Set up a schedule to connect to Center V2 services automatically. All settings are the same as those in
Video Schedule, except the following section. After setting up scheduled time and dates, select the
Center V2 option to activate the schedule. For details on Center V2, see Chapter 1 in GV-CMS Series

User’s Manual.

Start
’]7 Certery'2

Figure 1-51

Note: If you select the Center V2 check box without setting up the Center V2 schedule and later
enable the Center V2 server, the connection to Center V2 will be stopped automatically after 15
minutes. For this problem, please complete the setup of Center V2 schedule or clear the Center V2
check box.
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PTZ Control Panel

PTZ control panel is used to control PTZ camera operations, camera presets, and magnification

functions. This control panel will not appear, unless at least one PTZ camera is connected to the

system. Follow these steps to add PTZ cameras to the system:

1.

Click Configure button (No. 14, Figure 1-2), point to General Setting, and select System
Configure.

In the PTZ Control section, select PTZ Device Setup to enable the camera drop-down list.

Select the model from the list, and press the PTZ Control button to display the camera
setup dialog box (which slightly varies on different camera models).

In the dialog box, select Activate. This is important! Without this step the PTZ camera will not be
added to system.

Click OK and then go back to main screen. Now you should see PTZ Control button on main
screen. Click the button to bring out the on-screen control panel, shown as follows:

PTZ Switch

EI'EI llIi— Close
"'-.\

< (@ »— Pan/Tilt Control

—— Zoom Control

—— Focus Control

( 'IEI _—— Option
Im— Address Select

[=—— Preset Switch Panel

Figure 1-52

PTZ Switch: Changes the PTZ device to be controlled.

Close: Closes the control panel.

Pan/Tilt Control: Allows camera to pan back and forth continually among preset points.
Zoom Control: Allows camera to zoom in or out.

Focus Control: Adjusts the camera focus.

Option: Functions included in the Option may be different in terms of various PTZ devices.
Consult the manual of the connected PTZ device.

Address Select: Specify the address of the PTZ.

Preset Switch Panel: Moves the PTZ to the preset positions by clicking on the preset

number.
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Note: Each dome will need to be addressed correctly. Refer to the dome manufacturers’
documentation for details.

Auto Switching PTZ Control Panels

The function allows the corresponding PTZ control panels to be called up automatically when you

switch to different PTZ camera screens. To enable the function, follow the steps below:

1. Click the Configure button (No. 14, Figure 1-2), point to General Setting, and then select
System Configure to display the System Configure window.

2. Inthe PTZ Control section, click the Arrow button, point to PTZ Panel Switch and click Auto.

|
PTZ/IO Parel

PTZ Parel Switch  *

— FT.Z Contral
¥ PTZ Device Setup: @l |_|—-

ISensnlmatic[UItla ]

Figure 1-53

3.  When the Camera Mapping Setup window appears, specify the brand name and hardware

address of each PTZ camera. Then click OK for the application.

59



Q GeoVision:

PTZ Automation

Other than the PTZ control panel, you can display a Visual PTZ Control Panel on the image.

), Visual PTZ Control Panel

Figure 1-54

1. To control the PTZ, you must map one channel to the PTZ camera first. For this, click the
Configure button (No. 14, Figure 1-2), point to Accessories, and select Camera Mapping PTZ
Dome. For details, see Steps 1-4 in PTZ Control Panel earlier in the chapter.

2. To access the new control panel, click on the desired Camera Name on the top left corner of
every channel, and select PTZ Automation. A separate PTZ control window will appear.

3. To change the panel settings, click the green PTZ button on the top left corner of the PTZ control
window to have these options:

[PTZ Control Type]

B Type 1: In this mode when you place the mouse arrow on the four directions, ex. north, south,
east, west, the speed indicator of five levels will appear. Click and hold on the required level
of movement and the camera will move as per the specific speed.

B Type 2: In this mode with the mouse click, the PTZ control panel will appear. The movement
of the camera will depend on the speed of the mouse movement.

[Configure]

B Set Color: Changes the color of the panel. Three kinds of colors are available: Red, Green
and Blue.

B Transparent Degree: Adjusts the transparency level of the panel. Ten levels range from 10%

(fully transparent) to 100% (fully opaque).
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Touch Screen Support

The GV-System offers three types of control panels with touch screen support: PTZ Control Panel, /0
Control Panel and Touch Screen Panel.

PTZ and 1/0 Control Panel

This feature gives you the option of a large PTZ and 1/0O control panel with touch screen support. To
open the panel, follow the steps below.

1. Click the Configure button (No. 14, Figure 1-2), point to General Settings, and select System
Configure to display the System Configure window.

2. Inthe PTZ Control section, click the Arrow button, point to PTZ/IO Panel, and check Large.

—PTZ Contral |
¥ PTZ Device Setup:  @=10
F gl El PTZIIC Panel ld  Mormal
|Sensormatic{Ultra ] *  PTZ Panel Swikch *  Large

Figure 1-55

Touch Screen Panel

The touch screen panel allows you to switch to ViewLog and full screen by the touch of a finger. To
open the panel, follow the steps below:

1. Click the Configure button (No. 14, Figure 1-2), point to Tools, select Tool Kit, point to Touch

Screen Panel and then select Panel Setup to display the following window.

Touch Screen Panel Setup x|
[ Activate
{*  Activate when enter Full-Screen Mode anly %
 Always Active
Layout
’V i+ “erically ™ Harizortally
[8].4 Cancel |
Figure 1-56
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[Activate]

B Activate when enter Full-Screen Mode only: Launches automatically the panel when the
full screen view is applied.

B Always Active: Always displays the panel on the screen.

[Layout] Choose a vertical or horizontal panel.

2. Click OK to save the above settings.
3. Aninformation window indicating date, time, and storage space will appear at the upper left corner

of the screen. Right-click it to open the touch panel as shown below.

= OGO
0 00066

Figure 1-57

No. Name Description

Indicator Indicates date, time and storage space.

ViewLog Opens the ViewlLog.

Full Screen Switches to a full screen.

System Log Opens the System Log.

1
2
3
4  Login/Change User Switches users to log in the GV-System.
5
6

Close MultiCam Closes the GV-System.

Note: You can move the touch screen panel anywhere on the screen by dragging it.
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Retrieving Images Using Object Index

The feature allows you to view the very first frame of a continuous movement in a video stream. With
Live Object Index, you may view the most recent 50 frames captured. With Object Index Search, you

may easily locate a desired event and instantly play it back by double-clicking on the image frame.

Object Index Setup
You can select up to 4 cameras to view live video frames.

1. Click the Configure button (No. 14, Figure 1-2), point to Video Analysis, and then select Object
Index/Monitor Setup. The Camera Applied Object Index/Monitor dialog box appears.

2. Check the desired cameras for the application.

3. Click the Configure button to display the Video Object Setup window.

Video Object Setup

Ohbject Index ] Object Moritor |
¥ Camera

Mask Filter:

W [EE]X]

Starage
Available: 4.38GB
Set Location |

v Recycle W Keep Days 30

Yideo Player
Gwick Search j

Setup
" Object Index

* Face Detection @)

[ Show Object

Ok | Cancel

Figure 1-58 Video Object Setup for Object Index

4. Select one camera from the drop-down list and enable Camera for the following setup.
B Mask Filter: Use the mouse to outline a mask area where motion will be ignored.
B Set Location: Click the button to assign a path to save the file.

B Keep Days: Check the item and specify the days to store the files, from 1 day to 999 days.
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Recycle: When both Keep Days and Recycle are selected, the system applies whichever
condition comes first. For example, if storage space is lower than that is required to hold the
days of data specified in Keep Days, recycle comes first.

Video Player: Select one of these player for playback function: ViewLog or Quick Search.

Show Object: When motion is detected, it will be outlined with a blue frame.

5. Inthe Setup section, select Object Index.

6. Click OK to apply the settings.

Note: The minimum storage space required for Object Index is 500 MB.
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Live Object Index

After configuring Object Index, you can start to view the most recent frames captured, with 50 frames
at most.

1. Start camera monitoring.
2. Click the ViewLog button (No. 13, Figure 1-2), and then select Live Object Index to display the
Live Viewer window.

Lock

Dbject Index Live ¥Yiewer

B R

Camera 1 Camera 1 Camera 4 Camera 135 Camera 4
16:09:13 16:09:14 16:09:16 16:09:16 16:09:16

Time ending without “...”

Camera 15 Camera 15 Camera 4 Camera 3 Camera 15
16:09:17 16:09:21 .. 16:09:21 16:09:23 .. 16:09:23 ..

Time ending with “..”

L -
Camera 1 Camera 1 Camera 15 Camersa 1 Camera 15
16:09:25 16:09:27 16:09:27 .. 16:09:29 16:09:30 ...

=

Camera 1 Camera 1 Camera 1 Camera 135 Camera 3
16:09:31 16:09:52 16:09:51 16:09:33 ... 16:09:354 ...
() ‘y
‘ 4 5
Camera 1 Camera 1 Camera 1 Camera 1 Camera 3
16:08:35 16:08:35 16:09:35 16:09:35 16:09:36 ... _I
v
Figure 1-59

The controls in the Live Viewer window:

B The Lock button: Click to pause the updating process.

B Time ending without “...”: This means the file is a complete one and can be played back with
the ViewLog or Quick Search player. Double-click the file to play it back.

B Time ending with “...”: This means the video can't be played back since the system is still

recording.
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Object Index Search

You can locate frames within selected cameras and a specific time frame.

1. Click the ViewLog button (No. 13, Figure 1-2), and then select Search Object Index to display

the following search window.

Fram -3 =l
| 271 B/2002 j ||:|B.3c|.53 =
To | 27162002 j ||:|?:3c|:53 j
Camera g q 13
- 14
7 11 15
4 5 1z 16
Ik I Cancel

Figure 1-60 The Search Window

2. Specify a time frame and cameras, and then click OK to start searching. The following window will

be called up.

Cam04 7/15/2004 10:00-10:30 (1) i [l b9
—Moving Okjzct List =3 71172004 Al

-0 7H 212004

- -0 7H 32004
“n . -1 71 472004
f =23 752004

----- £ 01:00

10:00:26 453 100027140 10:01:04.140 10001:03.640  10:02:33 687 @03.["]

100247 730

ADOE1I6E7T 100447.015 100448515 100512795 1o0s20703 | || Ep 12:00 -
, P [ | Ep 12:30

10:06:23.531  10:06:41 265 1006:42.406 1000643230  10:07:11.359

lagiy 4l |

=5

100727765 100737343 10008:46.093 100346408 10:08:47 730

Search I Exit I

Figure 1-61 The Moving Obiject List Window (left) and the Record List (right)
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[The Record List] The list contains the search results. Double-click a camera folder to display
all found files. Click one time-segment file (e.g. 10:00) to open its included frames in the Moving

Object List window.

[The Moving Object List window]
B Frames: Double-click any frame in the window to play back its video file with the Viewlog or

Quick Search player.

[=1: Click the Next Page button for the next page.
Search: Click the button to launch the search window.

Exit: Click the button to close the window.

Note: Every time segment is a 30-minute interval, as shown in Record list in Figure 1-61.
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Face Detection

The Face Detection enables the GV-System to identify and record human faces. This feature captures
human faces only, ignoring other body parts, objects or background views. Moreover, it can capture

each face separately when a group of people comes in the view together.

1. Click the Configure button (No. 14, Figure 1-2), point to Video Analysis, and select Object
Index/Monitor Setup. The Camera Applied Object Index/Monitor dialog box appears.

2. Select up to 4 cameras for setup, and then click the Configure tab. The Video Object Setup
dialog box (Figure 1-58) appears.

3. Inthe Object Index tab, select the desired camera from the drop-down list and enable Camera for
setup.

4.  Inthe Setup section, check Face Detection, and click OK to save the configurations.
Start the monitoring of configured camera(s).

6. On the main screen, click the ViewLog button (No. 13, Figure 1-2) and select Live Object Index.

When the faces are detected, the thumbnail images will appear on the Object Index Live Viewer.

[
Camera 1 Camera i
17:57:08 17:58:25

/B

Camera 1 Camera 1
17:58:29 17.58:44

=

Camera 1 Camera 1
17:59:09 17:58:13
Figure 1-62

6. Double-clicking one of images can play back its related video.

For details on the settings in the Video Object Setup dialog box, see Object Index Setup earlier in this

chapter.

Note:

® Only faces tilting within the range of 15° vertically and 30° ~ 45° horizontally can be detected.
® The face to be detected must cover at least 1/10 of the screen.

® Only full-face images can be detected.
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Detecting Unattended and Missing Objects

The Object Monitor program can detect any unattended and/or missing object within the camera view

by highlighting its location.

Detecting Unattended Objects

To detect any unattended objects within the camera view, follow the steps below:

1. Click the Configure button (No. 14, Figure 1-2), point to Video Analysis, and then select Object
Index/Monitor Setup to display the Camera Applied Object Index/Monitor window.

2. Check the desired cameras for the application (The checked cameras will also be applied to the
settings of Object Index).
Click the Configure button to display the Video Object Setup window (see Figure 1-63.)

4. Click the Object Monitor tab in the upper part to display the following window.

Yideo Object Setup |
Object Index Objectnﬂonitorl

— CGamera
ICamera 1 j
Mask Filter:
[ INpERER
rSetup
IUnanended Ohject j v Accept
Defing Ohject | @
Save Reference Image I
[~ Mever Recycle [2)
W Embed alarm region into recorded

video
Demao | Show Refarence Image

[¥ Live disahle alarm region |

Luminance change .
W detection : 3 +
Sensitivity : 3 —
Delay Timeisec)
|9 I
v Output Modul IMDd'1 vl Ipin.1 vl
OK I Cancel |

Figure 1-63 Object Monitor

5. Inthe Camera field, select a desired camera for setup.

6. Select Unattended Object from the drop-down list.
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11.

12.
13.
14.
15.
16.

Click the Accept check box to make other options available.
Use the Mask Filter function to ignore any motion detection within a certain area if necessary.
Click the Define Object button.

. Use the mouse to outline the max and min detection regions separately on the screen. Every time

when finishing an outlining, you will be prompted to select Maximum Size or Minimum Size. See

the illustration below.

Minimum Size |
Cancel |

Figure 1-64 Defining the min. and max. detection size

Click the items of Show Max and Show Min in the lower of the window one by one to check your
defined sizes.

Click the Done button to finish the defining.

Click the Save Reference Image button to save the image as a reference view.

To set up other options, see Other controls in the Video Object Setup window later in this chapter.
Click the OK button to apply the settings and close the window.

Start camera monitoring for the application.

When an unattended object appears and remains stationary for 9 seconds, its location will be

highlighted, the selected alarm and output will be activated, and the event will be recorded in System

Log for later retrieval.
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Detecting Missing Objects

To detect any object missing from the camera view, follow the steps below:

1. Follow the step 1 to 4 in the above Detecting Unattended Objects section to display the Video
Object Setup window (Figure 1-63).

In the Camera field, select a desired camera for configuration.

Select Missing Object from the drop-down list.

Check the Accept option to make other options available.

Click the Define Object button.

S T

Use the mouse to outline regions on the object(s) you want to detect. It is recommended to outline
several regions within the object(s) to increase detection sensitivity. Notice that the outlined
regions should not be larger than the object(s). Every time when finishing an outlining, you will be

prompted to select Add Region. See the illustration below.

’K_ﬁ:

%
Add Region |
Delete Region |

Cancel

Figure 1-65 Outlining regions on objects

7. Click the Done button to finish the defining.

8. Click the Save Reference Image button to save the image as a reference view.

9. To set up other options, see Other controls in the Video Object Setup window below.
10. Click the OK button to apply the settings and close the window.

11. Start camera monitoring for the application.

When any object, which you have outlined the regions for, disappears from the camera view for 3
seconds, its location will be highlighted, the selected alarm and output will be activated, and the event

will be recorded in System Log for later retrieval.

Other controls in the Video Object Setup window:

B Show Reference Image: Click to view the saved reference image.

71



Q GeoUision

72

B Never Recycle: When the item is checked, the events of unattended and missing objects won't

be recycled by the system.

B Embed Alarm Region into Recorded Video: This option will contain the flashing alert boxes in

the recorded files so you can easily find out suspicious events during playback. Note that if you are
used to searching suspicious events with Object Search, do not enable this option. These flashing
boxes can cause false alarms.

Live Disable Alarm Region: When an unattended or a missing object is detected, this option

allows you to close the flashing alert box automatically or manually.

Click the [...] button beside to display the Object Index Live Viewer window (Figure 1-66). Select
to close the flashing box automatically or manually. Under Delay Time(s), specify the duration of
an unattended or a missing object to invoke a warning message (Figure 1-67). The range of delay

time is from 1 to 99999 seconds.

Closing the flashing box will disable object detection and alarm settings no matter automatically or

manually. To reactive, please restart monitoring.

Mote: Closing the Flashing Alert
Redion will disable object detection. To

reactivate, please restart manitaring. Cameise

Disable alarm region

 Auto ¥ Unattended Ohject

& tanual ™ Wissing Ohject

Delay Timeds)

|5 Cancel | es Mo

Figure 1-66 Figure 1-67

Luminance Change Detection: This option may suspend object detection when the lighting
condition is poor so as to avoid false detection. Use the slide bar to adjust the level of detection
from 1 to 5. The higher the level is, the more sensitive the system is to luminance change. When
luminance change reaches the level you set, the system will stop object detection.

Sensitivity: Use the slide bar to increase or decrease detection sensitivity if necessary.

Delay Time: This option allows you to specify the duration of an object missing or unattended to
invoke the detection.

Unattended Object: The duration is from 3 to 1800 seconds, with 3 seconds as default.

For example, suppose you choose 12 seconds. When an unattended object appears in the
camera view for 12 seconds, its location will be highlighted.

Missing Object: The duration is from 3 to 1800 seconds, with 3 seconds as default. For example,
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suppose you choose 9 seconds. When a defined object disappears from the camera view for 9
seconds, its location will be highlighted.

B Invoke Alarm: Enables the computer alarm when any unattended and/or missing objects are
detected. Click the [...] button next to the item to assign a .wav sound file.

B Output Module: Activates the output device when any unattended and/or missing object is
detected. Click the [...] button next to the item to assign an installed output module and a pin

number.

B Demo: Click to see the demonstration from actual DVR applications.
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Object Tracking and Zooming

Object Tracking provides you the real-time tracking and automatic magnification of a single moving
object by the combination of one PTZ camera and one stationary camera. If only one PTZ camera is
available, it can be applied for Object Zooming, letting you configure four critical views for real-time
zooming. The Object Tracking and Object Zooming functions can be combined together by completing

both settings.

Object Tracking

For the tracking function, you need one PTZ camera applied for tracking and one stationary camera
set for a fixed view. Currently, GV- System only supports Sensormatic, PelcoSpetra and Messoa
PTZ. Install the PTZ camera and the stationary camera in the best possible closing position, so the

focus of both could be similar.

PTZ Setup

Before configuring the Object Tracking function, first configure the PTZ device.

1. Click the Configure button (No. 14, Figure 1-2), point to General Setting, and then select
System Configure. The System Configure window appears.
2. Inthe PTZ Control section, click PTZ Device Setup and select Sensormatic (Ultra IV),

PelcoSpetra 3 or Messoa (SDS600 series). Here we use Sensormatic as example.

PTZ Control
¥ PTZ Device Setup: |
ISensolmatic[UItra I] j

Figure 1-68
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3. Click to display the Sensormatic Setup window.

Sensormatic Setup x|
—Setup
Com Paort: ICOM1 = I
Baud Rate: |4BDD - I
PT Speed: |1 - I
— et eny

ShﬂIL ﬂR
el = o

v Activate
£ Mormal

Cancel

HAE

Figure 1-69
4. Enter Com Port, Baud Rate and PT Speed of the PTZ camera.
5. Check the Activate item and select Object Tracking Only.
6. Click OK to apply the settings.

Object Tracking Setup
After the above PTZ setup, go back to the menu bar. Click the Configure button (No. 14, Figure 1-2),
point to Video Analysis, select Object Tracking Application, and click Object Tracking Setup to

display the following window. The left screen is the PTZ camera view and the right screen is the

stationary camera view.

Object Tracking Config

Ohject Tracking lZDDm In Objectl

I |Camera 2 v|

PTZ Selection

|Camera1 vl

Fixed Camera Selection

-~ Setup - Selection
Pan 473 4| [ | + Ohject Tracking Track Time(sec)
Tt 758 4 ) | " Zoom In Ohject [10
—Live tuning =

Zoom 280 4| il | - T |
S itivi &) b " =

ensitivity . j— | . I T @)
|D fine Detect R 'vi (%

Sl @ KI IZI [ Enable Mask

OK I Cancel |
Figure 1-70
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[PTZ Selection]

| : Click to set up the PTZ.

B Camera: Click the drop-down menu to choose the corresponding camera screen of the PTZ.

[Fixed Camera Selection] Click the drop-down menu to choose the corresponding camera screen of

the stationary camera.

[Setup]

B Pan, Tilt and Zoom: Use the slide bars to adjust the PTZ camera view.

B Sensitivity: Use the slide bar to adjust the detection sensitivity.

B The drop-down menu: Click the drop-down menu to define detection region and object size.

[Selection]

B Object Tracking: Click to specify the tracking time.

B Zoom in Object: Click to specify the idle time.

[Live Tuning] Adjust directions and the desired level of zooming.

[Enable Mask] Click to display the mask on the defined detection region.

1. Click to display the following window, select the PTZ brand and the hardware address, and
click OK to apply the settings.

PTZ Selection x|

Device |Eensnrmatic{Ultra ') j

Addr

O

Cancel

Figure 1-71

2. Choose the corresponding camera screens of the PTZ and stationary camera. For this
example, the images of the PTZ camera show in the camera 2 screen while the images of the
stationary camera display in the camera 1 screen.

3. Adjust the screen view of the PTZ camera with the slide bars of Pan, Tilt and Zoom. Let the
PTZ camera view similar to the stationary camera view.

Click the Save button to save the both views as image references.

Adjust Sensitivity or keep it as default.



Configuring Main System

Select Define Detect Region from the drop-down menu. Use the mouse to outline a detection

region in the right screen; you will be prompted to enter Detect Region. See Figure 1-72.

|- Selection

+ Object Tracking 1  oDetectRegion |

 Zoom In Ohject

T Delete Detect
—Live tuning———— Su t |
5

- NS
=1 Tz

b

Cancel |

¥ Enabla Mask

Figure 1-72

Select Define Object Size from the drop-down menu. Use the mouse to outline the max and min
object sizes for tracking separately. Every time when finishing the outlining, you will be prompted

to enter Maximum Object Size or Minimum Object Size. See the illustration below.

— .

Define |§| E __1 {

e

. Maximum Object =
Size

Minirmum Chject
Size

|- Selection
(« Object Trackin

J g
 Zoom In Object

FLiwe tuning

Test I

v Enable Mask

Figure 1-73

Click the Object Tracking item and specify Track Time (sec). Track Time (sec) indicates the

tracking duration in seconds.

I Selection
&+ Ohject Tracking Track Tirme(sec)

¢ Zoorm In Object I 10

Figure 1-74
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10.

11.

When the PTZ is tracking, you can still control it to zoom in a desired area. Click the Zoom in
Object item and specify Idle Time (sec). Idle Time (sec) indicates the zooming duration in
seconds. If a target appears after the specified idle time, the PTZ will start tracking. If not, the PTZ

will remain on the zoomed place.

Selection
™ Ohject Tracking Idle Time(sec)
& Zoom In Ohject 10

Figure 1-75

Click the Test button to check your settings. There are two major settings you have to observe in
the testing. 1) Tracking: Observe if the target showing in the defined detection region is being
tracked with a highlighted mask, and magnified automatically in the left screen. If not, increase the
sensitivity degree. 2) Zooming: Use the mouse to outline an object in the right screen, and
observe if it is magnified in the left screen clearly. If not, use the Live Tuning buttons to adjust
directions and the desired level of zooming.

Click OK in the lower of the window to save your settings of the tracking time, the idle time for

zooming in objects and the testing results.

Starting Object Tracking

After the above settings, you can start the object tracking application. Click the Configure button (No.

14, Figure 1-2), point to Video Analysis, select Object Tracking Application, and then click Object

Tracking Start to start the function.
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Zooming in Objects

While the PTZ is being applied for tracking, you can still control it to zoom in any desired area by

launching the Zoom in Dialog window.

1. Click the Configure button (No. 14, Figure 1-2), point to Video Analysis, select Object Tracking
Application, and then click Object Tracking View to launch the Zoom in Dialog window,

overlapping in the main screen, as shown below.

Note: The Zoom In Dialog window is for the stationary camera view and the main screen is for the
PTZ view.

Zoom In Diakog,

@ WL FEREE e

Figure 1-76 The outlined area in the Dialog window is magnified on the main screen

In the Zoom In Type field, select Fixed Camera.
In the Camera field, select the assigned camera screen for the stationary camera.
4. Use the mouse to outline a desired area in the Dialog window. It will be magnified on the main

screen.
When the specified idle time of zooming is up, PTZ will go back for tracking. If you want to stop the

zooming function before the specified idle time, click the Back to Tracking button in the lower of the

Dialog window. Then PTZ will go back tracking instantly.
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Object Zooming

If only one PTZ camera is available, without the stationary camera, you can simply apply it for the
object zooming function. The feature allows you to configure up to 4 critical views for instant

monitoring and zooming.

PTZ Setup
Before configuring the Object Tracking function, first configure the PTZ device. Refer to the PTZ Setup

of Object Tracking.

Object Zooming Setup
After the above PTZ setup, go back to the menu bar.

1. Click the Configure button (No. 14, Figure 1-2), point to Video Analysis, select Object Tracking
Application, and select Object Tracking Setup to display the Object Tracking Config window.

Then click the Zoom in Object tab in the upper part to display the following window.

Note: No images will show in the right screen until you complete the settings below.

Object Tracking Config

Ohject Tracking  Z00m In Object I

PTZ Selection Camera 2 vi

i~ Selection

—Selup

Pan 158 <] Il | |dle Mode Idle Tirmeisec)
Tt 434 4| i | [Tracking = fro )
Zoom 0 an| | | ¥ Show Screen Nao.
Test
Wiew 4 - Add i Removel Remave All i
cancel_|
Figure 1-77
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Click for the PTZ setup. Refer to step 1 in the section of Object Tracking Setup.
Choose the camera screen of the PTZ. For this example, the images of the PTZ camera show in

the camera 2 screen.
Use the slide bars of Pan, Tilt and Zoom to set up the View 1 as shown below. Then click the Add

button to apply the settings. The View 1 will show in the upper-left corner of the right screen.

Setup

Pan O il ~l
Tit o <] ]
Zoom O ] 2

Wigy 1 - Add |Remmre| Remove All |

Figure 1-78

Click the drop-down menu to set up View 2, 3, and 4, one at a time. Refer to Step 4 for the View 1.

Specify Idle Time (sec), indicating the zooming duration in seconds.

Selectian
|dle Mode |dle Time(sec)
[ view 1 = o @)

Figure 1-79

Click the drop-down menu of the Idle Mode item. The seven options included inside are: None,

View 1, View 2, View 3, View 4, Tracking and Refresh View.

B None: After zooming, the PTZ camera will remain on the same view until the next zooming
command.

B Tracking: After the idle time, the PTZ camera will start tracking if it is also being applied for
the tracking function.

B View 1,2,3,4: After the idle time, the PTZ camera will go back to the preset View 1, 2, 3, or 4.

Refresh View: After the idle time, the 4 views will be refreshed.
Click Test to check your settings. Use the mouse to outline a desired area in one of the four views.

The area will be magnified in the left screen.

Click OK to apply the displayed selections and close the window.
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Starting Object Zooming

After the above settings, you can start the object zooming application.

1. Click the Configure button (No. 14, Figure 1-2), point to Video Analysis, select Object Tracking
Application, and click Object Tracking View to open the Zoom in Dialog window, overlapping on
the main screen (Figure 1-76).

2. Inthe Zoom In Type field, select Quad View.

3. Inthe Camera field, select the assigned PTZ camera screen. Then the four views you set up

before will show in the Dialog window.

-Eunm In Dialog Eh:
Selection
Zoom In Type Camera
|Quad Wiew j |Camera 2 j

Goto ldle Mode

Figure 1-80

4. Use the mouse to outline a desired area in one of the four views. The area will be magnified on
the main screen.

5.  When you click the Go to Idle Mode button in the lower part, your setting in step 7 of Object
Zooming Setup will be applied. For example, suppose you choose View 3. When you click the

button, the PTZ camera will go to the preset View 3.
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Configuring Hybrid Cameras

One Hybrid DVR card supports 4 camera channels and you may install up to 4 Hybrid DVR cards to
one GV-System, so that you may configure 16 cameras at most. For details on the Hybrid DVR card,

see Installation Guide.
If your system is installed with the Hybrid DVR card, follow these steps to configure your cameras:

1. Click the Configure button (No. 14, Figure 1-2), point to General Setting, select Camera/Audio
Install, and then select Hybrid Camera Install. The Hybrid Video Source dialog box appears.

2. Select the Hybrid DVR channels for setup.

3. Click Configure. The Hybrid Camera Configure dialog box appears.

Hybrid Camera Configure

—Select Hybrid Camera
ICamera 1 j

—Yiden Attribute (3
Brightness: — I 128
Cortrast: — I 125

Saturationl: — |128 Defaurtl

Saturstiony;  ——— f——— |_123

Hue: ———— [ |
—Record Cuality — Yideo Resolution ——
3 ! |r20x4an "I
WD DD

Ok I Cancel

Figure 1-81

[Select Hybrid Camera] Select a camera for setup. You can see the Hybrid DVR card image of
the selected camera in the right window.

[Video Attribute] Modify video attributes if necessary. To apply the changes to all cameras, click
the Finger button.

[Record Quality] Select recording quality up to five levels. The recording quality is directly
proportional to file size. To apply the change to all cameras, click the Finger button.

[Video Resolution] Displays the NTSC or PAL resolution for the Hybrid DVR card images.

4. Click OK for above settings.

Note: The Hybrid DVR card only affects recording quality; all live views are still provided by your
capture card.
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Privacy Mask Protection

The Privacy Mask can block out sensitive areas from view, covering the areas with black boxes in both
live view and recorded clips. This feature is ideal for locations with displays, keyboard sequences (e.g.

passwords), and for anywhere else you don’'t want sensitive information visible.

You can also choose to retrieve the block-out areas during playback. The retrievable areas will be

protected by password.

Setting Up a Privacy Mask

1. Click the Configure button (No. 14, Figure 1-2), point to Video Analysis, and then select Privacy
Mask Setting. The Privacy Mask Setup dialog box appears.

2. Select the desired cameras for setup, and then click the Configure tab. This dialog box appears.

Privacy Mask Setup X|
¥ Enable

ICamera 1

" Recaverahle

0] Cancel

Figure 1-82 Privacy Mask Setup

Select a camera from the drop-down list, and then check Enable.

4. Select Un-recoverable and/or Recoverable.
B Un-recoverable: You cannot retrieve the block-out area(s) in the recorded clips.
B Recoverable: The block-out area(s) is retrievable with password protection.

5. Drag the area(s) where you want to block out on the image. You will be prompted to click Add to
save the setting. The Un-recoverable region is marked in red, while the recoverable region is
shown in green.

6. Click OK on the right bottom to save the settings.
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Granting Access Privileges to Recoverable Areas

The user must be granted access privileges to see the block-out areas when launching ViewLog for

playback.

1. Click the Configure button (No. 14, Figure 1-2), point to General Setting, select Password
Setup, and select Local Account Edit. The Password Setup dialog box appears.

2. Select one account, click the Privacy Mask tab, and check Restore Recoverable Video to grant

the privilege.
x
Guest - Accountis disabled I~ Expite in da
(5]
User
- Powerlzer I L
=N Supervisor Password : |
= 3 Hint: E
Level ; Supervisor

[~ User cannot chande password

[~ Force Password chande at next logon

[T Cizable userif donot [agin after l— day (5)
[~ Exportthis ID for IR Remote Contral (GY-Keyhoard)
[~ Login this ID automatically (Single user mode)

| [v Fiestore Recoverable Video | [Eamera [Eventlog]

Fi1F 5F 3F 12
F 2 6 0k 14
F 2 7 i 15
F i1 8 12F 16

Contral Center I Frivacy Mask I Other
Muticam | Multicast | Wiewlog | Remots View | ‘Webcam
= | REermaye | Seamhl Remate Playback I Fast Backup & Restore
v Allow remaving password system Ok I Cancel |
Figure 1-83

Note: If you open the event files (*.avi) directly from local disks, the valid ID and password are also
required to access the block-out areas. For more information on retrieving the block-out areas in the
exported files, see Exporting Privacy Mask in Chapter 4.
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Scene Change Detection

The Scene Change Detection can detect when a camera has been tampered physically. This feature
can generate an alert whenever someone or something has covered the lens of the camera, or when

the camera has been moved, or when it is out of focus.

1. Click the Configure button (No. 14, Figure 1-2), point to Video Analysis, and then select Scene
Change Detection Setting. The Scene Change Detection Setup dialog box appears.
2. Select the desired cameras for setup, and then click the Configure tab. This dialog box appears.

Scene Change Detection Setup il

Camera

L]

ICamera1

task region |

¥ Focus change

[ “iew change

|

T 8 &

Sensitivity: 3
Delay Time{sec)

—

V¥ Invoke Alarm

¥ Output Madule

¥ Live disable alarm

AN

[~ Mever Recycle

Dema

|F0|:L|s change j Flay | oK Cancel

Figure 1-84 Scene Change Detection Setup

Camera: Select the camera for setup.
Mask region: Masks off the areas where motion will be ignored.

Focus change: Sends an alert when the camera is out of focus.

View change: Sends an alert when the camera has been moved, or the lens of the camera
has been covered.

Sensitivity: Adjusts detection sensitivity. The default value is 3.

Delay Time(s): Sets the duration of Scene Change to record to System Log.

Invoke Alarm: Activates the computer alarm when Scene Change is detected. Click the [...]

button beside to assign a .wav sound file.



Configuring Main System

Output Module: Activates the output device when Scene Change is detected. Click the [...]
button beside to assign the output module and pin number.
Live disable alarm: Choose whether to invoke the warning message when Scene Change is

detected. Click the [...] button beside to display Figure 1-85.

" Auto After canfirmation, the scene change
detection will use the newfcurrent

SCENario.
* Manual

_—
Delay Time(s)
5 Cancel RS Mo ‘
Figure 1-85 Figure 1-86

If you select Auto, there is no warning message. If you select Manual, the warning message
(Figure 1-86) will appear when Scene Change is detected. Under Delay Time(s), you can
define the duration of Scene Change to invoke the message. The range of delay time is from 1
to 99999 seconds.

Never Recycle: When the item is checked, the Scene Change events will not be recycled by
the system.
Demo: See three examples of Focus Change and View Change. Click the Play button to see

the demonstration.

Note: When the event of Focus Change or View Change has been detected, it will be recorded
as Scene Change in System Log for later retrieval.

B Live Log Browser - Recycle Log: B/23/2007 18:52

Monitar | System | Login | Counter | Pos 2 |
D Tirme: Device Infarmation Event ~
8 10/26/2007 5:18:06 P Camera 3 Yideo Lost
] 10426/ 2007 B:03:32 P Carnera 3 Yideo Resume
10 10/26/2007 6:16:43 PM Camera 4 Video Lost
1 10/26/2007 7:25:16 PM Camera 3 Video Lost
12 1042652007 72517 P Carnera 3 Yideo Resume
13 10/26/2007 7:37:07 P Camera 3 (71 Lnbrde:
14 10/26/2007 73712 PM Camera 3
15 10/26/2007 7:38:03 PM Camera 3 iy o
16 10/26/2007 7:38:03 P Camera 3 [® Scene Changs [
< >

Figure 1-87 System Log
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Advanced Motion Detection

To avoid false motion detection, the Advanced Motion Detection feature provides three solutions:
® Create up to 5 levels of motion detection sensitivity in one region
® Mask off unwanted areas for monitoring, such as cloud and tree movement

® Ignore motion when the lighting condition is poor or changed.

1. Click the Configure button (No. 14, Figure 1-2), point to Video Analysis, and then select
Advanced Motion Detection Setting. The Advanced Motion Detection Setup dialog box
appears.

2. Select the desired cameras for setup, and then click the Configure tab. This dialog box appears.

Advanced Motion Detection Setup

¥ Enable \ \
|Camera 1 | \-‘

Sensitivity: 4 i
X

=P =N

& Setregion (@)

" Mask region (@)

v Moise Tolerance

' Level 1

| R

Default

Cancel

Figure 1-88 Advanced Motion Detection Setup

Select the desired camera from the drop-down list, and then check Enable.

4. To set detection sensitivity in a specific area, select a sensitivity level by moving the slide bar, and
then drag an area on the image. You will be prompted to click Add to save the setting.
This setup has sensitivity levels from 1 to 5, with 4 as default.

5. To create several areas with different sensitivity levels, repeat Step 4.

6. If you want to ignore motion in a certain area, click Mask Region, and then drag an area on the
image.

7. If you want to ignore motion when the lighting condition is poor, check Luminance Change
Detection.

8. If you want to ignore video noise when light changes, select Noise Tolerance and use the slide
bar to adjust the level. The higher the level, the more tolerant the system is to video noise.

9. Click OK to save your settings.
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Note:

1. This feature must work with the recording mode of Motion Detection: click the Configure button
(No. 14, Figure 1-2), point to General Setting, select System Configure, click the Camera
Record Setting tab, check Rec Video, and then select Motion Detect (Figure 1-9).

2. If you have set up Motion Sensitivity and Mask Filter in the System Configure settings (Figure
1-9), note that the configurations of Advanced Motion Detection have priority over these settings.
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Hard Disk Calculator

Before actual recording, the Hard Disk Calculator allows you to know the required hard disk space and

frame size for different types of codecs and quality.

1. Click the Configure button (No. 14, Figure 1-2), point to A/V Setting, select Video Attributes,
and then click Advanced. The Advanced Video Attributes dialog box appears.
2. Click the HDD Calculator button at the right bottom. The HDD Calculator dialog box appears.

HDD Calculator §|

Reguired Storage Analysis

2. Zelect Yideo Compression Codec ;
Softvware Compression

v r r
r r

Hardware Compression
v MPEG4 - ASP [ MPEGZ2
3. Select Recording Guality :
[ 1 [~ 2 3 v 4 [~ 5

4. Set Test Time : Total Test Time
0 Hour(z) 3 Mirute(s) = 0 Hour(z) 5 Minute(s)

Set Expected Recording Time
| 0 Days | 0 Hou(s) | 5 Minute(s) Calculate @

Exit

Figure 1-89

Select Camera: Select cameras to be used for recording.
Select Video Compression Codec: Check the desired codec(s) to be used for recording.
You can choose more than one codec to compare their performance.
©® Software Compression: Check the desired codec(s) to be used for recording. You can
choose more than one codec for performance comparison. This option appears dimmed
when GV-2004 or GV-2008 is installed.
©® Hardware Compression: Check the desired codec(s) to be used for recording. This
option is available when GV-2004 or GV-2008 is installed.
B Select Recording Quality: Check the desired quality value(s) for recording. You can choose
more than one quality value for comparison.
B Set Test Time: The system will process a real-time test recording based on the time you set.
For example, if you enter 24 hours here, it will take more than one day to do the test recording.
So avoid entering the longer test time to save you time.

B Set Expected Recording Time: Enter the time you wish for recording.
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3. Click the Calculate tab to see the result.

Note:
® A calculation difference by + 5 % from actual disk usage is expected.
® This function is not available to the GV-NVR users.
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Video Noise Solutions

The system provides these solutions for video/audio noise:

® Noise Tolerance for motion detection and advanced motion detection
® Noise Detection to Reduce File Size for round-the-clock recording

® Noise Filter to filter out video and audio noise

Noise Tolerance

Designed for motion detection, the noise tolerance feature reduces false alarms and unwanted

recordings caused by weather or light changes. The level of noise tolerance can be adjusted.

Note: The noise tolerance function will not change video quality.

Setting Up for Motion Detection

System Configure

General Setting  Camera Record Setting I | /0 Device l HatLine / Metwark l

— Carnera Mame ~Yideo Resolution : 320x240
lEamera 1 ;J Brightness:  ——1+——— 100
Contrast: . !150
- Rec Contral = i !52.0_ Default |
Recording Quality,. 4 | s .

Frames/Sec: [~ S

— Mation Detect F}
Mation Senaitivity: 95 _j—l

Mask Filter: || |.| E!n
¥ Fec Video: IMotion Detect '1 ﬂ E

I~ &pply &dvanced Codec Setting...
[ Inwoke dlarm: II:]-])) Wtify
[ Inwoke bt Send Alerts :
I Output Module:

v Register Motion Evert

Ok I Cancel |

Figure 1-90

1. Click the Configure button (No. 14, Figure 1-2), point to General Setting, and select System
Configure. In the System Configure dialog box, click the Camera Record Setting tab.
2. To set the recording mode to motion detection, enable Rec Video, and select Motion Detect from

the drop-down list.
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3. To enable noise tolerance, click the right-arrow button next to Motion Sensitivity in the Motion
Detect section. The Motion Detection Setup dialog box appears.

4. Select Activate Noise Tolerance and adjust tolerance level. The higher the level, the more
tolerant the system is to video noise. If your surveillance area may produce much video noise, set
the level to 3. Conversely, set the level to 1 if the surveillance area may produce less video noise.

5. Click OK to save the settings.

Setting Up for Advanced Motion Detection
For details, see Advanced Motion Detection earlier in this chapter.

Noise Detection to Reduce File Size

Designed for the round-the-clock recording, the Noise Detection feature can automatically reduce
recording size on video noise conditions, and restore normal recording size when the disturbing

conditions are over.

1. Click the Configure button (No. 14, Figure 1-2), point to General Setting, and select System
Configure. In the System Configure dialog box, click the Camera Record Setting tab.

2. To set the recording mode to Round-the-Clock, enable Rec Video and select Round-the-clock
from the drop-down list.

3. Enable Apply Advanced Codec Setting and click the button. This dialog box appears.
General | agvanced |

[w Enable multithread encoding

v Fixed " Auto

v ENUise detection to reduce file size;

Sensitivity: 2 _J_

Figure 1-91

4. Select Noise detection to reduce file size and adjust the Sensitivity level. The higher the value,
the more sensitive the system is to video noise.
5. Click Apply.

Note: You can also use this function when the recording mode is set to Motion Detection.
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Noise Filter

The Noise Filter function can remove video and audio noise from live view. The video denoising can

reduce file size and improve image quality, while the audio denoising can maximize the sound quality.

Filtering Out Video Noise
1. Click the Configure button (No. 14, Figure 1-2), point to Video Analysis and select Video
Denoisy Filter Setting. This dialog box appears.

Yideo Denoisy Filter Setting §|

Chooze Camera
Demo

1 W s 9] 13
2 [ & W10 [ 14

Clear Al

Select Al

W 3 W 711 vis |:
ok
[T a4 W &8 [ 12 [ 18
Cancel

®

Figure 1-92
2. Select the desired channels to be filtered out video noises, and click OK. The video noises from

the selected channels are reduced, and file sizes are decreased too.

Filtering Out Audio Noise

1. Click the Configure button (No. 14, Figure 1-2), point to A/V Setting, select Wave Out, and select
Wave Out Denoise. A dialog box appears.

2. Select the desired channels to be filtered out audio noise, and click OK. The audio noises of the

selected channels are reduced.
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Spliced from multiple camera images, a panorama view provides a continuous scene for live

monitoring.

Each camera selected for the panorama view will keep the recording in original format. Up to 4 sets of

panorama views can be created.

Note: This function is only available when an appropriate USB dongle is used.

To access this feature, click the Configure button (No. 14, Figure 1-2), point to Advanced Video

Analysis, select Panorama Setting, select the desired cameras on be configured, and then click the

Configure button. This dialog box appears.

2Y3Y4X5)Y6)Y7

4t Panorama View Setup

O/=(%[&R| H|4|
Panorama selection
- | Panorama 3 |

Source
Bl amera 4

____,_ﬂ*" 2N
-~
ac= =]

Selected source

Figure 1-93
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The controls on the Panorama View Setup dialog box:

No. Name Description

1 Add Adds an image for automatic splicing.

2 Undo Cancels the settings.

3 Manual Setting Manually splices the images together.

4 Blending Makes the spliced images seamless.

5 Demo Displays the setup procedure.

6 Save Before Exit Saves the created panorama view and closes the dialog box.

7 Exit Closes the dialog box.

8 Preview Window Displays the selected source image or the spliced images.
Selects the panorama set for the images to be spliced together.

9 Panorama Selection
Clicks again to rename the panorama set.

10 Source Selects the source image to be spliced.

11  Selected Source Displays the selected image.
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Creating a Panorama View

To stitch images from different cameras together, follow these steps:

1. Select one panorama set (No. 9, Figure 1-94) from the drop-down list. If you want to rename the
selected panorama set, type the name in the field.
2. Select one camera from the Source drop-down list (No. 10, Figure 1-94) and then click Manual

Setting (No.3, Figure 1-94). This dialog box appears.

Panorama View Setup.

Source Reference

Camera 5 - Camera 4 -

Figure 1-94

3. From the Reference drop-down list, select one camera as the Reference image. At this step, the
camera you selected at Step 2 will be the only Reference image.

4. From the Source drop-down list, select one camera as the Source image to be stitched with the
selected Reference image.

5. To stitch the two images together, click on a significant point in the Reference image and then look
for the same point in the Source image. A dialog box of point selection will prompt you to confirm.

You need to set up 3 points for stitching.

Faoint 1

Paint 2 |

Points |

Cancel |

Figure 1-95
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Note: For the best result, position the points in the overlapping areas on both images. Avoid placing
the points in a cluster or lining them up straight.

6.

The resulting image is displayed in the Preview window. If satisfied with the result, click OK to exit
the setup dialog box. If not, re-enter the 3 points for stitching.

If you want to stitch a third image or more, click Manual Setting and repeat Steps 3 to 5 multiple
times.

When you finish stitching images, click the Save Before Exit button (No.6, Figure 1-93) to save

the created panorama view before exiting the Panorama View Setup dialog box.

Note: The panorama view has a resolution limit of 1920 x 1080. Once the limit is reached, you
cannot stitch more images to the created panorama view.

Accessing a Panorama View

Click the ViewLog button (No.13, Figure 1-2), point to Live Panorama View, and select the desired

panorama set from the list. This window appears.

% panorama 3

Figure 1-96

Panorama View Controls
Right-click the panorama view to have these options:

Snapshot: Save the current panorama view as an image file.

Blending: Make the two images smoothly blended together. If this is not set, there can be harsh
edges in the panorama.

Refresh Rate: When the panorama view is enabled, the system load will increase. Change the
refresh rate for the panorama images to optimize system performance. The refresh rate is from
Speed 1 (Slow) to Speed 5 (Fast).
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Defogging Live Videos

Smoky environments and bad weather, such as rain, snow or fog, all affect image quality and reduce

scene visibility. This feature helps to enhance image quality for viewing.

Note:
® This function is only available when an appropriate USB dongle is used.

® This function takes high CPU and memory usage. Make sure at least 1 GB of DRAM is installed
on your system.

1. Click the Configure button (No. 14, Figure 1-2), point to Advanced Video Analysis, select Defog
Setting, select up to 4 cameras to be configured, and then click the Configure button. This dialog

box appears.

¥ Enahle

|Camera1 j

Original —

Refresh rate
W Colarful mode @ Default

| Mormalization ¢ 40 Sampling range {20

== Low | High == T, f 0K Cancel

Figure 1-97

2. Use the drop-down list to select one camera, and check the Enable option.
Move the slide bar of Sampling range (20) to decrease the fogginess of the image.

4. Check the Colorful mode option, and move the slide bar of Normalization (40) to adjust the
image color.

5. When the image enhancement is enabled, the system load will increase. Adjust the Refresh rate
by moving the slide bar to optimize system performance.

6. If you want to view the demonstration of this function, click the Demo button.
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Video Stabilization

Images from a shaky camera are jittery or blurry. This feature helps to reduce camera shake, leaving

you with clear and steady images.

Note:
® This function is only available when an appropriate USB dongle is used.

® This function takes high CPU and memory usage. Make sure at least 1 GB of DRAM is installed
on your system.

1. Click the Configure button (No. 14, Figure 1-2), point to Advanced Video Analysis, select
Stabilizer Setting, select up to 4 cameras to be configured, and then click the Configure button.
This dialog box appears.

Video Stabilizer Setup

¥ Enahle

ICamera1 j

Criginal

Refresh Rate @

== Low | High == O Cancel

Figure 1-98

2. Use the drop-down list to select one camera, and check the Enable option.
3. When the image enhancement is enabled, the system load will increase. Adjust the Refresh rate
by moving the slide bar to optimize system performance.

4. If you want to view the demonstration of this function, click the Demo button.
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Picture-in-Picture View

With the Picture in Picture (PIP) view, you can crop the video to get a close-up view or zoom in on the
video. This function is useful for megapixel resolution that provides clear and detailed images of the

surveillance area.

1. Click the desired camera name and select PIP View.
2. The screen automatically switches to one division, and an inset window of the camera view

appears in the bottom right corner.

Inset window

Figure 1-99

3. Double-click the inset window. A hand icon appears.

4. Click the inset window. A navigation box appears.

Navigation box

Inset window

Figure 1-100

5. Move the navigation box around in the inset window to have a close-up view of the selected area.
To adjust the navigation box size, move the cursor to any of the box corners, enlarge or diminish
the box.

7. To change the frame color of the navigation box, right-click the image, select Mega Pixel Setting,
and select Set Color of Focus Area.

8. To exit the PIP view, click the camera name and click PIP View again.
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Picture-and-Picture View

With the Picture and Picture (PAP) view, you can create a split video effect with multiple close-up
views on the image. A total of 7 close-up views can be defined. This function is useful for megapixel

resolution that provides clear, detailed images of the surveillance area.

1. Click the desired camera name on the screen, and select PAP View.
2. The screen automatically switches to one division, and a row of three inset windows appears on

the bottom of the screen.

GV-800 LlalafafsTelv[a]nwin]ulu]nlnw]

Figure 1-101

3. Draw a navigation box on the image, and this selected area is immediately reflected in one inset
window. Up to seven navigation boxes can be drawn on the image.

4. To adjust a navigation box size, move the cursor to any of the box corners, enlarge or diminish the
box.

5. To move a navigation box to another area on the image, drag it to that area.

o

To change the frame color of the navigation box, right-click the image, select Mega Pixel Setting

and click Set Color of Focus Area.

7. To hide the navigation box on the image, right-click the image, select Mega Pixel Setting and
click Display Focus Area of PAP Mode.

8. To delete a navigation box, right-click the desired box, select Focus Area of PAP Mode and
select Delete.

9. To exit the PAP view, click the camera name and select PAP View again.

10. To add another navigation box when less than seven navigation boxes are drawn, click the

camera name, select PAP View to enter, right-click the image, select Mega Pixel Setting, and

then select Enable Add-Focus-Area-Mode.
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DSP Spot Monitor Controller

The Controller integrates the GV-DSP Card with spot monitor (TV monitor) applications. It allows

screen divisions on the spot monitor differently from the main screen.

With the Controller, you can also define the channel sequence of the display screen and adjust video

images on the spot monitor.

Note: The GV-DSP-100 Card doesn’t support this feature.

Spot Monitor Controller

To open the Spot Monitor Controller, follow these steps:

1. Click the Configure button (No. 14, Figure 1-2), point to Accessories, select DSP Spot Monitor,

and then select Spot Monitor Setup. This dialog box appears.

Spot Monitor Setup ﬂ

v Usze DSP az Spot Monitor st nest Startup.

Ok I Cancel | @

Figure 1-102

2. Check Use DSP as Spot Monitor at next Startup, and click OK.
3. Restart the GV-System.
4. Click the Configure button (No. 14, Figure 1-2), point to Accessories, select DSP Spot Monitor,

and then select Spot Monitor Controller. The Spot Monitor Control window appears.

Note: When the DSP Spot Monitor Control feature is enabled, DSP Overlay will be disabled in the
Main System.
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[Advanced Layout]

i
Advanced Layout | ‘iden Setting I

T DM1 o — o Dw4  — |7 DI¥E

1 1 2 1

3 4
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Figure 1-103 Spot Monitor Controller

B DIV 1-16: Screen division option. You can modify the channel sequence by typing the humber
directly on each division. Click Apply or OK to apply your settings.
B Right Arrow button: Sets the channel sequence of each scanned page (see the Scan Setting

section in Figure 1-105). Click the button to display this dialog box.

Div 16 - Page setting x|

—Pagel ——— = | = |

m_ 2 3 4 Default I

3 G 7 d

Empty page I

9 1o (11 12 (———Ei;———1
13 |14 |15 |16
Cancel |

Figure 1-104 Page Setting

® Screen Division: Displays the channel sequence. You can modify the sequence by typing
the number directly on each division.
® <> buttons: Navigate pages.

® Empty page: Clears up the channel sequence of the open page.
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Configuring Main System

i
Advanced Layout  Yideno Setting |
—Yideo Attribute —%ideo Enable [min. 1]
Camera 1 j ¥ Cam01 ¥ CamD5 [ Cam03 W Caml3
v Cam02 W Caml&  Caml0 | Camid
Brightness : 1 100 ¥ Cam03 ¥ Camd? [ Camll ¥ Caml5
Contrast : 150 v Cam04 W Cami2 W Caml2 W Camlb
& sturation - [ Selectdll | Clearall |
Hue : |-| 2 — Scan Setting
Interal: |-||:|— Sec.
Apply to Al Default | Seanty: [ =
OF. I Cancel
Figure 1-105

[Video Attribute] Select a desired camera from the drop-down list to adjust image attributes, such as

Brightness, Contrast, Hue and Saturation.

[Video Enable] Check the desired cameras for display on the spot monitor.

[Scan Setting] Enter the interval between the scanned pages. Select Auto if you want to

automatically scan the cameras or Manual to scan at your own speed.
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Spot Monitor Panel

On the Main System, click the TV-Out button . This panel appears.

0_|Div1 vI 7_6

2031
56 7 8
9 10 11 12
13 14 15 16 ©1©

Figure 1-106

The controls on the DSP Spot Monitor Panel:

No. Name Description

1 Scan Automatically or manually rotates channels and stops rotation.
2 Previous Page Goes to the pervious page of the scanned pages.

3 Next Page Goes to the next page of the scanned pages.

4 Exit Closes the DSP Spot Monitor Panel.

5 Switch Opens or closes the channel menu.

6 Channel Menu Displays the desired channel for single view.

7 Screen Division Sets screen divisions to 1, 4, 6, 8, 9, 10, 12 and 16.

After single view, click this button to restore the first scanned page, but to
8 Zoom Esc C
the last channel when the screen division is set to 1.
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Quad Spot Monitors Controller

The Controller integrates the GV-Multi Quad Card with TV monitor (spot monitor) applications. It

features:

® Upto 5 TV monitors can be controlled.

® TV Monitor 1 supports up to 16 screen divisions, and TV Monitor 2 to TV Monitor 5 support 1 and

4 divisions.

Different screen divisions can be set up on each monitor.

The channel sequence of screen divisions is user-defined.

Configuring Main System

Note: The Controller does not support the videos from GV-Video Server.

Setting Up the Controller

Click the Configure button (No. 14, Figure 1-2), point to Accessories, and select Quad Spot

Monitors Setup. The TV Quad Setting dialog box appears.

® |nthe General Setting tab, you can modify Video Format and Video Attribute for all TV monitors.

® Inthe TV tabs (TV1 to TV5), you can set up the following configurations for each TV monitor.

T¥ Quad Setting El
116k ] Plrvz | rve| Elmve | P v s | Genersl Setting |
Wicleno Enable " DI 1 " DIV 4 " DIVE " Dva
M1 vs e i3
W2 FE 710 7 14 Select Al ’7 2
v 3 w7 W11 w15 Clear &1l ’_ |—
v 4 [wia W12 v 1B |_
Scan Setting “ideo Format ’7 ’7 ’7 |— |— |— |—
! '
interval " =ee- " DIV 9 " D10 D12 * DIV 16
Scanby.  |Auto - -
Sefti
Vide:iﬂribmg |7 |7 ’7 ‘ ‘ ‘ |— |— |1— |2— |3— |4—
et _| el | Bk
Camers Popup Setting @ |—|—|—|— |_|_|_|_ |9_|H|W|E
TV Sefting: Setting rrr F BB T || o[z ||[=f=fs s
Ck | Cancel |
Figure 1-107
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[Video Enable] Check or uncheck the desired channels displayed on monitor screen.

[Scan Setting]

B Interval: Enter the interval between the scanned pages (see Figure 1-104 for the scanned page).
Set the time between 1 and 999 seconds.

B Scan by: Select Auto to scan the channels automatically or Manual to scan at your speed.

[Setting]

B Camera Popup: See Setting Pop-up Camera Windows below.

B TV Setting: Click the Setting button to display this dialog box.

T¥ Setting E|

Afust T
]

L =]
o

OSD Setting [

[ Show Camera Mumber}

coor [ ]+ W

I | Cancel |
Figure 1-108

Press the 4 direction buttons (U, L, R and D) to adjust the positions of the divisions on the monitor

screen.

To display the camera number on the TV monitor, check the Show Camera Number option. To
display the camera numbers on all connected TV monitors, check the Show Camera Number

option, and then click the finger button.

To change the color of the camera number indicator on the TV monitor, use the Color drop-down

list to select the desired color.

[DIV 1-16] In the TV Quad Setting window (Figure 1-107), there are screen division options. You can
modify the channel sequence by typing the number directly on each division. Click OK or Apply

Current TV Setting to apply your configurations.
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Right Arrow Button: Sets the channel sequence of each scanned page. Click the arrow button

to display this dialog box.

Diw 16 - Page setting

Page 1 =

|*I |2 |3 |4 Defautt |
|5 |E |? |B Empty page
9 |10 |11 1z
113 |14 |15 |16 el

Figure 1-109

® Screen Division: Displays the channel sequence. You can modify the sequence by typing the
number directly on each division.
® < > Buttons: Navigates pages.

® Empty page: Clears up the channel sequence on the open page.
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Setting Pop-up Camera Windows

The pop-up camera windows on the screen notify users of the current event, whether it is motion or 1/O
devices being triggered. You can decide to have pop-up cameras on computer screen, TV monitor or

both together.

Activating Pop-up Camera Windows
1. Inthe TV Quad Setting window, click the desired TV tab.
2. Click the Setting button of Camera Popup. This dialog box appears.

Camera Popup Setting El

Crvell Tirme: 5 Sec.
Irterrupt Interwal; 2 Sec.

Camera Motion Invoke
w1 w35 Wa [¥13
W2 W& W10 [ 14
W3 W7 W1 [¥1s
W4 [wa w12 [« 16

Select Al | Clear All |

Wiod 1 ] clear 2
It 1 ]

v Input Invoke:  |camera1 W

CK |

Figure 1-110

3. Set the Dwell Time and Interrupt Interval.
®  Dwell Time: Specify the amount of time a pop-up view remains on the monitor screen when
an event occurs. Set the dwell time between 1 and 120 seconds.
B Interrupt Interval: Specify the interval between pop-up views when events occur. Set the
time interval between 1 and 60 seconds.
4. To be alarmed with a pop-up view whenever movement occurs in the video image, select the
desired cameras to be popped up in the Camera Motion Invoke section.
5. To be alarmed with a pop-up view when input devices are triggered, select input module and use
the drop-down list to select the desired camera to be popped up.

6. Click OK to apply the settings.

Tip: All cameras can be repetitively setup on different TV monitors. If one camera is selected on

more than one TV monitors, it can be set with different alert events.
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Displaying TV Quad Panel on the Main System Screen

On the main screen, click the TV-Out button . This panel appears.
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Figure 1-111

The controls on the TV Quad Panel:

No. Name Description
1 Monitor Selects the monitor to be controlled.
2 Scan Automatically or manually rotates channels, and stops rotation.

3 Screen Division

Sets screen divisions. Only TV 1 can support screen divisions up to 16,

and TV 2 to TV 5 supports 1 or 4 screen divisions.

4 Channel Menu

Displays the desired channel for single view.

5 Exit

Closes the TV Quad Panel.

6 Previous Page

Scans the previous page.

7 Next Page

Scans the next page.

8 Settings Displays the TV Quad Setting window.
9 Switch Displays or hides the channel menu.

After single view, click this button to return to the first scanned page or
10 Zoom Esc

return to the last channel when the screen division is set to 1.

Note: If the DSP Spot Monitor function is enabled at the same time with the Quad Spot Monitors, the
TV-Out button has two options: Spot Monitor Panel and TV Quad Panel. Select the desired panel to be
displayed on the screen.
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Running the Quad Spot Monitors Controller Alone

Without starting the Main System, Quad Spot Monitors Controller can be run independently. Find the
QuadTV.exe in the GV folder and double-click it. The TV Quad Panel (Figure 1-111) will appear.
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System ldle Protection

The System Idle Protection allows the administrator to work on the system without the worry of logout

or leaving the system not recording anymore.

This feature can automatically logout the administrator, login a user with no access rights and/or start

recording.

Auto Logout Administrator

If the administrator does not press the mouse or press a key within a set period of time, the system will

automatically log him/her out.

1. Click the Configure button (No. 14, Figure 1-2), point to General Setting, and then select

System Idle Protection Setting. This dialog box appears.

System Idle Protection x|

—Systern Idle Protection

Systern ldle over: |3':' Se

[V uto Logout or Switch to Startup Login User if availakle:

IBUpewisnr j
¥ Auto Monitoring
IMnnitnrAII =|

v Auto Mebeork Service of Startup Setting

Figure 1-112

2. Enable the Auto Logout or Switch to Startup Login User if available option, and then select
Supervisor or Supervisor, Poweruser from the drop-down list.
3. Inthe System Idle Over field, type the idle time from 10 to 300 seconds, after which Supervisor or

Poweruser will be logged out.
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Auto Login User without Access Rights

When the system is started up after an idle time, a specified user with no access right will login. This
allows the user to see the system is on and working, but at the same time does nothing with the

system. The feature must work with the Startup Auto Login function.

1. Click the Configure button (No. 14, Figure 1-2), point to General Setting, and select System
Configure.

2. Inthe Startup section, enable Startup Auto Login, and click the Arrow button beside (Figure 1-3).
The Startup Auto Login Setup dialog box appears.

3. Type ID and Password to set up a user for auto login, and click OK.

=
=
la @ 3
o ]\‘

— Startup Auto Login User

D 2

Password |"1

[ Auto Login in Fullscreen Mode

[~ Startup and Hide into System Tray

Ok | Cancel

Figure 1-113

4. Inthe System Idle Protection dialog box (Figure 1-112), select the Auto Logout or Switch to
Startup Login User if available option, and then select Surpervisor or Supervisor, Poweruser
from the drop-down list.

5. Inthe System Idle Over field, type the idle time from 10 to 300 seconds, after which the specified

user will be logged in.
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Auto Start Recording

If the administrator does not press the mouse or press a key within a set period of time, the system will

automatically start recording.

1. Inthe System Idle Protection dialog box (Figure 1-112), select the Auto Monitoring option, and
select Monitoring All, Schedule Monitoring or /0O Monitoring from the drop-down list.
2. Inthe System Idle Over field, enter the idle time from 10 to 300 seconds, after which the system

will start recording.

Note: The feature can monitor keystrokes or mouse clicks, even from IR Remote Control and
GV-Keyboard.
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Creating Shortcuts

You can create up to 20 shortcuts on the main screen to a program or file.

1. Run Fast Backup & Restore Main System from the Windows Start menu. The Fast Backup &
Restore MulitCam System window appears.
2. Click the Select Skin Style button, select DVR, and then select User Define Setting. This dialog

box appears.

User, define rg|

Application File Parameter

Add (o]’ Cancel

Figure 1-114

3. Click the Add button. This dialog box appears.

Add New Item X
Application | Pairter
File: | CMMDOWS sy stem 32 umspaint exe J
Parameter | To modify images
Ok | Cancel ‘

Figure 1-115

B Application: Names the desired application to be pointed to.
B File: Assigns the path to the desired application.

B Parameter: Sets the command information for the application.

4. Click OK to save all the configurations.

5. Run the Main System. The shortcut button \_=2| appears.
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Hybrid and NVR Solution

The GV-System provides a hybrid solution that integrates analog videos with digital videos from IP
video devices. The IP video devices GeoVision provides include GV-IP Camera, GV-Video Server
and GV-Compact DVR. GeoVision also launched a software-based system GV-NVR exclusively for IP
video surveillance. GeoVision’s hybrid and NVR solution support not only own-brand IP video products

but also products from leading manufacturers.

For details on supported IP camera models, see Supported IP Devices later in this chapter.

Note: GV video capture cards GV-250, GV-2004 and GV-2008 do not support the Hybrid solution.

GeoVision IP Video Products
GeoVision offers a comprehensive line of IP video products:

GV-IP Camera: A megapixel IP camera.
GV-Video Server: Converts up to 2 analog cameras into IP cameras.

GV-Compact DVR: Converts up to 4 analog cameras into IP cameras.

GV-NVR: A complete software-based solutions for IP video surveillance.

Dongle Type
There are two types of USB dongles available for the Hybrid and NVR solution.

® NVR (GV) Dongle: This is used for GeoVision IP devices.

® NVR Dongle: This is used for third-party IP devices, or a mix of GeoVision and third-party IP
devices.
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Hybrid Solution Description

1. Specifications of the Hybrid solution. The Hybrid solution supports the maximum of 8 IP video
sources with the limit of 16 channels in total, e.g. 8 analog videos + 8 IP videos = 16 channels.

If more than 8 IP videos are required, you may choose the GV-NVR solution with support for up to
16 IP video channels.

2. Connection of GeoVision IP devices to GV-System. The Hybrid solution accepts all IP videos
from GV-IP Camera, GV-Video Server and GV-Compact DVR. There is no need to use a USB
dongle.

3. Connection of third-party IP devices to GV-System. To implement the Hybrid solution with

third-party IP video devices, you heed NVR Dongle from GeoVision.

° The dongle options include: 1, 2, 4, 6, 8 IP channel(s).

NVR Solution Description

1. GV-NVR is a complete software-based surveillance solution without using a video capture card.
Video inputs to the GV-NVR must be IP video sources. Up to 16 IP video channels are supported.
2.  Connection of Geovision IP devices to GV-NVR. To implement the GV-NVR solution with
GeoVision IP video devices, you need NVR (GV) Dongle from GeoVision.
® Dongle options include: 4, 8, 12, 16 IP channels.
3. Connection of third-party IP devices to GV-NVR. To implement the GV-NVR solution with
third-party IP video devices, you need NVR Dongle from GeoVision.
) Dongle options include: 1, 2, 4, 6, 8, 10, 12, 16 IP channel(s).

NVR Dongle also accepts a mix use of both GeoVision and third-party IP devices.

Note: The USB dongles will enable GV-NVR to receive any kind of streaming from the IP video

devices including VGA or Megapixel streaming.
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Adding IP Video Sources

The setting procedures may vary slightly among IP camera, video server and compact DVR. The

following procedures are the example of setting up an IP camera in the system:

1. Click the Configure button (No. 14, Figure 1-2), select General Setting, select Camera / Audio

Install and click IP Camera Install. This dialog box appears.

IP Camera Setup

[v Install IP Camera

Pleaze select the number of IP Cameras & - m

youl wearnt to installed:

0.4 | Cancel ‘

Figure 1-116

2. Check Install IP Camera, select the number of IP cameras you want to link to, and click

Configure. This dialog box appears.

Hybrid Video Server

Serveraddress | Port | carm.mo. | stats | video Resolution Location [

Add Camera

Scan Camera

Figure 1-117

® To automatically set up an IP camera, click Scan Camera to detect any IP cameras on the
same LAN. Note that the Scan Camera function only works for GeoVision IP products.
® To manually set up an IP camera, click Add Camera.

The following steps are the example of manual setup.

3. Click Add Camera. This dialog box appears.

Select Brand fgl
ServerIP: [192.168.1.21 |
HTTP Part - |80

User name : |admin

Password : |""*‘*

Brand : |F'Iease select the brand of IP camera j

Message :

Figure 1-118
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4. Type the IP address, username and password of the IP camera. Modify the default HTTP port if

necessary.
5. Select a camera from the Brand drop-down list. This dialog box appears. The options in the dialog

box may vary depending on camera brands.

GeoNessy2IPCam E‘
Part

Port | 10000

Stream MNurnber
" Single Stream @ Dual Stream

Codec Type

Preview : MPEG4  Record :JPEG j

Resolution
Preview : Record :

Figure 1-119

B Port: Video streaming port number.
Stream number: You may have the option of single or dual streaming.
Codec Type: You may have the codec option of MPEG4 or JPEG. If the selected camera
supports dual streaming, the preview codec and recording codec can be set differently.

B Resolution: You may select the different resolutions for preview and recording.

6. Click Apply. The IP camera is added to the list.
7. Click the listed camera, and select Display position to map the IP camera to a channel on the

GV-System.

Hybrid Video Server

Server address Status Wideo Resolution Location Add Camera
10000 Ge *Carm

Display position 3

Delete camera Scan Camera

Change Resolution

Ll

0

Figure 1-120

8. The Status column now should display “Connected”. Click OK.
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Previewing Video and Setting Audio

To preview video and activate audio, click the desired camera (Figure 1-121) and select Preview &

Audio Setting. This dialog box appears.

Preview & Audio setting g|
Preview selected camera

0K
CAM.2 hd [v Preview dual stream record channel -
Viden preview Audio setting Cancel

Monitor [ Wave Out
Sensitidty: 7 ——— [—

Gain
Cantral :

Hardware cormpressed data control
[~ Enable cormpressed data FIFO.

Figure 1-121

[Preview Channel Select]

B Drop-down List: Select the desired camera for live preview

B Preview dual stream record channel: The option is only available when the dual stream is set,
i.e. the cameras for live view and recording are configured differently (see Figure 1-120). Check

this option for recording preview.

[Audio Setting]

B Monitor Sensitivity: Adjust the sensitivity of the audio that will be detected. The higher the value,
the more sensitive the system is to the surrounding sound.
Gain Control: Increase or decrease the gain of the microphone.
Wave Out: Enable this option to listen to live audio from the camera.

Rec Audio: Enable this option to activate the audio recording.

[Hardware compressed data control]

The hardware-compressed data from the video IP device, such as IP Camera, Video Server and
Compact DVR, will be transmitted directly to remote servers instead of being compressed again on
GV-System. The remote servers include Center V2, Control Center and WebCam. This function is
useful when many remote servers access GV-System at one time. It can reduce the system load on

GV-System, and provide more frame rates and better image quality for each remote server.

Note: It is highly recommended to enable this function on a LAN environment because it requires a
lot of bandwidth.
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Setting Up PTZ IP Camera

To set up the IP camera with PTZ functions, follow these steps:

1. To addthe PTZ IP camera to the system, follow the steps in Adding IP Video Sources above.

2. To enable the PTZ function, click the Configure button (No. 14, Figure 1-2), point to General

Setting and select System Configure. The System Configure dialog box appears.

3. Inthe PTZ Control section, enable PTZ Device Setup and select the PTZ IP camera from the

drop-down list.
4. Click OK and return to the main screen. Now you should see PTZ Control button displayed on the

right side of the main screen. Click this button to display the onscreen control panel.

For details on using the control panel, see PTZ Control Panel earlier in this chapter.
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Fast Key Lockup

If you wish not to use certain fast keys and do not want them to interfere with the keyboard use, you

can disable the fast key functions.

1. Click the Configure button (No. 14, Figure 1-2), point to Tools, select Tool Kit, and then select
Fast Key Lock Setup. This dialog box appears.

x
[+ Lock Sensitive Fast Key

Lock | Fast Key -

F7

O F&

Fg

O F11

F12

I

| M

| 3

| T

W

O W

O X i

e

R -
a ™
Ok I Cancel | Browse |

Figure 1-122

2. Check Lock Sensitive Fast Key, and check the fast keys you want to disable. To restore the fast
keys, uncheck them again.

3. Click OK to apply your settings.

Version Information

To know which version of GV-System you have, click the Configure button (No. 14, Figure 1-2), point

to Tools, and then select Version Information.

Fast Key Reference

This option lets you view the fast key windows of Main System and PTZ Control, giving you an instant
reference. Click the Configure button (No. 14, Figure 1-2), point to Tools, select Tool Kit, and then
select Fast Key List to display the fast key table of Main System. Click Next to display the table of
PTZ Control.
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PTZ Protocol and Model Support

This list is for you to view the PTZ protocols and models that GV-System supports. When you set up

PTZ control in the System Configure window, click the drop-down list to select the PTZ device.

PTZ Protocol and Model Support

Ademco (Jupiter)

Minking Dome

Bosch (TC700 / 8560)

Mintron (54G2AHN/P)

CBC GANZ (ZC-S120 Series)

NanWang (NVD 2300PNT)

Chiper (VOKRP)

Panasonic (WV-CS850 / WV-CS960)

Direct Perception (PTU Series)

Pelco Dome (Pelco D / Pelco P)

D-max Dome

Pelco (Spectra Ill)

DongYang Dome (DOH-240)

PelcoSpetra Mini Dome (SD4-WO)

DynaColor (D-7720/ 7722)

Pishion 22X

Dynacolor Dome

PTZin1/O

ELBEX (Matrix / 1000)

SAE (DR-E 588)

EverFocus (EPTZ 1000 / 500)

Samsung (SCC-641 / 643)

GKB (SPD-221)

Samsung (SPD-1600 / SPD-3300)

HiSharp HS-CC610 (Pelco D / Pelco P)

Sensormatic (Ultra 1V)

JEC Dome

Sony (EVI-D100)

JVC (TK-S576B / TK-S655) TOA (CC551)
Kalatel CyberDome VCC3
Kampro Technology (K-ZC23) VCC4

KenKo (DMP23-H1) VCC50i

LG (LPT-OS553HQ) VIDO Dome
Lilin PIH (PIH-7000 / 7600 / 7600PL / 7625) YAAN Dome

MESSOA (SDS600 Series / D-700 Series)

Note: GV-System only supports original factory models. Other brands of cameras claiming of the
same protocol compatibility may not work properly with GV-System. GeoVision takes no

responsibility of such incompatibility.




Configuring Main System

USB Dongle Required for IP Device Applications

Solution Application USB Dongle Required
Connection of GV IP devices
NO
to GV-System
Hybrid DVR
Connection of 3™ party IP devices
NVR Dongle
to GV-System
Connection of GV IP devices
NVR (GV) Dongle
to GV-NVR
GV-NVR

Connection of both GV and 3rd party IP

. NVR Dongle
devices to GV-NVR

Connection of GV IP devices
Center V2 No extra dongle required
to Center V2

Connection of both GV and 3rd party IP

Control Center .
devices to Control Center

No extra dongle required
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Supported IP Devices

No. | Model No. | Model

1 GV-IP Camera 33 JVC_VN-C625U

2 GV-Video Server 34 JVC_VN-C655U

3 GV-Compact DVR 35 Mobotix_M12

4 Arecont_AV-1300 36 SONY_SNC_CS10

5 Arecont_AV-2100 37 SONY_SNC_CsS11

6 Arecont_AV-3100 38 SONY_SNC_CS50N

7 Arecont_AV-5100 39 SONY_SNC_CS50P

8 AXIS_206 40 SONY_SNC_DF40N

9 AXIS_207 | AXIS_207W 41 | SONY_SNC_DF40P

10 AXIS__207MW 42 SONY_SNC_DF50N

11 AXIS_210 43 SONY_SNC_DF50P

12 AXIS_211 44 SONY_SNC_DF70N

13 | AXIS_211A 45 | SONY_SNC_DF70P

14 AXIS_ 212 PTZ 46 SONY_SNC_DF80N

15 AXIS_213 PTZ 47 SONY_SNC_DF80P

16 AXIS_214 PTZ 48 SONY_SNC_P1

17 | AXIS_216FD / AXIS_216FD-V 49 | SONY_SNC_P5

18 | AXIS_221 50 SONY_SNC_RX550N
19 AXIS_223M 51 SONY_SNC_RX550P
20 AXIS_225FD 52 SONY_SNC_RZ25N

21 | AXIS_ 231D+ 53 | SONY_SNC_RZ25P

22 AXIS_232D+ 54 SONY_SNC_RZ50N

23 AXIS_233D 55 SONY_SNC_RZ50P

24 IQEye_301 56 Panasonic BB_ HCM110
25 IQEye 302 57 Panasonic BB HCM311
26 IQEye_510 58 Panasonic_BB_ HCM331
27 | IQEye_511 59 | Panasonic_BB_HCM371
28 IQEye_701 60 Panasonic_ BB_ HCM381
29 IQEye_702 61 Panasonic_BB_HCM403
30 JVC_VN-C20U 62 Panasonic_BB_HCE481A
31 JVC_VN-C205U 63 Panasonic_BL-C10

32 JVC_VN-C215U 64 Panasonic_BL-C30

Specifications are subject to change without notice.



Configuring Main System

Specifications

Feature Notes
Maximum of 16 channels

Panorama View ® 4 sets of panorama view for live view monitoring
Dongle required

_ Maximum of 4 channels

Defogging ]
Dongle required
Maximum of 4 channels

Stabilizer )
Dongle required
Maximum of 16 channels
Frame rate must be 7 frames per second at least.

Counter

Using this function on 8 or more cameras requires memory of
512MB and a CPU of Pentium 4 Dual Core 2.13 GHz.

Maximum of 16 channels

) Maximum of 250 detection boxes can be set
Privacy Mask
The overall size of detection boxes cannot exceed 102400

bytes.

Maximum of 16 channels
Advanced Motion Detection | @ Maximum of 10 detection boxes can be set at each sensitivity

level

Object Index / ® Maximum of 4 channels
Object Monitor /

Face Detection

Specifications are subject to change without notice.
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/O Applications

This chapter discusses how you can set up and control the I/O devices connected to GV-System. 1/O
applications include these features:
® Configure 1/O devices

Move PTZ to a preset location on input trigger

® Support access control systems of Momentary and Maintained modes
® Arm and disarm 1/O devices without interfering with the monitoring
® Centrally manage I/O devices across the wide area by the Advanced 1/0O Panel

Setting Up I/0O Devices

Devices necessary for I/0 applications are: GV-Net, GV-Net card, GV-NET/IO card, GV-IO and
GV-Relay. For details, see Chapter 2 in the Installation Guide.
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To connect an I/O device to GV-System, you need to configure the settings. On the main screen, click

the Configure button, point to General Setting, click System Configure, and then click the I/O

Device tab. This window appears.

X

System Configure

General Setting] Camera Record Setting 1/ 0 Device l Hotline # Network]
Select 140 Device il

YV N T /10 Card 4 I:?'J‘:; CL Sl e

- Input E N CNE T
Address: Remmve W anitar [nput

[ Recideo: l_ Sex

W Irvoke Alam: [[:].])j Matity -

Moduls | Device | Part | Address I Irvoke to Send Alerts .

1 GW-MET/0 Card - ™ Output Module: | J | J
[™ Register Input Event

Output 1 jj
-

Mame

Output 1 Force Output

Signal Type

=]

+ N/O  N/O Toggle ™ N/ Pulse
< sl € M/CC N Toage " M/CPulse Bz
1]8 | Cancel |

Figure 2-1 /O Settings

[Select I/O Device] Adds an I/O device to the system:

1. Select the device from the Device drop-down list.

2. Click the Format Addr. button to assign an address to the device. The Format Address dialog box
appears.

3. Start your first device with New Address set to 1. Click the Write button to write the address to the
device. Click OK to apply the setting.

4. Click the Add button. You should see the device listed in the display window.

Note:

® Repeat above steps to add more devices once at a time. Each device should have its own
address; therefore, in step 3 you should assign a different address for the new device.

® For GV-Net/IO Card V3.1 (Net/lO Card Mode), select the port option of GV-NET/IO Card; for
GV-Net/IO Card V3.1 (I/O Box Mode), select the port option of GVIO-USB(4); for GV-1/0 USB
Box, select the port option of GVIO-USB(16).
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[Input X] Click the Arrow buttons to select an Input to set up. One GV-IO module provides up to 8

inputs.

Select Input Apply to all Inputs

= Input 1 !JL

—Mame——— "5ignal Tupe E

& N@ O N e

Ilnput ! Trigger

~ Maritor Input 3]

¥ Feciden: |5 Sec |Eamera 1 _*J
¥ Invoke dlam: : | i vI . .
S ﬂ 3) |Notif Take a snapshot on input trigger
¥ Invoke to Send Alertz ; E @ Delay Time Setup
¥ Output Module: IM.;..j_ 1 j IP‘in. 1 LI @ Delay Time Setup

¥ Fegister Input Event

Figure 2-2

B Name: Specifies a name for each input device in the Name field. (Click the Arrow button to set up

next input).
Signal Type: Select signal type for your input device. You may use the Finger button to apply
your selection to all input devices.

For details on Latch Trigger, see Latch Trigger later in this chapter.

[Monitor Input]

B Rec Video: Check this option to use the input (sensors or detectors) to trigger recording. You may

select which camera to record in the Camera Select drop-down list and specify the recording
duration.

Invoke Alarm: Check this option to activate computer alarm when the input is triggered. You may
select the alarm type in the drop-down menu.

Invoke to Send Alerts: Check this option to send out an assigned alert (E-Mail/Hotline/SMS)
when the input is triggered.

1st Right Arrow button: Appears when E-Mail is the assigned alert. Click to select the camera(s)
to take a snapshot on input trigger. The snapshot will be sent out by E-Mail.

2nd Right Arrow button: Click to set the delay time to activate assigned alerts
(E-Mail/Hotline/SMS).

Output Module: If the input is invoked, the system will automatically send a signal to an output
pin.

Right Arrow button: Click to set the delay time to activate the assigned output module.
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B Register Input Event: This option logs the alarm events into System Log. Each event is labeled
with ID, time, device name (camera or I/O input), corresponding module of the device, and event

for later retrieval. For details on System Log, see Chapter 1.

Note: The delay functions in Invoke to Send Alerts and Output Module allow you time to deactivate
prior to enabling alerts and the output device. To deactivate these settings, you may stop monitoring or
enable the assigned input module set at “Deactivate notification when selected pin ON" in I/O

Application window (Figure 2-8).

[Output X] Click the Arrow buttons to select an output. One GV-IO module provides up to 16 outputs.

Select Output

| |
— Dutput 1 _LJ_JI
[T FarPTE

— Mame

F Chatpt
Apply to all Outputs !Dumm 4 1 MI
— Signal Type E

& N O NAD Toggls " NAO Pulze
=
N/ O NJC Toogle (&1 " M/ Pulse [F sec

Keep Last Toggle Status
Figure 2-3

B For PTZ: This option opens the PTZ Control Panel, where to control movements of your PTZ
camera.
Name: Specifies a hame for each output device in the Name field.
Force Output: Click to test signal to the selected device.
Signal Type: There are six signal types available: N/O (Normal Open), N/O Toggle, N/O Pulse,
N/C (Normal Closed), N/C Toggle, and N/C Pulse. Choose the one that mostly suits the device
you're using. The N/O Toggle or N/C Toggle signal type is the output high mode that turns to
output low until the monitoring is stopped. You can also specify the pulse duration for pulse type
signals.

B Keep Last Toggle Status: See Keeping Last Toggle Status later in this chapter.

Note: PTZ camera and I/O devices cannot be assigned to the same port at the same time.
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Instead of constant output alarm in N/O and N/C, the Latch Trigger option provides a momentary alarm,

and allows you to set the alarm duration.

Setting up Latch Trigger:

On the main screen, click the Configure button, point to General Setting, click System Configure,

click the I/O Device tab, and then check Latch Trigger. See the red square in this dialog box.

System Configure

|

Device: | GY-NET/IO Card

Part: | J

Address: | J Remove
Module | Device | Part | Address

1 GV-HETAO Card =

£ *

General Setlingl Camera Record Setting |/ 0 Device l HatLine / Netwnrkl
Select 1/0 Device

X

4 *
I;Z::l:; JJ Signal Type
Input 1 F DN e
Fonitar [nput w
v Rec'ideo |5_ Sec  |Cameral -
v Invoke &lam: [[:].J):] m
¥ Irvoke to Send Alerts

v Dutput Module; |M0d_ 1 ﬂ |F'in. 7 ﬂ

[v Register Input Event

Output 1 jﬂ
B

M ame

Output 1 Force Output

Signal Type
N T NAD Togale * N0 Pulse
" M/T O NAC Toogle o g Ml

QK. | Cancel |

Application Example:
In the above scenario, Input 4 is set to N/O and Latch Trigger as well. When Input 4 is triggered:

Figure 2-4

® Camera 1 starts recording for 30 seconds and stops itself until the next input trigger (see the Rec

Video option).

Computer Alarm sounds once (see the Invoke Alarm option).

The output (Module 3, Pin 7) is triggered simultaneously based on the Latch Trigger mode (see

the illustrations below).

Following illustrations can help you understand different output signals (see Purple Square in the

above dialog box) working with the Latch Trigger option.
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1. N/O (Normal Open) + Latch Trigger

Once the input triggers the output, the output will be triggered for a short moment and then turn off

itself.
N/C N/C N/C N/C
Input
Output
N/O N/O N/O N/O N/O N/O

2. N/O Toggle + Latch Trigger
Once the input triggers the output, the output will keep triggering until a new input trigger.

N/C N/C N/C N/C

Input
Output

N/O N/O N/O N/O

+ :

1st Input Trigger 2nd Input Trigger

3. N/O Pulse + Latch Trigger
Suppose you set the Pulse time to 60 second. Once the input triggers the output, the output will remain

ON for 60 seconds before turning off itself.

N/C N/C N/C N/C
60 60
sec sec
Input
Output
N/O N/O N/O N/O
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Keeping Last Toggle Status

This feature can memorize the current output state when the monitoring is stopped or the system is
restarted. For example, suppose the output is lights. When remaining on the premises, you stop

monitoring but the triggered lights remain ON, not affected by the system state.

Setting up “Keep Last Toggle Status”:
In the System Configure dialog box (Figure 2-3), select N/O Toggle or N/C Toggle, click the Arrow
button beside to check Keep Last Toggle Status.

Signal Type (g
" N/ & NAD Toaggle I:I " N/0 Pulse
" NAC O N/C Toggle

Coar

v Keep Last Togagle Status

Figure 2-5

Application Example:
Following two illustrations help you understand how the input works with the output set to Keep Last

Toggle Status.

1. Input (N/O) + Output (N/O Toggle + Keep Last Toggle Status)

The triggered output remains ON even when you stop monitoring or restart the system.

N/C N/C N/C
Input
Output N/O N/O N/O
1st Input Trigger 2nd Input Trigger

Stop monitoring /
Restart the system
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2. Input (N/O + Latch Trigger) + Output (N/O Toggle + Keep Last Toggle Status)
When “Latch Trigger” works with “Keep Last Toggle Status”, the output only has a momentary trigger
but also needs to remain ON even when you stop monitoring or restart the system. Therefore under

the two conditions, the output turns off until a new input trigger.

N/C N/C N/C
Input
Output N/O N/O N/O
1st Input Trigger 2nd Input Trigger

Stop monitoring /
Restart the system
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1/0 Control Panel

I/O control panel is used to control I/O devices that are added to the system. This control panel will not
appeatr, unless at least one 1/O device is connected to the system. To add and to configure a device,

see Setting Up 1/0O Devices earlier in this chapter.

1/O Input Control Panel

After a device is added to the system, click the I/O button on the main screen to bring out the on-screen
control panel for inputs and outputs (Figure 2-6 and Figure 2-7). If only one I/O device is connected to
the system, click the 1/O button and select Module 1 to bring up the control panel; if more than one 1/O
modules are connected to the system, clicking the 1/0O button will list all I/O modules connected to the

system. Select one to bring out the control panel.

n_| Out [E]
Ielonciulie 1 ——— Moduke Nomber
Input 1 ]
Input 2
Inpast 3
Input 4
Input 5
Input &
Iript 7
Inpt &

—— Ihpnt Device

&0 B B0 o B0 0 Y0 Bo

Figure 2-6 Input control panel

The input panel displays status of current input sensors. The “walking man” icon indicates the sensor is

being triggered.

1/0 Output Control Panel

Click the Out button to switch to the following output panel. Pressing an alarm icon will send an output

signal to the corresponding relay.

noE| | (=

Module 2 Module 2 —1——Module Number
Output1 @ Outputd  |@

Output2  |@ Output 10 |@

Outputs  |@ Output 11 |@

Output 4 |@ Output 12 |@

oupts (@ Output 13 (@ [ Output Device
Output & |@ Output 14 |@

Output 7 [@ Output 15 [@

Output s (@ Output 16 @__

Figure 2-7 Output Control Panel
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Moving PTZ Camera to a Preset Location upon

Alarm Event

It is possible to direct a PTZ camera to a present location upon an alarm event. The setup determines
how the PTZ camera moves to respond to an I/O-triggered event. Click the Configure button, point to
Accessories, click I/0 Application, and select I/0O Application Setting from the menu to bring up the

following dialog box.

I,/0 Application i B 5'

~ Module 1 oife Clesr &l | —
— Input 4 T | 'I ¥ Deactivate notification when selected pin s Of
W Preset Go by 1D IMod.1 vl Inpautt : IPin.1 vI
|vcc3 | Deactivate Motification

Acllr: I 1 'I Trigoer by IMD’[iDn j
Alarm O IPreset 1 vl Deactivate Selacted Motification:
Alatn Ot [prse 1 -] W ouput [V wave slam (36

A,
v Send Alert (TelEMailiShE) =
Alarm On Erveell Time: I 10 Sec.

v Mever Recycling Input - Triggered ' ideo Lost Trigger 1iC

Everts [mod 1 | output: [Fin1 x|
" Mamertary Mode + ?u1 de @
Start/Stop Pin
v Start/Stop Camera haonitor by 10 IMc.d_ 1 j lPin, il j
[V Start/Stop 10 Monitor by 1 IMod_ 1 = lF‘in. 1

Ok I Cancel |

Figure 2-8 I/O Application

The options here allow you to specify how the PTZ camera, and the GV-System will respond to an

I/O-triggered event. Click the Arrow buttons, and select a module and its input to set up.

Preset Go by I/0O: Enable the option and select your PTZ camera from the drop-down list.
Addr: Specify the address of the PTZ camera.
Alarm On: Turns the PTZ camera to a preset point when the input is triggered.

Alarm Off: Returns the PTZ camera to a preset point when the triggered input is off.

Alarm On Dwell Time: Specify the amount of time the PTZ camera stays at “Alarm On” preset

point, before returning to the “Alarm Off” preset point.

[Never Recycling Input-Triggered Events] When the item is checked, the files of input-triggered

events won't be recycled by the system when disk space is full.
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[Video Lost Trigger I/O] Activates the specified output module if any camera loses its video signal.

[Momentary Mode] Pushbutton switches that are normally open and stay closed only as long as the
button is pressed. Momentary switches allow turn-on or turn-off from multiple locations. For example,
certain premises have a designated entry/exit door. When the staff enters the entry door, the system

starts monitoring. When the staff leaves from the exit door, the system stops monitoring.

[Maintained Mode] Push-on/push off button switches that stay open until thrown, and then stay closed
until thrown again. Maintained switches are convenient for only one switch location.
For example, in the business hour when the door is opened, the system stops monitoring; in the

non-business hour when the door is closed, the system starts monitoring.

Deactivating Alarm and Alert Settings

The option lets you instantly deactivate all the prior alarm and alert settings (Output, Wave Alarm, Send

Alerts), when an assigned input module is triggered. Open the I/O Application window (Figure 2-8), and

find the following section.

[Deactivate notification when selected pin is ON] When an assigned input module is activated, all

designated alarms and alerts will be disabled. Assign an installed input module and a pin number for

W Deactivate notification when selected pin iz QM

Ir-.-1|:|d.1 vI Irgatt IF‘in.1 vI

— Deactivate Motification —E

Trigger by: Ir-.ﬂnticun =

Deactivate Selected Motification:

[v Cutput v Wave Alarm ﬁ &
] . 2k
[ Eend Aert (TelEMailiEms); Euss

Figure 2-9

the application.

[Deactivate Notification]

Triggered by: Select an alert condition from the drop-down list for the application. For example, if

you choose Motion, all designated alarms and alerts upon motion detection will be deactivated

when an assigned input module is activated.

Deactivate Selected Notification: Select the alarms and alerts you want to be deactivated, such

as Output, Wave Alarm and/or Send Alert, when the assigned input module is activated.

| /O Applications
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Detecting Input State

This feature is designed to monitor all inputs for a change of state whenever you start I/O monitoring. A

change from the defined state (N/O to N/C or N/C to N/O) can activate an alarm condition, e.g. a
warning light or buzzer.

1. On the main screen, click the 1/0O button, and then select Detect Input Status. This dialog box
appears.

E|
[]72 Module 1
[ Input
[ Input 2
[ Input 3
[ Input 4

¥ Force outputwhen one or more inputs are abnormal.

Mod. 1 | Output  |Pin. 1 =

AulucluseabnurmalnuhﬁfaﬂerI a Sec.

cancel |
Figure 2-10

2. Check the Input(s) you want to monitor.

For any state change, you can trigger an alarm output by checking Force Output when one or
more inputs are abnormal, and assigning the output module and pin humber.

When the state change is detected, a warning message will pop up on the screen. In the Auto

close abnormal notify after x sec field, you can define the duration of the message to close itself
automatically.

After settings, you can manually detect all input states by selecting Detect Input Status. Or, you can

just start I/O monitoring. When the system detects any change of input state, you may see this warning

message:
.-_ -
\E'f, Flease verify the following abnormal inputs
wodule | Pin |
1 Input1
1 Input 2
1 Input 3
1 Input 4
Setup | Retry |
Figure 2-11
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/O Enable Setting

You can manually arm or disarm any I/O devices without interrupting the monitoring. For example,
when an output alarm is triggered at the front door, you can turn off the output while the system keeps

on recording and I/0O monitoring.

Arming / Disarming 1/O devices:
1. On the main screen, click the 1/0O button, and select I/O Enable Setting. This dialog box appears.
E

) TEST27
=-[7] & Module 1

] "= flgls
F-[#] @ Output Fin { 4)

Reszet Output |
Ok I Cancell Apply |

Figure 2-12

2. Check the Input/Output to arm or uncheck the Input/Output to disarm the device(s). Then click
Apply to verify the changes.
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Advanced I/0 Panel

142

The Advanced I/O Panel provides a centrally managing solution for I/O devices installed across a wide

area. It simplifies the process of configuring and managing many 1/O devices. Its major features are:

Trigger 1/O devices without starting I/O monitoring
Group I/O devices for cascade triggers
Monitor different I/O cascade configurations at different times of the day

Quickly access triggered 1/0 devices by a Quick Link window

The Advanced 1/0 Panel

To open the panel, click the I/O button on the main screen, and then select Advanced I/O Panel.

00600606 o

« I/0 Central Panel o o] 4
a_.} Mode [Default
e___\___,- Standard 1/O List ] Achvanced 1O List
=-® TEST27 (1 Modules)
2475 Module 1

----- &= |nput 1

----- &= |nput 2

..... &= Input 3

----- &= |nput 4

----- @ Output1

----- @ Output 2

----- @ Output 3

----- @ Output 4

Figure 2-13

The controls on the Advanced I/O Panel:
No. Name Description
1 Configure Accesses Panel and Schedule settings.
2 Mode Schedule Starts/stops Mode Schedule.
3 Toggle Quick Link Displays the Quick Link window for quick access to triggered 1/O devices.
4 Advanced I/O List Style Displays the Advanced I/O List in various styles: View/Edit, Icon and Detail.
5 Expand Tree Row Expands tree branches.
6 Collapse Tree Row Collapses tree branches.
7 Mode Configures various cascade modes.
8 Standard I/O List Displays connected 1/0 modules.
9 Advanced I/O List Groups /O devices in cascade mode.




Creating a Group for Cascade Triggers
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You can group I/O devices by function or geography. Further, the group allows cascade triggers,

meaning that the trigger actions of one trigger can activate another trigger.

For example, you might have a group called “Entrance” that contains all /O devices installed at

entrances. The “Entrance” group might contain other sub groups, each of which contains just the

related I/O devices in various geographic locations:

=] Input 2

=@ Output 1

————  Group containing all /0 devices installed at entrances
Input 2 installed at the front entrance
Output 1 sub group at the kitchen

—— Output 3 sub group at the garage

Figure 2-14

When Input 2 is triggered, it will trigger the sub groups of Output 1 and Output 3, and Output 1 will
trigger Output 2 in a cascade series.

Creating a Group

1. Right-click on Advanced I/O List, and then select Add A Group. This dialog box appears.

—Graup Mame
*’
|H05t1

Cancel

— Group Motify Setting
v Irvoke Alarm

d

Buzzer

W Enahble advanced logical input in Multicam

=

]

Figure 2-15

Group Name: Names the group.

Invoke Alarm: Invokes the computer alarm on I/O trigger. Select a sound from the drop-down

list.

B Enable advanced logical input in Multicam: See Setting Advanced Logical Input Status

later in this chapter.

2. Click Save to apply the settings, and return to the panel.

3. To create a cascading hierarchy, drag the desired inputs/outputs from the left Standard I/O List to

the group.

Note: In the cascading hierarchy, each input can only be used once while the same output can be

used repeatedly.
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Editing a Group:
To modify group settings, right-click a group, and select View/Edit. This dialog box appears.

Group Information
— Group Marme

Save

I Entrance
Cancel

i

— Group Motify Setting
¥ Invoke Alarm Buzzer j qﬁ-l

[¥ Enable advanced logical input in Multicam

— Current Pin Setting

Input 1
Input [ Level User-defined |

d-l ¥ Triguer Associated Outputs

Change lcon |
Default lcon |

E-4* Entrance
=-#= Input 1

Figure 2-16

[Group Name] As described in Figure 2-15.

[Group Notify Setting] As described in Figure 2-15.

[Current Pin Setting] To enable this option, highlight an 1/O device from the group list at the bottom.

B Trigger Associated Outputs: Triggers outputs in cascade mode. Click the Finger button to apply
the change to all I/O devices at the same group.

B Change Icon: To enable this option, select one of two displayed icons: Normal or Trigger. Click

the Change Icon button to change an icon. Click the Finger button to apply the change to all I/O

devices at the same group.
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| /O Applications

In addition to editing groups, you can also edit the settings of individual /O device. Right-click an 1/10

device, and select Setting. This dialog box appears.

Pin Setting - Inpuk

A

—Display Setting

@ | Input 1

= Text Color f+ Background Color

Alarm Level | Lewvel Uindefined

— Tridoer Setting
v Trigger Associated Outputs

Default ]

Figure 2-17

[Display Setting] You can define the nature of I/O devices by colors. Note that the setting only affects

the Detail style of the Advanced 1/O List (No. 4, Figure 2-13).

B Alarm Level: Click the Alarm Level drop-down list, and select one of the six default colors: Fire,

Smog, Vibration, Intruder, Motion and Emergency. For the Level Undefined option, select Text

Color or Background Color, and then click the Input/Output drop-down list to change its color.

[Trigger Setting]

B Trigger Associated Outputs: Triggers outputs in cascade mode (see Creating a Group for

Cascade Triggers above).
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Configuring the Advanced I/O Panel

On the panel toolbar, click the Configure button, and select Panel Setting. This dialog box appears.

Panel Configure x|

General |

— Startup
[ Shaw Quick Link

[ Start Monitoring Schedule

— Layout
[~ Show Host Mame

W Use User-defined Text
fLevel 1 x| JLevel1-Fie

(1] I Cancel

Figure 2-18

[Startup]

B Show Quick Link: Opens the Quick Link window at panel startup.

B Start Schedule Monitoring: Starts Mode Schedule at panel startup. For details, see Setting up
Mode Schedule below.

[Layout]

B Show Host Name: Displays the host name of each I/O device on the Advanced I/O List.

B Use User-defined Text: Allows you to modify the text of Alarm Level (Figure 2-17).
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The Mode Schedule allows you to monitor different I/O cascade configurations at different time. For

example, you may want I/O cascade triggers one way during business hours and another way for

non-business hours. Modes can be switched automatically at a scheduled time.

Creating a Mode:

1. Click the Mode drop-down list (No. 7, Figure 2-13), and select More Edit. This dialog box appears.

Advanced I/0 Modes

Advanced VO Settings

Mewhode 1

Save

Cancel

Add

Delete
Fename

Copy

17100

Figure 2-19

2. Click Add, and name the created mode. You can create up to 100 modes.

3. You can also apply the settings of the existed mode to the newly created mode. Click Copy, and

select from Default to create a mode of default settings, or select from selected Mode to create

a mode using the settings of the previously created mode.

4. Click Save to return to the panel.

Select the created mode from the Mode drop-down list, and create the groups in the Advanced I/O

List. For details, see Creating a Group for Cascade Triggers.
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Creating a Mode Schedule:
Define the times and days you like the panel to switch modes.

1. On the panel toolbar, click the Configure button, and select Schedule Setting. This dialog box

appears.
5
Add | modify | Celete | Sawe I Cancel |
Marme | Mode | Time | Days |

Schedule 1

mMondayWednesday,Friday

Figure 2-20

2. Click Add to create a schedule. This dialog box appears.

Marme | Schedule 1

Mode  |Defaut =]
Time  [0o:00:00 = ~ [23:00:00 <
Days

(0]78 I Cancel

Figure 2-21

Name: Type a name for the schedule.
Mode: Select a mode from the drop-down list.

Time: Define a time period you want the mode to run.

Days: Check the day(s) you want the mode to run.

3. Click OK to apply the settings, and click Save to return to the panel.
4. To start the mode schedule, click the Mode Schedule button (No. 4, Figure 2-13), and then select
Mode Schedule Start.
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Quick Link

The Quick Link provides a quick access to triggered 1/O devices. It is a separate window to display all

| /O Applications

group icons. The group icon flashes when any included 1/O device is triggered. Clicking the flashing
icon will bring you to the 1/O location in the Advanced I/O List.

» To open the Quick Link window, click the Toggle Quick Link button. (No. 3, Figure 2-13).

» To set the Quick Link window at panel startup, see the Show Quick Link option in Figure 2-18.

R dlea-lan

| Made [Default =l

+ I/0 Central Panel

Entrance

\_. Standard 110 List

=-_. Advanced IO List

Exit

o0&

_o x|

El

Forcing Output

To manually force an output, click one output, and select Force Output.

>
>

£ TESTZT ¢ Modules) =-§# Entrance
E|l?- Module 1 : E&:’g— Input 1 Laokby
& Input1 |@ Outputi
2§ Exit
&= |nput 3
@ Output &
@ Output1 @ Qutput 2
@ Output 2 @ Output 3
g Output 3 B¢ Lobby
L@ Output 4 L= Input 2
@ Output
=@ Output 2
@ Output &
Figure 2-22

In the Standard 1/O List, you can force the output individually.

In the Advanced /O List, considering cascade triggers, you can only manually force the output at

the top level, e.g. Figure 2-23. Other outputs at sub levels cannot be forced manually, e.g. Figure

2-24.
However, if the output is not in a cascading hierarchy, you can definitely force it manually, e.qg.
Figure 2-25.
= [§| Elevators -4+ Entry = Jg] Toilet
SR Y Cutput 1 | - &= Input 2 @ output 1
--|@ Output 2 --|@ Output 1
--|@ Output 3 [@ Output 2 [@ Output 3
[@ Output 4 [@ Output 3 [@ Output 4
Figure 2-23 Figure 2-24 Figure 2-25
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Editing Background Image

With the Background Image feature, you can import a floor plan to lay out the locations of triggered I/O

devices. This feature works in the Icon style of the Advanced I/O List.

1. To switch to the Icon style, click the Advanced I/O List Style button (No. 4, Figure 2-13) and then
select Icon.

2. Select a group in the Advanced I/O List. The 1/O icons of this group will be displayed.

3. Right-click on the right screen, and select Background Image to import a graphic file.

4. Right-click on the right screen, and uncheck Auto Arrange. Now you can freely drag the I/O icons
to the desired locations on the imported map.

5. To add images to another group, repeat the steps 2 to 4.

+ 1/0 Central Panel =10l x|
L dle a-laa

Maode  |Default 2
=i Advanced 1i0 List .
= § Entrance @ &
_—

2 & Inputt Input 3
Qutput 2

P|@ Output 4 e

E-[@ Output 2
1@ output3 Output 4

= @ Lobby @
& Input 2
L@ output1

L

Figure 2-26

Note: Highlighting Advanced I/O List in the Advanced /O List, you can import another image.

System-Wide Triggers

The System-Wide feature gives privileges to remote applications, such as Center V2 and VSM, to

force the outputs in the Main System for cascade triggers.

For this example, the System-Wide feature is enabled in Output 1. When the VSM operator manually
forces Output 1, Output 2, 3 and 4 will be triggered in a cascade series. If the System-Wide feature is

disabled, the operator can only force Output 1 without cascade triggers.

—.4# Elevators
-8 Output 1 (System-Wide)
—-|@ Output 2
--|@ Output 3
@ Qutput 4

Figure 2-27

To enable this feature, right-click an output at the top level, and then select System-Wide Output.
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The “Advanced Logical Input Status in Mutlicam” Option

If you already set a specific input to trigger a specific output in the Main System, you can decide

whether to apply the simple input-trigger-output setting in the Advanced 1/O Panel.

For example, you have set a simple access system in the Main System: Input 2 (card reader) triggers

Output 3 (the door opens).

Input 2 jj

Mame

Iput 2

Signal Type

b amitar Input

[ Rec‘ideo
[ Irvoke Alarm:

[ Invoke to Send Alerts

5 Latch
& N/O NG rTrigger

’_ Sec
() [Ny =

| i biodde

[B]
Mod 1 | [Pin3 jl

[ Regizter [nput Event

Figure 2-28

But to tighten security, you may set a group “Garage” in the Advanced I/O Panel. Both Input 1 (power

switch) and Input 2 (card reader) should be activated together to trigger Output 1 (light), Output 2

(alarm) and Output 3 (the door opens) in a cascade series. Simply activating Input 2 (card reader)

shouldn’t cause any output triggers in the cascading hierarchy.

So now you have the options:

2 Garage )
S & Input 1 power switch
Zj4% Input 2 card reader ——--- Output 3 door opens
=-|@ Output 1 light
=@ Output 2 alarm
|@ CQutput? —— door opens
Figure 2-29

» At default, the simple input-trigger-output setting is applied at the Advance I/O Panel when 1/O

monitoring is activated. For this example, Input 2 will trigger Output 3.

» To only apply the cascade triggers set in the Advanced I/O Panel and ignore the simple

input-trigger-output setting, enable Use adv. Logical input result as input status from the 1/0

icon on the main screen and Enable advanced logical input in Multicam from a certain group

(see Figure2- 16) together.

» To switch to the simple input-trigger-output setting, just disable Enable advanced logical input in

Multicam.

151



Q GeoUision

152

Managing a Group of 1/O Devices

With groups of I/0 devices set up on the I/O Advanced Panel, you can enable or disable these 1/0

devices by groups.

Enabling a Group
On the 1/0 Advanced Panel, right-click a desired group and select Start Monitoring. All input devices

of this group are now enabled. When inputs are triggered, outputs will be activated in cascade mode.

Disabling a Group
On the 1/0 Advanced Panel, right-click a desired group and select Stop Monitoring. All input devices

of this group are now disabled. No cascade triggers will occur.

Pausing the Triggered Inputs
This feature is designed for a group of outputs set to be Toggle mode. When inputs activate outputs in
cascade triggers, right-click this group and select Pause Monitoring. The inputs of the group will be

reset, but the outputs keep on alarming.

Note: With the System-Wide Output option (see System-Wide Triggers above) activated, you

cannot use these three options to manage a group of I/O devices.
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Visual Automation

The Visual Automation helps you automate any electronic device by triggering the connected output.

You can intuitively click on the image of the electronic device to change its current state, e.g. light ON.

Setting Up Visual Automation

1. Onthe main screen, click the Configure button, point to Accessories, and select Visual

Automation Setting. This dialog box appears.

Visual Automation SetUp E|
lv Enahle

|Camera1 j

Set Color |

Delete All Sets |

Showe Style

" Marmal

Figure 2-30

2. Select the desired camera from the drop-down list, and check Enable.

3. Drag the region on the image of the desired device. This dialog box appears.

Moaduiet -
|Output 1 -

fote

—

Cancel|

Figure 2-31
4. Select the connected module and output device. In the Note field, type a note to help you manage
the device. Click OK to save the configurations.
5. To change the frame color of the set region, click the Set Color button.
To emboss the set region, check the Float Up option; or keep them flat by checking the Normal
option.
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Using Visual Automation

1. On the main screen, click the desired camera name, and select /O Automation. This window

appears.

Yisual Automation ¥iew - Camera 1

Figure 2-32
2. Click the set regions to force the connected output device.
3. To change the style of the set region, right-click the 1/O icon to bring up these options:
B Show All: Displays all set regions.
B Rect Float: Embosses all set regions.

B Set Color: Changes the frame color of all set regions.



Virtual I/O Control

The GV-System can work with the GV-Video Server, GV-Wiegand Capture, GV-Compact DVR and

GV-IP Cameras. The integration allows the GV-System to control their connected I/O devices

respectively.

On the main screen, click the Configure button, point to Accessories, click I/O Application, and then

select Virtual 1/0 Setting. This dialog box appears. The I/O device settings are similar to those of the

Main System. For details, see Setting Up I/O Devices earlier in this chapter.

Yirtual 10 device setting

| /O Applications

Selectvifual M0 device Input 1 JJ
Device: | GV-video Server,Gv-Gtal = | Add LTI Sianal Type
{+ i I~

@ Monitar Input

I | Sec | J
Module | Device | Desctiption = ":]])) l—_|
i Gy-video Server GV-... WS-02(192.168.0.8)
2 GV-video Server GV-..  GYLH4(152168.0.108) [

N | =) |

-

Outpput 1 4]

Marme

Sighal Type

o £ -

i i i see
< |

Figure 2-33
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Setting Up a Module

Up to 16 connected I/O devices can be combined to be one module for the GV-System to use. Note
that 1/0O devices from GV-Video Server, GV-Compact DVR and GV-IP Camera can be combined to
build a module. However, 1/0O devices of GV-Wiegand Capture can only combine with those of another

GV-Wiegand Capture to set up a module.

1. Establish the connection to GV-Video Server, GV-Wiegand Capture, GV-Compact DVR or GV-IP
Cameras. For details, see Hybrid and NVR Solution in Chapter 1.

2. Inthe Virtual /O Device Setting dialog box (see Figure 2-33), select one device, e.g. GV-Video
Server, GV-Comact DVR, GV-IP CAM 1.3M I/O, and then click the Add button. This dialog box

appears.

GV-Video Server ,GV-Standalone DVR ,GV-IPCAM1.3M I/O Setup

IP address list: Mapping list:
Device MNa... | Domain Mame(or | Device Ma... | Dornain Marme(or ... | Status |
GV-IPCAM-j.. 192168121 W5-02 192168.0.16 0

Input: 1 Total Input : 4
Output ;1 Total Output: 4
Ok Cancel
Figure 2-34

3. The connected devices appear on the IP address list. Select the desired devices and click the [>>]
button to add their I/O devices to the Mapping list. The total number of added I/O devices is
displayed at the bottom of the Mapping list. Click OK.

4. Select the added module from the list, and define the input status in the Monitor Input section. For
details, see [Input x], Setting Up I/O Device, earlier in this chapter. Click OK.

5. On the main screen, click the I/O button. This module is available from the selection list.
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Point-Of-Sale (POS) Application

A POS system may be integrated to a GV-System through the GV-Data Capture box. Through the
integration, you can investigate a transaction with transaction data overlaying on video footage, by

either live viewing or playing back.

POS System Connection

POS systems vary in different forms, with a receipt printer attached internally or externally (also called

cash register), and with the text or graphic mode.

For the information on attaching the text-mode POS system to GV-System, visit the related links below.

To access Visit

DB9 Interface POS System http://www.geovision.com.tw/english/fag/POSflowchart/text/DB9_POS.pdf

DB25 Interface POS System  http://www.geovision.com.tw/english/faq/POSflowchart/text/DB25_ POS.pdf

DB9 Interface Cash Register http://www.geovision.com.tw/english/fag/POSflowchart/text/DB9_cash.pdf

DB25 Interface Cash Register http://www.geovision.com.tw/english/faq/POSflowchart/text/DB25_cash.pdf

To attach the graphic-mode POS system to GV-System, first check if your POS system has these two
characteristics:
® \Windows operating system

® Serial port (COM port) for output

For the application of the graphic-mode POS system, you need:
® Additional USB dongle
® POS Data Sender program (included in the Software CD)

If you are not sure about the printing mode of your POS system, refer to The Printing Mode of POS
System/Cash Register at this link:

http://www.geovision.com.tw/english/fag/POSflowchart/The_printing_mode_of POS_system_cash_register.pdf


http://www.geovision.com.tw/english/faq/POSflowchart/text/DB9_POS.pdf
http://www.geovision.com.tw/english/faq/POSflowchart/text/DB25_POS.pdf
http://www.geovision.com.tw/english/faq/POSflowchart/text/DB9_cash.pdf
http://www.geovision.com.tw/english/faq/POSflowchart/text/DB25_cash.pdf
http://www.geovision.com.tw/english/faq/POSflowchart/The_printing_mode_of_POS_system_cash_register.pdf

Point-of-Sale (POS) Application

POS Data Sender

To attach the graphic-mode POS system with the Windows operation system and serial output to

GV-System, follow these steps:
1. Connect the POS system as illustrated below.

Windows-based and built-in serial-port
POS System

Cross-over RS232

GV-System + USB dongle

Printer

2. Insert the Surveillance System Software CD to the POS system. It will run automatically, and a
window appears.
Select the Install V 8.2.0.0 System.

4. Select the Software POS Driver (Only for Graphic mode POS System), and follow on-screen
instructions to complete the installation.

5. GotoWindows Start, point to Programs, select DVR-POS, and then click DVR POS Driver. The

following window appears.

——

Mok connecked

Figure 3-1 POS Data Sender

6. Click Start Service, and then select the COM port to send graphic data to the GV-System.

Note: The GV-System must be configured and ready for this application. To set up the GV-System,
see Setting a POS System below.
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Setting a POS System

To connect a POS system to GV-System, follow these steps:

1. Onthe main screen, click the Configure button, point to Accessories, click POS Application

Setting, and then select POS Device Setup. The POS Sever Setup window appears.

x|

New | modiy | delete | TextSetupl

|_De\rice | mapping camera | compont | Baud Rate | POS Module
Pon Camers 1 SO i e Epsan

«| |
Ok I Cancel |

Figure 3-2 POS Server Setup

2. Click the New button in the upper part of the window. The following dialog box appears.

Frinter Type : |Seria| Faort j
Device |p051 jEl
Mapping

Camera ICamera1

[
FOS Module:  |Epsan |
[

COM Port |coru11

8600, None, 8.1 |
w Cash Drawer open signal
[moduel 1 =] Jmputt x|

W se Codepage Mapping
437 (OEM - United Statefg i |

[~ Trace mode @

Add Cancel |

Figure 3-3 POS system settings
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B Printer Type: Select Serial Port, Parallel Port or TCP/IP Port that the POS system belongs
to.

For TCP/IP Port applications, see GV-Data Capture V3 Series User’s Manual.

B Device: Assign the POS system to a camera screen. POS 1 displays the images and data on
the Camera 1 screen; POS 2 on the Camera 2 screen, and so on. Click the [...] button next to
the item to rename the device.

B POS Module: Select the printer attached to the POS system. If it's not Epson, select General
for other brands. If the printing is in the graphic mode, select GraphMode.

For Graphic mode applications, see the POS System Connection section above.

COM Port: Select the COM port that the POS system is connected to.

The parameter button: Click the button to configure Baud Rate, Data Bits, Parity, and/or
Stop Bits to match those of the POS system, or keep them as defaults.

B Cash Drawer Open Signal: This option is only available when an input module is configured
in the Main System. Assign the input module connected to the cash drawer. Every time when
the cash drawer is opened, a signal will be sent to the Main System and recorded in System
Log for later retrieval.

B Use Codepage Mapping: This feature is to support special characters and symbols display.
For details, see Codepage Mapping.

B Trace Mode: Check this item only after getting the recommendation from our technical
support staff.

After above settings, click Add to add the POS system to the Main System.
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Superimposing POS Data onto Camera Screen

Follow these steps to set camera screens with POS text data:

1. Open the POS Device Setup window (Figure 3-2).
2. Click the Text Setup button to set text font and position of the data.

Text Overlay Setting |

Eameraﬂl Eamera'IDI Camera 11 I Eamera12| Eamera13| Eamera14| Eamera'IEI Eamera'IEI
Camnera 1 | Camera 2 I Carnera 3 I Camera 4 I Camnera 5 I Camera & I Carnera 7 I Camera 8

— P05 /weigand Overlay Dbiect — Camera/Time TextE—

—Textﬁi ~ Photograph E ¥ Print an videa file

Frint test on widea file
v or on screen with

photagraph Alignment
V' Print on POS Live View | | [ Pint on POS Live View = &l
—alignment——— — Alignment

‘BElc | -Ezlc | EEC
CHElE ] © (‘I@EF

~ IEE ~ SetFontl E]

v &pply Stereo Font

—v Enable Clean time

Clean time |_5 FEC, @

Trangaction end dwell time |_5 3EC, EI

ak. I Cahicel

Figure 3-4 Text Overlay Settings

[Text]

B Print on video file: Enable this option to display POS data on the recorded video file.

B Print on screen: Enable this option to display POS data on the transaction scene.

B Print on POS Live View: Enable this option to display POS data on the POS Live View
window.

B Alignment: Select to set the position of text overlay on the screen.

[Photograph]

B Print text on video file or on screen with photograph: Enable this option to overlay the
photos with access text onto the live video or recorded file.

B Print on POS Live View: Enable this option to display the photos on the separate POS Live
View window.

B Alignment: Select to set the position of photo overlay on the screen.
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[Enable clean time] When the option is enabled, after the specified time in seconds that if

GV-System hasn't received the transaction data from your POS system, the already-displayed

data will disappear from the camera screen, i.e. the cashier stops entering the transaction data.

B Transaction end dwell time: Specify the amount of time in seconds that POS data stays on
a view screen before the next transaction.

[Camera/Time Text]

B Print on video file: Enable this option to display camera ID and location name on the
recorded video file.

B Alignment: Select how you want the camera information to be aligned on a view screen.

[Set Font] Click the Set Font button to set up the font for POS and Camera/Time text. The option

Apply Stereo Font makes texts stand out from the background by giving white-edge to the texts.
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POS Field Filter

POS Field Filter allows you to create a column for a transaction item in System Log. It further filters the
transaction conditions based on your criteria, and displays the results under the created column. To set

up the function, follow these steps:

1. Onthe main screen, click the Configure button, point to Accessories, select POS Application
Setting, and then select POS Field Filter Setup. This dialog box appears.

POS Capture Data Setting
POS2 |

Mame | Type | Keyward |

R

ol )

Ok | Cancel |

Figure 3-5 POS Capture Data Setting

2. Click the New button and select Caption Data. This dialog box appears.

Caption Data Setting x|

ey Word
|ane

—Capture Data Type

[~ With Comma (g.q.1,000)
v 'With Decimal Sign I_

—MDB File Entry Matme

ICDKE

(0]14 I Cancel

Figure 3-6 Setting search criteria
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[Key Word] Enter a meaningful keyword that matches exactly one of transaction items/texts in the
receipt. The field is case sensitive. Suppose we enter Coke, and every text matching to Coke will
be screened out.

[Capture Data Type] Select the type of data followed by the specified transaction item/text:
Numeric, Currency or Alphabetic. If the specified transaction item/text is followed by a price
amount, select Numeric or Currency. If it is followed by alphabets, select Alphabetic.

B With Comma: If there are commas in a price amount, check the option.

B With Decimal Sign: If there are decimal signs in a price amount, check the option.

B With Space: The option is only available when you select Alphabetic. If there is space

among a series of characters, check the option.
[MDB File Entry Name] Enter a file name to store the data.

Click OK to apply the above settings.
Open System Log. In System Log, for this example, you can see the last column created for the
transaction item Coke. The transactions matching the search criteria will be displayed under the

created column.

M Live Log Browser - Recycle Log; 11/28/2007 23:04
Monitor | System | Loain | Counter| Pog 1 POS2 |Pos3| Pos 4| Poss| Poss| Pos7| Poss| Posa| pos o] 4

-

D Time Content Event Maote coke ~
994 1172972007 2:30:44 PN oreo cookie §1000T
995 1172972007 2:30:45 PN oreo cookie §1000T
996 117E97Z007 2:30:45 FM oreo cookie §1000T
997 1172972007 30:45 FH oreo cookie §1000T
998  11/29/2007 30:45 PH oren cookie §1000T Alarm
999 1172972007 30:46 FM oreo cookie 51000T
looo 11/z29/2007 30:46 FM oreo cookie 51000T
lool 1l/z9/2007 30:46 FM oreo cookie 51000T
looz  1l/z28/2007 30:46 FM oreo cookie §1000T

11/29/2007

[ IS SR R o oS S S ST S S S S S RS SO S S S )
[
=
iy
-1
o
=

tpack[[[$1000T

loos ll/zs/2007 oreo cookie £1000T Alarm
loo4 1lyz29/2007 30:47 PM oreo cookie §1000T

1005 1172872007 [[[[[coke Epack[[[$1000T 5
1006 1172872007 [[[[[coke Gpack[[[$1000T [
1007 1l/2872007 [[[[[coke Gpack[[[$1000T [
loog 1172972007 [[[[[coke Gpack[[[$1000T [
oo 1172972007 [[[[[coke Gpack[[[$1000T Filterl [
lolo 1172972007 [[[[[coke Gpack[[[#1000T &
10ll 1172972007 [[[[[coke Gpack[[[#1000T &
1012 11/29/2007 [[[[[coke 6pack[[[51000T 6
11/29/2007 [[[[[coke Gpack[[[51000T 6
7 ) [ Filterl &
7 tpack[[[$1000T [
&

Figure 3-7 A created column in System Log
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Abnormal Transaction Alerts

When an abnormal transaction of the specified transaction item occurs, this function can automatically
activate the output device and send out assigned E-Mail/SMS/Pager alerts. To set up this function,

follow these steps:

1. Follow the instructions in POS Filed Filter earlier to set up a transaction item first.
2. Inthe POS Capture Data Setting dialog box (Figure 3-5), click the Loss Prevention Setting

button. This dialog box appears.

Coke - Loss Prevention Setting E|

v Alarm Conditions

== ~| |1nnnn
\and |

- | |1nunnn
Advance

[w Alarm Output

Module 1 w| |output1 |

Alert Message
|AbnurmaITransactinn

0] Cancel

Figure 3-8 Loss Prevention Setting

[Alarm Conditions] Check this option and define the price range for an alarm condition. For this
example, when the price amount in a transaction is great than or equal to (>=) 10000 and less
than or equal to (<=) 100000, the assigned alarm will be activated.

[Alarm Output] Assign an installed output module for the application.

[Alert Message] Enter a desired alert message. To set up a notification type (E-Mail/Hotline/SMS),

refer to Send Alerts Approach in Chapter 1.
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Alarm Frequency Settings

To eliminate false alarms and increase monitoring efficiency, you can set up alarm frequency

conditions.

In the Loss Prevention Setting dialog box (Figure 3-8), click Advance. This dialog box appears.

Advance Setting &l

v Freguency Condition
Mumber of Dccurences

[

Time Frame

one hour - m

v Return to the configured freguency conditions

W Idle time

a hourg 10 minutes
K Cancel |

Figure 3-9

B Frequency Condition: Enable to set up the number of event occurrences within a given time
period to trigger the alarm.
®© Number of Occurrences: Specify the number of event occurrences.
© Time Frame: Select one of the time periods: one hour, 12 hours, one day, one week or one
month.
®© Return to the configured frequency conditions: After the alarm is triggered by the set
frequency conditions, the system starts counting frequency again from zero. If this option was
disabled and the frequency conditions have been met, the alarm will be triggered by every
event.
B |dle time: To avoid constantly triggered alarms, you can set the time interval between each event

occurrence.

In System Log, the events that match the alarm frequency settings are marked with “Alarm.”

M Live Log Browser - Recycle Log: 11/28/2007 23:04

Monitor | System | Login | Counter | Fos1 POS2 |Pos:| Poss| Poss| pose | pos7| Pose| Posa posia| 4» ]
D Time: Content Event Mote coke e
394 1172872007 2:30:44 FPM oren cookie £1000T

935 11/28/2007 2:30:45 PU orea coskie $1000T

995 11/28/2007 2:30:45 PU oreo coskie $1000T

297 11/29/2007 2:30:45 PH oreo cookie £1000T

598 1142572007 2:30:45 PM oreo cookie §1000T Alarm

5999 1142872007 2:30:46 FPM oren cookie £1000T

1000 11/28/2007 2:30:46 FM oren cookie £1000T

1001 11/29/2007 2:30:46 PU orea coskie $1000T

1002 11/28/2007 2:30:46 PU oreo coskie $1000T

1003 11,/28/2007 2:30:47 PU oreo coskie 10007 | Alarn

1004 11/29/2007 2:30:47 FM oreo cookie £1000T

1005 1172972007 2:30:48 PM [[[[[coke 6pack[[[$l000T 6

1006 11/29/2007 2:30:43 PM [[[[[coke épack[[[$1000T 6

1007 11/29/2007 2:30:49 PM [[[[[ccke 6pack[[[$1000T 6

1008 11/28/2007 2:30:43 PU [[[[[coke Gpack[[[$1000T 5

1003 11,/28/2007 2:30:49 PH [[[[[eoke Epack[[[§l000T | Filterl 5

1010 11/29/2007 2:30:50 PH [[[[[coke Spack[[[$1000T 6

1011 11/29/2007 2:30:50 PH [[[[[coke 6pack[[[§1000T 6

1012 11/29/2007 2:30:50 PM [[[[[coke 6pack[[[$1000T 6

[T [[41000T 5

a c 51000T [

1015 [ICIL 3

1016 11/29/2007 2:30:51 PH [[[[[coke Spack[[[$1000T 6 3
< >

Figure 3-10
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Codepage Mapping

This feature is to support special characters and symbols display. When your transaction text appears
on the screen incorrectly, your POS system may use different character code from GV-System’s. To

change a character code, follow these steps:

1. In Figure 3-3, enable Use Codepage Mapping, and then select a character code from the

drop-down list.

Note: The codepage is related to “Script” in the Set Font option (Figure 3-4). When this option

is disabled, it means there are no codepages matching your script setting.

2. To verify the character code you selected, click the [...] button to preview its codepage.

X

—From —To

[437 (OEM- United States) =l 1252 (anSI- Latin D -1
O]1(2|3|4|5|6[7|8|9|A|B|C E|F Ol1/2/3|4/ 5/6(7/8/9/4|B|C E|F
o o o o o o o o o o o o
1|0/0/0/0/0/0(0/0/0/0/0/00d|d|0d 10/0/0/0/000/00000d(dom
2 NI RN R Al A i 2 R AR R DY A E 2 B s
3012|3456 |F|8|9 | |<|=]=|7 30123 /4|/5/6|7|8|9 Pl f=]=7
4@ s BICIDEIFIGIHIT|J|K|LIM[NO 4@ A BIC|DE|F|GIH|T|J[K|LIM[MN[O
SIPIQIRISITIUIY W R[Y|Z|T|5[T[™ SIPIOIRIS|T U Y W x|V IZ|T|N]T [
6| lalble|dlel[flalhli[ilk[l|m/n|o 6| |alblc|dle(flalhli[ilk[l|m[n|a
Flolalris | tlufwiw|x vz |41~ |0 Jlolalr|s | tlulviwls vz~ |0O
glcluleldlalaldlclélelel|ilililald glel0 . [Flo Lot F] " BedS | |EOZ0O
9lE|=|&laldlolalale|olU]d]e £ QD"“”-——"'—"‘§>EEDEV
alalilolalalflaloli|-]-1ets al lilelel g IREEAEE.
AN RN EREN AR INEY EATRIRESES], J¥E:Tol (8 N IEYESENEY 1o o lalebals
Clt| ==+l [+ ]+]|-[-]! — Clald|AAOyAS|EIEIEIE[T|fT]T
Di=|=]=|+|+[+]+][+]|+]|+ ! Hol [ DIBN[O[O Gluluululy e’
Ela[B|G|p|S|s|ult|F|T|O]|d|8|fleln Elalaldld|ald|=|clelela|a|ililili
Fl=ltl=[=]¢|3[+][7[9]. win|z|! Flalfilalalglalal+|elujaldla|v|b|v

Ok I Cancell

Figure 3-11 Codepage Mapping Preview

3. Inthe From field, locate and click one of the symbols or characters that couldn’t display correctly.
For this example, you can see its previous character code (From side: Ox9C) has been

transferred to the default equivalent (To side: OxAS3).
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Searching POS Data

You can locate any desired POS data and videos during a transaction. On the main screen, click the
ViewLog button and then select Search POS Data to display the Quick Search window. When the
Quick Search starts, the latest transaction video and data will always be displayed. For details on this

feature, see Quick Search in Chapter 4.

Note: When POS data search is performed and IP cameras are in use with the POS system, please

note the following:

1. Inan Internet environment, POS data cannot match the images properly during the POS data
search. Therefore, IP cameras are not recommended to be used on POS systems in this
condition.

2. In aLAN environment, there will be image delay between each POS data and images. The delay

is about 3 frames before or after the matched data record.
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POS

Live View

The POS Live View can display transaction data in a separate window instead of overlaying data on

the main screen. It features:

Fast access to transaction data without opening System Log.
The View is designed for high screen resolution of 1280 x 1024. When your monitor supports 1280
x 1024 and the main screen is set to 1024 x 768, you can juxtapose the main screen and the POS

Live View.

The POS Live View Window

On the main screen, click the ViewLog button, and then select POS Live View.

0000 ©

(%8 rost @

hilk 2,40 ﬂ

Hot Diog 1,80

Jelky 1,20

Enog roll 1,25

ITEM VOID

Enog roll 1,25-
Figure 3-12

The controls in the POS Live View Window:

No. Name Description

1 Previous Transaction Goes to the previous transaction data.

2 Next Transaction Goes to the next transaction data.

3 Freeze Suspends the current transaction data display. Clicking this
button again will restore to the live display.

4 Live View Menu Accesses the settings of POS Live View.

5 Exit Closes the POS Live View window.




Point-of-Sale (POS) Application

Setting Up Live View

To change the display status on the POS Live View window, click the Live View Menu button (No.4,

Figure 3-10) and select Live View Setup. This dialog box appears.

Live Yiew Setup ll

—Wieww Setting

£ Max Transactions in Each View I 10 il
% Max Rows in Each Yiew I 8 il

—hode Setting
f* Single Wiew = hfulti ey

Save Bustomized Fosition |

|

Figure 3-13

[View Setting]

B Max Transactions in Each View: Enter the number of transactions you want to keep on the POS
Live View window. For example, if you enter 99, there are always 99 transactions kept on the
window. When the 100th transaction is entered, the oldest transaction data will be deleted to
remain the max. transaction number to 99.

B Max Rows in Each View: Enter the number of transaction rows you want to keep on the POS

Live View window, which includes any materials printed by POS System, e.g. data and time.

[Mode Setting]
Select one single POS Live View window or multiple windows to display on the screen.

Save User Define Arrange Position: Allows you to freely place the multiple windows on the screen.

To use this feature:
(1) Drag the windows to the desired places on the screen.
(2) Open the Live View Setup dialog box, and click this option. When this warning message
appears: Are you sure to save User Define Arrange Position?, click Yes to save your

arrangement.

Whenever you want to place the POS Live View windows as your previous arrangement, click the

Live View Menu button, point to Arrange Views, and select Custom View.
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POS Color Text

You can use different colors and time periods to identify any desired transaction items. When the
transaction item is identified, the feature can trigger the alarm and send out the alert message. The

identification is recorded in the System Log for later retrieval as well.

For example, if the liquor is prohibited from being sold in the midnight, a seller can use this feature to

prevent from any unintentional sale.

Setting Up POS Color Text

1. Onthe main screen, click the Configure button, point to Accessories, click POS Application
Setting, and select POS Filed Filter Setup. The POS Capture Data Setting dialog box (Figure
3-5) appears.

2. Click New and select Color Keyword. This dialog box appears.

Color Keyword Setting E|
ey \Word

| liquar

Calar

I ||

[v onlywork between

|z3:00 = - Joooo

0]78 | Cancel

Figure 3-14

[Key Word] Type the text to be identified in the transaction data. The keyword setting is case
sensitive.
[Color] Specify a color to identify the defined text.

[only work between] Specify the time period to identify the defined text in the transaction data.
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To trigger an alarm when the defined text is detected during the transaction, click the Loss
Prevention Setting button in the POS Capture Data Setting dialog box (Figure 3-5). This dialog

box appears.

Liguor - Loss Prevention Setting E|

[v Enahle Alarm

Advance

v Alarrm Qutput

Module 1 w| |output1 v

Alert lessage
| Mot for sale
] Cancel
Figure 3-15

B Enable Alarm: Check this item to enable the alarm when the identified text is detected. To set
up alarm frequency conditions, click the Advance button. For details see Alarm Frequency
Settings earlier in this chapter.

B Alarm Output: Check this item and use the drop-down lists to select the connected module
and output device.

B Alert Message: Type the message for the E-mail or SMS alerts to be sent out when the alarm
is triggered.

Click OK to save the above settings.
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5.

When the defined text is identified in the transaction data, the identification appears not only on

the main screen but also on the POS Live View window. It is also recorded in the System Log.

Live Log Browser - Recycle Log: 12

Monltor' System' Logml Counterl POS 1 | Device1l POS9

1D | Time

33 127742008 3:34:51

33 127742008 3:34.53

33 127742008 3:34.54

330 124712008 33456

33 124712008 33456

33 127742008 3:34:51.
33 127/2008 3:34:52.
33 12772008 3:24:52.

w330 172008 3:34:53
33 12772008 3:24:54.

33 127742008 3:34:55. .
33 12/7/2008 3:34:55. .

S 330 172008 33456
33 12/7/2008 3:34:56. .

. 33 12/7/2008 3:3457 .

: 33 12/7/2008 3:34'57 .
33 12¢7/2008 3:31'58

E_ 33 12/7/2008 3:3458 .

~12/7/2008 33459

12/7/2008 3:34:28. .
12/7/2008 3:34 58

| Content -
116 kelloog's cereal $2.991
117 kraftcheese 1997
118 treeton iuice  $2.89T
118 krispy- $0.497
120 farmeriohn hotdog $10.
121 Yoid

22 farmeriohn hotdoo-$10
123

124 Renda82 16 Item
125 Total 211121.70
126 Cash 21117070

127 Chanoe 48.00
000 2006/12/07 15:37:289.8¢
001 2005.08.14 17:54 Sho

002 1-000000  (208)Pag.
003 coke Boack $1000°
004 minute maid ~— $100.1
005 oreo cookie 10007

006 farmeriohn hotdoo $10.
007 fosters coffee $1000°7
1

Figure 3-16

POEA re ®

T minute maid  §IU0T .
113 oreocookie  $1000T
114 guaker oatmeal $1.50T
115 soup  $1.98T
116 kellogo's cereal $2.99T7
11T kraficheese  §1.99T
118 treetop juice  $2.99T

119 krispy- $0.48T
120 farmetjohn haotdog $1000T
121 Woid

122 farmetjohn hotdog-$1000T
123

124 Reyd582
125 Total 211121.70

126 Cash 211170.70
127 Change 49.00

000 2008/ 2707 15:37:28.890
001 2005.09.14 17:54 Shop:01
002 1-000000  (208)FPage:

16 Item

003 coke Bpack $1000T
004 minute maid ~ §100.T
005 areo cookie  $1000T

006 farmerjohn hotdog $1000T
007 fosters coffee $1000T
008 milky=way chocolat$q 000T
004 Yoid

Note: You can set the maximum of 32 keywords for identification.
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Playing Back Video Files

Recorded files can be played back using five different software applications offered by the system —

ViewLog, Quick Search, Remote Playback System, Remote Playback System WebCam version, and

Q-View. Following is a comparison table for these applications. This is not a complete comparison

table, because many of these features are dealt with in details throughout the manual. However, this

table may help you to decide which application to use under a given situation.

Application Description
ViewLo Plays back video files on the servers and computers within the LAN, as
g well as supporting the Backup function.
. A more convenient tool that allows you to search video files recorded
Quick Search

on motion, alarm, or POS events.

Remote Playback System

Plays back files through network connection. Offers most complete
playback features among the five. This application is a management
system itself. It can download and play back history video files from
several servers over Internet. See Playing Back over Internet Using
Remote Playback, later in this chapter.

Remote Playback System
WebCam version

No additional software installation is necessary. Just play back by your
web browser. See Remote Playback on WebCam in Chapter 6.

Q-View

Plays back files saved at the remote site. It comes with the installation
of any GV remote applications (Remote View and IP Multicast) for
instant playback. This feature is discussed in Chapter 8.

This chapter discusses ViewLog, Quick Search, and Remote Playback System in details.

Playing Back on ViewLog

The ViewLog would play back recorded video files without affecting recording. There are two ways to

launch ViewLog:
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Playing Back Video Files

® Start Video Log from the GV-folder (Windows Start menu/Programs)
® On the Main System, click the ViewLog button and then select Video/Audio Log. Or press [F10]
on the keyboard.

L. ®
0060

'Yy

= ' P=y

=

Figure 4-1 The ViewLog Window

By default when you open ViewLog, it will play the last event of camera number 1. Without further
settings you could already play back the event by clicking the Play button on Playback Panel. Click the
View Mode button (No. 6, Figure 4-1) to switch the current view mode to a multi-channel view. Use
controls on Playback Panel to view the event in the way you want. Move the slider in Playback Meter
(No. 11, Figure 4-1) forward and backward to navigate video frames.

To play back multiple events, keep pressing [CTRL] on the keyboard and highlight the desired events
on the Video Event List (No. 4, Figure 4-1). Then click the Play button to play these events. To select
events from different dates, click the date from the Date Tree (No. 3, Figure 4-1). Events of that date
will be listed in the Video Event List.

Note: By default, the ViewLog is set to play back video “frame by frame without audio”. To change the
playback method to real time with audio playback, please find the “Real Time or Frame by Frame”
button (No.19, Figure 4-1) on the Playback Control Panel.

B Frame by Frame (without audio): Plays back video frame by frame. This method delays
playback depending on bandwidth and computer performance, but all video frames are fully
played back. When the view mode is set to be Panorama View, Quad View or MultiView, the
default play mode is Frame by Frame.

B Real time: Plays back video on real time. This method saves waiting time for rendering, but drop
frames to give the appearance of real-time playback. When the view mode is set to be Single, the
default play mode is Real Time.
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The controls in the ViewLog window:

No. Name Description

1 Camera Name Indicates the given camera name.

2 Camera View Displays the playback video.

3 Date Tree Displays date folders.

4 Video Event List Displays video events within a certain date folder.

5 Arrow Switch Switches between video event list and multiple host connection list.
Sets screen divisions: Single View, Panorama View, Quad View or Multi

6 View Mode View. Single View also includes these options: Standard, Thumbnail, Mega
Pixel (PIP) and Mega Pixel (PAP).

7 Camera Select Sets a desired camera for display.
Accesses the basic, advanced search, timeline search and reloads video

8 Advanced .
event list.

9 Normal Displays the date tree, video event list and multiple host connection list.

10  Function Panel Provides various settings for ViewLog.

11 Scroll Bar Scrolls forward or backward of the playback video.

12  Audio Playback Enables audio playback.

13  Playback Panel Contains typical playback control buttons.
A highlighted icon indicates an enabled function. From left to right are the A
to B Mode, auto playing of next events, the contrast and brightness

14  Function Icons function, the light enhancement and equalization function, the sharpness
and smoothness function, the grayscale function, reconnection to Remote
ViewLog, the defogging function and stabilizer function.

15  Playback Speed Indicates the playback speed. x1 represents normal playback speed.

16  Time Display Indicates the time of the playback video.

17  Date Display Indicates the date of the playback video.

18  Exit Closes or minimizes the ViewLog window.

19 AtoB Mode Plays repeatedly the set frames A to B.

Frame by Frame /
20 Plays back video frame by frame or on real time.

Real Time
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= @ @@?

3

J

Figure 4-2 Function Panel

The controls in the Function Panel:

No. Name Description
Adds effects to the images. The effect options include: Sample,

1 Effect Contrast/Brightness, Light Enhancement, Equalization, Sharpen,

ects
Smooth, Defog, Stabilizer, Grayscale, Copy, Undo to Prev. Action and
Undo All Effects.
Save a video file as avi or exe format.

2 Save As AVI . ' o
See Exporting Video later in this chapter.

Save a video image as bmp, jpg, gif, png, or tif format.

3 Save As Image . ) .

See Saving Images later in this chapter.
4 Print Specifies various settings for printing.
) Accesses system settings of ViewLog.

5 Setting s
See Advanced Setup later in this chapter.

Brings up these options: Object Search, Advanced Log Browser, Delete,
Remote ViewLog Service, Address Book, Full Screen and Tool Kit.

6 Tools See Object Search, Searching and Playing Back Motion, Alarm and POS
Event, Playing Back Over Internet Using Remote ViewLog Service later
in this chapter.

7 Backup Backs up video files. See Backing Up and Deleting Files in Chapter 5.
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Playback Screen Layout

Click the View Mode button to select the following screen layouts:
B Single View: Includes four types of layout:
Standard: Displays one playback channel only.
Thumbnail: Reviews images frame by frame in thumbnails. Only one camera at a
time can be selected for this function.
Mega Pixel (PIP): Crops a video to get a close-up view or zoom in on the video.
For details, see Picture-in-Picture View in Chapter 1.
Mega Pixel (PAP): Creates a split video effect with multiple close-up views on the
image. For details, see Picture-and-Picture View in Chapter 1.
B Panorama View: Plays back in continuous scenes. For details, see Panorama View in Chapter 1.
Note this function is only available when an appropriate USB dongle is used.
Quad View: Plays back in a quad layout.

Multi View: Plays back all available cameras.

Click the View Mode button (No. 6, Figure 4-1) any time when you want to change the current view
mode. The option of Thumbnail View is disabled while a video file is playing back. Wait until the video

ends or click the Pause button to make the option available.

In a thumbnail view, a video file is divided into a set of frames. The frames are displayed in 25
playback windows, shown as follows. The key frame is in the center, with 12 video frames occurred
before and after the key frame. This helps to locate required frames you may otherwise miss by other

viewing methods.

®

® 7
®

DRODOBO

®

0:57:57.093

Figure 4-3
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Playback Control Buttons

Video files may be played back with or without audio. To play back with audio, click the Audio

Playback button, as shown below. (Please note not all GV cards support the audio function.)

— Playback Scroll — Audio Playback

Rewind Stop

Real Time or

Previous Frame Play / Pause End Frame by Frame

Figure 4-4

A to B Playback Mode

When playing video events, you can set a starting and an ending frame for auto-playing:

1. To set the starting frame A, click the A to B Mode button (Figure 4-4). The message A to B Mode
(Set A) appears on the screen.

2. To set the ending frame B, click the A to B Mode button. The message A to B Mode (Set B)
appears on the screen.

ViewLog will start playing the set frames A to B repeatedly. To stop the playing, click the A to B Mode
button; the message A to B Mode (Cancelled) will appear.
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Searching a Video Event

ViewLog offers two search methods: the Basic and the Advanced, allowing you to locate a video event

within a certain date, time or camera.
Basic Search

1. Click the Advanced button (No. 8, Figure 4-1) and select Basic Search to display the following
dialog box. Alternatively, press [CTRL] + [F8] on the keyboard to call it up.

Ewvent Time

Zearch
‘@2?201 5 j ‘1 5.26:33 =
- Close
Depiction

ViesvLog : Using Evert time selectar, i is possible to
ump straight to video archive from a specific point in
Time.

Figure 4-5

2. Specify a desired date and time.

3. Click the Search button for the search. If the specified time can’t be found, a prompt will appear

for you to select a next or previous video event available.
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Advanced Search

1.

Click the Advanced button (No. 8, Figure 4-1) and select Advanced Search to call up the

Playing Back Video Files

following dialog box. Alternatively, press [F8] on the keyboard to call it up.

Time Petiodd

Start Time : |{|_ﬂr2mms | -

|1 5:28:33

Enat Time : |1 Q2725 j -

Select Camerals)

|1 5:28:33

Drepiction

ViewwLiog : Using Time Period selector, it is
possible to display all available recarding(s)
between two specific points in time.

&0

Camera 1
Camera 2
Camera 3
Camera 4
Camera 5
Camera B
Camera 7
Camera g
Camera 9
Camera 10
Camera 11
Camera 12
Camera 13
Camera 14
Camera 15
Camera 16

Ok

Close

Figure 4-6

Specify the desired date, time period, and cameras for search.

Click OK to start searching.

In the Video Event list, the events matching the search criteria will be highlighted in gray color.

Click the Play button to play back the highlighted events.
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Timeline Search

In addition to Date Tree, the system provides you another graphical search method called “Timeline” to

locate the desired video events within a set period of time.

Select the desired view mode for playback by clicking the View Mode button. If you select Single
View, assign a camera from the Camera drop-down list.

Click the Advanced button (No.8, Figure 4-1), and select Timeline Search. This window

appears.
Camera 1 2 1 4 50 1 19 00 RUBNUBHNGBAAYNEZEA A
bbb et bone batabata b ta bata e ta Lt Bl e ba fe e o e bt Lt Lo e e e b
Camera 1
2007 Mo ﬂ Carnera 2
Camera 3 | “II||
Sun | Mon | Tue | Wied | Thu [ Fr | Sat Camera &
T T ; 2 ?D Catnera 5 Change ko minute mods { 13:58:00 ~ 13:58:59)
1 iz 1z |12 |15 |6 |17 g:::::? Change to hour mode { 13:00:00 ~ 13:59:59 )
16 |19 |@oow|z1 [zz (@3 |@4 = o
35 |z8 |27 |z |:0 a0 AMEra
Carnera 3 b
< >

| GetEventhem100% 1t
v Doesnt close this window when

click play or rewind, Rewind Flay Close

Figure 4-7

Select a date from the calendar.

® The date with recorded events is displayed in GREEN color.

® On the right panel, the BLUE blocks indicate which camera has recorded events on the
selected date and at which hour.

Move the mouse pointer on the desired BLUE block, and right-click it to have the sub Timelines of

hour mode and minute mode. Three types of timeline modes are available:

B Change to day mode: The default mode displaying at which hour the events have been
recorded.

B Change to hour mode: Opens the sub Timeline displaying at which minute the events have
been recorded.

B Change to minute mode: Opens the sub Timeline displaying at which second the events
have been recorded.

Click on the BLUE block of the desired time, and then click Play or Rewind for playback. If you do

not want to close the Timeline Search window during playback or rewinding, select the Doesn’t

close this Window when click play or rewind option.



Exporting Video

Playing Back Video Files

You can export a certain time period within a video event and play it back at the place where ViewlLog

is not available. The maximum length of the exported file is 1 hour.

Locate a desired file from the date tree and video event list (No. 3 & 4, Figure 4-1).
Select the screen division from the View Mode button (No. 6, Figure 4-1).

Click the Save As AVI button (No. 2, Figure 4-2). This window appears.
Alternatively, press [S] on the keyboard to call it up.

Save Avi File X

Al View | Sefling |

Start-Time : 19:42:13 End-Time:19:42:15

Remove Recoverable Privacy Mask region(s)
1

Export with new Privacy Mask region(s)
" Un-recaoverable @ D :

& Recoverable m Password :

Wiew Merge Log

Figure 4-8 Save AVI File

Drag the timelines to define a starting and ending time of the file.

If the video event has the Privacy Mask settings, and you want to retrieve the recoverable
block-out area(s) in the exported file, type a valid ID and password in the Remove Recoverable
Privacy Mask region(s) field. If you want to remain the recoverable block-out area(s) in the
exported file, leave the field blank.

If you want to add more Privacy Masks onto the video, follow the instructions in Privacy Mask
Settings below.

To configure the saving path and format of the exported video, click the Setting tab. For details
see AVI File Settings below.

Click OK to export and save the file.
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Privacy Mask Settings
In case you forget to set the Privacy Mask at the Main System or need to add more Privacy Masks

onto the video for special requirements, you can do that in ViewLog.

1. Inthe Export with New Privacy Mask Region(s) section (Figure 4-8), select Un-recoverable
and/or Recoverable.
B Un-recoverable: The block-out area(s) in the recorded clips cannot be retrieved.
B Recoverable: The block-out area(s) is retrievable with password protection.

2. Drag the area(s) where you want to block out on the image. You will be prompted to click Add to

save the setting.

Using a valid ID and Password, you can retrieve the recoverable block-out area(s) in the exported file.

For details on the Privacy Mask, see Privacy Mask Protection in Chapter 1.

AVI File Settings
To configure the format of exported video, follow these steps:

1. Click the Setting tab on the Save AVI File window. This window appears.

Note that when you save the AVI file in single view mode, the window looks slightly different.

Save Avi File X

Aviview Seting |

Set Location
CAGVBOOFileZ00T1219031150 B
Marmal Camerals) -0}
) = Time merge Camera Mumber ~
B v gaveas e W TESTO6 - Camera 1
v TEST9E - Camara 2
™ Add digit ¥ TEST96 - Camera 3
| W TESTOE - Camera 4
Date J Tirme TESTS6 - Camera §
: _ W TEST96 - Camera &
Viden Effects ¥ TEST96 - Camera 7
Audio Export ; ¥ TEST96 - Cameara 8
TESTHE - Camera 8
@ Avi Size for Multi-Camera ; E]TESTQE— Camera 10
! W TEST9E - Camera 11
TEST96 - Camera 12
TESTHE - Camera 13
W TESTOE - Camera 14
[l TEOTNE  Mavnmen 18 b
| 5

(014 | Cancel

Figure 4-9
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n Playing Back Video Files

[Set Location] Click the [...] button to assign a saving path.

[Normal]

Time Merge: Select whether to save a full-length video with recorded and non-recorded
periods. The non-recorded period will display a blank blue screen. This option is designed
to accurately reflect your recording status.

Save as EXE: Select whether to save files in EXE format. Enable this feature if you want to
play back video at the computer without installing GV-System. This format allows you to
auto-play the files with any third-party player.

Add digital watermark: Select whether to include the watermark in the exported video.
This option is only available when the watermark has been applied on the recorded video.
Date/Time: Select whether to include date and/or time stamps. You can also select the
stamp color.

Video Effects: Select whether to include the special effects in the exported video. To
include the effects of Defog, Stabilizer, Overlay’s Camera and Time and Overlay’s POS, you
must have applied these functions on the recorded video.

Audio Export: Select Denoise to remove audio noises from the video, or select Channel
for audio exporting.

AVI Size for Multi Camera: Select the screen size of the saved file.

[Camera(s)] Select which camera file for exporting.

Click OK to apply above settings.
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Extracting Frames from a Video Clip

You can extract certain frames of a video clip and save them as another clip.

1. Click the Save As Avi button, and select Display Merging List. This dialog box appears.

% Merging List

Status Start Time End Time

0| TR 1 -1 2007 0:59:01.765 12192007 1:59:26.513
0| TR 1 -1 2007 0:59:29.586 12192007 (:59:38.254  C

A-B Merging (2)
® O

F 3 wiew Merge Log ‘

Figure 4-10

2. Select a desired video file from the Video Event list.

Click the Play button on the Playback Panel to play the video.

4. To set the start frame, click the A to B Mode button @ in the Merging List dialog box. The button
turns black. If you want to reset the start frame, click the Cancel button % and then click the A
to B Mode button @ again to set a new start frame.

5. To set the end frame, click the A to B Mode button @. The system starts extracting the specified
frames from the file. When the extract is complete, the Status field displays “Complete”.

6. To view the video clip, click the arrow button beside the desired file, and select Open.

Note: If you want to clear the entries on the Merging List, click the arrow button beside the desired
entry, and select Clear. The entry will be deleted, but the saved clip is still kept in the storage

location.
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Saving Images

You can save the current camera view as an image file.

1.

Playing Back Video Files

Click the Save As Image button (No. 2, Figure 4-2). This dialog box appears.

Save As

Savein: |.D My Documents

x| @« @ ek B

R

6

tdy Recent
Documents

_—

]

esktol

k=]

&

4y Documents

@

4y Computer

ey Music
iy Pictures

o

by Metwork
Places

File name:

Save as type:

Stamp Text on the Image

]W’indows Bitmap [ “.bmp |

=
&

¥ Hostname

¥ Date

v Delnterlace

W Transparent Text

SetFont

v Carmera name
¥ Time
¥ Watermark

Save |
Cancel

Figure 4-11

[Stamp Text on the Image]
Select whether to include host name, camera name, date and/or time stamp on the image.

Selecting Transparent Text will create the stamp on the transparent background.

Selecting Watermark and Deinterlace will include the two features in the saved image.

Click the Set Font tab to set the font for the stamp.

[The image] Click on the image at the bottom to preview the stamp text. Click on the image

again to close the preview window.

Name the file, select a file format, and then assign the location to save the image file.
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Printing Images

You can print images in three layout styles: single view, quad view or multi view.

Click the View Mode button (No. 6, Figure 4-1) to decide the screen layout.
Note that Thumbnail View is not available for print.
Select an event in the Video Events list (No. 4, Figure 4-1), and then click the Print button. This

dialog box appears.

Page Setup

—lmage Ratio and Position

o
Width - W %
| 60 %

Height : 1]
-'-. — v Align o center
] PosX: IW Pixels
lbﬂi FosY: IW Pixels
print | [ ok |
Fage Setup | Cancel |

~Text Stamp and Position
¥ Print host name.
v Ptint carnera narme. ® @ © @
¥ Printimage date.

¥ Printimage time. o @ o @

[ Print note.

I Set Font |

Figure 4-12

[Image Ratio and Position] Changes the size of the image and its position on the page. This
option is only available in Single View mode.

B Preserve aspect ratio: Click to maintain the aspect ratio when resizing an image.

B Align to center: Click to change the position of the image on the page.

[Text Stamp and Position]

Select whether to include the host name, camera name, date and/or time stamp on the printed
image.

Select Print note to include a note below the image. Under the Print note field, type the text of
less than 64 characters.

B Stamp position icons: Sets the position where the stamp is printed.

B Set Font tab: Click to select the font type for the stamp.

Click OK to save the settings or Print to print out the page.



Object Search
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This feature allows you to perform two functions: 1. Detect motion, missing objects or unattended

objects within a certain region of a recorded file. 2. Perform the counting function within certain regions

in a recorded file. The following gives an example of motion detection. For details on missing objects,

unattended objects and counting, refer to Configuring Object Counting and Detecting Unattended and

Missing Obijects in Chapter 1.

3.

Select a desired video file from the Video Event list for the search. Or select multiple files by

clicking on each file while keeping pressing [CTRL] on the keyboard.
Click the Tools button (No.6, Figure 4-2) on the function panel, and then select Object Search to

display the following window.

o

18:43:45:265

Yideo Process

Alarm -

— Save Image

Option

v

v Showe Mask
[¥ Find and Stop

Result

Setup

— Show

Search

Open View Log

Figure 4-13 Object Search

In the Video Process drop-down list, select Alarm.
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4. Click the Setup button for further settings. The following window will appear.

eetting X
Option
Sensitivity: 3 — ﬁ
Search Speed: 3 — ﬁ
Figure 4-14

5. Use the mouse to outline a region for motion detection. You will be prompted to enter Alarm
Region.
6. Keep detection Sensitivity and Search Speed as defaults or adjust them if needed.
7. Click OK to finish the settings and close the window.
8. In the Option section, you have several options:
B Play All Events: Plays back the video segments found as a continuous series of images.
B Show Mask: Shows masks on the detection regions.
B Find and Stop: (recommended) Pauses the search process when motion is detected.
9. Inthe control panel, click the Search button for the search.
10. When any video segment matches the search criteria of motion detection, the Show button will be

available. Click Show to display the Event List window.

Yideo Process

Alarm -
‘ﬁ’& A 12192005 16:41:06:671

gl 12062005 16:41:11:437
g 12082005 16:4116:375
g 1252005 16:41:20:084
gl 120912005 16:41:22:250
gl 12082005 16:41:29:828

Option

IV Play &I Events
W Shaw Mask
™ Find and Stop

Resutt

I:)ut:: E '*
[Show
X

Figure 4-15

11. Expand the event folders to see the video segments inside. Or, enable Show Small Pictures at
the upper of window to access the thumbnail view.

12. Select one video segment, and then click the Play button in the Object Search window to play it
back. Or, click the Open ViewLog button to play it with ViewLog.
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Searching and Playing Back Motion, Alarm, and POS Event

1. Click the Tools button and select Advanced Log Browser. This dialog box appears.

Advanced Log Browser —- Open Data x|

Select a period to open

| 1/10/2008 j - | 111612008 j

Import Databasze Range: 1~7 Days.

] Cancel

Figure 4-16

2. Specify a time range and click the OK button. All events within the specified range will be

displayed on this Advanced Log Browser window.

M Event lists From 1071172007 to 10/17/2007 - Advanced Log Browser =13
File | Tools | Wiew Help
P i i pOS
j © ? 5] \\% Mﬁor Systern  Login Counter  POS } x

[0} Time Device Infarmation Event ~

1 2007/10/11 21:65:35 Camera 3 Viden Lost

2 200740411 21:55:35 Camera 4 “ideo Last

3 2007104171 22:03:45 Camera 3 ideo Lost

4 200740411 22:05:45 Camera 4 “ideo Last

|3 20070/171 2210:53 Camera 3 ideo Lost

E 20070411 2210:59 Camera 4 Video Lozt

7 2007/10/171 221550 Camera 3 ideo Lost

8 200710411 221550 Camera 4 Wideo Lost

1 200710/1214:23:03 Camera 3 ideo Lost

2 200710412 14:25:03 Camera 4 Wideo Lost

K] ANN7ANA214-48-39 Camera 3 Widrn | nat b
< *
Exit: Items: 29 HUM

Figure 4-17 Advanced Log Browser
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The buttons on the Advanced Log Browser:

No. Name Description
1 Open Opens an event log.
Select Reload All Table or Reload Current Table to refresh
2 Reload
loaded data.
3 Filter Defines the search criteria.
Select All Tables to back up all log data, or selects Current
4  Backup
Table to back up the current log table you are at.
5 Print Prints the current log table.
6 Monitor Table Displays the monitor log.
7 System Table Displays the system log.
8 Login Table Displays user’s login/logout log.
9 Counter Table Displays the counter log.
10 POS Table Displays the POS log.
11 POS List Accesses one POS channel for log data.
12 Exit Exits the browser.
o Appears to indicate the filtering process is being performed.
Filtering / o o o
13 You can click it to cancel the filtering. After the filtering is

Cancel Filtering

complete, this icon appears dimmed.




Quick Search
Quick Search is a very useful tool for searching and playing back video files that are based on motion

Playing Back Video Files

detection, alarm, or POS events. In the Advanced Log Browser Window, double-clicking the motion,

alarm or POS event in Monitor table and POS table. The Quick Search window will appear. The

following figure and table give you an overview on Quick Search’s features and functional buttons.

| Event |

o]

GO ‘a
OGE—@
(). H—0

| |p29 bensjerry ice creass.ooT

(ST 51:54:00, 191 nm} &)

s
v

®

@@@.@Q@@@@@@Q
®

& 00 o

Figure 4-18 Quick Search

The controls on the Quick Search window:

No. Name Description

1 Monitoring Window  Displays video associated to the event

2 Camera Select Use the drop-down list to select camera

3 Day Select Use the drop-down list to select date

4 Time Select Use the drop-down list to select time

5 Go Button Click to search files that match to the parameters set above.

6 Event Query Click to specify event query

7 Transaction Use the arrow buttons to select previous or next transaction event.

8 Void Use the arrow buttons to select previous or next void event.

9  Transaction Window Displays POS transaction

10 320<->640 Click to switch between 640 x 480 and 320 x 240 display.

1 Expand / Select Expand/Shrink Dialog to display the Transaction window or
Shrink Dialog select Advanced Search to display the Advanced Search panel.

12 View by ViewlLog Click to open ViewLog player.

13  Time Period Use these buttons to search event within the specified time.

14 Playback Panel Includes Play, Pause, Previous 10 frames, Home, Next 10 frames, End

buttons.
15 Exit Click to close Quick Search screen
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Click the Event Query button (No. 6, Figure 4-17) on the Quick Search window, and the following

dialog box will appear. Use this function to find POS events by a specific item, transaction, or date.

Search |X|

Find Text
; i
POS Event
’—;;ransaction Start ]

Figure 4-19

[Find Text] Enable this option to find video events that match to the key word.
[POS Event] Enable this option to find video events that match to the specified transaction type.
[Start Time] Enable this function and use the drop-down list to specify date and time

[Rule] Specify to search forward or backward from the set date.
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Advanced Search Setting
To decide the size of Quick Search monitoring window and set up a list of favorite texts for search,

follow these steps:

1. Click the Expand/Shrink Dialog button (No11, Figure 4-17), and select Advanced Search. The

Advanced Search panel appears.
2. Click the Setting button on the right side of the panel. This dialog box appears.

Advanced Search Setting §|

Default Layaut

View Size: |520x240 +| W Show Advanced Search Panel

Faworite Search Text

Mewspaper Add
Tea

Coffes Delete
MNewSearchText 2

Magazine Modify

5/ 100

OF | Cancel

Figure 4-20

[Default Layout]

B View Size: Selects 320 x 240 or 640 x 480 for the monitoring window size when the Quick
Search is opened.

B Show Advanced Search Panel: Displays the Advanced Search panel when the Quick
Search is opened.

[Favorite Search Text]

Click the Add button to create a list of favorite texts for search. When you use the Find Text

drop-down menu on the panel, this list is available for use. Up to 100 kinds of texts can be added

to the list.
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Importing / Exporting Filter Configurations
You can import and export the Filter configurations in the Advanced Log Browser.

1. Click the Advanced Log Browser button ﬂ on the upper left corner, and select Advanced Log
Browser to open the database.

2. Onthe toolbar, select the desired type of log table (Monitor, System, Login, Counter, POS), select
Default Filter, and then click the Filter button. This dialog box appears.

Monitor Filter
[v Device v Information [v Ewent
|Camera 1 j |M0dule 1 j |M0ticun

=
[~
© Date (" Time (% Both

[w Time
| 96006 v ||ooooon <~ | gpfe006 v ||23swss cancel
Add Mewy Command ‘ | Impport ‘ Export ‘
Time Device | Information | Ewent |
Q22006 ~ QU2E2006 11:59:59 PM Camera 1 aciule 1 hation

Mote: all commands are operated by "OR!

Figure 4-21

3. Click the Import or Export button to start the file transfer.

Note: This feature is only available in version 8.1 or later. If you want to export the configurations to

the older version, it is not applicable.
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POS Filter Setup
You can use the POS Filter function in the Advanced Log Browser to locate the desired transaction

data.

B Filter the conditions in below to the selected POS table: Apply the filter configurations to the
selected POS devices.
B Period between: Set the employee IDs or names for filtering.

B Import/Export: Import or export the POS Filter configurations.

[v Filter the condictions in belovw to the selected POS table
F1 02 M2 s s Ce 7 g Sothy o 2
9 [ 10 [ 11 [ 12 [ 43[ 14 15[ 18 Clear Al | Select All |
[w Content

| Iv Period between: | -

[v Event [v Mote

| =]

[w Time
" Date ¢ Time  Both

j2006m925 <= jononoo <~ |2o06meny v ||a3swss

Advance Search

| |l [ I |

Acld Mesy Comimancd ‘ ‘ Impart | Export |

Time Content | Event | mote
GEF0E ~ ST 008 1155 5 Ph

4 3

Mote: all commands are operated by 'OR!

Figure 4-22
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Advanced Setup

The Setting button on the Function Panel (No. 5, Figure 4-2) allows you to configure (1) Quad View, (2)
Thumbnail View, (3) Play Setting, (4) Display and (5) Database / Cache. Click this button to open the

System Configuration dialog box.

[Quad View]
Select four desired cameras to display in Quad View mode.

System Configuration

Play Setting Dizplay ] Databasze / Cache ]
Guad View Thumbnail View | Muliview |
To Be Activated in a Guad Yiew =10

TEST111 - Camera 1
TEST111 - Camera 2
TEST111 - Camera 3
TEST111 - Camera 4
CITEST111 - Camera S
CITEST1M1 - Camera &
[JTESTI41 - Camera 7
[JTESTI11 - Camera &
[JTESTI41 - Camera 9
[ TEST141 - Camera 10
[ TEST111 - Camera 11
I TEST111 - Camera 12
I TEST111 - Camera 13
[JTESTI11 - Camera 14
[JTESTI11 - Camera 15
C1TEST111 - Camera 16

Cancel

Figure 4-23
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[Thumbnail View]

System Configuration

Play Setting ] Dizplay ] Databasze ! Cache l
Gz Wi Thumbnail g ] ML iy ]

Thurmbnail Wiesn

Frame Irterval : 1 _I;I framels)

[v Showe frame time

80,4 | cancel

Figure 4-24

B Frame Interval: Specify the number of frames between each video thumbnail. Set the interval
between 1 and 600.

B Show frame time: Displays time stamp on each thumbnail.
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[Play Setting]

System Configuration

Quad View | Thumbnail View | Muliview |
Play Sefting ] Display | DatebasesCache |
General Play Method
[ Audio denoise
[ Auto play next event
[ Auto play the latest event when Wiewlog starts

[v Default viewy mode when Yiewlog starts

Wiew made | |Mega Pixel View(PIF) =l

Metwork speed and buffering

Choose Connect Speed |L.-'-‘.N j
[ Wideo downlosd and playback simutansously

10 =

Interyal : = seconds.

Cancel

Figure 4-25

[General Play Method]

Auto Denoise: Improves the audio quality during playback without affecting the files.

Auto play next event: The next events can be put in sequence for auto playing.

Auto Play the latest event when Viewlog starts: The latest event starts playing when ViewlLog
starts.

Default view mode when Viewlog starts: Select the desired view mode at startup.

[Network Speed and Buffering] This feature provides network-buffering options to meet your

bandwidth needs. This section is only available when the Connect to Remote ViewLog Service feature

is enabled. For Remote ViewLog Service, see Playing Back over Internet Using Remote ViewLog

Service later in this chapter.

Choose Connect Speed: Select your connection speed for LAN, Broadband or Narrowband. The
selection will bring up default settings in the Advanced Play Method and Network Buffering
options.

Video download and playback simultaneously: This method is recommended for broadband
and busy network. It partially downloads and stores a file in a buffer before it begins to play.

Specify the interval between downloaded files.



[Display]
System Configuration
Guad View | ThumbnailView | wuti view
Play Setting Dizplay ] Databaze | Cache

User Interface

Azpect ratio |4:3

=

Evert ist |Evert-Time

Cameta Jlmage Setting
v Apply deinterlace render
[v Apply scaling render
[ Apply deblocking render  single viewy only )
W Apply text overlay's camera name and time render
v Apply text overlay's POS § GV Wiegand render

v Apply camera name render

U=e image instead of blue screen

Replace blue screen during playback or merging
video clips

EAGWaIMCommReswCamlogo bmg

[

@)

l
l

Cancel

Figure 4-26

[User Interface]

Playing Back Video Files

B Aspect Ratio: Select the ratio between the width of the image and the height of the image.

B Event List: Click the drop-down list to select the display layout of Video Event List. You can select

to display Event Time only, Event Time together with Total Frame, Event Time together with Total

Time, or Event Time together with File Size.

[Camera/lmage Setting]

B Apply De-interlace Render: Enable the De-interlace function, and then restart ViewLog to apply

it.

Note: This function requires DirectX 9.0C. The De-interlace only works in single view with the

resolution of 640 x 480 and 720 x 480.

B Apply Scaling Render: Select to smoothen mosaic squares when enlarging a playback video.

Restart ViewLog to take effect.

Note: This function requires DirectX 9 and VGA card with the video scaling support. And the scaling

only works in single view.
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B Apply deblocking render (single view only): Select to remove the block-like artifacts from
low-quality and highly compressed video, greatly increasing the overall quality of video.

B Apply text overlay’s camera name and time render: Displays the overlaid information of
camera ID, location name, date and time on the recorded files. For details, see Superimposing
POS Data onto Camera Screen in Chapter 3.

B Apply text overlay’s POS / GV Wiegand render: Displays the overlaid information of POS or
GV-Wiegand Capture on the recorded files. For details, see Superimposing POS Data onto
Camera Screen in Chapter 3.

B Apply camera name render: Displays the camera number and name on the screen.

[Use image instead of blue screen]
B Replace blue screen during playback or merging video clips: Select a customized image
in .jpeg or .bmp format to replace the blue screen. Note the image size is limited to 720 x 576.

The blue screen is the default setting for no image in the recording.
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[Database / Cache]

Specify the duration of event files to be loaded at ViewLog startup.

System Configuration

QuadView | Thumbnsil view |
Play Setting ] Dizplay

Read Database when YViewlog starts [ Local Only )

™ Dizplay all available events

{* Display the latest everts!

Irtereal - {10 pinutes ﬂ

Path far cache

ML Wigwy

Database [ Cache

COWAIMDCWVYSATemp’,

Default

l

0.4 Cancel

Figure 4-27

B Display all available events: Load all recorded event files.

Playing Back Video Files

B Display the latest events: Check this option and select time length of the event files to be

loaded.

Note: If you check the Display the latest events option, the Event List will not be refreshed as the

latest event is recorded. To refresh the List, click the Advanced button, select Reload Database,

select DVR, and then select

B Default Setting to reload the specified time length of the event files, or

B Read All to reload all record event files.

[Path for Cache] A cache is memory location that is used to store data temporarily, when you are

using the function of Save AVI, Export DVD or Network Buffering. If the default path does not have

sufficient space for this temporary storage, assign another path by clicking the [...] button.
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Recycling Option for Video Files
You can choose whether to recycle your video files. To apply this function, follow the steps below.

1. Select a desired video event from Video Event List, and then right-click it to call up a menu as

shown below.

Video Events -~
] 15:40:11
15:49:49
18:52:02

The never-recycling flag —
19:04 Save Avi File(s)
1303
19:09
19:12
1912 Backup(Crrl+E)
1213 Delete(Ctrl+DY

100,14

The never-recycling option

Mark Mewver Recycle

TS TSRS TS TS T

Figure 4-28

2. Select the Mark Never Recycle option. A never-recycling flag will appear next to the video event.

3. To disable the never-recycling function, right-click the video event again and select Unmark

Never Recycle.

Unmarking All Never-Recycling Flags

The above step 3 illustrates how to unmark never-recycling flag one by one. When you like to unmark

all the never-recycling flags in certain cameras, follow the steps below.

1. Shut down ViewLog and Main System if they are running.
2. Gotothe Windows Start menu, select Programs, point to the GV folder, and then click Repair

Database Utility. A valid ID and a password are required.

3. When the Select Camera for Repair Database dialog box appears, select the cameras of video
files that you want to unmark their never-recycling flags

4. Click OK to open the Repair Database dialog box. See Figure 5-17 in Chapter 5.

5. Click the Use Default Path button to unmark all the never-recycling flags.

Reserving Never-Recycling Flags

If you like to reserve all the never-recycling flags you marked on video events even after repairing the
database, check Reserve Never-recycle Flag on the Repair Database window before making repairs.

See Figure 5-17 in Chapter 5.
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Playing Back over Local Area Network (LAN)

Using LAN ViewLog, it is possible to play back video files across the Local Area Network (LAN). This
application provides access to file locations and allows playback in any local computer. Same tasks

would be accomplished by using Windows My Network Places but in a much more complicated

process.

Before you start, make sure both your system folder and to-be-view video files are made available to

network users, done through the proper setup in Windows Sharing And Security.

After the folders and files are made available, you must download LAN ViewLog and install GV codec

to your local computer first:

1.

is located.

InstallCodec.exe.

To view video files:

1.

& C:\G¥650

File Edit Wiew Favorites

=10 x|

'l;r

and copy and paste this program to your local computer.

To install GV codec, locate the Install Codec folder in the system folder, and run

At the local computer, go to Windows My Network Places. Find the server where the GV-System

To download LAN ViewLog, locate LANViewLogCtrl.exe from the system folder (Figure 4-29-1),

At the local computer, execute LANViewLogCtrl.exe to bring up the LAN ViewLog Controller
window (Figure 4-29-2).

GEack - \_.JI ™ 'F

>

Address () C:\Eves0

EEE

.'l_‘.] kevReference_MiewlLoa.jpg
KewWiew, exe

! LaMYiewLogChrl, exe

1% Lock:
.ﬂ Logao
.j?_] Map?

=] left. gif
%) LoadDEShareDl. di

[

rnEan
%] MDE
i

B LAN ViewLog Controller

Mame

Path | comrm...

200 TRSIZT

NTest2NgvEs0viewlLogs00.exe  Stand by

o

Figure 4-29-1

i

Add Delete

Figure 4-29-2

Play
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2.

Click the Add button to bring up the Add ViewLog dialog box.

Add Yiewlog )

I'I 92.168.0.1 72gvE 50ViewLogs00. exg|
Detect I

Figure 4-30

Click [...] the Browse button, and locate ViewLo0g500.exe in the server computer.

Click the Detect button to load video files from the server computer.

If you see a Red Cross sign instead of green checks (Figure 4-31), go back to your Windows

Sharing And Security in the server PC and check if you've made these folders shared for intended

PCs.

Click the Add button. A path to the server is now established.

Tasks I Status
' Check ViewlLogh00.exe 0K
+/ Loading DB file 0K
+/ Check log file folder 0K
" 1:EAData-E 0K
" 2 :Fi\Data-F 0K
v 3:G\Data-G oK

WTest27ygvb50\Viewlogh00.exe

T |

Add | Cancel |

B LAN ViewlLog Controller

MName Fath
- System B

| Comm...l

\\SystemB\gv650\ViewLog500.exe Stand By

=

Figure 4-31

6. Highlight the path, and click the Play button to open ViewLog that is loaded with video files.
More paths may be added for fast access through the application.
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Playing Back over Internet Using Remote

ViewlLog Service

Through the Internet, you can retrieve the files from a remote video device, such as GV-System (DVR),
Video Server and Compact DVR, and play video back. This feature is made possible through the

Remote ViewLog Service. The Remote ViewLog Service features:

® All functions provided by ViewLog are available, such as Backup, Save as AVI, Object Search,
Export to DVD Format, Database Files Backup, and so on.
Capability of disabling certain camera connections under heavy network load

Resuming file transfers for backup

Retrieving Recorded Video

Before you can review video recorded on a remote video device, the following function must be
enabled at the remote video device to allow access:
® GV-System (DVR): Enable Remote ViewLog Service on Control Center Server

® Video Server, Compact DVR: Enable the Remote ViewLog function

1. On the function panel, click the Tools button (No. 6, Figure 4-2), and select Remote ViewLog

Service. This dialog box appears.

Connect to Remote Viewlog Service

[2) IPAddress: 7
Part: ’W Default
D [ouest
Password :

[~ Save Password

Host Type :

Add current entry to Address book under
this group

Address book | Connect | Cancel |
Figure 4-32

2. Enter the IP Address, ID and Password of the remote video device. Keep the default port as 5552
or modify it if necessary.
In the Host Type, select DVR, Video Server or Compact DVR.

4. Click the Connect button.

When the connection is established, you will see the events of the remote video device appearing on

the Event List. Then you can use all ViewLog features for playback.
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Viewing Connection Status

You can view connection status of each camera, and disable certain camera connections when the

Internet is overloaded.

On the function panel, click the Setting button (No. 5, Figure 4-2), and then click the Mulit View tab.

This dialog box appears.

System Configuration

Play Setting ] Display ] Databasze ! Cache ]
Giuad iew ] Thumbnail i Rouati i
To Be Activated in 2 Multi Wiew ) O)
Host Mame Camera Mame Status b

TEST111 Camers 1 Resacy
TEST111 Camers 2 Feady
TEST111 Camera 3 Reachy
TEST111 Camera 4 Ry
TEST111 Camers 5 Resacy
TEST111 Camers 6 Feady
TEST111 Camera 7 Reachy
TEST111 Camera 8 Ry
TEST111 Camers 9 Mon Ready
TE=T111 Camera 10 Mon Ready
TEST111 Camera 11 Man Ready
TEST111 Camera 12 Mon Ready
TEST111 Camera 13 Mon Ready
TE=T111 Camera 14 Mon Ready %

Disconnect
v auto retry when connection is broken.
Interval ;|10 = zeconds
="
"""" | Cancel
Figure 4-33

[Host Name column] Indicates the host name of a remote camera. Uncheck to disconnect from one
camera.

[Status column] The message Ready indicates an established connection while Fail means a failed
connection.

[Auto retry when connection has broken] When the connection is broken for a specified time, the

system will automatically re-connect to the remote video device.
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Resuming Backup

The Remote ViewLog Service allows you to back up files from a remote video device, such as
GV-System (DVR), Video Server and Compact DVR. When the file transfer is interrupted by a network

error, you can even resume backup.

1. When the backup is interrupted, this message will appear: There are x file(s) couldn’t be backup.
Do you want to keep a log file and backup them later?

2. Click Yes. You will be prompted to save the partial backup file as *lv format.

3. Toresume backup, click the Resume button in the Backup dialog box, and then locate the partial

backup file to continue.

Media Time Frame
(" Using Harel Disk [y 1 DAB2007 2101763 ~ 10/8(2007 21:22:20
Backup Falder Mame : i 01
|GA[AOPEN CD-RWCRWS232 (6SOMB] |
0/ OVD Burning Software
" CD Using ©5-Burning (2)
Media Information
e
used size : 152 42 MB
Free Size : 497 57 MB
Total Size : 500,00 MB
Add time frame ‘ Resume ‘
Eraze Rewvritable Disc J =y Backup Log ‘ @ I Expor
o | Fanial ‘ [ Inciude Yisswlon Player
Figure 4-34
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Accessing Recordings from Multiple Hosts

You can access the video files of up to 16 cameras from multiple hosts of GV-Systems (DVRS), Video

Servers and Compact DVRs over network.

1. To create several hosts, click the Tools button (No. 6, Figure 4-2), and select Address Book.

2. Click the Normal button (No. 9, Figure 4-1) to display the date tree, click the right-arrow button,

and select Connect Multi Host. The Connect Multi Host dialog box appears.

] >

Click the right-arrow = O ]

button. The Connect — i Mew Group

Multi Hosts dialog box gl
appears +-md Hsinchu

' +-md Kaohsiung
Date Tree Connect Multi Host
Figure 4-35

3. When this dialog box appears, the ViewLog will automatically detect and connect to the hosts
created in the Address Book. Once the connection is built, the available cameras will be

displayed.

4. Expand the hosts, select up to 16 cameras from different hosts you want to access, and click the

Connect button@. The selected camera images will appear on the ViewLog player.

212



Playing Back Video Files

Playing Back over Internet Using Remote

Playback

Remote Playback Client (RPB Client) allows client PCs to download history video files from server
PCs through Remote Playback Server (RPB Server). Before getting started, make sure the following

requirements are met:

os Windows 2000, XP, Server 2003, Vista

CPU Pentium 500 (minimum)

Memory 128 MB RAM

Hard Disk 20 GB (minimum)

VGA NVIDIA GeForce 1l 32 MB, 800 x 600 screen resolution (minimum)
Network TCP/IP

Working with Remote Playback Server at the Server PC

To establish a connection, first activate RPB Server at one server PC. RPB Server comes with the

installation of Main System. Follow these steps to activate it.

1. Goto Windows Start, select Programs, point to the GV folder, and then select Remote

Playback Server. This RPB window appears.

JRT=TEY
Server  Opkion  YWiew
|
]
Ready UM o
Figure 4-36

2. Click the Start Service button EB . Avalid ID and Password are required.

In the RPB window, you can see the message, for example, “1/4/2005 6:14:36PM Start Sever”,

indicating when the server is activated.
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To stop a connection, click the End Server button . Avalid ID and Password are required.
To minimize the RPB window in Windows taskbar, select Option from the menu bar, and then select

Hide When Minimize.

Configuring RPB Server
To configure the RPB Server, select Option from the menu bar, and then select Setup. This displays

the following dialog box.

Setup El

[¥] Auto Run when StartWindows
1D: RemotePlayBack

Password: | eeesssses

Save the Connective Record
Path:; | EMGYBODIRPBSyrLog. bt

Part | 5066

End connection when idle mare than 30 rinutels).

Maximum Users: 16

Enable IP white list

[#] Bandwidth Contral
Mazirmurm Speed: 100 KBytes | Sec.

Enhance netwark security

[ ks H Cancel ]

Figure 4-37

[Auto Run when Start Windows] Automatically starts RPB Server at Windows startup. Enter an ID
and a password that are allowed to use the server.

[Save the Connective Record] Check to create a log that keeps the login and logout status of the
server. Type a storage path in the Path field.

[Port] The default port is 5066. To automatically configure the port on your router by UPnP technology,
click the Arrow button. For details, see UPnP Settings in Chapter 6.

[End connection when idle more than x minute(s)] Stops the connection after the assigned idle
minutes.

[Maximum Users] One RPB Server allows the maximum of 16 connections. You can determine the
maximum number of client PCs allowed to log in your RPB Server.

[Enable IP White List] Check the item and click Edit to create a list of IP addresses only which are

allowed to access the RPB server. For the setting details, see IP White List Settings in Chapter 6.
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[Bandwidth Control] Check to prevent overloading on slow network. You can set the bandwidth from
0 to 100,000 Kbytes to transfer in one second.
[Enhance network security] Enable to enhance Internet security. Please note when the feature is

enabled, the subscribers using earlier version than 7.0 cannot access the RPB any more.

Working with Remote Playback Client at the Client PC

RPB Client software is to be installed at the client PC, and the software is included in the Surveillance

System Software CD. Install and execute Remote Playback Client Site.

Camera views from different servers may be displayed in a single 16-channel screen view. Clicking the
Page Select button turns the screen view to the next page. Maximum two pages (total 32 channels)

may be displayed in one RPB Client.

O

Figure 4-38
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The controls in the RPB Client:

No. Name Description

1 Camera Name Indicates the given camera name.

2 Camera View Displays playback video.

3 Connect Sets the connection to the RPB server.

4 Disconnect Closes all or selected connections to the RPB server.
5 Download (Play) Remote Video = Downloads and plays the remote video.

6 Play Local Video Plays back video files at the client computer.

7 View List Keeps record of connection activity.

8 Connection Record Keeps track of the connections.

9 Address Book Creates a quick connection to the RPB Server.

[N
o

Preference Setting

Sets download status, text display and panel resolution.

11 Save As AVI

Saves a video file as avi or exe format. See Exporting Video
earlier in this chapter.

12 Save As BMP

Saves a video image as bmp format.

13  Exit

Closes or minimizes the RPB Client window.

14  Scroll Bar

Moves forward and backward of the playback video.

15 Playback Panel

Contains typical playback buttons.

16 Page Select

Toggles between channels 1~16 and 17~32.

17 Screen Division

Sets the screen divisions.

Connecting to RPB Server

Click the Connection button on RPB Function Panel (No.3, Figure 4-38). This displays the following

Connect to dialog box.

Connect To...
IP Address | 127.0.0.1 jJ
D |
Fassword |
Port| 5066 Default
Connect Cancel ‘
Figure 4-39

Enter the login information. You may enter the IP address or the domain name of the RPB server.

Alternatively, you may click the drop-down list to find recently visited servers, or click the Browse

button to select a RPB server from the folder.
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Disconnecting from RPB Server
Click the Disconnect button (No.4, Figure 4-38) and select to close all connection by choosing All

Connections, or close only the selected connections by choosing Select Disconnection.

Downloading and Playing Remote Video
There are two options to download and play remote video: Normal and Advanced.

[Normal] Select Normal from the Download (Play) Remote Video button (No.5, Figure 4-38). This

displays the following Search & Download panels.

/— Select RPB Server

TEST111 [127.8.0: Refresh Cameral | |

(715231 127KE

@ 7 20:07:47  775KE
Close Panel | |2m05:41  315KB

|~ 20i0%: 27 B23KB

F————— Download Button | | zn11:14 2106

= % « | »

i

I
Channel Select

Figure 4-40

Follow the steps to search desired files:

1. Select the desired RPB server from the drop-down selection field.

2. Choose the required date from tree folder.

3. Select the required camera from the Channel Select tab, and select the video files from Event List
Window.

4. Click the Download button to download by the four available options:

Download & Play: Play the selected files while downloading into the RPB Client.

Just Download: Download files only.

Just Play: Play files without downloading them into the RPB Client.

Download & Play (Period): Download files by frames. Select only one file at a time to apply

this function.
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[Advanced] Select Advanced from the Download (Play) Remote Video button (No.5, Figure 4-38).
This displays this following dialog box.

Select Server Select Camerals) | ~
TEST111 (127.0.0.1) j [ Icamera 1
|_Camera2
|_Camera3
Select All Cameras | | camera4
i"armera B b

Tirme FPeriod

StartTime: |10M7/2007  ~| = [1231:38 =

End Time: [10/17/2007  «| = [23:31:39 -

Figure 4-41

The files can be searched by time and date, and by camera. Follow these steps to select cameras to

load at specified times:

1. Select the desired RPB Server from the drop-down selection field.
2. Select the required camera from Select Camera(s) window, or click Select All Cameras button to
select all cameras.

3. Specify the time range. Click OK to start the search.

Note: A warning message may appear if the downloaded file size is greater than the designated

storage space.

Playing Local Video
After loading the video files from the server PC to the client PC, click the Play Local Video button
(No.6, Figure 4-38) to play back the files at the client PC through the RPB Client.

View List

The list keeps record of connection activity, and it is available in four listing options:

[Channel List] Lists all RPB Servers and their respective cameras. Click the Up and Down buttons to
move up and down the list. The Disconnect button ends the connection of the selected camera. The

Exit button closes the list while all connections remain.
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[Connection List] Indicates the number of files currently engaged in the connecting activity. The
number shown in the Total Works field drops as connection completes. Click the Work List to show
the type of connecting activity engaged, listed in the Type field. Click the Back button to go back to the

list; the Disconnect button to end the connection; the Exit button to close the list.

[Download List] Displays a list of files that is currently being downloaded to the RPB Client. The Ratio
field shows each file’s download progress and the Save Path field shows the location where files are

downloaded to.

[Download History] Displays a history list of downloaded files in the RPB Client. Double-click the list
will play back related files in the RPB monitoring window.

Connection Record

Connection Record keeps track of the connections, which makes your next connection more easily.

[Save Connective Status] Saves current connections to a path. When open the RPB Client next time,
click the Connection Record button and then select Load Connective Status (see descriptions

below) to look for this path for fast access to current connections.

[Load Connective Status] Loads connection status that was previously saved into a file by Save

Connective Status, described as above, into the RPB Client.

[Load Resume File] If the connections were ended, select this option to continue the downloading

process.
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Address Book
The Address Book not only keeps connection information about the RPB sever, but also allows quick

connection and auto login to the RPB server. Follow these steps to create an entry in Address Book:

Click the Address Book button (No.9, Figure 4-38) to bring up the following dialog box.

Address Book
= éj{l””m Server Mame:
Server
o Server? |Senrer1
% Group? Semver Address:

Ink
|Guest
Passward:
Part:
| 5066

ey Gruupl N ew Ser\rer| Delete | Connect | Close |

Figure 4-42

Click the New Server button and provide information to the fields:
B Server Name: Give a descriptive name to the server.

Server Address: Enter the IP address or domain name of the server.

B |D: Enter an ID that was already created in the server.
B Password: Enter the password associated with the ID.
B Port: Use the default port 5066, unless otherwise necessary.

You may create a group (click the New Group button) before adding any user. Click on any group, and

then click the New Server button to add users to that group.

Click the Close button to finish the setup; Delete to remove the entry from Address Book; Connect to

connect the RPB Client to the RPB Server instantly.
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Preference Settings

Figure 4-43

[Download] The options allow you to specify how your files are saved when your storage space is full.
[Channel Text] The selections determine the effect you want your camera view to display.

[Panel Resolution] Select the screen resolution of the RPB Client window.

RPB Client Playback Control Panel

Playback Status Panel Playback Meter

# 1 10/8/2007 21:17:57.502

EEEEEEE - EEOE 6 _ Speed up

. Disconnect
PreVious Next
Frame Frame

Figure 4-44
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Touch Screen Support

By the touch of a finger, the touch screen panel allows you to change screen divisions, switch to full

screen and close the ViewLog screen.

1. Click the Tools button (No.6, Figure 4-2), point to Tool Kit, select Touch Screen Panel, and click

Panel Setup. This dialog box appears.

Touch Screen Panel Setup [‘S__<|
[w Activate
f+ Activate when enter Full-Screen Mode only %
(" Abways Active
Layout
(o erically " Horizontally
(81,4 Cancel |
Figure 4-45

2. Click Active to have these options:
B Active when enter Full-Screen Mode only: Launches automatically the panel when the full
screen view is applied.
B Always Active: Always displays on the ViewLog screen.
B Layout: Select a vertical or horizontal panel.
3. Click OK for the above settings.
4. To active the panel, click the Tools button, point to Tool Kit, select Touch Screen Panel, and
click Panel Active.
5. At the upper left corner of the screen, an information window indicating date, time and storage

space will appear. Right-click it to open this touch panel.

clele

313G

Figure 4-46
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To view the fast key list, click the Tools button (No.6, Figure 4-2), point to Took Kit, and then select

Fast Key. The ViewLog fast key list appears.

Specifications

Feature

Notes

Support for Defogging

Yes (4 channels)

Support for Stabilizer

Yes (4 channels)

Support for PIP View

Yes

Support for PAP View

Yes

Support for Panorama View

Yes (4 sets of Panorama View )

Videos Exported as .AVE Files

Yes

Object Search

Yes
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Backing Up and Deleting Files

Video files can be copied from the hard disk to external storage media, such as CD-R, DVD, MO, or
ZIP drives. Video files saved on the hard disk can be easily deleted as well. This chapter explains how

to back up and delete video/audio files using Backup System and ViewLog.

Backing Up Files Using Backup System

Video and audio files may be backed up to a CD-R through a third-party application, such as Nero or

EasyCD, as long as it contains the feature of “paste”. Nero is used as an example below.

1. Goto Windows Start, and then select Backup System from the system folder. The DMBackUp

window appears.

ik DMBackUp -101 |
File Log Yiew

Start Date-Hour ¢ | End Date-Hour | Camerais) | Backup From | Backup Dake-Time I
Ready [ A

Figure 5-1 The DMBackUp Window
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2.

Click the Backup button on the toolbar to bring up the following Backup Log dialog box.

Alternatively, you may click Log and select Backup from the menu bar.

Backup Log |

~Media

« @ CO/DWD Wyriter  Size IEdD 1B 'I

(=) Harddisk MO/ZIP/JAT, I 'l
DD RW/CD-RW driver

—Backup Time Period
Start Time : | 7/ 92004 ~| - [00:00 = 00

End Time : | 7/ 92004 | - [23:59 = 58

—Select Backup Cameral(s)
M1ka Ve W13 17 21251 25

W2WE W10 V14 T 18 220 26 [0 30
M3F7 M1 WS 18 2527 [0 31
VWM4ag W12 W16 [T 20 24 7 25 32

Select Al | Clean Al
[video + Audio Event = Eﬁ;zbase

¥ Only Never-Recycle Event |

0K I Cancel

Figure 5-2 Backup Log

[Media] Select the media where you want to back up the files.
[Backup Time Period] Specify a time period for backup. The minimum time for backup is 1
minute.
[Select Backup Camera(s)] Select desired cameras for backup
B The drop-down list: Select the types of video events for backup. Back up video and audio
events together, video events only, or audio event only.
Database Files: Check this item to back up the files from System Log.

Only Never-Recycle Event: Check this item only to back up the never-recycle events.



3.

4,
5.

Backing Up and Deleting Files

After the above settings, click OK to bring up the following window. It shows the information about

the backup files.

Backup Information

@ The selected backup range is used.

FH

Select Date : 06172004 16:04 - 06/17/2004 23:59.

The backup log data size is : 120.53MB.

The backup media size is : GA0.0OMEB.

) - [

Are you sure to backup?

Cancel |

Figure 5-3 Backup Information

Click OK if all the information stated is correct. This pastes all copied files to the CD writer.

When the following message appears, click OK.

DMBackUp

L
. J Flease paste the backup lag files ko COR-Writer pradgrarm.

x|

Figure 5-4
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6. Open your CD writer program. Right-click anywhere on the program interface to call up a menu,

and then select Paste.

_lnixi
e
Disc Content _j
Add data to vour disc.
I@ My Disc j il =
Mame ab | Size: |T Ma. .. | @ Add
@ Delete
Select Al
Add Files... CtrH4+D
Create Folder
Total space used:
||||||||||||||||||||||||||.||||
LMB 200ME 400ME G00ME H S00ME Bl
0 | Q Mera | @ Mare »» | H Save | Mext \),

Figure 5-5 Pasting files

7. After pasting, you can see backup files pasted onto the CD writer program.

[ reropneress

=101 x|

==
Disc Content _-\l
Add data ta your disc.
(271 My Disc j i
Mame =3 | sz Mo | - @ Add
%], 1024_ViewLog Brr FIKE  Bitmap ... 200.. —
[ 1024_4 79KE Bitmap ... 1/24/508, @ Delete
F9KE Eitmap .. 1j24/z00...
4 Viewlog_B... FO9KE Eitmap .. 1j24/200...
1024 _ViewLog_B... TAKE Bitmap ... 1/24j200...
1024 _ViewLog_F... 31 KB Bitmap ... 7/28/200...
1024 _ViewLog_F... 31 KB Bitmap ... 7/28/200...
1024 _ViewLog_F... 31 KB Bitmap ... 7/28/200...
1024 _Viewlog_F... 31 KB Bitmap ... 7/28/200...
1024 _Viewlog_F... 31 KB Bitmap ... 7/28/200...
1024 _ViewLagso... ZME Bitmap... 11/14/20...
4_Viewlogsa... ZME Bitmap... 11j14/20...
ZME EBitmap.. 11j14/20...
[ 1024_Wi ZME EBitmap.. 11/14 T ——
%) 1024_viewLogam: Bikmap .. =
- ame e ' [Nt
1 | I | [
5 532 8 MB
ME 200MBE 400ME G00ME ' S00ME
o | g MHera | @ Mare »» | H Save |

Figure 5-6 The pasted files on the CD writer program
8. You can then start to copy these files onto your CD-R.
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Backing Up Log Data Using System Log

Using the System Log, you can back up all log data or filtered data based on criteria.

1. To open the System Log, click the ViewLog button on the main screen, and select System Log.
2. To open the Advanced Log Browser, click the nicon at the top left corner on the System Log

window.

3. Click the Backup button on the toolbar. This dialog box appears.

Custom Database Expork |
Takil i
&

" Current Table

¥ Export with “ideo/Audio data

(8024 I Cancel

Figure 5-7

[Table Option]
B All Tables: Backs up all log data.
B Current Table: Backs up only the log table you are currently at.

[Export with Video/Audio data] Backs up video/audio attachments with log data.

4. Click OK. The Backup dialog box (Figure 5-8) appeatrs.

5. In the Media section, select the destination to back up the log files, and then click OK to back up.

Note:

® To back up the filtered data, use the Filter function to define search criteria first.

® To open the backup data, run EZSysLog.exe from the backup file.
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Backing Up Files Using ViewLog

Using ViewLog, you have three backup options:

® Back up to hard disk

® Create CD/DVD using a third party software, e.g. Nero, Roxio, etc.

® Create CD using Windows XP / Server 2003 / Vista inbuilt burning software

To back up files:

1. On the function panel, click the Tools button, and then select Backup. This dialog box appears.

Media Time Frame
(" Using Hard Disk +-{ % 9/24/2007 0:00:00 ~ 10/24£2007 2359:59
Backup Folder Mame il : 2
o | :
CO-RWCRWS232 (ESOMB] v |
D J DYD Burning Softvare
™ €D Using OS-Burning @)
Media Information
tars
[ Used Size : 13918 MB
Free Size : 51052 MB
Total Size G:30.00 MB
Add time frame | Resume ‘
Erase Rewritable Disc ‘ “iew Backup Log | @ JiE e Ft t
oK | e | [v Include “iewlog Player
Figure 5-8

2. Select a destination media to back up files.
[Media]
B Using Hard Disk: Click to back up files to the hard disk you select. Click the [...] button to

select the desired hard disk.

Backup Folder Name: Enter a desired name for the backup folder.

Using CD/DVD: Click to back up files to the CD or DVD media using the third-party software.

» Click the [...] button to assign the desired burning software (.exe file). When you click
OK on the Backup dialog box (Figure 5-8), the system will ask you to paste the backup
files to the CDR-Writer program (Figure 5-4), and call up the assigned burning software

for you to paste and backup files.
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» If Nero software of version 6.6.0.1 or later is installed, the backup feature provides the

direct burn function. It allows you to directly burn the files onto CD/DVD without the steps

of assigning the burning software and pasting the backup files to the CDR-Writer

program.

» If Nero software of version 7.0 is installed, the backup feature allows you to directly burn

the files to blu-ray media.

B Using OS-Burning: This option is only available when you use Windows XP or Server 2003.

It burns files using the inbuilt software of the operation system. Note that your hard disk

needs at least 1 G buffer space.

[Media Information] This section indicates free and used space on CD/DVD media or the local

disk.

Click the Add Time Frame button to define a time period for backup.

Select Backup Time

Time Period @ Select Camerals) Q Q]
. _ = Camera 1 a+0
Start Time: [11/ 72007 +| - [ooonon =] comora2 0o
Camera 3 3+0
End Time : - £59: —
[117 go07 |- [2asess = comorea i
Camera 5 o+0
Infarmation Camera & o+0
[v Database Files Camera 7 0+0
¥ Object Index v Camera & 0+0
Ol Never-Resyole Event v Camera 9 0+0
Iv Only Never-Recycle Eve Camera 10 0+0
Uninark these evn.ards to be recycled @ Camera 11 n+0
after the backup iz complete.
Camera 12 o+0
Camera 13 o+0
Camera 14 o+0
Camera 15 o+0
L:“_J Camera 16 0+0
© Status Search End
Total Event : 3
Total MDB : B
Total Chject Index : 3
Used Size 3.92mMB
oK | canel | [video + Audio Evert |
Figure 5-9

[Time Period] Specify the time periods for backup.

[Select Camera(s)] Click to select the camera(s) for backup. The number of video and audio

files of each camera is indicated respectively, e.g. “Camera 1 1+0” means Camera 1 has 1 video

file and O audio file.

B Video + Audio drop-down list: Select the types of video events for backup.

[Information]

B Database Files: Click to back up the files from System Log.

B Object Index: Click to back up the Object Index files.

B Only Never-Recycle Event: Click to only back up the never-recycle events.
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B Unmark these events to be recycled after the backup is complete: After the backup is
complete, the never-recycle events will be unmarked for recycling. Please note if the first file
in the database has been marked and then unmarked in this condition, the first file will be
deleted automatically.

B The Status and Search End section: Indicates the number of backup files and their total

size. (Total MDB refers to the System Log files.)

4. Click OK to add the schedule. You can repeat step 3 to create up to 10 periods of time.

5. Click OK on the Backup dialog box for backup.

Tip: If you just want to back up a specific event or several events of one day, select the event or
multiple events on the Video Event list, and right-click to select Backup. The Select Backup Time
dialog box will then appear, and you can follow the steps described above to back up files without

setting up the time period.

Note:

1. If you are unable to record a CD, make sure the CD recording is enabled in your CD burner:
open My Computer, right-click the CD Drive icon, click Properties, click the Recording tab,
and then check Enable CD recording on the drive.

2. The Export to DVD Format option, at the right bottom of Backup dialog box (Figure 5-8),
outputs your files in DVD movie format, meaning that it will play in any DVD player that supports
writable DVD disks. To enable this option, MPEG2 files recorded by the GV-Hybrid DVR Card /
GV-2004 Card / GV-2008 Card need to be selected first (see the Select Camera(s) option), and
a DVD+RW disk is required as well.
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Splitting Files for Backup onto Multiple Discs

When the size of the backup files exceeds the disc space limit, the ViewLog can automatically split the

files to be burned onto multiple discs. For this feature to work, Nero 6.6.0.1 is required to be installed
on your system.

Note: This feature is not available when
® the Export to DVD Format option is enabled to back up files to DVD, or

® the CD Using OS-Burning option is enabled to back up files using the inbuilt burning software of
the operating system.

To access this feature, click the Backup button. You may choose to include the ViewLog player in the
backup files or not.

Excluding ViewLog Player in the Backup Files

If you choose not to include the ViewLog player in the backup files, there are two backup modes:

® Mode 1: This mode intelligently burns files onto CD/DVD by shifting the complete event(s) to a
new CD/DVD if space is not enough on the current CD/DVD. You may see some blue screen
images at the beginning or the end of each CD/DVD.

1. When you start burning, a dialog box appears.

. b
Are You Sure ? &J

Do you want to reduce the disc contents?

Yes Mo

Figure 5-10

2. For Mode 1, select No. A dialog box indicating the number of required discs for burning
appears.

Do you want to bumn the files? M

You will need 2 disc(s) to burn the files.

Yes Mo

Figure 5-11

3. Select Yes to start the backup.

233



Q GeoUision

® Mode 2: This mode will keep some buffers at the end and beginning of each CD/DVD, thus
overlapping some videos in the beginning of each CD/DVD from the end of the previous CD/DVD.

1. When you start burning, a dialog box (Figure 5-10) appears.

2. For Mode 2, select Yes. A dialog box indicating the number of required discs for burning
(Figure 5-11) appears.

3. Select Yes to start the backup.

Including ViewLog Player in the Backup Files
If you choose to include the ViewLog player in to backup files, the Model 2 backup method will be
applied. You may see some overlapping videos in the beginning of each CD/DVD from the end of the

previous CD/DVD.

1. Toinclude the ViewLog player in the backup files, check the option of Include ViewLog Player

at the right bottom of the Backup dialog box.

Media Time Frame

[ Using Hard Disk [ SH0R007 0.00:00 ~ /1972007 23.53°53
Backup Folder Mame @

(+ Using CD /DVD
e[ LTR-523275 : 65O MB ] -

D f DWD Burning Software

€D Using ©5-Burring k]|
Media Information
[ Used Size: 113.93 MB
Free Size : 536.07 MB
Total Size £50.00 MB

PR e ‘

‘ Wiew Backup Log | @ =
(2l I cancel | ¥ Inchutle Yiewlag Flayer
Figure 5-12

2. When the backup process starts, a dialog box indicating the number of discs required for backup

appears.

3. Click Yes to start the backup.
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Backing Up and Deleting Files

The program DMBackUp500.exe, located in the system folder, makes it possible to back up video files

at a client PC. Before you start, make sure both your system folder (GV-650 folder, for example) and

video files you wish to save are made available to network users, and done through proper setups in

Windows Sharing And Security. After the folder and files are made available, follow these steps:

1. Atany client computer, go to My Network Places in Windows.

2. Find the server computer where the GV-System is located, and then locate DMBackUp500.exe in

the system folder, as shown below (assuming that the system is running GV-650 on drive C:).

tddress | Ciiaveso

Mame -/ | Size | Type

Deskkop, StringTable 9KE STRIMNGTABLE File
DMS00skartup,exe 144 KB  application
DMaActive. exe 256 KB application
DMAT.exe 196 KB Application
DMBackUpS00. exe 483 KB Application
drlp.exe I72 KB Application
DmHealthSwr exe 164 KB Application

Figure 5-13 Executing DMBackUp 500.exe

Double-click to run the program.

4. You should be promoted with the DMBackUp dialog box, as shown in Figure 5-1. Follow the same

steps as instructed in Backing Up Files Using Backup System. This backs up files to the client PC.
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Deleting Files Using Backup System

To delete files using Backup System, follow these steps:
1. Inthe DMBackUp window, click the Delete button. Alternatively, you can click Log on the menu
bar, and select Delete to bring up the following Delete Log dialog box.

Delete Log x|

—Delete Time Period

Start Time : | 7/ 92004 ~| - |00:00 = 00

End Time: | 7/ 92004 7| - |23:58 = 63

—Select Delete Camera(s)

W12 W3IW4 5 WE W7 I¥vE
M3 M0 11V 12 13V 14 ¥ 15~ 16
=17 B MBI eI 200E 21 5| 2215 | 25 15 | 24
[C125 1 26 F 27 |- 28 129 50 T 51 ) 52

Select All | Clean All |

¥ iOnly Resene Never-Recycle Event:

Ok | Cancel |

Figure 5-14 Delete Log

2. Define a time period for the file deletion. The minimum time for deletion is 1 minute.

3. Select the desired camera channels for the file deletion.

4. If you like to reserve the never-recycling events after the deletion, check Only Reserve
Never-Recycle Event.

5. Click OK. This brings up the Delete Information dialog box, indicating how many files will be

deleted, and how much storage space will be free.

xl
Carnera | UnFead Lag Number| Delete Log Mumber =
TCamera 1 24 24
Camera2 23 23
Camerad 24 24
T Camerad | 24 24
Camera s 24 24
M Camera b 24 24 =
i - _ ILI_I

Storage Size will be free  1.46GB

Are you sure to delete?

[0]24 I Cancel |

Figure 5-15 Delete Information

6. Click OK to start the deletion.
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Deleting Files Using ViewlLog
To delete files using ViewLog, follow these steps:

1. On the function panel, click the Tools button (No. 14, Figure 4-2), and then select Delete. This

dialog box appears.

—Time Period
Start Time [117 12008 |- [on00:28 =
Enel Time : - . =l
[rz1z00 ] [23s830 =
-~ Select Camerals) =[]}
Camera(s) | Files ‘ Status | =
Camera 1 25 Ready
Camers 2 1} Ready
Camera 3 0 Ready
Camera 4 0 Ready
Camera 5 o Ready
Camera B o Ready
Camera 7 ] Ready
Camera § 1} Ready
Camera 9 0 Ready
Camera 10 0 Ready
Camera 11 0 Ready
Camera 12 0 Ready
Camera 13 ] Ready
Camera 14 1} Ready —
Camera 15 0 Ready
I3 o A " Emmt =
[viden + Aucio Event =
I~ only Never-Recycle Event
Total Event 28
Total Size : 9541 KB
Delete | Close | Wiewe Delete Loy

Figure 5-16

2. Define the time period for file deletion.

3. Uncheck the cameras, which you don’t want to delete the files of.

4. Use the drop-down list to select the types of events to be deleted, e.g. video, audio or both
together.

5. If you only want to delete the never-recycle events, check the Only Never-Recycle Event option.

6. Click the Delete button.

Tip: If you just want to delete a specific event or several events within one day, select the event or
multiple events on the Video Event list, and right-click to select Delete. The Delete dialog box will then

appear, and you can follow the steps described above to delete files without setting up the time period.

Note:
1. If you want to view the history of file deletion, click the View Delete Log button.
2. To view the information of files from a desired camera, right-click the camera and select Event

View.
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Repairing Damaged File Paths

The only way to correctly delete video and audio files is through the operation you've just performed in
the previous section. If you move or delete a video file using Windows Explorer or Windows File
Manager, GV-System will not know what you have done, unless you've run the Repair DataBase

Utility. This Utility comes with the installation of Main System. Follow these steps to repair the paths:

1. Gotothe Windows Start menu, select Programs, point to the GV folder, and then select the
Repair DataBase Utility. The valid ID and password are required.

2. When the Select Camera for Repair Database dialog box appears, select the desired cameras to
fix the file paths.

3. Click OK. This dialog box appears.
)]

Status Result

—Default Path
CAEVE00

v Resere Mever-Recycle Flag

I~ Repair all infarmation { Itwill spend long tirme )

Search Hard disk Exit

Description

Search the user defined path for log to rebuild the database.

Figure 5-17 The RepairDB Dialog Box

4. Click the Use Default Path button to start the path re-building at the locations specified to save
the files in the Main System. For details, see Log Storage, in Chapter 1.

5. Click the Search Hard Disk button to search the entire PC, and then to re-build paths for the files
recorded by GV-System.

Note:
1. The repair and the search function will not apply to the files that have been renamed manually.
2. Use this Utility if encountering any of the following scenarios in ViewLog:

(1) A question mark appears right before a video file in the Video Event list.

(2) When you click the Playback button, no video is displayed even a file is selected.
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Repairing Damaged Video Files

If the computer has been shut down improperly, e.g. due to power failure, use this function would

repair the damaged video files.

Tip: When a computer has been shut down improperly, the first thing you do when starting the
GV-System is to run Repair BataBase Utility. After running the utility, go back to ViewLog and view
Video Events. You should be able to play back all video files at this step. However, if what you see is a
guestion mark after clicking on the file, the problem may be that the recording process was interrupted.

To repair the file, run the AVI repair utility and follow the steps below.

1. Double-click AVIRepairAPIl.exe in the GV folder. This dialog box appears.

1. Select source file to repair.

Browse

Source File Path EAGY800\cam3t1 031 Event20071031202509003. avi

2. Select repair method, (&1 file anly)

" Auto

Compression Type Resolution

MPEG4 ~| |320%240 |

3. Click"Repair to start

Repair
=

Figure 5-18

2. Click the Browse button to find the damaged video file.

3. If you know the compression type and resolution of the file, select Manual and use the drop-down
lists to select the correct codec and resolution. Alternatively, you may select Auto and the system
will run all combinations for you. Please note it takes longer time to repair with this selection.

4. Click the Repair button to start.
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5.  You may see the distorted image or No Image on view screen if an incorrect codec and resolution

were chosen. For this, click No for the next combination until a complete image appears.

Distorted Image No Image Complete Image

Preview Dialog X Preview Dialog X Preview Dialog

(] = |

Resalution 3205240 Resolution B40:x480 Resolution 320x240

Compression Type MPEG-4

Doyou acceptthis videa?

Mo | Cancel |

Cornpression Type MPEG-4
Dayou accept this video?

‘fes ‘ Mo ‘ Cancel ‘

Compression Type Gea MPEG4 (ASF)

Do you accept this videa?

HIRCEE Mo ‘ Cancel |

Figure 5-19

Figure 5-20

Figure 5-21

6. When a complete image is displayed, click the arrow button to preview the file.
7. Click Yes to start the repair.
8. Click Yes to overwrite or No to save this file to another path. Note if you choose No in this step,

remember to run Repair DataBase Utility again after exiting this program.
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Viewing Live Video Using WebCam

With Microsoft Internet Explorer, it is possible to remotely view live videos, download and play back
video files, manage systems within the security network, control PTZ camera and 1/O devices via the

WebCam server.

Before starting the WebCam server, make sure your system meets the following minimum

requirements:

oS Windows 2000, XP, Server 2003, Vista

CPU Pentium 4, 2.0 GHz

Memory 256 MB

Hard Disk 60 GB

VGA NVIDIA GeForce Il 32 MB, 1024 x 768 screen resolution
Network TCP/IP

Web Browser IE 6.0, Netscape Navigator (with limited functionality)
DirectX Version 9.0 or above

Configuring WebCam Server

GV-System is built-in with a web sever. Click the Network button, and then select WebCam Server to

display the following Server Setup dialog box.

WebCam Server Settings

The Server Setup dialog box contains these tabs: (1) General, (2) Server, (3) Video, (4) RPB, (5) Audio,
(6) JPG, (7) 3GPP and (8) Mobile.
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[General]

2% Server Setup

audia | UG | aeer | Monie
General l Server ] ideo ] RPE

X]
l
l

WiehCam Options
[ Enhance netwaork security @

[w Enahle Remaote Contraol

v Run Viewlog server!

[ Run Bandwicdth Cortrol server

Frame Page Title Color

f* Mone (™ Black " White

Ok | Cancel Detault

Figure 6-1 Server Setup- General

[WebCam Options]

B Enhance network security: When this option is enabled, it is required to complete a word
verification step every time when you log in the WebCam server.

B Enable Remote Control: Check this item to use Remote Configuration and Enable/Disable I/O
functions on WebCam.

B Run Viewlog Server: Check this item to enable the Remote ViewLog Service. See Remote
ViewLog on WebCam later in this chapter.

B Run Bandwidth Control Server: Check this item to enable the Bandwidth Control Server. For

details, see Bandwidth Control in Chapter 10.

[Frame Page Title Color] Select the color of date, time and camera stamps on the frame.

Note: When Enhance network security is enabled,
® the users using earlier version than 8.0 cannot access WebCam applications any more, and

® JPEG/3GPP/Mobile applications will be disabled.
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[Server]

2% Server Setup

pudio | wpe | 3ePP | Mokie
enersl Server Wideo RPB

X
|
l

[w Run GeaHTTP Server @

[~ Enable S5L [443
HTTP Port EN
Command Paort W
Data Port 5550

Detect UPRP

Cancel Detault

Figure 6-2 Server Setup- Server

[Run GeoHTTP Server] Enable Geo-developed HTTP server or use your own HTTP server.
Command Port is the port used to access WebCam, and Data Port is the port used to transfer data
over Internet.

[Enable SSL] Enable the Secure Sockets Layer (SSL) protocol to ensure the security and privacy of
Internet connection.

[Detect UPNnP] For details, see UPnP Settings later in this chapter.
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[Video]

2% Server Setup E
Audic | wpe | zere | Mobie |
Genersl ] Server Wideo l RPE ]

M. Channel(z) 120
s, Image size |N|:|rmal ﬂ
PTZ
Allovwved PTE camera

Cancel Detfautt

Figure 6-3 Server Setup- Video

B Max. Channel(s): Specify the number of channels allowed to access WebCam, with the upper
limit of 200 channels.

B Max Image size: Select a resolution. The default resolution on WebCam is Normal (320 x 240). If
you want to apply the Middle (640 x 480 (De-interlace) or 720 x 480 (De-interlace)), Large (640 x
480 or 720 x 480) or Mega Pixel resolution, you also have to configure Video Source. Click the
Configure button on the main screen, point to A/V Setting, and then select Video Source. In the
Video Resolution field, select 640 x 240 or higher resolutions, and then click OK to apply.

B Allowed PTZ camera: The option allows you to control selected PTZ cameras at a remote

computer. Click the button and select the desired PTZ cameras to work on WebCam.

Note: To specify the time length allowed for a guest user to access the WebCam server, click the
Configure button on the main screen, point to General Setting, select Password Setup, and select
Local Account Edit. On the WebCam tab, check the Limit Connection Time option and specify the

time length. The time range is between 10 and 3600 seconds.
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[RPB]
=¥ Server Setup E
fudio | oPG | serr | miobie |
General ] Server ] Yideo RPB

Max. speed 100 kBytesizec

Ok | Cancel Detault

Figure 6-4 Server Setup- RPB

This feature is used to prevent overloading on slower networks.
B Max. Channel(s): Specify the number of channels allowed to download to a client PC.
B Bandwidth Control: Enable and specify the rate of data to be transferred over network. The

option effectively controls the bandwidth being used by the WebCam server.
[Audio]

Connecting Audio Devices
Via WebCam, you can access live audio at a remote site and talk to the server site. This feature is
useful when the remote site requires speaking to the personnel at the server site in case of emergency.

Before using this feature, make sure all the necessary hardware are in place:

1. If you purchase a BNC connector GV-System, connect the audio extend card to the system (see
Installation Guide). If you purchase a D-type connector GV-System, audio extension cable lines
should come available with the D-Type extension cables. For GV-1000, the audio card must be
purchased separately.

2. Make sure your sound card is already inside the computer. Connect a multimedia speaker to the
audio output of your computer’s sound card.

3. Connect a desktop microphone to the input of the audio extension card (or cable line).
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Audio Setup

2% Server Setup

General ] Server ] Yideao ] RPB
Audio ] JPG | aeer | Monie

. )

[v Serverto Client

Mz, Channel(s) 20

Codec Selection | Good(ADPCM) v |

[v Cliert to Server

hax. Channel(s) 5

Codec Selection | Good(ADPCM) v |

Port G350

Cancel Detfault

Figure 6-5 Server Setup- Audio

[Server to Client] Allows a client PC to access live audio from the server site.

B Max. Channel(s): Enter the number of client PCs allowed to access live audio, with the upper limit
of 40 PCs.

B Codec Selection: ADPCM requires 4 KByte bandwidth, while G.723 requires only 0.66 KByte
bandwidth. But ADPCM offers much better audio quality than G.723. The audio codec is set to
Good (ADPCM) by default. Note Windows Vista does not support G.723.

[Client to Server] Allows a client PC to speak to the server site.

B Max. Channel(s): Enter the number of client PCs allowed to speak to the server site, with the
upper limit of 20 PCs.
Codec Selection: The same as the above Codec Selection.
Port: The default audio port is 6550.

Note: If your server site is installed a firewall, configure the port settings in the firewall as 4550, 5550,
6550 and 80.
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27 Server Setup E
Genetal ] Server ] Yiclen ] RPB ]
Audio B | merr | mokie |

¥ Create JPEGISF fileis) @

v FTF tranafer JPEG file!

FTP Setup

JPEG Guality

23

| Ok I Cancel Detfault

Figure 6-6 Server Setup- JPG

B Create JPEG/GIF file(s): Allows the connection to GView (see Connecting GView to GV-Server,
later in this chapter), i-Mode (see I-Mode Phone later in this chapter), and JPEG Image Viewer
(see JPEG Image Viewer later in this cheater). If the feature is enabled, use the slide bar to adjust
JPG image quality. The bigger the number (sliding it towards right), the better the image quality
and the bigger image file size.

B FTP Transfer JPEG file: Allows you to view the recording files in a folder tree structure. For

details, see FTP Server Settings, later in this chapter.
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[3GPP]

These settings allow you to stream video and audio on your 3G-enabled mobile phone. For more

information on 3G mobile phone connection, please check our website.

2% Server Setup

General ] Server Yideo RPB ]
putio | oG 3GRP Makie |
[w*

RTSPTCP Port 8554
iz, connections a0

RTPRTCPAIDE port |1?3|:u:| i |1?3=3|:|

Ok I Cancel Default

Figure 6-7

RTSP/TCP Port: The default communication port is 8554.
Max. Connections: Specify the number of users that can connect to this server. Set the number

to be between 1 and 100.
B RTP/RTCP/UDP Port: The number of ports is limited to 80 in order to enhance the security of the

WebCam server during the connection with the 3G-enabled mobile phones. The default range of

ports is 17300 to 17380.

Note: To enable 3G services on your mobile phone, consult your network operator.
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[Mobile]

A separate Mobile Server is provided to integrate the configurations of the mobile phone applications.

2% Server Setup

General ] SEerver ] Widen ] RPE ]
pudio | wPe | 3R Mokile

v

Port aaEE

pr pgr‘[ 5511
liax. connection 20

Max. FPZS 10 -

*Far

SEVIewt2, SEVIew 3, Giiewy2,
M Wiewt2

Cancel Detault

Figure 6-8

Port: The default communication port is 8866.
Rpb port: This port is used for remote playback feature. The default value is 5511.

Max. connection: Specify the number of users that can connect to this server. Set the number
between 1 and 30.

For the details on the mobile phone applications, see Remote Viewing with PDA and Remote Viewing
with Mobile Phone later in this chapter.
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UPNP Settings

WebCam Server supports UPnP technology (Universal Plug and Play) to allow automatic port

configuration to your router.

In order for UPnP to be enabled, the following must be true:

® Windows XP Service Pack 2 is required.
® Windows XP must be configured to use UPnP (see below)

® UPnP must be enabled on your router (consult your router’s documentation)

Enabling UPnP in Windows XP

1.

Go to Windows Start, click Start button, point to Settings, and select Network Connections.

This window appears.

S/
| &

File Edt “iew Favorites Tools Advanced Help
. - EY - @ o
(€ LR | lm - Search | Folders | o) 0 x n
Address [ network Connections EN= =
| Type | Status | Device Mame | Phone # or Host Address Opner

Mame
LAN or High-Speed Internet

<Llocal Area Connection LAM ar High-Speed Inker...  Connected Realtek RTLE139 Family ... System

Figure 6-9

Right-click one Local Area Connection, select Properties, and click the Advanced tab.

This dialog box appears.

L Local Area Connection Properties 7] x|

Eenerall Authentication  Advanced |

Wwindowes Firewwall

Frotect my computer and network by limiting
ar preventing access ta this computer fram
the Internet

Figure 6-10
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3. Click the Settings tab, and click Exceptions tab. This dialog box appears.

%= Windows Firewall 1'

General  Exceptions | Advanced I

‘windows Firewall iz turned off. Your computer iz at risk of attacks and intrugions
from outzide sources such as the Intermet. ‘We recommend that you click the
General tab and select On.

Programs and Services:

Mame
[ File and Printer Sharing
Remote Assistance

UPnP Frame:

Add Program... Add Port... Edi... Delete

[V Display a notification when \Windows Firewall blocks a program

what are the risks of allowing exceptions?

(] I Cancel

Figure 6-11

4, Select UPnP Framework, and click OK.
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Enabling UpnP in WebCam

1. Onthe main screen, click the Network button, select WebCam Server, and click the Server tab.
The Server Setup dialog box (Figure 6-2) appears.

2. Click Detect UPnP. This dialog box appears.

potvapng |
PnP-hased Router
| (1) Linksys BEFSR41+3 ]
| Configure ‘ Exit ‘
IP Address
MNarme Fort IF Address | NOTA
I WehCam Server - Hitp Paort an 192168.0100
o WehZam Server- Command Port 45480 192168.0100
I WehCam Server - Data Port A550 192 168.0100
I WehCam Server - Audio Port G550 192 168.0100
I WWehiCTam Server- 551 Port 443 182168.0.100
o WWehCam Server - Mobile Paort 2866 192.168.0100
I WWehCam Server - Mohile RPB Port a511 182.168.0.100 v
< ¥
14:36:31- Find UPAP Device{1) _(Linksys BEFSR41v3) IP[221.169.248.174]
14:36:22- Searching for UPnP enahbled routers ...
< »

Figure 6-12

Click Searching to search the UPnP-enabled routers.

4. |If your server is installed with more than one router, select a desired one from the UPnP Router
drop-down list.

5. If you server is installed with more than one network adapter, select a desired one from the IP
Address drop-down list.

6. Click Configure to automatically configure the communication ports on the router.

Tip: If you don't use the default ports, modify the related ports in the Server Setup dialog box (Figure

6-2) and then click OK. Re-open the dialog box and follow above steps to configure your router.

Note: UPnP technology now is also available in other remote applications: Control Center, Center V2,
Remote Playback, Authentication Server, VSM and TwinDVR.
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FTP Server Settings

The option of FTP transfer JPEG file allows you to access the recording files in a folder tree at a client
computer installed with the FTP server. In Figure 6-6, select the FTP transfer JPEG file option, and

then click the FTP Setup button to display the following dialog box.

Setup FTP x|

—FTP
Server Host Mame Part
| 21
zer Name Password
I ananymous khkEEEIEEEELL

Remote File Path

I Transtfer Camera |
¥ Send file delay oA seC

[ Connection retries: I 0 Retry delay: |1ac||3 e

cocs_|

Figure 6-13 FTP Setup

1. Inthe Server Host Name field, enter the IP address or domain name of the FTP server. Keep the
port setting as default at 21.

2. Enter a valid user name and password to access the FTP server.
Specify a file path to save the recording files on the FTP server.

4. Click the Transfer Camera button and assign which camera’s files to be transferred to the FTP
server.

5. Inthe Send File Delay field, specify the time of updating JPEG files from the GV-System to the
FTP server. The time range is from 0.1 to 10 sec.

6. Inthe Connection Retries field, specify the number of retries when the FTP connection fails (Max:
999). In the Retry Delay field, specify the interval between each retries (Max: 9999 sec.).

7. Click OK to apply above settings.
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Network Port Information

The Network Port Information is designed for users to view and manage all network ports of the GV

remote applications.

On the main screen, click the Network button, and select Network Port Information. This dialog box

appears.

= Command Port - 4550
= Data Port - 5550
= Audio Port - 5550
& 55U Port - 443
= Mobile Port - 8366
=% Mohile RPE Port - 5511
& 3G RTSP/TCR Port - 8554
% 3G RTR/RTCR/UDP Part - 17200 ~ 17280
+ ml Centeryz
+ ﬂ Contral Center Server
+ il Remate Plavback Server
+ ml TP Server
+ md MuUltiCast Server
+ md Twin Server
+ md PP
+ ﬂ wWiegand Capture Server

Figure 6-14

The controls on the Port Settings:

No. Name Description
1  Modify Changes the port settings.
Save Saves the port settings.

) Employs UPnP technology (Universal Plug and Play) to allow automatic
3 Port Mapping ] ]
port configuration to the router.
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Accessing Live Video Using a Web Browser

Once the WebCam server at the GV-System is enabled, you can use Microsoft Internet Explorer to

remotely view and manage the surveillance images.

1. Start your Internet Explorer browser.

2. Type the IP address or the domain hame of the GV-System. This dialog box appears.

" Webombogn |

1D |1 |

Pazsword: || |

Please key m the word as follow

ozFety

[0 Guestlogn

[ Eemember my id and password

Change password
Forget password

e

Figure 6-15

3. Type a user ID and a password created on the GV-System.
4. |If the Enhance network security option is enabled in the WebCam server (Figure 6-1), you will

need to complete the word verification. In this example, type “9z9dfa”.

257



Q GeoUision

5. Click Login. When the connection is established, this Single View page appears.

Live view > Mpeg# Encoder Yiewer > 1 Window

(2 geovision
¥ Live view

}» Remote Play Back

_!ﬁ'l Emap

POS Live View
=

@ Download
@ Home

Figure 6-16

6. Select one of these WebCam applications at the left panel:

B Live View: Includes three types of MPEG4 encoder viewer: 1 Window, 2 Windows and
Multi View.
See Single View MPEG4 Encoder Viewer, 2-Window MPEG4 Encoder Viewer, and Multi
View MPEG4 Encoder Viewer later in this chapter.

B Remote Play Back: Includes three types of remote playback options: Event List Query,
Remote Play Back and View Log.
See Event List Query, Remote Playback on WebCam, Remote ViewLog on WebCam later in

this chapter.

B E-Map: Accesses E-Map remotely set up at the GV-System.
See E-Map Application in Chapter 7.

B POS Live View: Monitors the surveillance sites of POS or access control systems.

See POS Live View on WebCam later in this chapter.

B Download: Accesses the Download Center. This function offers optional viewing programs to
be downloaded to the local PC.
See Download Center later in this chapter.

B Home: Returns to the Login page.

Note: When using the applications of MulitView, ViewLog and E-Map for the first time, you will be

directed to the Download page. Download and install the desired application before you can run it.
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Single View MPEG4 Encoder Viewer

L | Information

= Yersion
8200

® | ocal time
2007217 17:52:33

= Host time

2007217 17:52:33

® Online count
1

®” éoee00 0

Figure 6-17 Single View MPEG4 Encoder Viewer

The controls in the Single View Viewer:

No. Name

Description

Countdown Timer

Indicates the remaining time when you log in as Guest. When the time
is up, you will be logged out automatically.

Includes these options: Information, Video, Audio, Preset Go, I/O

2 Menu Control, Alarm Notify, Camera Adjustment and Download. For details,
see Control Panel later in this chapter.
3 Expand / Close Expands or closes the Menu option list.
4 Option Selection Bar Selects the Menu option. For the list of options, see “Menu” above.
Brings up these options: Alarm Notify, Video and Audio Configuration,
5 Show System Menu Remote Config, Change Server, Show Camera Name and Image
Enhance.
6 Change Camera Sets the desired camera for display.
7 PTZ Control Displays the PTZ control panel.
8 I/O Control Displays the 1/O control panel.
9 Full Screen Switches to full screen view.
) Saves live video in the local computer. Use the slide bar to adjust the
10 File Save , )
time length of each saved clip.
) Adjusts video quality with two options: Geo H264 and Geo MPEGA4. If
11  Change Quality

the connected site (GV-2004, GV-2008, GV-IP Camera, or GV-Video
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Server) supports hardware compression, the option of IP Camera
MPEG2 or IP Camera MPEG4 appears.

12 Snapshot Takes a snapshot of the displayed live video.

13 Speaker Enables live audio from the remote GV-System.

14  Microphone Enables speaking to the remote GV-System.

15 Stop Terminates the connection to the remote GV-System.
16 Play Connects to the remote GV-System.

Control Panel

A control panel is provided for a direct view and control of the connected channel. To open the control

panel, click the Expand / Close button (No. 3, Figure 6-17) on top of the Single View viewer. To

change the pages of the control panel, click the Menu button (No. 2, Figure 6-17). You can also use the

Option Selection Bar (No.4, Figure 6-17) to change the pages.

The functions on the control panel:

Information: Displays the current version, local time, host time and number of channels currently
accessing WebCam.

Video: Displays the current video codec, resolution and data rate.

Audio: Displays audio data rates when the microphone and speaker devices are enabled.

Preset Go: Allows you to remotely move the PTZ to the preset points.

I/0O Control: Provides a graphic display of the input and output devices connected to the DVR. For
details, see I/O Control later in this chapter.

Alarm Notify: Displays the captured images by sensor triggers and/or motion detection. For
details, see Alarm Notify later in this chapter.

Camera Adjustment: Allows you to remotely adjust image quality by moving the slide bars to the

desired values.



B  Download: Allows you to download the updated programs from the FTP server to the local
computer, or install the programs from the hard drive. To download the updated programs from

GeoVision FTP server, click Search, select Internet, and type the following information:

ftp://gv-update.dipmap.com
Port: 21

Username: update

Password: update

n Viewing Live Video Using WebCam

-+ Download [

File name Status
InstallLiveX Upda..
InstallPTZ Ingtall
Install codec Install
rultiviess Install

HEEE

Search | Dowenload

> B 2 i B

=2él%m

Figure 6-18
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Administrating Host Server

This option allows you to add, edit, and remove a GV Server from the Host drop-down list. The
drop-down list is used to switch the connection to a different GV Server listed inside. Click the Show

System Menu button (No. 5, Figure 6-17), and select Change Server to display the following dialog

box.
Change Server 5[
The Host e
drop—down list !New Server j Default | Mew Delete |
Host Mame |New Server
IP Address [127.001
Lser Mame |1
Password |’t
Command Port |4550
Data Port ISSSD
Audio Part IBSSD
=g cancel

Figure 6-19 Change Server
[Adding Host Server] To add a host server to the drop-down list, click the New button. In Host Name
field, type a name to identify the designated GV Server. Type the IP address or domain name of the GV
Server. Type a valid user name and password with privilege to use this function. Leave all port settings
as defaults at 4550, 5550, and 6550 respectively unless otherwise necessary. Click the OK button.

Then the created GV Server will appear in the drop-down list.

[Editing Host Server] Select the GV Server you wish to edit from the Host drop-down list. All
information of the selected server will be displayed. Change the information in the fields as required
and click the OK button. Then the information is updated and connection is switched to the edited GV

Server.

[Removing Host Server] Select the GV Server you wish to remove from the Host drop-down list, and

then click the Delete button to remove it.
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Taking a Snapshot from a Live Video

Click the Snapshot button (No. 12, Figure 6-17) to display the following Snapshot window. Click the

Save button to save this image in the local PC.

Savein |D My Documents j I‘ji E-
[y Mosic
2y Pictures
My Recent
Documents
Desktop

=
Iy Documents
My Computer

My Metwark File name:
Places

j Save |
j Cancel

Save as type: |Bitmaps [".bmp)

Preview
Date: 2007/10/31 18:29:05

Resolution: 320% 240
I™ Show camera narme
I~ Show date

Set Colar

Figure 6-20
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Pop-Up Setup

The Single View MPEG4 Encoder Viewer can be set to pop up as soon as motion is detected or /O
devices are triggered. Also up to four captured images will be displayed in the control panel of the

Single View. To enable the function, follow these steps.

Alarm Notify >

57
Motion . -@:
o

| & zmqn‘wﬁé 2014]1
. . e el L 16:11:51 16:11:52
Pop-up live video <— ; £ = Motion  Motion

—» Captured images

> B A T ET
Figure 6-21

1. Click the Show System Menu button (No. 5, Figure 6-17), and then select Alarm Notify. This
dialog box appears.

Alarm Notify E‘
[¥] Motion Motify
[#110 Alarm Notify
[#] Alert Sound
[C11E Window Pops Up
[¥] Auta SnapShat
File Path

CUAINDOWSAIFiles

Figure 6-22 Alarm Notification

® Motion Notify: Once motion is detected, the captured images are displayed in the control
panel of the Single View.

® |/O Alarm Notify: Once the input device is triggered, the captured images are displayed in the
control panel of the Single View.
Alert Sound: Activates the computer noise alarm on motion and input-triggered detection.
IE Window Pops Up: The minimized Single View pops up on motion and input-triggered
detection.

B Auto Snapshot: The program will take a snapshot every 5 seconds on motion and
input-triggered detection.

B File Path: Assigns a path to save the snapshots.

2. Click OK to apply the above settings.

3. Minimize your browser to test the pop-up function.
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Video and Audio Configuration

To change the video and audio configurations of the connected camera, click the Show System Menu

button (No. 5, Figure 6-17), and select Video and Audio Configuration.

[Camera]
In this tab, you can change the video codec, quality and frame rate immediately. The Resolution can

only be changed when the resolution of the connected GV-System is set to Middle or higher. For
details, see [Video] in WebCam Server Settings earlier in this chapter. Note the Defog and Stabilizer

options are only available after they are enabled at the connected GV-System.

Video and Audio Configuration E‘
Camera IAun:Iin Configure ]
viden Codec | Geo MPEG4 =]
Resolution ‘ 3207240 j
CQuality |Best@ua|ny j
Frame Rate @ Hinh
Defoy
Stahilizer
Figure 6-23

[Audio Configure]
In this tab, you can enable the microphone and speaker for two-way audio communication and adjust

the audio volume. For this function to work, make sure the hardware and software are properly set up

and installed. For details, see [Audio] in WebCam Server Settings earlier in this chapter.

Video and Audio Config

Camera Audio Canfigurs |

4;}) ™ Enable
Audio Codec

Fr
Audio Codec

X

Figure 6-24
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Exporting Video

Click the File Save button (No. 10, Figure 6-17) to save video in a local PC. Files saved in AVI format

are playable at third party viewers.

PTZ Control

Click the Camera Select button to select one PTZ camera, and then click the PTZ Control button (No.

7, Figure 6-17) to bring up the PTZ control panel.

Figure 6-25 PTZ control panel

One PTZ camera only allows one user to control at a time. If several users are trying to control the
same PTZ camera at the same time, the Single View viewer will give the priority to the first login user
and then to the next user in queue. Each user will be given 60 seconds to control the PTZ camera. The
Timer at the upper right corner informs the user of the remaining time of control or the total waiting

time.

The supervisor is given the highest priority to control the PTZ camera and won't be restrained by

60-second time limit. When the supervisor logs in WebCam, the Timer shows 999.

The PTZ Speed button in the lower part allows you to configure the speed of a PTZ camera up to five

levels.
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The new interface provides real-time graphic displays of camera and I/O status, and alarm event.
Additionally, you can force output, as well as enable and disable I/O devices to the remote GV-System.

Click the 1/0 Control button (No. 8, Figure 6-17) to bring out the 1/0O control panel.

H Viewing Live Video Using WebCam

—ALARM LIST

Reset |

ALARM LIST

2[R 20051221
o 11:33:16
- 11:33:19
- 11:33:36
B 113337

“..g#% (Module 01)Input 1

Camera

= Carmera 1
izh Camera 2
ek Camera 3
b Camera 4
Zh Camera 5
b Camera 6
b Camera 7
Camera §
&h Camera 9
&Zh Camera 10
p Camera 11
ek Camera 12

=
=
&
&
=
=
=
=
&

|

EnableiDisable /O |

x|

— i DEWICE
Timer 09549 Stap |
Clutput Feset |
15 Module 1
EH:‘.\r Input
© &= Inputt
e |nput 2
A= Input 3
¢ edts Input 4
E‘L‘? Output
@
--[@ Output 2
--|@ Output 3
(@ Output 4

The alarm status is displayed in three levels. The first level indicates date, second indicates time, and

Figure 6-26 1/O Control

the third indicates alarm ID. Clicking the Reset button will clear the alarm list.

To initiate an output device, click the Enable button, highlight an output and then click the Output
button. The Timer functions the same as in the PTZ control panel. Each user will be given 60 seconds
of control time while the supervisor has 999 seconds. Clicking the Stop button will stop the operation

and turn over the control privilege to the next user waiting online.

If you want to enable or disable I/O devices to the remote GV-System, click the Enable/Disable 1/0

button. For this, the remote GV-System must grant the privilege first. Enable the Enable Remote

Control option in Figure 6-1.
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Visual Automation

You can remotely change the current status of the electronic device by simply clicking on its image.

Moreover, you can manage the settings of Visual Automation.

This feature is only available when the Visual Automation is configured ahead on the GV-System.

» To access this feature, click the 1/0O Control button (No. 8, Figure 6-17), and select Visual
Automation.

» Right-click the green 1/O icon on the left corner to manage the alert areas, such as displaying,
embossing and changing colors to alert areas.

» Click the alert areas on the image to force the outputs to be triggered remotely.

17:34:44 Play

=248 % i

> B A D E
Figure 6-27

Visual PTZ

Other than the PTZ control panel, you can display a Visual PTZ Control Panel on the image.

To access this feature, click the PTZ Control button and select Visual PTZ. For details on using the

Visual PTZ Control Panel, see PTZ Automation in Chapter 1.

268



n Viewing Live Video Using WebCam

Display of Video Resolution

To view the current video resolution, right-click the screen, and select Resolution. The video
resolution indicator appears at the bottom of the right corner of the screen. When the resolution is

changed, the indicator also changes simultaneously.

Picture-in-Picture View

With the Picture in Picture (PIP) view, you can crop the video to get a close-up view or zoom in on the
video. This function is useful for megapixel resolution that provides clear and detailed images of the

surveillance area.

To access this feature, click the Full Screen button, right-click on the screen and then select PIP. For

details on usage, see Picture-in-Picture View in Chapter 1.

Picture-and-Picture View

With the Picture and Picture (PAP) view, you can create a split video effect with multiple close-up views
on the image. A total of 7 close-up views can be defined. This function is useful for megapixel

resolution that provides clear and detailed images of the surveillance area.

To access this feature, click the Full Screen button, right-click on the screen and then select PAP. For

details on usage, see Picture-and-Picture View in Chapter 1.
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Image Enhancement

To enhance the image quality of live video, click the Show System Menu button (No. 5, Figure 6-17)

and select Image Enhance. This dialog box appears.

Image Enhance E|

v De-Interlace
[ De-Black

v Enahble DirectDrar

Cancel

Figure 6-28

De-Interlace: Converts the interlaced video into non-interlaced video.

De-Block: Removes the block-like artifacts from low-quality and highly compressed video.
Enable DirectDraw: The DirectDraw setting is enabled by default. Some VGA cards might not
support DirectDraw and can produce distorted frames. Uncheck this option to disable the

DirectDraw function.

Remote Configuration

Remote Configuration allows you to adjust video images, start/stop recording, enable/disable 1/0
monitoring and activate/deactivate schedules to the remote GV-System. For this, the remote

GV-System must grant the privilege first. See the Enable Remote Control option in Figure 6-1.

Click the Show System Menu button (No. 5, Figure 6-17) and select Remote Config to display the

following dialog box.
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n Viewing Live Video Using WebCam

Check the desired cameras to start or stop recording to the remote GV-System.

Remote Config

Record | Manitar |

Clear All

3

1 127.0.0.1

[#]"&x Camera 1
[#]"=w Camera 2
[v]"=» Camera 3
[v]'&» Camera 4
[v]'&» Camera 5
[#]"=w Camera B
[#]"=w Camera ¥
[v]"=» Camera 8
[v]'&x Camera 9
[v]'&» Camera 10
[#]"=» Camera 11
[#]"&» Camera 12
[v]"=» Camera 13

[Monitor]

s Mamara 14 __
Send Claoze
Figure 6-29

Enable 1/0 and Schedule monitoring to the remote GV-System. Click the Send button to apply the

settings.

Remote Config

Record

[~ Enable W2 Monitoring

[~ Enable Schedule

Send

3

Figure 6-30
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2-Window MPEG4 Encoder Viewer

On the 2 Windows, you can drag and drop the camera, PTZ and 1/O icons to the desired window for
the following functions respectively:

® video display

® activating the Visual PTZ Control Panel on the image

® activating the Visual Automation function

To access the 2 Windows, click Live View on the left panel of the Single View page, and then select 2

Windows.

Live view > Mpegd Encoder Viewer > 2 Windows

Figure 6-31
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Multi View MPEG4 Encoder Viewer

Multi View is a multi-channel MPEG4 Encoder Viewer, allowing users to view 4, 8, and 16 live cameras
simultaneously. Because multiple channels require a large amount of data to be transferred over

Internet, this function is limited to broadband users only.

Starting Multi View

You can install the MultiView over the Internet or from the Surveillance System Software CD. The

following is an example of installing and running the MulitView over the Internet.

1. Follow the instructions of Accessing Live Video Using a Web Browser earlier in this chapter until
the Single View page (Figure 6-16) appears.

2. Click Live View, select MultiView and then select the desired resolution. The first-time user will
be directed to the Download page and it is required to download the MultiView program before you
can run it. For details, see Download Center later in this chapter.

3. Tolog in the MulitView, enter a valid user ID and password. The MultiView window appears.

051 | Auto Search
-

Host 2

Bl 1. Camera
Eix 2 camera
Eife 3. Camera
[Eie 4. Camera -
e 5 Camera +
[Ele 6. Camara !
B 7. Camera
Bl 8. Camerat
Eife 9 Camers !
e 10. Camens
e 11 Caman
Bl 12 Camerz
Eile 13 Caman
Bl 14 Camers »

Figure 6-32 The Multi View Window
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The controls in the Multi View:

No. Name Description

1 Monitoring Window Displays live video.

) Host Server Displays connected GV-Systems and their available
cameras.

3 UPNP Device Displays all hosts on the same LAN.

4 PTZ Control Displays the PTZ control panel.

5 I/O Control Displays the I/O control panel.

6 Channel Status Indicates the general information of the selected channel.

- ViewLog PIays. back recordfad files of the remote GV-System by using
the video player ViewLog.

Configure Accesses system settings of the Multi View.
Edit Host Adds, deletes or modifies GV-Systems.

10  Camera Status Displays the camera status of the connected GV-Systems.

1 Host Information Displays the general information of the connected
GV-Systems.

12 Zoom in and out Zooms in or out the selected channel.
Adds or deletes the channels for video polling. Click the Add

13  Add/Remove Channel or Remove Channel button and then click the desired
channel to add to or remove from the video polling.

14 Full Screen Switches to a full screen view.

15  Video Polling Rotates through the selected channels.

16  Screen Divisions Sets screen divisions to 4, 8 or 16.

17 Exit/Minimize Closes or minimizes the Multi View window.

18  Speaker Enables live audio from a remote GV-System.

19  Microphone Enables speaking to a remote GV-System.

20 Play Establishes the connection to a GV-System.

21  Stop Terminates the connection to a GV-System.

22  Save Saves live video.

23 Quality Changes video resolution.

24 Snapshot Takes a snapshot of the selected channel.

25  Save Camera to Multiple Host Saves the selected cameras and to create a Multiple Host.
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Working With the Host Server Window

The Host Server window displays a list of available GV Servers. The server icons indicate available
servers and the camera icons indicate all cameras included in the selected server. To connect to a

server site:

1. Click a monitoring window, which will be highlighted in red frame.
2. Double-click on a camera icon, and then its corresponding video will be loaded to the selected

monitoring window.

First time users will only see one server icon as no additional servers are created yet. For the details of
adding new servers to the Host Server window, refer to Creating a Quick Connection to a Host Server,

later in this chapter.

Server lcon
Bly 1. Camera -
Bl 2. Camera
Bly 3. Camera :
Bly 4. Camera .
Bly 5. Camara !

Camera Icon

Figure 6-33 The Host Server Window

Working with Hosts on the Same LAN

With UPnP technology, MutliView can detect all hosts on the same LAN, without the need of user

configuration.

1. On the Host window, click the UPnP Device tab for detection. The blue icon means WebCam
Server is activated at the host while the white icon means WebCam Server is not enabled

2. Double-click one host for connection. A valid ID and password are required.

Note: For UPnP detection, the host needs to open TCP port 5201 and the MultiView site needs to
open UDP port 5200.
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Exporting Video

You can save live videos in a client computer. The files in AVI format are playable at the third party
viewer. Click the Save button (No.22, Figure 6-32) and then select all or several cameras to start

recording. For the folder path, see Figure 6-38.

Taking a Snapshot from a Live Video

Click a desired channel, and then click the Snapshot button (No.24, Figure 6-32) to take a snapshot of

live video.

PTZ Control

1. Select a PTZ capable camera from the monitoring window, or double-click it on the Host Server
window.

2. Click the PTZ Control button (No. 4, Figure 6-32).
Turn the switch to the ON position.

4. Use the directional, zoom-in, zoom-out, focus-in, focus-out buttons to control the PTZ camera.

The Timer has the same functions as the one in the Single View MPEG4 Encoder Viewer. The
supervisor is given the highest priority to control PTZ in Multi View and won't be restrained by
60-second time limit. When the supervisor logs in Multi View, the Timer will show 999.

The Option button lets you direct the PTZ camera to a preset position and configure the speed of the

PTZ camera up to five levels.

switch —7).

0999 — Timer

— The Option button

Figure 6-34 PTZ control panel
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Output Control

1. Click the I/O Control button (No. 5, Figure 6-32).

2. Turn the switch to ON position.

3. Select a module from the drop-down list. Each module provides 4 to 16 connected relay output
devices.

4. Click the Output (x) button to enable the output device.

Switch Timer

Figure 6-35 I/0 Control Panel

Channel Status Information
When choosing a camera from the Host Server window or the monitoring window, the general
information of the selected camera will be displayed in the Channel Status Window as shown below.
Host name

Camera name

IP Address of the GV-Server

Bandwidth used for delivering this video

Displayed frame rate of the video

Status

Figure 6-36 The Channel Status window
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Camera Polling Function

To add cameras to the polling group:

1. Click the Add Channel button (No. 13, Figure 6-32), and then click the monitoring windows. The
selected windows will be framed in red color.

2. Click the Video Polling button (No. 15, Figure 6-32). The application will rotate the selected

cameras in the specified time. To configure the polling time, see Figure 6-37.

To remove one camera from the polling group, click the Remove Channel button (No. 13, Figure 6-32),

and then click its monitoring window.

Two-Way Audio

The two-way audio in Multi View functions similarly to the one in Single View MPEG4 Encoder Viewer.

See Two-Way Audio earlier in this chapter for further details.

Display of Video Resolution

To view the current video resolution, right-click the screen, and select Resolution. The video
resolution indicator appears at the bottom of the right corner of the screen. When the resolution is

changed, the indicator also changes simultaneously.
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Multi View Configuration

Click the Configure button (No. 8, Figure 6-32) to display the following window.

r Startup
Initial Screen 16 ~| Division Default |
—ideo Palling

Folling time a0 *| Sec Default |

—Sener Status

Server Status Refresh Time INever vl Minute Default |
—Camera Status

Camera Status Refresh Time INever vl Mirte Default |
—Save

Folder Path End56 Browse |
Max Yideo Clip ki | Minute Default |

— Caption Enahble DirectDraw
¥ Enable DirectDraw
[ Mo o
[~ Enable De-Block
¥ Name I~ ID+Name [ Enable De-Interlace
—Auta Search Port Setting——————  ~Full Screen Quality ————————————
TCRIP |5201 IElest Quality j
Multicast 5200 [ Audin
Video Sarver 15001 View | ﬁm QK |

Figure 6-37 The Configure Window

Initial Screen: Select screen divisions at startup.

Polling Time: Specify the camera polling time from 1 to 60 seconds.

Server Status Refresh Time: Specify the refresh time to update the host information.

Camera Status Refresh Time: Specify the refresh time to update the camera information.
Folder Path: Specify a path to save recorded files.

Max Video Clip: Specify the maximum time length of each recorded file to be 3 or 5 minutes. The
default time length is 3 minutes.

Caption: Select what kind of caption to display on the monitoring window.

ID: camera ID; Name: camera hame; No: no display.

Enable DirectDraw: The DirectDraw is enabled by default. Some VGA cards might not support
DirectDraw and can produce distorted frames. In this case, disable this function.

Fast Key: Click the View button to display the fast key table of the Multi View. Refer to Fast Key

Reference later in this chapter.
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Creating a Quick Connection to a Host Server

To create a quick connection to a new host server, click the Edit Host button (No. 9, Figure 6-32). This

displays the following window.

Host List Host Informations
- New Graup [~ Host Protection
Taipei
Host Mame Taipei
Device GV-DVR system -
IP Address 192.168.010
User Mame Taipei
Passward iz
Command Port 4550
Data Port 5540
Audio Port 6550
HTTF Port 1]
Change Passwoard ‘
Mew | Delete |
Expart ‘ Irmport |

Figure 6-38 The Edit Host Window

[Host List] When a host server is created, it will appear in the Host List section at the left side. Each
server can be identified by its given host name. Clicking on the host name and its information will be

displayed in the Host Information section.

[Adding Host Server] All created host servers are forced to be grouped. Click the New button and
select Group to create a group first. Then click the New button again and select Host to create a host.
In the Host Name field, type a name to identify the designated GV Server. Select a device type for the
connected GV Server. Type the IP address or domain name of the GV Server. Type a valid user name
and passwords with privilege to use this function. Modify the default ports if necessary to match the
corresponding ports on the connected device. Click the Save button, and then the GV Server will

appear in the Host List section with the given ID name.

[Editing Host Server] Select the GV Server you wish to edit in the Host List section. All information of
the selected server will be displayed in the Host Information section. Change the information as

required and click the Save button.

[Removing Host Server] Select the GV Server you wish to remove from the Host List section, and

click the Delete button.
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Creating Multiple Hosts

You can create Multiple Hosts including the camera channels all from different IP addresses. There are
two methods to create Multiple Hosts: the manual creation of Multiple Hosts; the quick creation of

Multiple Hosts.

Manual Creation of Multiple Hosts

1. Click the Edit Host button (No. 9, Figure 6-32) to display the Edit Host window. Click the New
button and select Group to create a group first. Then click the New button again and select Host
to create a host.

2. Select Multiple Host to display the following window.

Host List Host Informations

= Mew Group [~ Host Protection

Mesw Host " Single Host f+ Multiple Host

Host Mame Mew Host
Password

1. @ Edit g @@ Edit
2. [@ Edit 10, [@ Edit
3. [@ Edit 1. @ et |
4. [@ Edit 12 1@ Edit
5. [[@ Edit 13. @ Eat |
5. [[@ Edit 14 @  Edt |
7. [@ Edit 15, @ Edit
5. @ Edit 16, @] Edit

| | Save

Expoart | Impoart | 0K

Figure 6-39 Creating Multiple Hosts

3. Inthe Host Name field, enter a desired hame to identify the Multiple Hosts.

4. To set up each camera channel of the Multiple Hosts, click the Edit tab one at a time.
Alternatively, you can click and drag the created camera channel from the Host Server window
(Figure 6-33) to each Edit tab. Note that all created camera channels must be added to each Edit
tab in the order of 1 to 16.
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6. When you click the Edit tab, you will see the following window.

Camera Setting E|

Device GW-DWVR system v
IP Address [t27001
User MNarme ’HDSH—
Password "‘“““*—
Camera Mo, m
Command Fort 4450
Data Port 55450
Audio Port 8550

QK | Delete | Cancel |

Figure 6-40 Camera Setting

7. The supported devices include GV-DVR System, GV-Video Server, GV-IP Camera and
Compact DVR. Use the drop-down list to select the device type of the connected camera.

8. Enter the IP address, user name and password of a remote host.

9. Inthe Camera No. drop-down list, select one desired camera channel from the remote host.

10. Let the port settings match those of the remote host, or keep them as defaults

11. Click OK.

The icon of the created Multiple Hosts in the Host Server window is yellow, while others are blue.

Quick Creation of Multiple Hosts

1. Click on a desired monitoring window, which will be highlighted in the red frame.

2. Click and drag a camera from the Host Server window to the monitoring window. The selected
camera then is displayed.

3. Repeat the step 1 and 2 to configure other monitoring windows for different cameras.

4. Click the Save Camera to Multiple Host button (No. 25, Figure 6-32) to create the Multiple Hosts.
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Camera Status

To show the camera status of the selected GV Server, click the Camera Status button to display the
following window. “Camera ON” indicates the camera is active. “No Privilege” means you're not
authorized to view this camera. Clicking the View button will bring up a small window displaying the

selected camera’s video. Clicking the Refresh button will refresh the information in this window.

~Host Infatmations
Host Name | 2 dipmap.com
IP Address I 2 diprnap.com
User Mame 1
FCarmera Status
Refresh |
7@ Camerai Camera ON Wi | (T8 Camerad Camera 0N Wig |
(78l Camera2 Camera ON Wiy | [Tél Carneraid Camera ON View |
(78 camera3 Camera ON view | (T8l camerald Camera 0N view |
T8 cameras Camera ON Wiew | [T cameratz Carmera ON Wiew |
@ Camera b Carmera QM Wiewy | [ﬁ Camera 13 Carnera QM Wigwy |
[fﬂ' Camera § Camera M e | @ Camera 14 Camera M Wiew |
(78 Camera? Camera ON Wiew | (78] Camerals Camera ON Wiew |
[f8 Camera g Camera ON Wigw | (T8 Camera 16 Camera ON Wig |
Ok |

Figure 6-41 The Camera Status Window

283



Q GeoUision

284

Host Information

Click the Host Information button (No.11 Figure 6-32) to display the following window. The Host

Information window contains the following three categories. Use the control tabs to toggle among them.

Host Infarmations

Hast Mame 127.0.0.1
IP Address 127.0.01
UserMame 1

Alarm List Alarm List Reset
BB Host Informations

£ Log List =1 Alam
—1-I=f 20060214
+-€5) 11:21.06

Ok

Figure 6-42 The Host Information Window

[Alarm List] Displays a list of alarm events occurred in the selected GV Server. Clicking the Reset
button will clear the listed events. New events will be generated until the alarms of the local site are

invoked.

[Host Information] The upper section shows the general information of the connected GV Server. The
lower section shows the number of MPEG4, RPB, and audio channels currently serving over the

Internet.

[Log List] Displays a history of login and logout information.
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Remote ViewlLog

More than simply playing back recorded video/audio files, the Remote ViewLog function allows you to

have full access to the ViewLog features of the connected GV-System.

Note: To use the Remote ViewLog for the first time, you need to install the Remote ViewLog
components on the local PC. Install the components from the Surveillance System Software CD, or

from the Download page (see Download Center later in this chapter).

1. On the MultiView window, click the ViewLog button (No. 7, Figure 6-32). The Connect to Remote
ViewLog Service dialog box appears.

2. Type the IP Address, ID and Password of the remote GV-System. Keep the default port as 5552,
or modify it if necessary.

3. Inthe Host Type field, select DVR.

4. Click the Connect button.

When the connection is established, you will see the video player ViewLog appears on the screen.

Then you can access all ViewLog features for playback
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JPEG Image Viewer

JPEG Image Viewer is a cross-platform viewer, practicable on Mac OS, Netscape, and Microsoft IE
browsers. Continuously receiving JPEG images from GV-System and limited to the single camera view,

the viewer is an ideal tool for the users with limited Internet bandwidth.

To start the JPEG Image Viewer, follow these steps:

1. To enable the function on the WebCam server, click the Network button, select WebCam Server,
disable Enhance Network Security in the General tab (Figure 6-1), and enable Create
JPEGI/GIF File(s) in the JPG tab (Figure 6-6).

2. Open an Internet browser in the local PC.

3. Enter the IP address or domain name of the GV-System. The Single View page (Figure 6-16)
appears.

4. On the left panel, click Live View and select JPEG Image Viewer. Avalid ID and password are

required for login. The JPEG Image Viewer window appears.

v

View Selection Button

Scroll Button

Snapshot

Camera Select Button

CER

— Monitoring Window

Figure 6-43 JPGE Image Viewer
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Remote Playback on WebCam

The WebCam Remote Playback (RPB) is a web-based application, allowing you to play back recorded

video or audio files of the connected GV-System.

To start WebCam RPB:

1. Follow the steps in Starting WebCam at the Local PC earlier in this chapter until the Single View
page (Figure 6-16) appears.

2. Onthe left panel, click Remote Play Back, and select Remote Playback. This RPB window
(Figure 6-44) appears.

3. Click the Play button (No. 10, Figure 6-44) to log in the application. A valid ID and password are

required here.

Figure 6-44 The Remote Playback Window

The controls in the Remote Playback on WebCam:

No. Name Description

1  File Tree Displays date folders.

2  EventList Displays the video events

3 Channel Select Selects different channels.

4  Option Includes the Enable DirectDraw option.
5  Object Search Searches Object Index.
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6  Get Event List Displays the Event List.

7  Smart Search Includes the Advanced Search option.

8 Audio Enables live audio from the remote GV-System.
9 Pause Pauses the video file.

10 Play Plays the video file.

11 Stop Stops the video file.

12 Download Downloads the video file.

13 Snapshot Takes a snapshot of the displayed live video.
14  Full Screen Switches to a full screen view.

Searching and Playing Back Recorded Files

The WebCam RPB allows you to play back video and audio files. Audio files are only available when

your system is equipped with the optional audio recording function.

4,
5.
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Click the Get Event List button (No. 6, Figure 6-44) and then select Get Date List. This loads the

recorded data from the GV-System.

Select a date in the File Tree.

All video files recorded within the selected date range will be listed in the following Event List

window.

I e R R

Figure 6-45 Event List

Select one camera or audio channel from the Channel Select buttons (No.3, Figure 6-44).

Select one video file from the Event List, and then click the Play button (No.10, Figure 6-44) to

play it.
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Synchronizing Audio with Video Playback

To synchronize audio with video playback, click the Get Data List button and then select Enable
Audio.

DirectDraw Setup

The DirectDraw setting is enabled by default. Some VGA cards might not support DirectDraw and can

produce distorted frames. In this case, disable the function from the Option button (No.4, Figure 6-44).

Searching Object Index

You can locate and play back the Object Index files through the WebCam RPB. For the details on

Object Index, see Retrieving Images Using Object Index in Chapter 1.

1. Click the Object Search button (No. 5, Figure 6-44), and then select Search Object Index. This

window appears.

CAMERA {1} Z2005,02/03 08:00 - 08:30 _IDIlI
— Object List

(=3 CAMERA (1) o :

.0 2008102102 B

&3 200802003 =
DEAD0IOEE 01013312 081015546
08016800 0810:37.078
DEAD48.251 01050593 08:10:50.734

Search | == I =5 I Cloge |

Figure 6-46 The Search Object Index Window

2. Click the Search button. The Search window appears.

3. Select the desired cameras, and then click Search. The found files will be displayed on the left side
of the Search Object Index window.

4. Expand the files to access the thumbnail view.

Double-click one displayed image. The related video will play on the RPB.
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Advanced Search

The advanced search function in the WebCam RPB lets you easily locate an event by search criteria.
The search results can be displayed in a text form and/or a statistic chart. Click the Smart Search

button (No. 7, Figure 6-44), and select Advance Search to open the following advanced search

window.
i6ix]
Data Query  Display  Set Font
=5 | oo = |
D | StartTime | End Time | camERA lin |

JCant find recard

Figure 6-47 Advanced Search
[Display] This option on the menu bar lets you choose which way to display search results: a text form

or a statistic chart.

[Data Query] To locate an event, click Data Query on the menu bar. The selections included inside are:
(1) Monitor, (2) System, (3) Login, (4) Counter and (5) POS. The five categories are based on those of
System Log in the Main System (see System Log in Chapter 1), so that you can locate any event type

recorded in System Log.
B Monitor/System/Login/Counter: The four selections let you locate an event about monitoring,

system, login/logout and counter status. The dialog boxes of the four selections are similar, so we

take Monitor as an example below.
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Click Data Query on the menu bar, and select Monitor to display the following window. Define

your search condition in each field, and click OK to start searching.

x
Event Type v todule —
’7|M0ﬁon j ICamera 1 j—‘ IModuIe 1 ﬂ
Date [z0041m8004 -1
Time Jooonoo = fmoros . =

oK I Cancel

Figure 6-48 Locating a system event

B POS: The selection lets you locate a desired POS transaction event. Click Data Query on the

menu bar and select POS to display the following window.

Pos ]
Date 2000220 =]
Time fomm = ez =
Event Type Desice
’7|AII | ’7|POS1 |
¥ Condition 1
|Cake | B |
+# Condition 2
|coke = =
¥ Condition 3
| Coke | S|
v Statistic
[coke = & gum © Average
[ ok | cancl

Figure 6-49 Locating a POS event

Restrict your search to a certain date, time, event type, POS system, transaction item (content), and

price amount (value). Then click OK to start searching. For this example, we like to search all the

transaction types related to Coke, registered in the device POS 4, from 00:00:00 to 13:43:19 on

2004/07/13. Its price amount may be greater than or equal to (>=) 1 and less than or equal to (<=) 99.

If we select the Statistic option and click OK here, we will get the sum or the average price of all the

discovered transaction events, not a list of these events.
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Remote ViewlLog on WebCam

Through WebCam Server, you can remotely play back the recorded files by using the video player
ViewLog. This provides you another playback option other than the Remote Playback application (see

Remote Playback on WebCam earlier in this chapter).

1. The GV-System needs to allow the remote access first. Click the Network button, select WebCam
Server, and enable Run ViewLog Server.

2. Atthe local PC, open a Web browser and type the address of the GV-System. The Single View
page (Figure 6-16) appears.

3. Onthe left panel, click Remote Play Back, select ViewLog and then select the desired resolution.
This dialog box appears. For the first-time user, you will be directed to the Download page and it is
required to download the ViewLog program before you can run it. For details see Download

Center later in this chapter.

Connect to Remote Viewlog Service

(@) IP Address: | 192.168.0.10 -
Fort: |F Default
D : | 123
Password |*""’

[ Save Password

Haost Tvpe : |DVR j
Add current entry to Address hook under
this graup

|New Group j
Address book | Connect | Cancel |
Figure 6-50

4. Type the IP Address, ID and Password of the GV-System. In the Host Type field, select the device
type of the remote GV-System. Keep the default port as 5552, or modify it if necessary.
5. Click the Connect button.

When the connection is established, you will see the video player ViewLog appears on the screen.

Then you can access all ViewLog features for playback.
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n Viewing Live Video Using WebCam

The Event List Query function is similar to Advanced Search on the WebCam Remote Playback (RPB)

but with a different GUI design and more functionality.

To search an event:

1. Inthe left panel, select one of the following query categories, and then click Submit Query:

Monitor: monitored events

System: system activities

Login: user login/logout status

Counter: counter events

POS: POS transaction events

Note that the above categories are based on those of System Log in the Main System, so you can

also locate the same event recorded in System Log.

2. Define the search criteria such as Event Type, Device, Information, Date and etc. The selection of

search criteria may vary depended on query categories. Then click Submit Query. The search

results if available will be listed in the text format.

3. To play back the attached video, click the video icon.

4. To graph the search results, click the Chart button.

5. To export the search results, select one of formats Txt, Html or Excel and then click the Export

button.

v

Q Log query

@ Monitor
>>
= O System

) Login

@ | (@]

Counter

O POS

Monitor
=
Event Type Device Infermation Date
! Submit Query]
—— — = - =
Mation | Cameral [ b 201 4411/07-00-00-01 [

2014/11/07-23585!

Chart || Ta

1 Page: 1/1, Total record(s): 4 B
SubmitQuery, 0 Event Type Device Infofrration Titne Video Video

15 Motion Camera 1 11/7/2014 11:03:55 AM e

16 Motion Camera 1 11/7/2014 11:05:38 AM

17 Motion Camera 1 11772014 11:08:33 AM &

18 Motion Camera 1 11/712014 11:10:02 AM g
1 Page: 1/1, Total record(s): 4

¥ i
v i i
Chart display Export data Attached video

Query categories

Figure 6-51
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POS Live View on WebCam

Through WebCam Server, it is possible to monitor the surveillance sites of POS or access control

systems. You can access not only live video, but also transaction data or cardholder information.

1. Open a browser, and type the address of the remote GV-System. The Single View page (Figure

6-16) appears.

2. Select POS Live View. The remote POS Live View window appears.

3. Click the Play button, and type the valid user name and password to start the connection.

The Remote POS Live View Window

Play

ewrerlll Coffce 1,50
ol Coke 1,00

ITEM YOID

lce Cream 5,00-

SUBTOTAL 74,40

TOTAL 74,40

I8 EURO! 38,04

CASH 74 40

ITEMS PURCHASED: 31

Thank You

FOR TESTING AND SAVING WITH US:

StS h: 1234 Tr:

ooe

Figure 6-52

The controls on the remote Post Live View window:

No. Name

Description

1 Option

Brings up these options: Show Camera Name and Enable DirectDraw.

2 Change Camera

Selects the desired camera for display.

3 POS Live View

Brings up these options: Next Transaction, Previous Transaction and

Freeze Event.

4 Zoom Switches to full screen view.

5 File Save Saves live video in the local computer.

6 Change Quality Adjusts video quality in 4 levels.

7 Snapshot Takes a snapshot of the displayed live video.

8 Stop Terminates the connection to the remote GV-System.
9 Play Connects to the remote GV-System.
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Instant Playback

You can play back the video instantly by double-clicking on any suspicious transaction items or

cardholder’s information.

Remote Play Back

[P1 ay

Figure 6-53
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Download Center

The Download Center provides you with an easy option to upgrade the codec, and decide what kind of
viewing program should be downloaded to your local computer based on screen resolution required.
1. Click Download in the left panel of the Single View page (Figure 6-16). This page appears.

Fesolution File size Download

O

1024 % 768
1280 » 800
1280« 1024
1440 » 300
1600 « 1200
1680 = 1050
1920 » 1080
1920 % 1200
1024 » 768
1280 x 300
1280 » 1024
1440 » 300
1600 % 1200
1680 » 1050
1320 % 1080
1920 « 1200

RALITET e

iewlog

o R o o o o

Emap

File size

Install Complete

Figure 6-54

2. Check the desired programs. The File Size field will display the total file size of the selected
programs.
3. Click Download and follow the on-screen instructions to install the programs. When the installation

is complete, the message “Install Complete” will be displayed.
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Mobile Phone Applications

With the mobile phone capable of GPRS, 3G and Wi-Fi, you can receive live videos from your

GV-System. The GV mobile phone applications and their major features are listed below:

Handheld Device View

GView Version 2

OS Supported

Windows Mobile 5.0 and 2003 for Pocket PC

Windows Mobile 6 Classic and Professional

Port Data Port: 8866, RPB Port: 5511
Protocol TCP/IP (Streaming)
Functions Video streaming, GV-Video Server support, PTZ control, I/O device control, Remote

Playback (RPB) and etc.

Handheld Device View

MSView Version 2

OS Supported

Windows Mobile 5.0, 2003 for Smartphone

Port Data Port: 8866, RPB Port: 5511
Protocol TCP/IP (Streaming)
Functions Video streaming, GV-Video Server support, PTZ control, I/O device control, Remote

Playback (RPB) and etc.

Handheld Device View

MSView Version 3

OS Supported

Windows Mobile 6 Standard and Professional

Port Data Port: 8866, RPB Port: 5511
Protocol TCP/IP (Streaming)
Functions Video streaming, GV-Video Server support, PTZ control, I/O device control, Remote

Playback (RPB) and etc.

Handheld Device View

SSView Version 2

OS Supported

Java MIDP 2.0 or later

Port Data Port: 8866
Protocol TCP/IP (JPEG)
Functions PTZ control, output control and etc.

Handheld Device View

SSView Version 3

OS Supported

Nokia S60 2nd Edition and 3rd Edition

Port Data Port: 8866, RPB Port: 5511
Protocol TCP/IP (Streaming)
Functions Video Streaming, Remote Playback (RPB), PTZ control, output control and etc.

Handheld Device View

3GPP

OS Supported

Mobile phones with players supporting RTSP (Real Time Streaming Protocol)

Port TCP Port: 8554, UDP Port: 17300-17380
Protocol TCP/IP (Streaming)
Functions Video Streaming, Remote Playback (RPB), Audio and etc.
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For the 3G-enabled mobile phone, you can receive live video from the GV-System without installing the
related GV mobile applications first. For the port settings of 3GPP, see WebCam Server Settings

earlier in this chapter.

Note: When you access the GV-System by the mobile phone, you will be forwarded to the designated
web page as shown below. If the displayed web page is different from this, please try to enter the IP

address of the GV-System like this way: http://(GV-System)/phonepwd.htm

User Name:

Password:

OJPEG
QO GIF

@ 3G

Figure 6-55

PDA

GView V2 is a remote view application for Pocket PC device. It can run on PDA using Windows Mobile
5.0 and 2003.

When GView V2 detects the big screen panel of the mobile phone, images from the connected

G-System will be horizontally rotated for a better view. Resolution is set to be CIF by default.

GView Installation
GView V2 is included in the Surveillance System Software CD. This application should be installed in a

PDA device with Microsoft Pocket PC operating system.

1. Plug your PDA via USB or COM port to a computer installed with Microsoft ActiveSync (The
Microsoft ActiveSync program should come with your PDA software CD. Consult your PDA user’s
manual).

2. Run Microsoft ActiveSync in the connected computer. Make sure both the PDA and computer
are synchronized.

3. Insert the Surveillance System Software CD to the computer. It runs automatically, and a window
pops up.

4. Select the Install V 8.2.0.0 System item, and then click Microsoft PDA Viewer V2.

Follow the on-screen instructions to complete the installation.


http://(gv-system)/phonepwd.htm

n Viewing Live Video Using WebCam

Activate the GView Function
To allow remote access to the GV-System, you must activate the Webcam server with the Mobile

function enabled. See Figure 6-8.

Connecting to GV-System
Once GView V2 is installed into your PDA, you can use it to monitor your GV-System. Make sure your

PDA has wireless LAN adapter properly in place with access to the Internet.

1. Execute GView V2 in your PDA.

2. Click the Connect button located at the lower left corner. This displays the Login screen.

3. Type the IP address of the GV-System you wish to connect, enter a valid username and password,
and then click the OK button.

If logging in successfully, you will see video streaming to your PDA. Clicking the Stop button can exit

the GView application.

r
r

e | Welcome |

P

200

Port |EIE||56 v|

Lser Mame | 1 |

Passwiord |* |

Giiew Ve SnapShot Path | |
Clear History | | ok [[canceL]
&L
Figure 6-56 Starting GView Figure 6-57 Entering GV-server Info
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Other Functions

The major functions of GView V2 include live video monitoring, PTZ control, zooming control, and

shapshot.

[View Screen]

[PTZ Screen]

[bes ] EEH Feception |
DORBEYXY S Q+* * 5 »
Figure 6-58 Figure 6-59

Buttons Description
ﬁ@ Click it to stop the connection.
C) Click it for Focus-in and Focus-out control
& Click it for Zoom-in or Zoom-out control.
e Click it to select the camera-preset positions.
2 Click it to adjust the image quality.
% Click it for I/O Module Setting or to force outputs.
ﬂ, Click it to start or stop recording.
=] Click it to display the camera status.

The supervisor is given the highest priority to control the PTZ camera and
won't be restrained by 60-second time limit. When the supervisor logs in, the

Timer shows 999.

Use this drop-down list to switch cameras.

Click it to return to the previous page.

Use these buttons to control left, up, down and right of the PTZ cameras.

Click it to return to home.
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Viewing and Controlling 1/0O Devices

To view and control the connected I/O devices, select the desired camera and click the @l button

(Figure 6-58).

[I/O Monitoring Setting / Monitoring]

a1 il

Figure 6-60

The number on the toolbar indicates the connected module. To view and control the input and output

devices, click the number button.

[I/O Setting]

A r oo il

Figure 6-61

“1": displays the status of triggered input devices. See Figure 6-60.

“O": displays the connected output devices. See Figure 6-61.
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[Input/ Output Devices]

Welcome Grigw 4 4% 02:35
B Alarm
- 20011218
R 1 10050
e {Module 01)Input 2
|- 31 2 3 4 |-
Figure 6-62 Input Devices Figure 6-63 Output Devices

On the bottom toolbar of the Output Devices screen, the numbers indicates the connected output

devices. Click the desired number to force the output.

[Camera Status ]

To view the camera status, click the button (Figure 6-58).

Fr Yoo 4¢ lok

Camera Status

01 Marmal 02 Marrnal

03 Inactive 04 Marrnal

03 Inactive 06 Inactive
07 Inactive 08 Inactive
79 Inactive 10 Inactive
11 Inactive 12 Inactive
13 Inactive 14 Inactive
15 Inactive 16 Inactive

E==N Feception K

TORBEDNY%E

Figure 6-64

This screen displays the status of camera activity. Three messages indicate the current camera status:
B Normal: The camera is turned on and not recording.
B |nactive: The camera is turned off.

B Recording: The camera is recording.
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I-Mode Phone

You can monitor your GV-System remotely with
® |-Mode phone, or

® Mobile phone supporting xhtml, chtml, or html and capable of GPRS.

When using i-Mode services, you do not pay for the time you connected online, but will be charged by
the volume of data transmitted and/or received. Therefore, i-Mode will NOT receive live video

streaming; instead, it will receive one image at a time and will not receive another unless it is requested
to do so. To request another image, simply press the Enter key on your i-Mode phone. The images are

in GIF or JPEG format with resolution of 96x72 pixels.

Activating the i-Mode Function
In the Main System, click the Network button, select WebCam Server, click the JPG tab, and check
the Create JPEG/GIF file(s) as shown in Figure 6-6. Your GV-System must use a global IP address

and be accessible from the Internet.

Connecting to GV-System
After activating the i-Mode function, you can now receive live images from the GV-System via an
i-Mode phone. The interface and operation of your i-Mode phone may be different from the following

example since the interface may vary from model to model.

1. Open the i-Mode menu, and select Input Web Address.
2. Enter the IP address of your GV-System in the Address column, and then press OK.

I ELR ." PS03 S

Input Web Address

Login History
Return

Address:

http://65.59.37.172

Figure 6-65 Opening the menu Figure 6-66 Entering the IP address of GV-server

3. Type avalid user name and password, and then press Submit.
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4. Select the desired camera channel, and then press Enter.

PS03 S

User Name: Live View

L ] - . Camera1

P ds: . Camera 2
asswords: " Camera 3

L ] | . Camera 4
. Camera 5
. Camera 6

| Pl 7 Camera7

Exit Load Exit

Figure 6-67 Entering the use name and password  Figure 6-68 Selecting a camera for live view

If you log in successfully, the i-Mode phone will start receiving live images from the GV-System.
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Windows Smartphone

With the MSView application, you can monitor your GV-System remotely via a Windows-based

smartphone edition 2002, 2003 and 5.0.

Installing MSView Version 2 / Version 3

1. Insert the Surveillance System Software CD. It runs automatically, and a window pops up.

2. Select the Install V 8.2.0.0 System item.

3. Select Microsoft Smartphone Viewer V2 or Microsoft Smartphone Viewer V3, and then follow
the on-screen instructions.

4. Locate MSViewV2.exe in the Smartphone Viewer V2 folder or MsviewV3.exe in the Smartphone
Viewer V3 folder created in your computer. The default directory is C:\SmartPhone Viewer V2 or
C:\SmartPhone Viewer V3.

5.  Though the synchronization program such as ActiveSync, install MsviewV2.exe or
MsviewV3.exe to your smartphone. Consult your smartphone user’s manual for how to install a

program to the smartphone.

Activating the MSView V2 / V3 Function
To allow remote access to the GV-System, you must enable the Webcam server with the Mobile

function activated. See Figure 6-8.

Connecting to GV-System
The following operations may vary slightly for different modules.

1. Execute MSViewV2.exe or MSViewV3.exe in your smartphone. Figure 6-69 appears.
2. Select Type and then Live. Figure 6-70 appears.
3. Enter the IP address and port number of your GV-System, a login ID and password. Select

Control and then Connect.
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Once the connection is established, the live image will appear. You can use the scroll key on your

smartphone to navigate camera channels. See Figure 6-71.

Welcome MsYiew C*Y)| j Live Connect Live View

IF
Paort
Usriame

MSiew V2 Password
Snapshot

Patt
Camera | Cameral -
Exit Type Cancel | Control Stop | Control

Figure 6-69 MSView Main Screen Figure 6-70 Entering GV-System Info  Figure 6-71 Viewing live camera
Other Functions

In addition to live view, MSView V2 or MSView V3 offers the functions, such as zooming in/out a

camera view and rotating images. Select the Control option to have these features.
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Symbian Smartphone

With the SSView V2 / V3 application, it's also possible to monitor your GV-System remotely via

Symbian-based smartphone.

Two solutions are provided for the Symbian Smartphone:
® SSView Version 2 for Symbian OS edition 7.0
® SSView Version 3 for Nokia S60 2nd and 3rd Edition

Installing SSView Version 2/ Version 3

To install SSView Version 2 for Symbain OS edition 7.0:

1. Insert the Surveillance System Software CD. It runs automatically, and a window pops up.

2. Select the Install V 8.2.0.0 System item.
Select Symbian Smartphone Viewer V2, and follow the on-screen instructions.

3. Locate SSViewV2.jad and SSViewV2.jar in the Symbian Phone Viewer V2 folder created in your
computer. The default directory is C:\Symbain SmartPhone Viewer V2.

4. Install SSViewV2.jad and SSViewV2.jar to your smartphone. Consult your smartphone user’s

manual for how to install a program to the smartphone.

To install SSView Version 3 for Nokia S60 2nd and 3rd Edition:

1. Insert the Surveillance System Software CD. It runs automatically, and a window pops up.

2. Select the Install V 8.2.0.0 System item.
Select Symbian Smartphone Viewer V3 (For Nokia S60 2nd and 3rd), and follow the on-screen
instructions.

3. Locate SSViewV3_2nd.sis or SSViewV3_3rd.sis in the Symbian Phone Viewer V3 folder created
in your computer. The default directory is C:\Symbain SmartPhone Viewer V3.

4. If your smartphone is of S60 2nd Edition, install SSViewV3_2nd.sis. If your smartphone is of S60
3rd Edition, install SSViewV3_3rd.sis. Consult your smartphone user’s manual for how to install a

program to the smartphone.
Activating the SSView V2 /V3 Function

To allow remote access to the GV-System, you must enable the Webcam server with the Mobile

function activated. See Figure 6-8.
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Connecting to GV-System
The following operations may vary slightly for different modules.

1. Execute SSView in your smartphone.

2.  When the message SSView V2 or SSView V3 appears, select Options, and select Live Connect.
The Login screen appears.

3. Enter the IP address and port number of your GV-System, login username and password.

4. Select Options, and then select Connect to start the connection for live view.

Quick Connection
The IP addresses of connected servers can be stored for quick connection in the future. Press the [<]

and [>] buttons on the mobile device to select the desired server for connection.

Other Functions
In addition to live view, SSView offers other useful functions, such as changing camera channels,
zooming in a camera view, rotating images and seeing Server and WebCam information. Select

Options to have these features.
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Fast Key Reference

To view the fast key lists of MultiView and PTZ control in MultiView, click the Configure button (No. 8,

Figure 6-32), and click the View button in Fast Key field. The fast key list appears.
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E-Map Application

E-Map displays the monitoring area on an electronic map, by which the operator can easily locate the
cameras, sensors and alarms triggered by motion or 1/O devices. Topics discussed in this chapter
include: creating an E-Map file with E-Map Editor, working with E-Map in the Main System, working

with E-Map on the WebCam server and E-Map Server.

The E-Map Editor

The E-Map Editor program allows you to import a floor plan in BMP, GIF and JPG formats, and use the

icons of cameras and I/O devices to edit a map per your requirement.

The E-Map Editor program comes with the installation of Main System. Click the Windows Start menu,

point to Programs, select GV folder and click EMap Editor. The E-Map Editor window will appear.
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The E-Map Editor Window
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Figure 7-1 The E-Map Editor Window

The controls in the E-Map Editor window:

No. Name Description

1 Up Goes back to the previous E-Map file.

2  Add Map Adds an E-Map file.

3 Add Host Adds a host folder of DVR and/or GV-Video Server.
4  Load Map Imports a floor plan.

5 Rename Renames an E-Map file and/or folder.

6  Delete Deletes an E-Map file and/or folder.

7  Map View Tree view of E-Map files and/or folders.

8  Host View Tree view of host folders.

9  Floor Plan The window displays the imported graphic file.




E-Map Application
Creating an E-Map File
To create and edit an E-Map file, follow the steps below.

1. Click the Add Map button (No.2, Figure 7-1) on the toolbar. A New Map file will be created in Map

View and the Floor Plan window separately, as illustrated below.

%' E-Map Editor
File Edit Map Hosk  Wiew

| i [ [ | B %

¢

MNew Map

Figure 7-2 Creating a new map

2. Click the New Map file in Map View, and then click the Load Map button (No. 4, Figure 7-1) to
import a graphic file. The file will open in the Floor Plan window (Figure 7-1).

3. Double-click the local server folder in Host View. The program will automatically detect the
number of cameras and I/O devices already installed at the server, and show up their separate
icons.

4. Drag and drop these icons from Host View onto the map in the Floor Plan window.

5. The E-Map Editor lets you set the orientation of camera icons and change the icons. Right-click
any camera icon to call up a menu, and select the direction where you want the camera to point to.
Or change the camera icon into the dome icon.

6. Click File in the window menu, and select Save to DVR or Save to File to save the created

E-Map file.
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Creating an E-Map File for a Remote Host

With E-Map Editor, you can create E-Maps for your local host, as well as remotely for other hosts.
E-Maps created for remote hosts are saved and viewable only at the server where they are created.

And they are only functional when connected to the WebCam server.

1. Click the Add Host button (No. 3, Figure 7-1) on the toolbar. A new host folder then is added in
Host View.

2. Right-click the Host in Host View, and then select Host Settings to display the following dialog
box.

x
Location Hame: |N ew ok, | [k I

Address: Iemap.dipmap.mm Cancel

# aof Cameras: 16 = —Webcam

Command Part; I
# of Modules: 9 - - =
Module 1 Il———— | pataPort [5550

# of [nputs: 16 =

# of Outputs: 18 : Audio Port: IEEEIII

Figure 7-3 Host Settings

3. Type the remote host’'s name, IP address, how many cameras, /0O modules, inputs, outputs are
installed at the host, and port information. Then click OK.

4. Follow the steps instructed in Creating an E-Map File to create a file for the remote host.
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Starting E-Map

After creating an E-Map file, go to the Main System. Click the ViewLog button and then select E-Map

to display the following E-Map Viewer window. Double-click any E-Map file of the local host to open it.

Note: If you have created the E-Map files for remote hosts, these files will also be displayed in the

E-Map Viewer window but won’t function here. They only work on WebCam that is discussed later.
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Figure 7-4 The E-Map Viewer Window
The controls in the E-Map Viewer window:
No. Name Description
1 Popup Settings Selects desired cameras and 1/O devices for the pop-up map function.
2  Toggle Popup Toggles between popup and non-popup function.
3  Tree View The tree view of E-Map files and folders.
4  Flashing Icon The flashing icon represents a triggered camera or an I/O device.
5 Output Icon Manually forces an output device.
6 Camera/Dome Icon Views the live video associated with that camera/dome.
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Setting the Pop-up Map Function

The E-Map Viewer window can be set to pop up with the flashing icon indicating that a camera or an

input device is triggered. To set up the function, follow the steps below.

1. Click the Popup Settings button (No.1, Figure 7-4). Select desired cameras and input devices for
the application, and specify Dwell Time for the interval between two pop-up maps.

2. Click the Toggle Popup button (No.2, Figure 7-4) to enable the function.

3. Minimize the E-Map Viewer window. Once any camera or input device is triggered, the map will

pop up on your screen immediately.
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Starting E-Map from a Remote Site

Activating and configuring E-Map over a web browser is possible by the WebCam server. To do so,

follow the steps below.

1. Atthe local server equipped with the GV-System, click the Network button and select WebCam
Server to display the Server Setup dialog box. Click OK to start the WebCam server.

2. Atthe client PC, open the web browser and type the address of the local server. Once the
connection is established, the Single View page will appear.

3. Onthe left panel, click E-Map to display the E-Map window on the client PC.

The Remote E-Map Window

9]

IP Address [ 127.0.0.1 |(Change) —ax
: FKaohsiung
Lol Taipei lg
- Ou;ﬁut 18
Carnera 1 {
i S )
o
‘Camera 4
Camera 2
Input 1
o

Camera7 @
|

Input 3

Figure 7-5 The Remote E-Map Window
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The controls in the Remote E-Map window:

No. Name

Description

1 Login

Click to login up to 500 host servers.

2 Host Information

Click to view the information of incoming events upon motion detected

and I/O devices triggered.

3 Previous Click to go to the previous E-Map file.

4 Home Click to back to the top of the tree view.

5 Next Click to go to the next E-Map file.

6 ViewLog Click to access the Remote ViewLog function.

7 Configure Click to configure the Remote E-Map window.

8 Tree List The list displays all created E-Map files and folders.
9 IP Address Displays the IP Address of the connected host.

10 Flashing Icon

The flashing icon represents a triggered camera or 1/O device.

11 Output lcon

Click to manually force the output device.

12 Camera/Dome Icon

Click to view the live video associated with that camera/dome.

Logging in Different Hosts

When the client PC connects to the WebCam server, all the E-Maps saved in the local server will be

downloaded to the client PC, with the E-Map files of 500 hosts at most. The E-Maps created for remote

hosts can only function on WebCam after you log in these hosts. You can login 500 hosts at a time.

Click the Login button (No. 1, Figure 7-5) to display the following Login window.

Ewoon x|
Host Login Host Logout
Host Mame | Auto Login | Host Name |

TEST101

ee

TEST 102
TEST 103
TEST 104
TEST 105
TEST 106

| Logout> |

ee

o)

Figure 7-6 Logging in different hosts



E-Map Application

Configuring the Remote E-Map Window

Click the Configure button (No. 7, Figure 7-5) to display the following dialog box:

Configure

-
( Download EMap files )

W Uselocal EMap filss
| EAGWVEINeMap. emp

| C\Program Filest8120(EMapires | C\Program Filest8120EMapires
) =3

Figure 7-7 The Configure Dialog Box

[Download EMap files] Click to download E-Map files from the local server to the client PC. This

option can reduce network load when you want to view E-Maps of multiple hosts.

Use local EMap files: Once downloading E-Map files to the client PC, you can use these E-Map
files for connection.

Hide Tree List: Check to hide the tree list.

Enable DirectDraw: The DirectDraw is enabled by default. Some VGA cards might not support
DirectDraw and can produce distorted frames. In this case, disable the feature.

Use small icon: The Remote E-Map uses the large icons of cameras and I/O devices by default.

Check this option if you want to use small icons.

[Motion] / [I/O Input]

Alert Sound: Check this option and assign a .wav file to alert the operator when motion is
detected or I/O devices are triggered.

Camera Blink, 1/0 Blink: When cameras or I/O devices are triggered, their icons on the E-map
flash. Uncheck this option if you don’t want to see the flashing icons.

EMap Auto Popup: When cameras or I/O devices are triggered, the related map will pop up on
the screen instantly. Check this option and minimize the Remote E-Map window for the
application.

Show Event: Check to display motion or 1/O triggered events on the Host Information window.
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Viewing Host Information

The Host Information window lists camera and 1/O device trigger information. Click the Host

Information button (No. 2, Figure 7-5) to display.

o]
# TEST 102 HostMName | Date | Time [EvertType  [caM. [Mod. [0 | Mame |
# TEST 103 TEST101 200617 135355  Mofion 1 MiA NI Camerad
TEST 104 TEST101 2006170 136351 Motion 1 MiA MR Camearal
B TEST 105 TESTI01 0061 134534 Alarm MiA 1 3 Ingut 3
8 TEST 105 TEST101 00610 134534 Alarm [ 2 Inut 2
TESTI0 200615 134534 Alarm [T 1 Input 1

1 TESTIM

- Module-Inputi1): Inp
-[@ Module-Inputiz): Inp
=-[€ Moduledt-Inputi3): Inpi
- CAMERAL )-Motion Det

Figure 7-8 Host Information

The Host Information window allows you to play back events happened in the host sites. Double-click
any camera event in the left hand list to display the remote playback window. With this window, you

can play back an event, speak to the host site and take a snapshot, as well as download the event to

the client PC.

B3 TEST111 : Camera 3

Figure 7-9 The Remote Playback Window
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Accessing Remote ViewlLog

On the Remote E-Map window, the ViewLog button (No.6, Figure 7-5) is designed for the Remote

ViewLog function, giving you remote access to the recorded files of DVR and playing back video by the
player ViewLog.

For details on starting the Remote ViewLog service, refer to Remote ViewLog on WebCam in Chapter
6.
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E-Map Server

The E-Map Server is an independent application, designed to create E-Maps for different DVRs and

run without the GV-System.

Installing E-Map Server

1. Insert the Surveillance System Software CD to your computer. It will run automatically, and a
window appears.
2. Select the Install V8.2.0.0 System item.

3. Click E-Map Server, and then follow the on-screen instructions.

The E-Map Server Window

Go to Windows Start, point to Programs, select eMapServer, and then click E-Map Server. This

window appears.

— NS —~
&= —
Figure 7-10
The controls on the E-Map Server window:
No. Name Description
1 Start Service Starts the E-Map Server.
2 Stop Service Stops the E-Map Server.
3 New Creates a new E-Map file.
4 Rename Renames the E-Map file.
5 Delete Deletes the E-Map file.
6 Refresh Refreshes the E-Map Server window.
7 Accounts Creates user accounts of the E-Map Server.
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Setting E-Map Server

Before starting the E-Map server, you have to create e-map files and user accounts.

1. Click the New button (No.3, Figure 7-10) to create e-map(s). For details on creating an e-map file,
see “Creating an E-Map File,” earlier in this chapter.

2. Click the Accounts (No. 7, Figure 7-10) button to create a user account that will use the server.

Remote Monitoring via E-Map Server

Via E-Map Server, you can monitor different surveillance sites on electronic maps from any computer

accessible to Internet.

1. Open the web browser and type the address of the E-Map server.

2. After entering the valid user name and password for login, you will be prompted to select the
desired e-map file (.emp file),
Click OK. The Remote E-Map window appears.

4. Click the Login button (No.1, Figure 7-5) to select the desired host(s) to access videos and I/O

devices.

Note: The host (DVR) needs to give the access privilege by enabling the WebCam Server.

Accessing Authentication Server Account Information

With the connection to Authentication Server, the E-Map Server can access the Authentication account

settings. For details see Authentication Server in Chapter 10.
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Live Viewing Using Remote
Applications

The system is supplied with two remote applications.
® Remote View System

® |P Multicast System

Remote View

Remote View is used to remotely monitor live videos from Main System, through modem dial-up or
TCP/IP connection. Each Remote View is limited to only one login at a time. However, you may open

multiple Remote Views in one workstation and each login to a different main system.

Setting Up Remote View

The Remote View software is included in the Surveillance System Software CD. The application is to
be installed at the client PC with modem dial-up or TCP/IP network access. The following is the

minimum PC specifications for this application:

oS Windows 2000, XP, 2003 Server, Vista

CPU Pentium 500 (minimum)

Memory 128 MB RAM

Hard Disk 20 GB (minimum)

VGA NVIDIA GeForce Il 32 MB, 800 x 600 screen resolution (minimum)
Network TCP/IP, Modem Dial-up
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Setting Up the Connection
Remote View allows two connection methods, and each are set up as follows.

To set up modem connection:

1. Make sure modems at client PC and at sever PC are already setup. The system currently supports
only external modems.

2. Click the Network button on main screen and enable Modem Server from menu.

3. Inthe MultiCam Remote Viewer, click Preference and then select Configure Modem. Select the
network to use from drop-down list.

4. Click the Connect button from menu bar of Remote View, and then select Dial-Modem from

menu to bring up the Connect dialog box, as shown:

Dial Madem |
—Modem Login
Phone Dial : |8,8?9?33??,?1 5
' Tone ! Pulse

Lagin D : |-|
Pazsword : l*—

¥ Save password if connect success

Connect Status

Fress Make Call' to Start Dialing.
Make Call - 9.87978377.715
Line Hang Up!

Line Reply...

Login...

Figure 8-1 Making connection to GV system through dial-up connection.

5. Inthe Phone Dial field, type the telephone number you wish to use (this column memorizes 10
most recently used telephone numbers).
6. Enter avalid user ID and password, and then click the Make Call button. Messages should appear

in the Connect Status window when the connection is established, shown in Figure 8-1.

To set up TCP/IP connection:
1. Make sure both your client PC and the sever PC have access to TCP/IP network.

2. Click the Network button on main screen and enable TCP/IP Server from menu.
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3. Inthe MultiCam Remote Viewer, click the Connect button and select Internet/Intranet_ TCP/IP to

bring up the following dialog box:

InternetTntranet Login I

— TCPAP Server
IF Address: 192.180.0.187
Port: 3550 Default
Locats Server... |
—Login Setup
LoginID : [et | =2
Passwond [T
¥ Save password if connect suceess
Login | Lozt | Addto My Favorite| Closs

Figure 8-2

4. Inthe IP Address field, type the IP address or domain name of the system you wish to connect to.

The field memorizes 10 most recently used addresses.

5. Type in port number in Port field. Use default value if you are not sure what to enter for this field.

6. Enter a valid user ID and password and then click the Login button. Video stream should appear

when connection succeeds, as shown:

FaMultiCam Remate Viewer 5.2
Comnect by Eavorite Yiew Browselog Preference Help

JNETES

- 9

Conest Wy Gevoriel | Stop

® & g

Zoom ) £oom oL Lock

Preferences

Camera 1

120312007 ‘
35324

® & Camera2

1 2031200 268
0953 24

Ready

Figure 8-3

Functions of toolbar buttons are listed in following table:

Button Description

Connect Selects modem dial-up or TCP/IP connection.
My Favorite Adds to My Favorite

Stop Terminates network connection

Zoom In Enlarges video.

Zoom Out Shrinks video.

Lock Locks a particular camera.

Preferences Brings up the preferences setting window.
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Working with My Favorite

My Favorite provides for fast access to pre-set connection to main system. Several settings are

available for this feature.

To add a connection to My Favorite:
1. Click My Favorite button from menu bar.

2. Select Add to My Favorite from the menu. The Add to My Favorite dialog box appears.

Add to My Favorite

1P Address:
TCRAP Server |192.158.D.18?

Port: ISEED
Login ID: IRichard €

Password: Iﬂ-m-m

Title Marne:

Ok I Cancel |

Figure 8-4

3. Enter the proper information and give a name to the new connection, and then click OK.

To edit My Favorite:
1. To change information in My Favorite, click My Favorite button from menu bar.
2. Select Edit My Favorite from menu.

3. Select a connection you wish to edit.

! y
TGP Richard

~TCP/P Server

|r\-'13t Connect1

IP Address: |192.1BD.D.18?
Port: ISSED

Delete |ConnectN0w| Close |

Figure 8-5

Go to My Favorite:

Once a connection is added, it is listed in menu. Click the connection from menu to login a system.
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Camera Zoom Function

Click the Zoom In and Zoom Out buttons in the toolbar to enlarge and shrink a particular camera view,

here are the steps:

1. Click on the view screen you wish to zoom.
2. Click the Lock button from the toolbar to lock the camera.

3. Click either the Zoom In or the Zoom Out buttons, and then click on the locked camera.

Playing with Screen View Window Functions

All live video is displayed in the screen view window, shown as follow:

— Camera Description Rec Button
Chmera 1 (B I— Play/Save
o7 o Camera Lock
[ |
| i |
| | | \
Figure 8-6

Icons appear in view screen represent:

Button Description

) ) Indicates current date and time. Color of the text and the background
Time Indicator )
can be changed in Preferences.

Rec Starts, stops, pauses, and resumes recording.
Play/Save Plays and saves recorded video files.
Camera Lock Locks the image to apply zoom in, zoom out function.

Note: The Rec button saves the video files only temporarily as a buffer file. Therefore it saves only
one video clip at a time. If you wish to save the files permanently, click the Play/Save button and

select Save as to save the video clip in AVI format.
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Playing Back Video Files in Q-View
Click Play/Save button found in the camera screen, and select Play. This brings up the program
Q-View, which is used for instant playback for video files temporarily saved in the Temporarily Record

Buffer, created when Rec button is pressed.

[ Qview - C:}DOCUME~1'Neo',LOCALS~1' Temp'~F.avi (=]
File Wiew Operations Edit

o o0 f @B S|

Ready

Figure 8-7

Preference Settings

Click the Preferences button from the toolbar to bring out the corresponding dialog box, shown as:

Preference Setting x|

Cannection | General I

— Login Setup

Login ID: [ quest

Paszword: I xxxxx

™ Save pazsword if connect success

— Image Quality
[ Enhance Quality
1
. . ¢ . .
1 2 3 4 5
[Fazter] [elower)
Ok I Cancel

Figure 8-8
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The following options are available on the Connection tab of the Preference Setting:

[Login Setup] Specify user name and password for Remote View.

[Image Quality] Specify the compression ratio of the video. Lower number gives higher compression,

smaller file size, but the image quality will suffer.

There are also options available on the General tab:

Preference Setting

Connection  General I

Text Color
Background Color  Select |
& Opaque " Inwisible

Buffer Path:

Browsze. . |

Temporary Record Buffer

Text Dizplay
1101052002
16:47:15
" Transparent

CADOCUME~1%WADMIMI~1SLOCALS T

¥ Prompt Save

x|

Ok Cancel

Figure 8-9

[Text Display] Sets camera description’s text color and background color. 3 options are available to

present the camera description: Transparent (text only no background), Opaque (text and

background), and Invisible (no text and no background).

[Temporary Record Buffer] Determines a temporary folder that holds recording videos.
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Remote PTZ and I/O Function

If you have installed PTZ or I/O devices on the connected main system, then you will be able to control

these devices through TCP/IP or dial-up network.

To use remote PTZ control:
Select View, PTZ Device, from the menu bar to bring up the PTZ control panel. Use the PTZ select
buttons to choose the type of camera you wish to control. The control panel may look slightly different

depending on camera model.
PTZ select button

Ed|
u

—
L3

Direction
LI H il [ control button

D
ﬂl (+H——— Zoom
0] o Focus

AF I__ Auto Focus

Auto Auto Pan

Pre=et Go |

PT Speed:

IN:::rmaI g_ PTZ speed select
Im—— ID address select

Figure 8-10

To use Remote I/O control:
Select View, I/0 Module, from the menu bar to bring up the I/O control panel. Remote View allows you

to control only the output devices. Click on the Output signal buttons to send signal to the output

device.

n Jou =
Mocule 1
Outpit 1
Output 2 ]
Outpit 3
Outout 4[| | Output signal buttons
Outpit 5
Output 6 ]
Output 7
output 8 ]
Figure 8-11
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Full Screen View

Click Connect button and select Full Screen Mode from the menu. The full screen mode provides a
larger viewing area for the cameras. There are four functional buttons located at the right hand side

that allows you to access to some of the basic functions.

—— Start Monitor
—— Stop Monitor

—— Preferences

HDD Space

Figure 8-12
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IP Multicast

334

It is possible to monitor several GV-Systems within a LAN network, through the use of IP Multicast. An
IP Multicast allows maximum of ten connections at a time. After the Live X button pressed, IP Multicast

automatically connects to the Main System within the LAN network.

% MultiCast Remote Surveillance System 5.2 -|&] x|
Channel Camera Preference Browselog Help
Q « - L . 0 (=i
Search GECk: Forsvard GoTo Stop Lock Camera Live Channel
~
Live 1 [TEST-24] | 3 =
B Camers 1 - I
Camera 2
@ Camera 2
[alg
& Camera 3 B e
- UINE
LT

Live 2
Live 3
Live 4
Live 5
Live B
Live 7
Live 8
Live 3
Live 10

Dl Channel I Server IPiPork  +
¥ Live 1 192.168.0.222

Dioits] f1zosrooziie
e En 003 32 s

T Lvez | 0.0.0.00 Gyetcn
¥ Lived | 0.0.0.0:0

¥ Lived | 0.0.0.0:0

¥ Live5 00000  —

¥ Live6 | 0.0.0.0:0

¥ Live7 | 0.0.00:0 B

K i

Figure 8-13

Setting Up IP Multicast
The IP Multicast software is included in the Surveillance System Software CD. The application is to be
installed at the client PC within LAN network access. PC requirements are the same as those for

Remote View, described in the previous section.

Starting IP Multicast

1. Make sure both the client PCs and the server PC are properly set up in local area network (LAN).

2. Click the Network button in Main System and select Multicast Server to allow connection from
client PC. Follow this same step to set up all GV-Systems you wish to connect to IP Multicast.

3. GotoWindows Start, Program, system folder, and then IP MultiCast System from menu. Run the
system at the client PC.

4. Click the Search button from toolbar so IP Multicast finds all GV-Systems available for connection
within the network. Systems connected to IP Multicast are listed at the lower-left pane with their
server IP.

5. Click the Live bar to view the desired system. You may be asked to enter Login ID and Password.

Make sure your ID is given the privilege to view. All cameras open to the ID will be displayed.
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6. To end a connection, click the Stop button from toolbar.

Functions of toolbar buttons are listed in following table:

Button Description

Search Finds all main systems available for connection within the network.
Back Goes to previous surveillance screen.

Forward Goes to next surveillance screen.

Go To Selects a specific system.

Stop Ends a connection.

Lock Camera Locks a particular screen view.

Live Channel Click to view or to hide a connection.

Icons found at the left pane represent:

Button Description
Live x Click to view available cameras in the selected system.
Flag Green flag represents the system is connected; red means disconnected.

The rest of the functions in IP Multicast are much the same to those in Remote View. For details on
using functions in screen views, refer to Playing with Screen View Window Functions, earlier in this
chapter; to set the Preference dialog box, refer to Preference Settings; for features available for
full-screen, refer to Full Screen View. Video files are also played back in Q-View; refer to Playing Back
Video Files in Q-View.

Note: Since Q-View only saves one most recently viewed video file in the Temporarily Record Buffer,

following message may appear when try to record a second file:

Camera 1 Record file not saved yet!

[~ Mever prompt if record files not be saved. Cancel |

Figure 8-14

This message is to remind you that the video file previously played back has not been saved. Clicking
Continue would overwrite the previous file. To always save viewed video files to a permanent

location, use Play/Save button in screen view, instead of the Rec button.
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Short Message Service

Via a GSM/GPRS modem, GV-System lets you send SMS (Short Message Service) messages when
an alert condition happens. The modem can be installed at either a separate server, or the same
computer/server equipped with GV-System. This chapter introduces how to manage a GSM/GPRS
modem with the GV-developed SMS Server program, and how to configure the Main System to send
out SMS alerts.

Installing SMS Server

To install the SMS Server application, follow these steps:

1. Insert the Surveillance System Software CD to the PC connected to a GSM/GPRS modem. It will
run automatically, and a window appears.

2. Select the Install V 8.2.0.0 System item.

3. Click SMS Server, and follow the on-screen instructions.
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The SMS Server Window

Run the SMS Server program from the Start menu. The following window appears.

Device Information

Device:  GMB62 PGS ig[]ﬂ[l

Band: G5 90001 200 MHz

SMS Status: [Queue: 0]

[Send: Successi 0, Failurel 03]

Figure 9-1 The SMS Server Window

The controls in the SMS Server window:

No. Name Description

1  Start/Stop Service Starts or stops the SMS Server.

2  SMS Log Setting Sets up the SMS Log.

3 Account Setting Creates and edits accounts.

4  Server Setting Sets up the SMS Server.

5  Device Setting Sets up the GSM/GPRS modem.

6  Exit Logs out administrator, changes password or exits the SMS server.
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SMS Server Setup

Before starting the SMS service, you must configure these three settings: (1) Device Settings, (2)

Server Settings, and (3) Account Settings.

Device Settings

1. Click the Device Setting button (No. 5, Figure 9-1), and then select GSM Module. The following

dialog box appears.

i
comPort: [N | Detect |

Device Information:

Marne: Telit

Model: GM362 PCS

SiM: Feady

SelectBand:  |1900MHz |

] Cancel

Figure 9-2 GSM Module Setting

2. Select the COM port connecting to a GSM/GPRS modem.

3. Click the Detect button to detect the modem.
» If the connection between the modem and the computer is established, the message will

show in the Device Information field: Name: (Manufacturer), Module: xxx, SIM Ready.

» If the connection fails, the display will be shown as: No usable device in COM xxx.

4. If you are using a tri-band modem, select 1900 or 1800 MHz from the drop-down list of Select
Band.

5. Click OK to apply above settings.
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Server Settings
Click the Server Setting button (No. 4, Figure 9-1) to display the following Server Setting dialog box.

There are three major tabs in the dialog box: (1) General, (2) Message Filter, and (3) Notify

[General]

l. Server Setting x|

General |Message Filterl M atify |

— Metworlk,

Pat  [5885 Diefault |
— Securty

¥ Enhance netwark security @
— Startup

W auto Start Service when Server Startup
V¥ Minimize to Spstem Tray after auto start service

¥ auto zave the PIM number after start service

] I Canicel

Figure 9-3 Server Setting-General

[Network] Define the port of the SMS Server, or leave it as default. To use UPnP for automatic port

configuration to your router, click the Arrow button. For details, see UPnP Settings in Chapter 6.

[Security] Enable to apply enhanced Internet security. Please notice when the feature is enabled, the

subscribers using earlier version than 8.0 cannot access the SMS Server anymore.

[Startup]

B Auto Start Service when Sever Startup: Automatically starts SMS services when the program
starts.

B Minimize to System Tray when auto start service: Minimizes the SMS Server window to
system tray when it starts.

B Auto save the PIN number after start service: Automatically saves the PIN number when SMS

services start.

340



n Short Message Service

[Message Filter]

[!!.:_ Server Setting El

General Meszage Filter |N|:|tif_u |

— Al Mezzage Type

Yideo Lost S
[/0 Module Lozt

[/0 Trigger

Carmera Mation

[ntruder

tizzing Object

IInattended Object

POS Logz Prevention

Diizk Full

Recarding abnommal detected [O0E]
Surveilance system abnormality [Centery 2 W5k ]
Connection Lozt

Subszcriber Login

Subgcriber Logout

| zer-defined

=
M1 Cmminm T —mmm

s I Cancel |

Figure 9-4 Server Setting-Message Filter

Check the desired alert conditions to send SMS messages.
The user-defined condition refers to the SMS messages sent manually in Center V2 and VSM. See
Sending SMS in Chapter 1 and Chapter 3 in the CMS User’s Manual.
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[Notify]
x|

Generall Messzage Filker  Motify |

— Check Internet Connectivity
Reference IP: |163.95.1.1 Test |

¥ Send S5 notification when no connectivity

E 1 Country Code bae) o

of:
] E 3 tdobile Mumber IDEISEIES#EEIH

k. i Cancel

Figure 9-5 Server Setting-Notify

[Check Internet Connectivity] Assign any available IP address and click the Test button to know if

your SMS Server can access Internet.

[Send SMS notification when no connectivity] Sends SMS natification to the three defined mobile
numbers when the SMS Server cannot access Internet.
B Mobile Icon: Check the icon and define the number for the SMS notification. Up to three

recipients can receive the SMS simultaneously.
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Account Settings

Click the Account Setting button (No.3, Figure 9-1) to display the following window.

006 0006

Aci:ount Setkirig x|
€ 8 X 2B
= 83 Address Book rAccount Information
e ..... 1
El-gty Group 1 M otify Yes
& 2 hokile 1 8EB-9206329149 e
% 3 hohkile 2 0BB-955261462
mabile 3 886-9307158496
Login IP 127.0.0.1

Login Time /82006 4:06:52 P

4] | 2|

e—-|8tati5tics: [ Group: 1] [ Client: 375000

Figure 9-6 Account Setting

The controls in the Account Setting window:

No. Name Description

1 AddAGroup Creates a group.

2 AddAClient Creates a client.

3  Delete A Group/Client Deletes a created group or client.

4  View/Edit A Client Highlight one client and click the button to view or edit its information.
5 Find A Client Searches a client.

6  Address Book Lists the created groups and clients.

7  Account Information Displays the highlighted client’s account information.

o Displays the number of created groups and clients. The SMS Server
8  Statistics ) ]
can serve up to 5000 clients at one time.
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Creating a client:

1.

5.

Click the Add A Client button (No. 2, Figure 9-6). This dialog box appears.

Client Information |

Login 10 | Host1 Save I
Password: Icoooo Cancel |

r Infarmation

MNo. | Country Code Mohile Mumber |
1 886 22318098
2 886 28759603
E 886 9354231

Telephone: |2228098

FAX: | 2228007

E-mail: |gv1 @ueovision.com.w

Address: Meihu Rd, Taipei, Taiwan

 Mote

— Motify Setting
Send SM3 notification to the client's network administrators
v when connection is abnormal.
(Set up three mabile numhbers in ahove Infarmation section)

Send SMS notification to the client's operatars when @
connection is abnormal.

Figure 9-7 Client Information

Type a login ID and password. They will be the ID and password for the client to log in the SMS

Server (Figure 9-11).

In the Information section, type the client’s related information.

You can specify three mobile numbers of the client’'s network administrators for SMS notification.

In the Notify Setting section, you can send a SMS to the client in the case of:

» Internet disconnection between the client and the SMS Server, or

> Improper program shutdown in the client.

The recipients can be:

» The client's network administrators: define three mobile numbers in above Information
section.

» The client's operators: See Setting Mobile Numbers, later in this chapter. For the users of
Dispatch Server and Vital Sign Monitor, refer to the CMS User's Manual. Clicking the
Question mark can view the specified mobile numbers at the client site.

Click Save for above settings.

Disabling a client:
You can disable subscription services to an individual client when subscription expires.
In the Account Settings window (Figure 9-6), right-click the desired client and then select Disable.

To restore the service, right-click the desired client and then select Enable.
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SMS Log

Setting SMS Log

Click the SMS Log Setting button in the SMS Server window (No. 2, Figure 9-1), and select SMSLog
Setting to display the following dialog box.

Event Log Settings

Event List

Auto Impart Days

Event Log

Keep Days: =] :‘!}) M Recycle [E)
Log Path: | G\Centery2-logl |B

H] Available: 1.14 GB

I Ok ] l Cancel ]

Figure 9-8
[Event List] Specify the number of days to be loaded when Event Log Browser is launched.

[Event Log]
B Keep Days: Enter the number of days to keep log files.
B Recycle: Delete the files of the oldest day when storage space is lower than 500MB.

B Log Path: Click the [...] button to assign a storage path.

Viewing SMS Log

Click the SMS Log Setting button in the SMS Server window (No. 2, Figure 9-1), and select View
SMSLog to display the SMS Log Browser.

006006 0000

L[ Event lifts From|7/1/2007 to 7/31/2007 - $MS Log|Br = EoR| |
Fi Toofs Vi Hel,
-
jis) Mobile Number SMS Contents Server Receive Time Send SMS Time Status >

1 +886016633936 This is the test message from Geovision! - Video lost 7/5/2007 2:28:15 AM 7/5/2007 2:28:18 AM Success

1 +886016633936 This is the test message from Geovision! - Video lost 7/5/2007 2:28:54 AM 7/5/2007 2:28:57 AM Success

5 +886988356515 11/2/2007 15:33:09 SMS Alert From DVR-TEST105 POS loss preve... 7/5/2007 11:53:33PM 7[5/2007 11:53:37 PM Success

5 +886988356515 11/2/2007 15:33:21 5MS Alert From DVR-TEST105 POS loss preve... 7/5/2007 11:53:45 PM 7[5/2007 11:53:43 PM Success

5 +886988356515 11/2/2007 15:33:28 SMS Alert From DVR-TEST105 POS loss preve... 7/5/2007 11:53:52 PM 7[5/2007 11:53:56 PM Success

5 +886988356515 11/2/2007 15:33:29 SMS Alert From DVR-TEST105 POS loss preve... 7/5/2007 11:53:52 PM 7[5/2007 11:54:02 PM Success s

5 +886988356515 11/2/2007 15:33:36 SMS Alert From DVR-TEST105 POS loss preve... 7/5/2007 11:53:59 PM 7/5/2007 11:54:09 PM Success

5 +886988356515 11/2/2007 15:33:48 SMS Alert From DVR-TEST105 POS loss preve... 7/5/2007 11:54:11 PM 7[5/2007 11:54:16 PM Success

Figure 9-9
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The buttons on the Event Log Browser:

No. Name Description

1 Open Opens an event log.

2 Reload Refreshes the event log manually

3 Filter Defines the search criteria.

4  Backup Exports the current event list and video files.

5 Print Prints the current event list.

6 SMS Event Log Displays the log of SMS server events.

7 System Event Log Displays the log of SMS server activities.

8 Exit Exits the browser.

9 About Displays the application information of SMS Log Browser.

SMS Event Log
Clicking the SMS Event Log button (No. 6, Figure 9-9) on the toolbar, you can monitor senders (ID),
mobile numbers, text messages, sent and failed SMS. This can be beneficial as you may charge

your clients by the amount of SMS messages they sent.

L4 Event lists From 6/1/2007 to 6/18/2007 - SMS Log Browser e[ ]
File Tools View Help
sa T8 EB @ e
jin] Mobile Mumber SMS Contents Server Receive Time Send SMS Time Status f‘
5 +B886920698698 video lost 6/6/2007 10:08:06 PM 6/6/2007 10:08:08 PM Success
5 &/6/2007 10:12:36 PM (62007 10:12:38 PM
5 +886920698638 video lost 6/6/2007 10:24:21 PM 6/6/2007 10:24:24PM Success
8 +836920698638 Video Lost 662007 10:24:25PM 6/6/2007 10:24:29 PM Sucress A
5 +886920698698 sub login 6/6/2007 10:31:23PM 6/6/2007 10:31:25PM Success 1
5 +885920698638 start all types 6/56/2007 10:31:23PM 6/6/2007 10:31:30 PM Sucress
5 +886920698698 stop cam monitoring 6/6/2007 10:31:23 PM 6/6/2007 10:31:35 PM Success
5 +836920698638 video lost 6f6/2007 10:32:30 PM 6/6/2007 10:32:32 PM Sucress
& +886920698525 Video Lost 6/6/2007 10:32:31PM 6/6/2007 10:32:37 PM Success =
Figure 9-10

System Event Log
Clicking the System Event Log button (No. 7, Figure 9-9) on the toolbar, you can monitor the server

activities, client login and logout, and connection problems.

|4 Event lists From 6/1/2007 to 6/18/2007 - SMS Log Browser =
File Tools View Help

L LT

Type Message Message Time
System System Success to get device (GM862 PCS) in COM2 6/6/2007 12:57:19 AM
System System Change server setting (Server Setting) &/6/2007 12:57:56 AM
System System Start Service 6/6/2007 12:58:02 AM
System Connection The network connection of server is abnormal 6/5(2007 12:59:12 AM
i Login/Logout 1 {IP:221, 169, 248, 174) login 6/6/2007 12:52:37 AM
2 Login /Logout 2 (IP:221.169. 248. 174) login 6/6/2007 1:01:37 aM
2 Login/Logout This account has already logged in &/6/2007 1:47:31 AM
Figure 9-11
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Password Security

To prevent unauthorized users from changing your settings, set up an administrator password. To

apply the password security, follow these steps:

1. Click the Exit button (No. 6, Figure 9-1), and then select Change Password to set a password.
2. Click the Exit button, and select Logout Administrator to lock the SMS Server window.
3.  When you want to log in, click the Exit button and select Login as Administrator. A valid

password is required.

Connecting GV-System to SMS Server

To connect the GV-System to the SMS Server, follow these steps:

1. In the Main System, click the Configure button, point to General Setting, and then select
System Configure to display the System Configure window.

2. Inthe Send Alerts Approach section, click the right arrow button to display this dialog box.

Send Alerts Approach Setup ﬂ

{ —

{* Hotline

v Alternative Alert Approsch
@ Sws  Interval; |10 ;l tin

Account Setting... | Test Account! |

e |

Figure 9-12 Send Alerts Approach Setup

Check the Alternative Alert Approach item to enable other options.
Specify the Interval of two sent-out messages. The Interval time can be set up to 1440 minutes.

Any alert condition will be ignored by the system during the interval.
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5. Click the Account Setting button to display the following window.

sMssetup x|

Connection Setup | Maobile Setup |
—Connection

Server |P: Igenken.dipmap.com " Local
Server Part IEBEE Default || Remote
Login ID: |j0vcechang

Password: I**********

0]78 I Cancel

Figure 9-13 SMS Setup- Connection Setup

Server IP: Enter the IP address of the SMS Server.
Server Port: Enter the server port of the SMS Server, or keep it as default.
Login ID & Password: Enter a valid ID and password registered in the SMS Server (Figure
9-7).

B Local: If the GSM/GPRS modem is installed at the same server with the GV-System, select
this item.

B Remote: Ifthe GSM/GPRS modem is installed at a separate server, select this item.

6. Click OK to apply above settings.
7. Click the Test Account button (Figure 9-12). If the connection of both devices is established, the
message will appear: Login SMS Server OK! If the connection fails, the message will appear:

Connect to SMS Server Fail.
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n Short Message Service

The Main System allows you to configure three mobile phone numbers for the SMS service. When an

alert condition happens, the SMS messages will be sent out to the three assigned mobile phones

simultaneously.

1. Open the Send Alerts Approach Setup dialog box (Figure 9-12).
2. Click the Account Setting button. This displays the SMS Setup dialog box (Figure 9-13).

3. Click the Mobile Setup tab in the upper of the window. The following dialog box appears.

Connection Setup haobile Setup

—HuotLine List

v Addto SMS List

Mabile Mumber: | 87978377

E Country Code: | aaa

[Flease select a mohile to edit the HoiLine List

X

Ok

Cancel

Figure 9-14 SMS Setup- Mobile Setup

4. Click one mobile phone icon, and then check the Add to SMS List item for the mobile phone

setup.

5. Type Country Code and Mobile Number.

6. Click other mobile phone icons, and follow step 4 and 5 to set up the rest of two mobile phone

numbers separately.

7. Click OK to apply above settings.

Note: To configure an alert condition of sending out SMS messages, see Send Event Alerts in

Chapter 1 for details.
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Useful Utilities

This chapter discusses some advanced level features and utilities that could help administrator to

maximize system performance in a security network.

Dynamic DNS

The Dynamic DNS is an application that allows users to register domain names that always point to
their GV-Systems. This application is only necessary when your GV-System is using a dynamic IP
address. If so, the DDNS will update GV-System’s IP address to DNS Server every 10 minutes.
Therefore, even if your GV-System’s IP address changes, you can still locate it by using the registered

domain name.

Dynamic DNS supports Windows XP, Windows 2000, Windows Server 2003 and Windows Vista, but it
does not support Windows 95/98 or ME.

Dynamic DNS uploads IP addresses over the Internet through ports 80 and 81. If your GV-System is
connected behind a router or firewall, make sure ports 80 and 81 are enabled. Dynamic DNS will only
upload global IP addresses. If your GV-System is using virtual IP, NAT port mapping should be done

first.

Installing Dynamic DNS

To install Dynamic DNS, follow these steps:

1. Insert the Surveillance System Software CD to your PC. It will automatically run, and a window
appears.
2. Select the Install V 8.2.0.0 System item.

3. Select Dynamic DNS Service, and follow the on-screen instructions.
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Registering Domain Name with DDNS

1. Go to Windows Start, point to Programs, select DDNS, and then run Dynamic DNS Service.
The DNS Client dialog box (Figure 10-3) appears. Click Register. The following Dynamic DNS
register page appears.

2. Type a username in the Username field. Username can be up to 16 characters. Username will
accept “a ~ z", “0~9”, and “-“, but will not accept space or “-* as the first character.

3. Enter a password in the Password field. Passwords are case-sensitive and must be at least 6
characters. Re-enter the password in the Re-Type password field for confirmation.

4. Inthe Word Verification section, type the code within the box. In this example, the code you

should enter is 4ANCXRC. Word verification is not case-sensitive.

DynamicDNS 01

Register

Username
sername; swans=ea

dsername is 16-character maximum;

Password: ssssss username may not start with spaces ar
minus signs ('-'). Username will be your
hostname.

Fe-type Password: ssesss

Password

The password is case-sensitive,

Enter the characters as they are shown in the jidonciren iReakion

box below. 4MNCxRC This step helps us prevent autormated
registrations.

FSend || Refresh

Figure 10-1
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5. Click the Send button, and the system will display the following message if the registration is

completed successfully.

Tzername: swansea

s Hostname: swansea. dipmmap. cotm

o TP Address: 127.0.0.1

s Tour hostname will be activated in 2 minutes.

s Tour hostname will be deleted if you don't update your host address for 30 days.

Figure 10-2

B Username: The username you registered. In this example the username is “swansea”

B Hostname: The hostname you created. Hostname is made by registered username and
“dipmap.com”. In this example the host name is “http://swansea.dipmap.com”. This will be the
domain name you use for login to GV-System.

B |P Address: Your GV-System’s current IP address. This IP address will be updated every 10

minutes.

Note: Before you register a domain name with Dynamic DNS Service provided by GeoVision, you
must run any GeoVision application in the background if the installed GV-System is of version 8.2 or

later.
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Starting Dynamic DNS

To start Dynamic DNS, run Dynamic DNS Service from the Windows Start menu. This DNS Client

dialog box appears

&% DNSClient

szemarne: SWanzea
Pazzword: I

() Obtain an IP address autamatically
() Uge the following IP address

192 . 168 . n . 215

Flun at startup

Beoizter w

Tpdate successhil
Time: 20:27:1%
swansea dipmap com({ 192 1658 0.215)

Figure 10-3

m  Username: Type the username used to enable the service from the DDNS.

m  Password: Type the password used to enable the service from the DDNS.

m  Obtain an IP address automatically: The DDNS server will use any available IP address from
the system or the router.

m  Usethe following IP address: If your system or router has more one IP address, you can
assign one IP address for the communication between the DDNS server and GV-System. It is
highly suggested to assign the fixed IP address. If the assigned IP address is dynamic, the DDNS
will not be able to access your system when the IP address is changed.

®  Run at startup: Select this option to automatically run the DDNS service at Windows startup.

B Save: After above settings, click this button. The connection information will be displayed.

Note: The DNS Client will not upload IP address unless one of the following applications is running:
Main System, Center V2, VSM, Dispatch Server, Twin DVR, and SMS Server. If the IP address of

your GV-System is not updated for more than 30 days, your host name will be deleted automatically.
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TwinDVR System

TwinServer is an external application that helps sharing the networking liability from the GV-System. A
complete TwinServer concept requires at least two computers: a TwinServer, which should be run on
the computer where GV-System is installed, and a TwinDVR, which should be run on a separate
computer connected to the same LAN as the TwinServer. The TwinServer sends video stream to
TwinDVR, while TwinDVR acts as a WebCam Server and serves all WebCam clients over the Internet.
One TwinDVR can serve approximately 200 channels over the Internet. Multiple TwinDVRs can be

added to the network as online traffic increases.

There are two ways to connect TwinServer and TwinDVR: TCP/IP mode and Multicast mode. Both

have its advantages and disadvantages; choose the one that suits your application mostly.

TCP-IP Mode

TCPI/IP is a simpler and cost-effective solution. In the TCP/IP mode, the TwinServer and TwinDVRs
are connected in a point-to-point connection. It means that video streams are sent from TwinServer to
TwinDVR-A, then TwinDVR-A duplicates the video streams and sends them to TwinDVR-B. If the
connection between TwinServer and TwinDVR-A is broken, TwinDVR-B will not be able to receive

video streams as well.

Twin DVE-A Twin DVE-B

| J |

Rolter

YWebhCam Client

Figure 10-4
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MultiCast Mode
Multicast Network is more complicated and expensive to setup. In the Multicast mode, the TwinServer

transmits video streams in packets to a virtual buffer of the Multicast network. The virtual buffer then
broadcasts the video streams to all TwinDVRs under the network. Each TwinDVR should be installed
with two network cards. One is for the hub where TwinServer is plugged in, and the other for a DSL or
ISDN modem with dedicated ISP service to the Internet. Each TwinDVR serves its own group of

WebCam Clients.

#Ime@

WebCam Client

Twwin DWR-C

B

Figure 10-5
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Starting TwinServer

1. Inthe Main System, click the Network button, and then select TwinServer. This TwinServer setup

dialog box appears.

ITIT TwinServer EI

—Sener Setting

Part W Default |

i Llse TCRIP

O Use Multicast Setting |

—Yideo Quality Setting

Medium

N
1

Start Exit

Figure 10-6 TwinServer Settings

2. The default port 9650 is for video transmission. Keep it as default or modify it if necessary. Using
UPNP for automatic port configuration to your router, click the Arrow button. For details, see
UPnNP Settings in Chapter 6.

3. Select the type of network to be used: Use TCP/IP or Use Multicast. If Use Multicast is enabled,
click the Setting button to display the Multicast Setting dialog box. See Multicast Settings below.

4. Use the Video Quality Setting slider to adjust video quality for Low, Med, or High.

5. Click the Start button to activate the TwinServer.
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Multicast Settings
x

—Multicast
Group P [2) | 220 228 . 227 . 226

Group Port I 19650 Diefault |

—Sener Option

Bind IP: |192.1EE.D.1D8

Iv Assion 1P |EEERCAGIEC T ]

0l I Cancel

Figure 10-7 MultiCast Settings

[MultiCast]

B Group IP: Displays the IP address for the virtual buffer that stores the video streams in Multicast
network.

B Group Port: Used for transferring video streams over the Multicast network. To enable the UPnP

function, click the Arrow button. For details, see UPnP Settings in Chapter 6.

[Server Option] Only necessary if more than one network card is installed in your GV-System.
Select Assign IP and select one network card. This will automatically bring up Blind IP of the network

card.
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Installing TwinDVR

The TwinDVR is included in the Surveillance System Software CD. This application should be installed
in a separate PC within the same Local Area Network as the TwinServer. Before installation, make

sure your PC meets the following minimum system requirements:

(OK Windows 2000, XP, Server2003, Vista
CPU Pentium 4, 2.0 GHz

Memory 256 MB RAM

Hard Disk 40 GB

VGA NVIDIA GeForce 1l 32 MB

Network TCP/IP

1. Insert the Surveillance System Software CD to the PC where TwinDVR will be installed. It runs
automatically, and a window appears.

2. Select the Install V 8.2.0.0 System item.

3. Click TwinDVR System, and follow the on-screen instructions.

During the installation, you may be prompted to install GeoMPEG4 codec; simply click Yes.

Starting TwinDVR

1. Run TwinDVR.exe. The TwinDVR dialog box appears.

2 TwinDYR =
—Setting
Connect
Server IP I 127.001
Server Port IBESD Defautt || 2 System
— Metwark

¥ rietwaork Sener | & Sefting |

Showviden Status | Teswidenl

Figure 10-8 TwinDVR Setup

2. Type the IP address of TwinServer in the Server IP field.
3. Keep the server port in default, or it should match the TwinServer port. See Figure 10-6.
4. Click the Connect button to establish the connection between TwinDVR and TwinServer. A valid

user ID and password are required.
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If the connection is established, the Network Server, Show Video Status, and Test Video buttons will
be available. You can now use them to set up TwinDVR for:

e Testing Video Stream

e Starting WebCam Server at TwinDVR

e Setting Multiple TwinDVRs in TCP/IP Mode

e  Setting Multiple TwinDVRSs in Multicast Mode

Testing Video Stream
This function allows you to test the video transmission between TwinServer and TwinDVR. Click the

Show Video Status button to display 16 monitoring windows beneath the TwinDVR dialog box. Click
the Test Video button and video streams from the connected TwinServer will be streamed to the
monitoring windows for 10 seconds. You may click the Hide Video Status button to close the

monitoring windows.

= TwinDVR - User ID: [1] _ (0] ]
—Setting
Conmect
Server P |192.153_n_1gu
Server Port IQBSD perault | | |EA Syster
— Metwark

BE  Metwork Serer | & Setting |
Hide Wideo Status TestViden |

Video Source: 320x 240

Figure 10-9 Testing Video Stream
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Starting WebCam Server at TwinDVR
Click the Network Server button, and then select WebCam Server to display the Server Setup dialog
box (Figure 6-1).

Setting Multiple TwinDVRs in TCP/IP Mode

Click the Network Server button, and then select Extended Server. The Extended Server is to
duplicate TwinServer’s video stream and transmit it to the next TwinDVR in the same network. If there
are five TWinDVRs in the network, you should activate the Extended Server function in TwinDVR 1, 2,
3, and 4 respectively. It's not necessary to activate TwinDVR 5 since there are no more TwinDVR

running behind it.

Setting Multiple TwinDVRs in Multicast Mode

Click the Network Server button, and then select Use Multicast Mode. The Multicast mode is now
activated. The Multicast Server is to instruct TwinDVR to obtain video streams from the virtual buffer. If
there are five TwinDVRs connected to the network, all TwinDVRs will be required to select the Use

Multicast Mode option.



TwinDVR Settings

Network Card Settings

Useful Utilities

In Figure 10-8, click the Setting button, and then select Network Setting to display the following

dialog box. The Network Setting option is only necessary when your TwinDVR has more than one

network card. Select Assign IP and select one network card. This will automatically bring up Blind IP

of the network card. The network card will be used for connecting to TwinServer; the other network

card will be assigned for connecting to Internet. If you want the TwinDVR to automatically reconnect to

TwinServer, select Retry until connected and set the time interval.

TwinD¥R Setting

— Metwork Setting

Bind IP: |192.153.u.1ua

W Assign IP INDIS 4.0 driver

—Connection Broken

Retry Interval: 10 | Sec.

oK I Cancel

Figure 10-10 TwinDVR Setting

System Settings

In Figure 10-8, click the Setting button, and then select System Configure to display the following

dialog box. The option is only available when TwinDVR is connecting to TwinServer.

— Startup Setting
[v Extended Server

v wWehCarn Serer

— Systemn Setting

System Configure x|

O I Cancel |

Figure 10-11 System Settings

[Startup Setting]

B Extended Server: Activates Extended Server on TwinDVR startup.

B WebCam Server: Activates WebCam Server on TwinDVR startup.

[System Setting]

B TwinDVR resume: Resumes TwinDVR connection when the system shuts down unexpectedly.
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Watermark Viewer

You can make a watermark proof to protect videos from unauthorized alteration or manipulation. In
Main System, click the Configure button, select System Configure, and then select Use Digital
Watermark Protection option. This allows all recorded videos to be marked with a permanent and

inseparable image.

The watermark is invisible to naked eyes. In order to see it, the video stream must be open in a

watermarking verification program by following these steps:

1. Go to the system folder, and locate WMProof.exe.

=IEix
Ele Edit View Favotites Tools Help ‘ ':f
eBack - -J - Lﬁ; /__j Search i Folders
Adrress [ 0:|&ves0 = B
] wakeupDll.di [ vnan.di
[Blzc_stez.di
'L‘Jzoomin‘gif

E‘J zoomout. gif
] zum e di

=
E xswr exe

L]

Figure 10-12

2. Double-click to open the program. This displays the following Watermark Viewer window.

00600000

=101

Check sum
’7 Fass

¢ ¢

File Mame | Pass | Failed | Checksum
Fbulticam lagicamO1icam0iv 208\Event20051 2061408280 |7 I_ Fazs
Fimulticam logicam0icam0111 208\Event20051 2061411480 |7 I_ Pass
Fimulticam logicam01icam01 208\Event20051 2061411550 |7 I_ FPass
Fbulticam lagicamO1icam0iv 208\ Event20051 2061412140 |7 I_ Fazs
Fbulticam laglcam01y 01 4\ Event2005101 4155634001 avi |_ |7 Mo Pass
||143,|’166(Current,l’TotaI frame) [12/8j2005 14:12:00,531 [

Figure 10-13
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The controls in the window:

No. Name Description

1 Open File Finds a video file to play.

2 First Frame Goes to the first frame of the file.

3 Play Plays the file.

4 Previous Frame Goes to the previous frame of the file.

5 Next Frame Goes to the next frame of the file.

6 Previous Watermarked Frame Goes to the previous frame that contains watermark.
7 Next Watermarked Frame Goes to the next frame that contains watermark.

The Watermark Viewer displays the verifying result as follows:

B Check sum: If the video stream has not been tampered, the Check Sum section displays a
message: Pass. Otherwise a message: No Pass will appear.

B Original vs. Extracted: The Extracted section should have the same icon displayed as that
in the Original section. If not, it indicates the video may have been altered.

Click the Open File button (No.1, Figure 10-13), select a video file and click Open. The video file
is then listed in the status field of the window. Also, you can drag multiple video files directly from
storage folders to the status field.

Highlight the file and double-click it to play.
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Twin View Display

You can display Main System and ViewLog in two separated monitors. To make this operation possible,
your system must equip with VGA card having dual video outputs. Each output should be connected to

its own monitor display.

1. Right-click on the Windows desktop and select Properties. This displays the Display Property
dialog box.
2. Select Settings, enable Extend my Windows desktop onto this Monitor, and then click the

Apply button.

Display Properties d 3

Themesl Desktopl Screen Saverl Appearance  Settings |

Dirag the monitor icons to match the phpsical arangement of wour monitors,

112

Dizplay:

| 2. [Default Moritor) on ATI RADEON 3600 Series Secondary =l
Screen resolution ————— [~ Color gquality
tess  f——— Mo || [ighest (32 bil |

B0 by GO0 pivels TN ' '

™ Use this device as the primary monitor,
¥ Estend my ‘windows desktop onto this moitar,

Identify | Troubleshoot... | Adwanced |
(]9 I Cancel | Apply |
Figure 10-14

3. Go the system folder and locate DMPOS.exe.

ol x|
File Edit ‘iew Favorites Tools  Help | ﬁ.
@ Back - O - l.ﬁ pSearch H____ Folders
ECE
ElbexDlldi
eMap.emp
=] Doszkreq.exe WeMap.exe
E down, gif eMap.tringTable
DrawFrm.dII eMap‘v‘iew2.ocx
[ i
Figure 10-15
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4. Double-click the program to display the Set Application Function Position window.

Set Application Function Position il

Sereen Setup | MuliCam | Viewlog | RPE | E2ViewLoa | LPR | DMMuliview |

— Displayer Setup — Select Monitor
Dizplaver tMode : ITwin Wi 'I
Screen Reszolution |1 280 e |1 024
- S elect Position
[0,0] Sereen orgin W=
Y c = =] o
+
+

e = @] -

— User define

we [
i~

kdamitar 1

ak. I Cancel |

Figure 10-16

In the Screen Setup tab, select TwinView from the Displayer Mode drop-down list.
In the MultiCam tab, select Monitor 1 from the Select Monitor drop-down list.
In the ViewLog tab, select Monitor 2 from the Select Monitor drop-down list.

Click the OK button and start GV-System, which should appear in monitor 1.

© © N o U

Click the ViewLog button on the main screen and select Video/Audio log from the menu.

ViewLog should appear in monitor 2.

Note: The Select Position option allows you to determine where to position GV-System on
Windows. It is only necessary if your GV-System is set to 800x600 panel resolution but your
Windows desktop is set to 1024x768 or higher. It is recommended that both GV-System and
Windows desktop to be set to the same resolution. For details on how to set the resolution for

GV-System, refer to Panel Resolution in Chapter 1.
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Windows Lockup

This feature helps you to secure your PC while away from your workstation. You may lock up the

Windows desktop while launching a customized GV-Desktop. The GV-Desktop is where operators are

limited to run the GV-System and the selected programs.

The GV-Desktop Screen

The GV-Desktop program is included in the installation of Main System. Go to Windows Start, point to

Programs, select GV folder, and click Key Lock Utility. This GV-Desktop screen appears.

06600

Figure 10-17

The controls in the GV-Desktop screen:

No. Name Description

1 Programs Accesses programs.

2  Settings Adds programs to the programs menu.

3  Log Off Logs off GV-Desktop.

4 Shut Down Shuts down the computer.

5  Task Manager Click to view the tasks currently running on your computer.
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GV-Desktop Features
The five buttons on GV-Desktop are discussed below.

Programs

Click the Programs button to see the program menu. The default programs are Multicam Surveillance
System (Main System), ViewLog, Backup System, Repair Database Utility, Remote Playback Server,

and eMap Editor. You can add or remove new programs to the menu. In the example below, Paint is a
new program added to the menu.

T Multicam Surveillance System
ﬂ Wideno Log

fﬂ Backup System

2 Repair DataBase Uitility

Fte Remote Plavback Server

B eMap Editor

%3 Control Center Service

“gi Hob Swap HOD Toaol
rag =

Figure 10-18
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Settings
Click the Settings button to display the following window. A valid ID and password are required.
Settings gl
0 1 | Password... | [ Export Token... ]
Syztem meny

| add. | [ Bemove | [  Edt. |

Desktop Tupe

| Fulticam w |

Figure 10-19

[Password] Click to change the password. For the option of Allow Removing Password System, see

Setting up Password in Chapter 1.

[Export Token] This option is discussed in Token File for Save Mode later in this chapter.

[System Menu] The menu lets you rename system programs. Select a desired program and click

the Edit button to change its name.
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[Customized Menu] The menu lets you add other programs to the Programs menu. Click the Add
button to display the following window. In the Target field, type a path or click the button next to the
field to assign a path. Then enter the program name, comment, or even change an icon for the

program. Finally, click OK to add the program.

shortcut x|
Mame: IF'aint
Target: |EI:\WINNT‘\system32\MSF'ﬁINT.E><E _I
Camment: IMicmsfot Paint

% LChange lcan... |

ak. I Cancel

Figure 10-20

[Desktop Type] Select Windows or GV-Desktop (Multicam) from the drop-down menu. The selected

desktop will launch the next time when you log in to PC.

Log Off
Click the Log off button to log off GV-Desktop. A valid ID and password are required.

Shut Down
Click the Shut Down button to shut down your computer. A valid ID and password are required.

Task Manager
Click the Task Manager button to view the programs currently running on your computer. When you
minimize a program, it will be hiding and working in the background. Double-click the program listed in

Task Manger to bring the program back to desktop.

Task Manager x|

mom Multicam Surveillance Spstem 6.0
S untitled - Paint
YiewLog 6.1

Figure 10-21
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Token File for Save Mode

This option in the Settings section lets you export a token file. In case you enter safe mode and are in
the status of the GV-Desktop, this token file will let you exit from the GV-Desktop and enter the

Windows desktop. To export a token file and apply it, follow the steps below.

1. Click the Export Token button (Figure 10-19) to display the following dialog box.

Enter Token Code |

2

Taken Code: I 123

I "Safe Mode{Boot)",users must locate
'"Taken File" and enter "Token Code" to
exit from the Multicam-Desktop.

Enter the Code up to 32 characters,with the
combination of alphabets{ignoring case) and
digits.

Ok I Cancel

Figure 10-22

2. Type a code in the Token Code field.

3. Click OK. The Save As dialog box appears.
savens 2| |

Save it Im Desktop -

o My Documents
=l My Computer

_Shortcut to Joyce on File-server

File name: Idesktop token Save I
Save as lype: ISafeModeToken[".smt] j Cancel |

Figure 10-23

|

4. Locate a path, and enter a desired name in the File Name field.

5. Click Save to save the file.
When you enter safe mode and are in the status of the GV-Desktop:

6. Click the Settings button on the desktop. You will be prompted to locate the stored token file and
enter the set token code.

7. When the Settings window (Figure10-19) appears, select Windows in the Desktop Type field, and
then exit from the window.

8. Click the Log Off button to log off the GV-Desktop and enter the Windows desktop. The token

code and file are also required here.
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Authentication Server

The Authentication Server allows a remote server to restrict access to the password settings of local
GV-Systems. When the Sever is working, the previous password settings in local GV-Systems will be

invalid. Local GV-Systems will submit to the full control of the Server.

Installing the Server

To install this application in a remote sever, follow these steps:

1. Insert the Surveillance System Software CD. It runs automatically, and a window appears.
2. Select the Install V 8.2.0.0 System item.

3. Click Authentication Server, and follow the on-screen instructions.

The Server Window

Go to Windows Start, point to Programs, select AuthServer, and then click AuthServer. This window

appears.

-- Online

= '.) DVR List | Client Mame Client [P
=5ty London | TEST111 ; —
-
=5 EMap Server List
oty Mew York
=\ Control Center List
m-ay Taipe @
®
Client Mame: TEST111
Client |P: 127.0.0.1
Client Tel:
Client FAX:
Client Address: @
Login Time: 115252007 2:12:56 PM
Client Type: DwR

Status: [Client: 17 3]

Figure 10-24 The Authentication Server Window
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The controls in this window:

374

No. Button Description
. Exits this window; Logs out Administrator; Changes
! =i Password, exports account information.
2 Log Sets up the Authentication Server Log and opens the log browser.
3 Password Setup Configures passwords and grants permissions to clients.
4 Server Setup Configures the Authentication Server.
5 Start/Stop Service Starts/Stops the Authentication Server.
6 Find A Client Finds an existing client.
7  View/Edit A Client Select a client from the Client List, and click to view /edit it.
8 Delete An Area /Client Deletes an existing group or client.
9  AddAClient Creates a client account.
10 AddAnArea Creates an Area group.
11 Client List Lists the created clients and area groups.
15 Connected Client List Lists the connected GV-Systems, E-Map Servers or Control
Centers.
13 Client Information Lists the information of the selected GV-System, E-Map Server or

Control Center.
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Creating a DVR List

You can arrange your clients’ GV-Systems into different groups for a better management. To create a

DVR list, follow these steps:

1. To create a group, click the Add An Area button (No.10, Figure 10-24).
2. To create a client under the group, click the Add A Client button (No.9, Figure 10-24). This

displays the Client Information dialog box.

Client Information x|
Marme: I IPC-1
TEL: |0939234agn
Eabe |
Address ;l

O Cancel

Figure 10-25 Client Information

3. Type the client’s information. The Name must match that of local GV-System.
4. Click OK.
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Editing a User

The Authentication Server operator can create users; can grant, deny, or modify permissions; and can

allow access to local GV-Systems listed in the DVR list.

1. Click the Password Setup button (No.3, Figure 10-24) to display the Password Setup window.

The window is the same as the Password Setup window in Main System, except the following

section.

¥ Accountis disabled
0

Password . |” =
Hint : * -
Level : Guest

valid Group: < All DVR =

Guest

Group Setting |

Figure 10-26 Password Setup

2. To create and edit a user, refer to Setting up Password in Chapter 1.

3. To grant the user access to local DVRs:

a.
b.

C.

Click the Group Setting button in the window. The Valid Group List window appears.
Click the New Group button. The DVR Group Information window appears.

Give a DVR group name, and select the desired DVRs into the group.

Go back to the Password Setup window. Use the Valid Group drop-down list to select the

created DVR group.

¥alid Group List

= | ok | twes | M

Figure 10-27 Valid Group List and DVR Group Information

Note: In the Password Setup window of Authentication Server, the Fast Backup & Restore tab is

not available.
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Starting the Server

To configure the server and start the service, follow these steps:

1.

2.
3.

Click the Server Setup button (No. 4, Figure 10-24). This dialog box appears.

£5 Seryer, Setup §|

M etwark Setting

Server Port: 3663 Default
[7] sutomatic Failover Support

Security Setting

Autharized 1D 111

Authorized Password | ees
[1Enhance netwark secutity (@)

[]1Enable IP White List

Server Setting

[ &utorun server service upon startup

[ Motify when DWR is disconnected from server

oK | [ Cancel

Figure 10-28 Sever Setup

[Network Setting] The default port number is 3663. Using UPnP for automatic port configuration

to your router, click the Arrow button. For details, see UPnP Settings in Chapter 6.

[Authorized ID and Password] The ID and password entered will be those for the local DVRs to

log in the server.

B Enhance network security: Enable to enhance network security on Authentication Server.

B Enable IP White List: Create a list of IP addresses allowed to connect to Authentication
Server. For details, see IP White List Settings in Chapter 6.

[Server Setting]

B Auto start service when server startup: Starts automatically the service when Windows
starts.

m Notify when DVR disconnected from server: Notifies the Authentication Server with a

pop-up window when the DVR and server loss connection.

Click OK to apply above settings.
Click the Start/Stop Service button (No. 5, Figure 10-24) to start the connection.
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Connecting GV-System to the Server

To configure the GV-System in order to access the Authentication Server remotely through a network

connection, follow these steps:

1.

2.

378

Click the Configure button, point to General Setting, select Password Setup, and then select

Remote Authentication Setup. This dialog box appears.

Setup Remote Authentication Server

¥ Use Remaote Authentication:
—When Remote Authentication Server off-line

I Allow [ocal supervisor to Stop Use Remote
Authentication Systermn.

Allow user to use local account login remote
application (eq. Webcam,Remote Wiewd.

x|

(0]24 Cancel

Setup Server |

Figure 10-29 Setup Remote Authenticator Server

B Use Remote Authenticator: Enable the connection with the Authentication Server.

B Allow Local supervisor to stop use remote authentic system: Allows the local supervisor

to stop the Authentication application when the connection fails. If the option is disabled and

the connection fails, the dialog box won't be accessible until connection resumes.

B Allow user to use local account login remote application: Allows the local users to access

other remote applications with their previous password and ID settings when the connection

fails.

Click the Setup Server button in Figure 10-29. This dialog box appears.

PassClient Setting

x|

—Metwark Setup

Server P 192.168.0.60

Server Port | 366 Default |

Login I |12345

FPassward I“***

Ok I Cancel

Figure 10-30 PassClient Setting
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3. Enter the IP address and port of the Authentication Server. Enter the valid ID and password
created in the Authentication Server (Figure 10-28).
4. Click OK to start the connection. When the connection is established, the previous password
settings in the GV-System will be invalid.
-
5. Press[L] on the keyboard to call up the Login dialog box. The icon indicates the connection is

established.

Passward ; |

l% Forgot Password |
Ok | Cancel|g

Figure 10-31

6. Type a valid User ID and password for login.

As long as the Authentication sever is working, every time when you start the GV-System, the Login

dialog box will appear.

Note: When the disconnection icon appears, there might be three reasons:

1. The valid ID and password created in the Authentication Server (Figure 10-28) don’t match
those in the GV-System (Figure 10-31).

2. The client’s given name (Figure 10-25) doesn’t match the GV-System'’s.

3. The network media has traffic problem.
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Backup Servers

You can configure up to two backup servers in case of the primary server failure. Whenever the
primary fails, the backup server takes over the connection from clients, providing uninterrupted

services.

1. Import the clients’ accounts from the primary server to the backup server.

2. Onthe Authentication Server window, click the Server Setup button. The Server Setup dialog box
(Figure 10-32) appears.

3. Select the Automatic Failover Support option, and click the Setting button. This Automatic
Failover Support dialog box appears.

4. Click the Add button. The Automatic Failover Setup dialog box (Figure 10-32) appears.
Type the IP address of the backup server. Keep the default port setting or modify it if necessary.
Type the Authorized ID and Authorized Password matching to those of the Security Setting in the
Server Setup dialog box. If the information is inconsistent, the connection to the backup server

cannot be established.

£ Server Setup El
Metwaork Setting s
Server Port: 3663 Default
[¥] Automatic Failover Support
: : Server Port:
Security Setting
3663 Default
Authorized |D
et | | Authorized ID
Authorized Passward
[JEnhance network security @ Authorized Password

[1Enahble IP ¥yhite List

Server Setting
Type the same ID and Password here.
[ auto start serice when server startup

] Motifywhen DVR disconnected from server

Ok H Cancel ]

Figure 10-32

Note: Once the primary server is ready to resume the services, it is required to close the backup

server so the connection from clients can move back to the primary.
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Remote Access from Control Center, Remote E-Map and

MultiView

Instead of connecting to DVR hosts directly, the user of E-Map Server, Control Center and MultiView
can establish the connection to the Authentication Server, and therefore obtain account settings
created there to control the assigned DVR hosts and cameras. In other words, this connection can
restrict access to specific DVR hosts and cameras by user account created on the Authentication

Server.

When the connection to the Authentication Server is established, the user of E-Map Server, Control
Center and MulitView must use a valid user ID and Password created on the Authentication Server for
login. Once the user log in the E-Map Server, Control Center or MulitView, a list of assigned DVR hosts

to the user account will be displayed, and the user can only view the assigned camera.

Setting Authentication Server
In the Authentication Server window (Figure 10-24), right-click E-Map Server List or Control Center
List, and then select Add A Client. Type the name and information of this added E-Map Server or

Control Center in the Client Information dialog box.

Accessing from E-Map Server
To access from the E-Map Server using the Authentication Server account settings, follow these steps:

1. Inthe E-Map Server window, click Tools on the menu bar, and select Options. This dialog box

appears

Options El
etapServer Part: Enl
Startup type: b anual A

Uze Remote Authentication

[ (4 ] [ Cancel

Figure 10-33

2. Select Use Remote Authentication. If you want the Authentication Server service started
automatically at Windows startup, select Automatic. Keep the Port 80 as default or change it if

necessary. Click OK.

381



Q GeoUision
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3.

Click Tools on the menu bar, and select Remote Authentication. This dialog box appears.

Remote Authentication E|
Metwark Setup
Server P 127.0.01
Server Port | 3663
Authorized [D

123456

Authorized Passwaord

Client Name 1

[ ke ] I Cancel

Figure 10-34

Type the IP address, authorized ID and authorized password of the Authentication Server. Type
the client name created on the Authentication Server. Click OK.

Click the Start Service button on the toolbar to start the E-Map Server.

When you log in the E-Map Server, enter the user ID and password created on the Authentication

Server. A list of assigned DVR hosts to the user will be displayed.

Accessing from Control Center
To access from Control Center using the Authentication Server account settings, follow these steps:

On the Host List, right-click Host List by ID and select Remote Authentication Setup. A dialog
box appears. See Figure 10-34.

Type the IP address, authorized ID and authorized password of the Authentication Server. Type
the client name created on the Authentication Server. Click OK to enable connecting to the
Authentication Server.

To access the Authentication Server account settings, on the Host List, right-click Host List by ID
and select Get Host List by ID. A dialog box prompts you for ID and password.

Type a user ID and password created on the Authentication Server, and click OK. A list of

assigned DVR hosts to the user will be displayed.
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Accessing from MultiView
When you log in the MultiView, enter a user ID and password created on the Authentication Server. A

list of assigned DVR hosts to the user will be displayed.

Host lAuto Search
[=]

+H- 2] 127.0.0.1
= Lr@ Althenication Host

- 5 I

Figurel0-35
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Fast Backup and Restore

With the Fast Backup and Restore (FBR) solution, you can change interface skin and customize
features to suit personal preference, as well as back up and restore your configurations in Main

System.

Installing the FBR Program

1. Insert the Surveillance System Software CD. It will run automatically, and a window appears.
2. Select the Install V 8.2.0.0 System item.

3. Click Fast Backup & Restore Multicam System, and follow the on-screen instructions.

Running the FBR Program

Run Fast Backup & Restore main System from the Start menu. This window will appear.

< Fast Backup & Restore MultiCam System o ] oA |

Fast Backup & Restare Digital Surveillance System's Settings
Flease choose ane afthe selections below:

5 Select Skin Style

Customize Features

‘_@ Backup System Settings

Figure 10-36 FBR Window

384



Useful Utilities

Selecting a SKin

The GV-System provides two skin options: silver (default) and conventional. The skin change will only
apply to the screens of Main System, ViewLog and remote applications. The dialog boxes won't be

affected.

You can also change the screen image of startup splash, non-active video and video lost.

Changing the Skin Syle

1. Inthe FBR window (Figure 10-36), click the Select Skin Style icon. The option menu appears.

2. To use one skin style for all applications, simply select All use Conventional Style or All use
Silver Style.
To change the skin style of a single application, point to the desired application, and then select
the skin style you want to apply.

3. Close the FBR window, and start the GV-System to see the change.

Customizing the Screen Images
You can replace the screen images of Startup Splash, Non-Active Video and Video Lost with your own.

Before you start, remember that each screen image has its specified size. Create your own image
according to these specifications:

® Startup Splash: Bit Depth 24, Width 319, and Height 272.

® Non-Active Video: Bit Depth 24, Width 720, and Height 576.

® Video Lost: Bit Depth 24, Width 270, and Height 576.

To customize the screen image, follow these steps:
1. Inthe FBR window (Figure 10-36), click the Select Skin Style icon, point to DVR, and then select

Custom Logo. This window appears.

x
Introduction | File Path |
[ Startup Splash %DVR%\CommRes\Splash.bmp
[ Mon-Active Video %OVR%A\CommResicamlogo.bmp
[ Video Lost %DVRY%\CommRestyLost. bmp
QK I Cancel
Figure 10-37

2. Click a desired screen image to be replaced with an imported image.
3. Exitthe FBR program, and start the GV-System to see the change.
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Customizing the Features

Not every feature may be of equal interest to you. You can now specify which features are to be
displayed at system startup.

1. Inthe FBR Window (Figure 10-36), click the Customize Features icon to display this dialog

box.
Customize System Functions il
Feature: De=cription:
8- Devices (B3 Applications with 2 Module ﬂ
Pob FTZ Dome installed
----- 142 Madule
..... Modem

----- Wiave-in Device

P POS Device

=™ Functions

----- Monitor

----- Schedule

- W Configure b

A M Wiewlog
W Camera Scan
¥ v Metweark ;I ;I
Detault Ok Cancel |
Figure 10-38

[Devices] Expand this folder, and select the device applications you want to enable in the
GV-System.

[Functions] Expand this folder, and select the functions you want to enable in the GV-System.
The gray checked boxes indicate that the functions are enabled by default. No changes can be

made to these functions.

2. Click OK to apply the settings.
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Remote Access from Control Center, Remote E-Map and

MultiView

Instead of connecting to DVR hosts directly, the user of E-Map Server, Control Center and MultiView
can establish the connection to the Authentication Server, and therefore obtain account settings
created there to control the assigned DVR hosts and cameras. In other words, this connection can
restrict access to specific DVR hosts and cameras by user account created on the Authentication

Server.

When the connection to the Authentication Server is established, the user of E-Map Server, Control
Center and MulitView must use a valid user ID and Password created on the Authentication Server for
login. Once the user log in the E-Map Server, Control Center or MulitView, a list of assigned DVR hosts

to the user account will be displayed, and the user can only view the assigned camera.

Setting Authentication Server
In the Authentication Server window (Figure 10-24), right-click E-Map Server List or Control Center
List, and then select Add A Client. Type the name and information of this added E-Map Server or

Control Center in the Client Information dialog box.

Accessing from E-Map Server
To access from the E-Map Server using the Authentication Server account settings, follow these steps:

1. Inthe E-Map Server window, click Tools on the menu bar, and select Options. This dialog box

appears

Options El
etapServer Part: Enl
Startup type: b anual A

Uze Remote Authentication

[ (4 ] [ Cancel

Figure 10-33

2. Select Use Remote Authentication. If you want the Authentication Server service started
automatically at Windows startup, select Automatic. Keep the Port 80 as default or change it if

necessary. Click OK.
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Restoring the System
You can restore the current system with the backup of configuration file. Also, you can copy this

backup file to configure another system with the same settings as the current system.

1. Open the backup file (*.exe) you previously stored. A valid ID and password are required to

display this window.

+= Fast Backup & Restore MultiCam System o ] 4|
Fast Backup & Restore Digital Surveillance System's Settings
Please choose one of the selections below:
Restore Backup Settings Restore MultiCam System
to Current MultiCam
System
——
Figure 10-40

2. Click the Restore Multicam System icon, and then select which backup settings you want to
restore.

3. Press the Next Step button IIZI to start restoring.
When the restoration is complete, this message will appear: Successfully Restore MultiCam

System Settings.
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Hot-Swap Recording

The program Media Man Tool provides a hot-swap feature, allowing a non-stop recording. You can add
and remove a hot-swap or portable hard drive to the GV-System while the monitoring keeps on. When

the new drive is added, it will be configured to the recording path automatically.

Additionally, you can back up ViewLog player and files to play back at any computer.

Note: The hot-swap feature supports the disk capacity of 2 GB at least.
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The Media Man Tool Window

This program comes with the installation of Main System. Click Windows Start, point to Programs,

select the GV folder and then select Hot Swap HDD Tool. This window appears.

Driver : C:\ Driver : Dr

Fres Space 108 CB Fraz Space: 160 GB

Total Space : 3.91 GB Total Space : 19.52 GB

Status - Standby Status - Unused

[ visplay details [ pisplay details

o

Driver - E1 Driver - F:1

Free Space ; 33.37 GB Free Space ; 360 GB

Total Space : 39.07 GB Taotal Space : 41 46 GB

Status - Standby Status - Unused

i detailz i detailz
e' Display == [ oisptay
Figure 10-41

The controls in this window:

No. Name Description

1 Exit Closes or minimizes the Median Man Tool window.

2 View Refreshes the disk drive status shown in this window.

3 Tools Sets up the LED panel and automatically logs in the Media Man Tool

window.

_ ) Select the option to view the status and information of the disk drives. For
4 Display Detail . o . ) o
details, see Viewing Disk Drive Status later in this chapter.
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Viewing Disk Drive Status

To view the detailed information of a drive, check Display details in the desired drive section. Its

status window appears.

b 3

Media Type Local B Free Space
File System : MTFS B DVE Used
Free Space : 3337 B B MDE Used ——0
Tatal Space : 39.07 B :

O Ohject Index Used
Status : Standby

O Database Used

B Other Lsed

'R Event Information

Path : E: W3 00T = —e
Size and Count : 6.07 MB [ 6 Files )
Oldest evert 10031 f2007 20:24:35

[ Mewer recycle everts are excluded )

Latest evert : 11802007 14:51:19
%R Database Infarmation

Path - E:\3a00 e _e
Size and Count ; 35.00 KB [ 33 Files
MDB Information
Path ENGE0DATABASEY = e
Zize and Count : 2557 MB [ 96 Filez )
Ohject Index Infarmation
Path ENGYEOMOBJECTIMDER AN ] —e
Zize and Count : 18.00 KB (1 Filez
Wiewylog Information
Path - Empty o —@

Figure 10-42
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The controls on the MediaMan window:

No. Name Description

Indicates disk information.
In “Media Type,” two messages may appear:
® L AN: indicates a hard drive is connected.
® |ocal: indicates a local hard drive is connected.
1 Disk Properties In “Status”, three messages may appear:
® Standby: indicates the hard drive already specified as the recording
path.
® Unused: indicates the hard drive not specified as the recording path.

® Recording: indicates the files are being recorded to the disk.

Indicates the path, size and number of recorded events; the dates of
2 DVR Event Info
the oldest and latest events.

3 DVR Database Info Indicates the path, size and number of the ViewLog Event List log files.

4 MDB Info Indicates the path, size and number of System Log files.

5 Object Index Info  Indicates the path, size and number of Object Index files.

6 ViewLog Info Indicates the location you have backed up the EZ ViewLog player.

Note: The DVR Event Info updates every minute. The MDB Info, DVR Database Info, Object Index

Info and ViewLog Info update as data changes.
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Adding a Disk Drive

1. Click Windows Start, point to Programs, select the GV folder and select Hot Swap HDD Tool.
2. Insert a hot-swap hard drive or plug a portable hard drive to your computer. This dialog box

appears.

Find some partitions, What do you want ?
v
Free Space 2255 GB

Total Space : 43.84 GB
Recaording Foldet :

H:\Data-Hy E]

Add to recording path
Addto: | storage 1 £

Storage Information

DoATempt Carmera 1 A
Camera 2
Camera 3
Camera 4
Camera 5
Camera &
Camera 7
Camera 8
Camera 9
Camera 10 w
Figure 10-43

Select the Add to recording path option and select the storage group from the drop-down list.

4. |If there are recording files saved on the hard drive, you may select the options of Delete all
events, Delete all database files or Delete all object index files.

5. Click OK to automatically configure the hard drive to the recording path.

6. To verify the hard drive is added successfully, check if the “Status” of the drive displays Standby.
Or in the Main System, click the Configure button, point to General Setting, select System
Configure, click the Set Location button, and then select the Storage Group Folder to confirm

the new recording path.

Tip: To add local drives for storage, right-click the desired drive, select Add for recording and follow

Step 3 to add the drive.
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Removing a Disk Drive

To remove a disk drive from the recording path, right-click the desired drive, and select Remove from
recording path. This dialog box will appear. You can select related files to export with the video files

on the hard drive.

Please select to do something before remove this...

&0

Export ViewlLog Player
D:\Wiewlogh
{E} Export ViewlLog with video events
{:} Export video events only
Export databaze files
D:\Wiewlog\Databaseh

Export Object Index files
D:\Wiewlog\Obisctindesx)

Figure 10-44

B Export ViewLog Player:

® Export ViewLog with video events: Exports the ViewLog player together with video

files. The ViewLog player allows you to play back the files on any computers.

®© Export video events only: Exports video files without the ViewLog player.
If you want to change the default folder “Viewlog” created on the disk drive, click the [...] button.
Export database files: Exports the log files that correspond to the video files on this drive.

Export Object Index files: Exports the Object Index files that correspond to the video files on

this drive.

Note: Removing the hard drive will affect ViewLog database. To restore these events, add the hard

drive back to the system and run Repair Database Utility.
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Auto Logging In and Minimizing Media Man Tools Window

To automatically log in and minimize the Media Man Tools window, follow these steps:

1. Click Tools on the menu bar, and select Auto Login when windows startup. A dialog box
appears.

2. Type the ID and password of the GV-System for automatic login in the future.

3. If you want to minimize the Media Man Tools window to the system tray at startup, select Auto
minimize when startup.

4. Click OK to apply the settings.
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Setting Up LED Panel

A LED panel on the screen provides a quick indication of the activity status of hard disk drives.

leccoo
00000

Figure 10-45
LED Color Description
Gray No HDD is assigned to this LED.
Green A HDD is assigned to this LED.
Red The HDD is full.

] GV-System is recording or the video / audio files are played back in
Flashing Green )
ViewLog.

Flashing Red The HDD is recycling.

1. Click Tools on the menu bar and select Setup LED Panel. This dialog box appears.

Setup LED Panel

|:| LED Panel always stays on top

D Synchronize the LED Panel with the LED Device on GV-Hot @
Swap DVR
COM Port : COMA V|
[C]Enable dizk full beep
Indicate HD status by LED @
W AL ) LED
< D\ [ Data ) LED
e EAL ) LED
Sae FAL ) LED
e HA (AP ) LED

LED
LED
LED
LED
LED

o )

GOOOOEOOO

=

ok || cancel

Figure 10-46
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B LED Panel always stays on top: This option makes the LED panel stay on top of other

windows when the Media Man Tools window is minimized.

B Synchronize the LED Panel with the LED Device on GV-Hot Swap DVR: This option is
designed for the use of the GV-Hot Swap DVR System. When this option is enabled, the
LED device installed on the front panel of the GV-Hot Swap DVR System will synchronize

with the LED panel on the screen.

B Enable disk full beep: When the hard disk drive is full, the system sounds on. Note this

function only works when the motherboard is equipped or installed with a PC speaker.

By default, only the hard disk drive that stores video and audio files will be assigned to LED. If
you want to re-assign the hard disk drive or assign other drives to LEDs, freely move the hard
disk drive to the desired LED on the tree.

Click OK to apply the settings, and minimize the Media Man Tool window to display the LED

panel on the screen.

If you want to return to the Media Man Tools window, right-click the LED panel and select Switch

to main viewer.

Note:

1. Because the LEDs are designed to indicate the video and audio files are being written or read, it
is not recommended to assign the HDDs that store log files to the LEDs.

2. Ifthe HDD that stores log files is assigned to a LED and its LED turns red, make sure the log
files are not being written before you remove it. Otherwise, the log files might be lost during the
removal. For details on specifying storage locations of logs and video/audio files, see the option

“Set Location” in Configuring Global Recording Parameters in Chapter 1.
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Backup Server

You can back up recording files and log data of the GV-System to an external iSCSI storage system
over the Internet. In iISCSI (Internet SCSI) storage protocol, there are two ends in the connection:
initiator and target. The initiator, located at the host side, requests any iISCSI communication like read
or write. The target is the storage device itself that controls and serves volumes. The figure below

illustrates multiple GV-Systems back up files to one iSCSI storage system over Internet.

GV-System

GV-System
(Initiator)

(Initiator)

L= ]

iISCSI Storage System
(Target)

Figure 10-47

The host GV-System needs an iSCSI initiator. The iSCSI initiator is a driver, which handles the traffic

over iSCSI. Install and download the iSCSI initiator from Microsoft Download Center. After the

installation, the Microsfot iISCSI initiator icon will be created on the desktop. Consult the documentation

of your iISCSI storage system to configure the iSCSI initiator and build connection to the storage system.

Note: If you are using Windows Vista, there is no need to install the Microsoft iISCSI initiator because
it has been integrated into Windows Vista.

Usage Requirement

You must meet the following requirement when creating node name accounts on the storage system:
® Each node name account is applied only for each host/computer to use. It is restricted to apply

one node name account on different hosts/computers due to data conflict.
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Useful Utilities
Connecting to the Storage System

Before connecting the GV-System to the storage system, make sure you have installed and set up
Microsoft iISCSI initiator.

1. Atthe GV-System, click the Network button, and select Backup Server. This dialog box appears.

=T Geo Backup Server §|

Server
IP:

192.168.2.174

UserMame:

adrninl

Password:

Porkt:

3260 Defaulk

Reconneck
[v Retry until connected

Max. Retries:
Retry Interval |1 Sec

Zonneck | Cancel | Advance

Figure 10-48

2. Type the IP address and user name of the storage system. Modify the port if necessary.
3. If you want the system to automatically retry to build connection, specify the number of retry
attempts and the time of retry interval in seconds, and then select Retry until connected.

4. Click Connect to start the connection.

Once the connection is established, a Backup Server icon E appears on the system tray.

Note: The storage system will follow the recycle setting on the GV-System. For example, you set the
recycle size of 800 MB on the GV-System. When the connected hard disk from the storage system

reaches the limit of 800 MB, the recycle starts and the oldest files are overwritten.
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Advanced Settings

You may want to configure the Backup Server to fit into your own needs. In the Geo Backup Server

dialog box (Figure 10-48), click Advance. The Advance Settings dialog box appears.

[General]
You can select the bandwidth speed to ensure the quality connection.

Advance Settings @

General IServer Settings I Schedule ]

Upload Policy
& Full Speed

" Limit Bandiwidth 1024 KEB/s

" Smart Detection

Startup
[~ Add to Startup

¥ CHAP Login

User Mame ,matt—‘
Target Secrst ’W

i Cancel

Figure 10-49

[Upload Policy]

B Full Speed: Build the connection at full maximum speed.

B Limit Bandwidth: Specify the desired bandwidth limit in kb/s.

B Smart Detect: Automatically detect the file size and decide the proper bandwidth speed.
[Startup] Automatically starts the Backup Server at Windows startup.

[CHAP Login] If the CHAP authentication is enabled on the storage system to secure data
transmission over the network, you must select the CHAP Login option, and type User Name and

Target Secret (password) created on the storage system; otherwise you cannot log in the storage

system.
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[Server Settings]

You can select the files of cameras to be backed up, and the way of notification when the network is

disconnected.

Advance Settings g|

General Server Settings | schedue |

Camera Selection Elcoppesieptioy

* Enahble &l ™ Trigger output
" Manual Select Module (1 -] PRyt -
o I I r
- r r r I~ Send alert e-mail
B ™ ™ r Mail b :
I~ I~ I~ r |
SM3 Setup E-Mail Setup ™ send alert SM3 Message

Account Settings. ..
Test Account!

[2]3 | Cancel

Figure 10-50

B Camera Selection: Select the files of desired cameras to be backed up.
B Disconnect Option: Select the alert methods when the network is disconnected.
® Trigger output: Trigger the specified output module and pin for alerts.
® Send alert e-mail: An e-mail message is sent out for alerts. Before using this function, click
the Setup button in the E-Mail Setup field to set up an e-mail account.
® Send alert SMS Message: A SMS message is sent out for alerts. Before using this function,

click the Accounts Settings button in the SMS Setup field to set up a SMS account.

401



Q GeoUision

402

[Schedule]
You can plan the time to back up the files to the storage system.

Advance Settings

X

General ] Server Settings  Scheduls l

" Anvy Time

™ Daily

o 1 2 2 4 5 6 7 8 9 40 11 12 12 14 15 16 A7 18 19 20 21 22 22 29

Time
* Weekly
v Maon W Toe: v Wed W Thu

W Fri [ Sat [~ sum
€ Ay time
(% Select time

o 1 2 3 4 5 6 7 85 89 10 11 12 13 14 15 16 A7 18 19 20 21 22 23 24
[T VT TR VSN FRSY SUEY FREY SUSY PREY SUEY UEY DUTY SN IUEY SN UEY SN DUEY IUEY VST IUEY PUSY IVOY WY |

Time [ |

[4]3 | Cancel

Figure 10-51

Any Time: The backup starts whenever there are files to be backed up.

Daily: The backup starts at the set time of a day. Drag the mouse over the timeline to define the
start and end time.

B Weekly: The backup can start at any time or the specified time of a week. To specify the time,

select the desired days (Mon — Sun), select Select Time, and then drag the mouse over the
timeline to define the start and end time.
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Manually Adding Files for Backup

It is automatic to back up the files from the GV-System to the storage system once the connection is

built. To manually select the files for backup:

1. Click the Backup Server icon on the system tray, and then select Add Files. This dialog box

appears.

Add Files X
=-[Jsee It ~
=5 Data- —
-0 camit
&0 0108

- [O@ Eventz00z010

[ Eventzoozoin

O Eventzoozoio

~ O] Eventzonzoin

~ O] Eventzonzoin

@] Eventzoozoin

[ Eventzoozoio

O Eventzoozoio

~ O Eventzonzoin
- O&) Eventzonzoin «

>
(614

|

Figure 10-52
2. Expand the hard disk drive folders and select the file folders for backup.
3. Click OK to start.
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Viewing Server Status

You can access the information of connection activities, backup files and backup data. To view the
information, click the Backup Server icon on the system tray and select Server Status. The Upload

Info dialog box appears.

[Event Log]

This tab shows the history of connection activities. Note that the latest event is always placed on the

top.
= Upload Info r5_<|
Server
Ju] IP: 19216582174
Disk Space
Total Space : 2606.0 GB
[i] B0 Uszed Space : S84 0MB
NYR Digk usage Free Space : 2605.0 GB
Event Log | Backup Fie List | Database List |
| Index | Tire: | Message
3 15:04:43 Stop bransfering Files,
2 15:04:47 Transfering files Stark,
1 14:59:47 Login 192,168.2,174 success
< >
Figure 10-53
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[Backup File List]

This tab displays the files being backed up. Click File View to display the backup files by file names or

click Camera View to display the backup files by cameras.

= Upload Info

Server

IP: 1921682174

15
‘\’\ Disk Space
'y Total Space : 289.0 GB
0 ,,_’—'—{QQJ Uzed Space : 150 GB

HYR Disk usage Free Space: 264 .0 GB

Event Log Backup File List I Dratabase List ]

Bl 3 | File view  Camera View

J Index | File: Marne | Progress | Speed 4
EventZ00Z0106050802003 avi 0% 0o T
Event20020106050802004,avi  [100%
Event200201 06050502005, avi
Event200201 06050502006, avi
Event200201 06050502007 avi
Event200201 060505020085, avi
Event200201 06050502009, avi
EventZ00Z0106050802010, avi
EventZ00Z0106050802011 . avi
EventZ00Z0106050802012, avi
EventZ0020106050802013, avi
EventZ00Z0106050802014, avi
Event20020106050502015, avi
Event20020106050502016., avi
Event20020106050902001 , avi
Event200201 06050902002, avi
Event200201 060509020003, avi
Event20020108050902004, avi
EventZ0020106050902005, avi
EventZ0020106050902006, avi

S o = ST I N, NOY 0 e

Lo S e T B Ly B S B T i s}

SRR RGBSR AR AR AR

Figure 10-54

Tip: To view the information of the backup file, click the file event. This dialog box will appear.

File Info X

Cam: |1
Date : 20071113
Time : 15748

File Path ;  FiData-Flcamd1h1113Eventz0
071113150748001 , avi

[ o

k.

Figure 10-55
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[Database List]

The related log data, including system log and POS data, will be backed up to storage system with the

recording files. Note that the record only appears on the next day of file transference.

=T Upload Info

Server
15 IP:192.168.2.174
\\ Disk Space
'y Total Space : 2990 GB
1] a9 Uszed Space : 150 GB
HWE Disk usage Free Space: 284.0 GB
Event Log ; Backup File List Database List 1
J Index J File Marne ] Progress | Speed
v 1 sys20020107.mdb [
W 2 pos20020107.mdb
£ | b
Figure 10-56
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Retrieving Recorded Files

You can retrieve files from the storage system and play video back.

1. Onthe ViewLog screen, click the Tools button, and select Remote Backup Server. This dialog

box appears.

Connect to Backup Server le
Host List =]
@) P Address | 192.168.0.172 =] | e # DR
SRE eddy 1111111

"W test cam
Node Name : | et "EW Camera 3
[+ Enable CHAP Account "E Camera 4
User Mame ; jason

vvvvvvvvvvvv

Pazsword |

[ Save Pazzword

Get Host List | Cloze

Figure 10-57

2. Type the IP address of the storage system and initiator Node Name. Modify the port number if
necessary.

3. If the CHAP authentication is enabled on the storage system to secure data transmission over the
network, you have to select Enable CHAP Account, type User Name and Password created on
the storage system; otherwise you cannot log in the storage system.

4. Click the Get Host List button to start.

When the storage system appears on the Host List, click the button on the top right corner, or
right-click the list and select Connect to start connection.

6. When the connection is established, you will see the events stored on the storage system appear

on the Event List. Then you can use all ViewLog features for playback.
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Backup Viewer

With the Backup Viewer, you can access the video recordings and log data backed up at the iISCSI

storage system over the Internet from any computer. You can search the log data, view, edit and save

the recordings at the local computer.

Backup Viewer GV-System / Backup Server
(Initiator) (Initiator)

WG _—

iISCSI Storage System
(Target)

Figure 10-58

Usage Requirements

You must meet the following requirements when building the Backup Viewer and creating the node

name account on the storage system:

® The Backup Viewer is not appropriate to be installed on the computer of Backup Server
(GV-System) due to node name account conflict.
® Only apply the node name account of “Read-Only” to the Backup Viewer due to data conflict.

Installing Backup Viewer

1. Insert the Surveillance Software CD, click Install V8.2.0.0 System, select Backup Viewer and

follow the onscreen instructions.
2. The Microsoft iSCSI initiator will be installed together with the Backup Viewer. Consult the

documentation of your iSCSI storage system to configure the iSCSI initiator and build connection

to the storage system.
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Starting Backup Viewer

Before connecting the Backup Viewer to the storage system, make sure you have set up Microsoft

iISCSI initiator.

1. Go to Start, point to Programs, select Backup Viewer, and then click GeoVision Backup
Viewer.
2. Inthe Backup Viewer window, click the Connect button on the toolbar. This dialog box

appears.
15CS1 Login
IP Address | 192.188.3.52 j

Port 3260
Mode Mame | admin

[¥ CHAP Information

User narne | geovision

Target Secret | sebkbeksek ek ek

Conneck | Zancel

Figure 10-59

Type the IP address of the storage system and initiator Node Name.

4. If the CHAP authentication is enabled on the storage system, you have to select CHAP
Information option, type User Name and Target Secret (password) created on the storage
system; otherwise you cannot log in the storage system.

5.  Click Connect to start. When the connection is established, the recordings are listed and

displayed.
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410

Performing Queries

On the iSCSI tab, you can search events or log data stored on the connected storage system.

This feature shares the same GUI and functions with the Event List Query function on WebCam Server.

For details, see Event List Query in Chapter 6.

ISCSItab «——

A S TR Y
Menitor
a
e | Event Type Davice Information Date SR
 Counter | [Matiza =l = = ronnan a-00-00 o B
~ pos | Z008,11/03-23.595" [
Sy, | Somsldogram [T <] Eped |
— i g Vid
1 s =2
M =
Figure 10-60

Viewing the Event Files

On the ViewLog tab, you can retrieve the recordings from the storage system and play video back.

L ———————————————
ViewLog tab < e

|
THL etz Y st en 2,170,

[ TEETI4PT
£

List of available hosts, | &
cameras and dates

Event List «

Playback Window

Figure 10-61



play video back.

Useful Utilities

Right-clicking the playback window can change the play mode and create special effects when you

Name Functions
Includes these options:
® Frame by Frame: Plays back video frame by frame.
Play Mode ® Real Time: Plays back video on real time. This mode saves waiting time for
rendering, but drop frames to give the appearance of real-time playback.
® Audio: Turns on or off the video sound; audio denoise.
Includes these options:
® Deinterlace: Converts the interlaced video into non-interlaced video.
® Scaling: Smoothens mosaic squares when enlarging a playback video.
® Deblocking: Removes the block-like artifacts from low-quality and highly
compressed video.
Defog: Enhances image visibility.
Render
Stabilizer: Reduces camera shake.
Text overlay’s camera name and time: Overlays camera name and time
onto the video.
® Text overlay’'s POS/GV-Wiegand: Overlays POS or GV-Wiegand Capture
data onto the video.
® Full Screen: Switches to the full screen view.
® Snapshot: Saves a video image.
® Save as AVI: Saves a video as avi format.
Tools ® Download: Downloads the video clip from the DVR or video server to the

local computer.
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Using Remote ViewlLog

Using the Remote ViewLog function, you can access the data on the GV-System, click the Remote
ViewLog button on the toolbar, and this dialog box appears. Type the IP address, ID and
Password of the GV-System, select DVR in the Host Type field, and the click Connect to enable

connecting to the GV-System.

Connect to Remote Viewlog Service

@) IPAddress: | 192.168.1.21 ~|
Fort: ’F Default
ID: |admin
Password |

[ Sawve Password

Host Type |DUR j
Add current entry to Address hook under
this group

Address book | Connect Cancel |
Figure 10-62
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Bandwidth Control Application

The Bandwidth Control is an independent application that controls and monitors the network traffic of
the WebCam servers. Its features include:
® Manage up to 10 WebCam servers

Get bandwidth usages of every Webcam server and every user

® Set bandwidth thresholds for specific users and IP addresses
® |P black and white list
® Kick unwanted users

Note: The Bandwidth Control application only works on Internet Explorer. If the user logs in the
WebCam server using other browsers, e.g. Netscape and FireFox, the Bandwidth Control cannot
detect and manage the login user. However, the user of other browsers has access to JEPG and live

images only.
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Running the Bandwidth Control

1. On the computer you want to install the Bandwidth Control program, insert the Surveillance
System Software CD, click Install GeoVision V 8.2.0.0.0 System, select Bandwidth Control
Client Site, and follow the onscreen instructions.

2. After the installation is complete, double-click the Bandwidth Remote Control icon created on the

desktop. The Bandwidth Control window appears.

= !5! Host | Server Name ~ Uger Name IP Address Bandwidth Bandwidth |.. = Bandwidth % Status Login Time ;"
@—- =] 127.0.041 (127.00.1 CHEdMebCa B B3 bl ;
WebCam 3 jofce (4) 127.0.01 27.03 KBS 33 % 2007-12-03.
& winnie () 192.168.0.245 2665 KB/s 32 % 2007-12-03.
€1 JACK (B) 1892.168.0.245 27.09 KB/s 33 % 2007-12-03
..EV ntLog | Bandwidth Record |
( Efent User Name IP Address Login Time
| sgrer Login WebCam 127001 2007-12-03 17:00:56
Sdrver Login WehCam 127.0.01 2007-12-03 17:00:56
Uger Login 1 127.0.01 2007-12-03 17:05:23
Liger Login 2 192.168.0.245 2007-12-0317:08:00
Uger Login 3 192.168.0.245 2007-12-0317:08:18
Uger Logout 3 192.168.0.245 2007-12-0317:08:27
Uder Logout 3 192.168.0.245 2007-12-0317:09:30
Lger Login joyce 127.0.01 2007-12-0317:09:36
Lger Lagin Winnie 192.168.0245 2007-12-03 17:09:52
5 Lger Lagout Winnie 182.168.0.245 2007-12-03 17:09:58
¢ 5 Uger Login JACK 192.168.0.245 2007-12-03 17:10:06
e [
Figure 10-63
No. Name Description
1 Connection Builds the connection to a WebCam server.
2 Disconnect Stops the connection to a WebCam server.
3 Get Control Obtains the right to remotely control the WebCam servers.
4 Give Up Control Ceases controlling the WebCam servers and users.
5 User List Displays the connected users and their status
6 Bandwidth Record Displays the network traffic in graph display.
7 Event Log Records activities of WebCam servers and users.
8 Host List Displays all WebCam servers to be connected.
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Allowing Remote Control at DVR

The network traffic of WebCam server can be controlled when the DVR permits the remote control

from the Bandwidth Control program by the following steps:

Click the Network button, and select WebCam Server.
On the General tab, select the Run Bandwidth Control server option. When this option is
enabled, on the Control Center Server option list, the “Bandwidth Control Service” is marked with

a check.

Connecting to a WebCam Server

1.

w

N o A

Click Host on the menu bar, and select Connection. Or you can click the Connection button on

the toolbar. This dialog box appears.

Connection E|
Host

192.168.0121 v

Defautt | | Add | Delete

Haost 192.168.0.121
IP Address 192.168.0.121
Part 3388

User Name 123

Fassword LTTTYS

[ Ok ] [ Cancel

Figure 10-64

To add a WebCam server to be connected to, click Add.

Type host name, IP address, user name and password of the WebCam server. Modify the port if
necessary.

Click OK. If the connection is established, the WebCam server shows up in the Host List.

You can add up to 10 WebCam servers by repeating above steps.

To stop the connection, select the host and click the Disconnect button.

Up to 5 users of the Bandwidth Control programs can connect to a single WebCam server for
network traffic monitoring. However, only one user has access to bandwidth settings. When this
user clicks the Give Up Control button, the user no longer controls the WebCam server.
Whoever clicks the Get Control button first has access to bandwidth settings. For bandwidth

settings, see Controlling a WebCam Server below.
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Controlling a WebCam Server

To disconnect a login user or set the bandwidth limit for a user, right-click the user to have these

options:

Server Mame | LUser Mame IP Address Bandwidth Bandwidth I...

Higll WehCa... 83.85 KBIs
ez Winnie (7 192.168.0.245 9.97 KBis 20 kBis
ui??i : A w— A5 26.42 KBS
ez joyce 37.45 KBrs

Bandwidth Setup  »

Figure 10-65

B Kick: Disconnects the user from the WebCam server.

B Bandwidth Setup: Select By Username to specify a bandwidth limit for the user, or select By IP
to limit the bandwidth used by the IP address. A setup dialog box will appear. In this example, an
IP address is selected for bandwidth limit setup. Select Bandwidth Setup, specify a bandwidth
limit, and then click OK.

Bandwidth Setup E'

IP Address

| 127.0.0.1

Bandwidth Setup

Bandwidth

100 KB A

[ Ok l ’ Cancel ]

Figure 10-66
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Bandwidth Setup

You can specify the total bandwidth allocated to a WebCam server. You can also specify the bandwidth
for certain users and IP addresses. This is especially useful when your network is busy or heavily

loaded.

1. Click Configure on the menu bar, and select Bandwidth Setup. A dialog box prompts for you to

select a host.

2. Select the desired WebCam server, and click OK. This dialog box appears.

Bandwidth Setup El
O Banchwidth limit
1 KB -
By IP
192.168.0.121 ~ 182168.0220  1000KB
< >
Add J | Edit |[ Delete
By Username
Geo 1000 KB
< >
add i Edit || Delete |
[ Ok l ’ Cancel ]
Figure 10-67

B Bandwidth limit: Select this option, and define the total bandwidth that the WebCam server

will be allowed to use on your network.

B By IP: Click the Add button, and specify a specific IP address or a range of IP addresses and
its bandwidth limit.

®m By Username: Click the Add button, and specify the user name and its bandwidth limit.

Note: If you have already specified the total bandwidth to a WebCam server, it is prioritized before

the bandwidth limits set to user names and IP addresses.
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Block List Setup

Two types of block lists are provided to restrict access to a WebCam server: permitting and denying a
specified range of IP address to establish the connection. Note that only one type of block list can be

used at one time.

1. Click Configure on the menu bar, and select IP White / Black List Setup. A dialog box prompts
for you to select a host.
2. Select the desired WebCam server, and click OK. This dialog box appears.
IP White/Black List Setup 3]
WebCamn v

[] Enahle IF White List

182.168.0.220 £ 192.168.0.230

[ asa ][ Eat ][ Delet

[ Enahle IP Black List

aod [ Eat | [ peete |

[ Ok l[ Cancel ]

Figure 10-68

3. Select the type of block list you want to use, and click Add to define the IP addresses.
B Enable IP White list: Allows the defined range of IP addresses to establish the connection.
B Enable IP Black list: Prohibits the defined range of IP addresses from establishing the
connection.

4. Click OK to apply the settings.
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Useful Utilities

You can set up sound alarm when a user logs in, or change the real-time graph display of network

traffic. Click Configure on the menu bar and select General Setup. This dialog box appears.

When you click the Bandwidth Record tab in the Bandwidth Control window, you can view the

General Setup
User Login

[¥] User Login Alarm

Bandwidth Display Option

[ Bandwigth | |

Gtid Line |

[ Backaround ] |

Default |

Mumber of Grid Line

& w

[ ox

] [ Cancel

Figure 10-69

User Login Alarm: Computer alarm sounds on when a user logs in.

Bandwidth: Sets the color of bandwidth wave.

Grid Line: Sets the color of the grid lines of graph.

Background: Sets the background color of the graph.

Default: Sets the color of graph display at default.

Number of Grid Line: Use the drop-down list to select how many grid lines to be displayed.

network traffic in graph.

EventLog | Bandwidth Record

524.00 B3

498.00 B}S

472.00 B3

446.00 B}S

420.00 B3

|
\"i“\"U/\"\/”"\fu""“\"(“"\/”/\”\“l"/“/"\l"|f’/\"\/.“\"\(“/\\“"\“W\/”\"/(\/\i"\”."\"/”"\"U"Mi““/\"\/u"\\(”"\““"“"\““\"“/\”\/“"UWu"\“/"\/“"/“\fu\(\\"“/\(i“"\“\"”\/j“("j\"fu”\/;H.\L/“\"\(”"\“
N |

|

11

Figure 10-70
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Report Generator

With the Report Generator, you can generate a daily or weekly report based on the specified recording
data. The report can be either generated manually or automatically by schedule. The report is
available in two types of formats: MDB and HTML. You can save the report on the hard disk, send it to
a specified e-mail address or have it to be dealt in both ways. If the reports indicate the video

recordings of events, you can play them back via Internet connection.

Starting Report Generator

1. The Report Generator program is included in the installation of Main System. Double-click

ReportGenerator.exe from the GV program folder to run the program.

2. Type the ID and password of the GV-System when you are prompted to log in.

Setting Up Report Generator

In the Report Generator dialog box, click the Advanced Setting tab.

Report generator, ['. || m| |r'5_(|
Q GeoUision:
The Vision of Security
Program Report  Advanced Setting lEvent Logl
Startup Day definition of report
[ Auto startup when Windovws startup (* The previous day
[ Minimize UL i~ 24 hours before execution time
Report Domain name from DONS
Keep Davs: p: Vv [15z1680125 )
Event Log Settings
Ewvent List
At mpott: T Days
Ewvent Log
Keep Day=: 365 @ :‘ﬁ Iv¥ Recycle @
Log Path: | EGWs0MALtalationSetting Lo
Apply
Encl
Figure 10-71
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[Startup]

B Auto startup when Windows startup: Select this option to start Report Generator automatically

at Windows startup.
B Minimize Ul: Select this option to minimize the Report Generator after it is started.
[Day Definition of Report] Define the time period of data to be included in the report.
B The previous day: The report is generated on the previous day’s data.

B 24 hours before execution time: The report is generated on the data from 24 hours before

report generation.
[Report]

B Keep Days: If you generate reports to the hard disk, specify the number of days to keep the
report files. Up to 30 days of files can be kept. To generate reports to the hard disk, see Step 4 in

Setting Up Report Criteria later in this chapter.

[Domain name from DDNS] When the report in HTML format indicates the availability of video
recordings, you can establish the connection to the GV-System over Internet to play back the videos. If
the GV-System has a domain name, select this option and enter the domain name to be connected. To
obtain a domain name, see Dynamic DNS earlier in this chapter.

[Event Log Settings]

B Auto Import: Specify the number of days of Report Generator logs to be displayed when the

Event Log is started. Up to seven days of data can be displayed.

B Keep Days: Specify the number of days to keep Report Generator logs. The logs can be kept for
up to 365 days.

B Recycle: Select this option to delete old logs to make space for new ones when storage space is
lower than 500 MB.

B | og Path: Select the location to store Report Generator logs.
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Setting Up Report Criteria

1. Inthe Report Generator dialog box, click the Program Report tab.

GeoUision:

The Vizion of Securily

Program Report ]Advanced Seﬂingl Evert Lng]

POS MDB Action Select
Job: Maritoring E Q] )
10 2 3 4 | SavetoHD _ Sefting.._|
System MDB
5 =] 7 g _hai i
v Monitar Fiter HE e a7 . Ll B _ Setting..._|
g 10 A 12
~ System HE u I
[T 13 14 [ 15[ 16 | Execution Methock |Manual weekly ﬂ
[~ Login
[ Counter
| | Select Date: | 112212008 |
Wieekly report days of data selected
| sun [mon | TUE [weD | THU | PRI | ST Execution | ppply | Remave |
Jiok Selection
Monitoring System MDB onitor
FPOS MDB 1
Action Selection HD
Execution Time 05:00:00
Execution Day Manual weekly
Days of data selected Sun, Mon, Tue, Wed, Thu, Fri, Sat
Endl
Figure 10-72

2. Inthe Job field, type a descriptive name for the report.

3. Select the types of events you want to include in the report. To set up specific criteria, click the
Filter button beside each option.
[System MDB]

B Monitor: Includes the events of motion and I/O events.
B System: Includes the events of functions enabled and disabled in GV-System.

B Login: Includes the events of who has logged in and out of GV-System and WebCam

Server at what time.
B Counter: Includes the events of and result of GV-System’s counter function.
[POS MDB] Select the cameras for searching POS event.
4. Inthe Action Select field, select how the report is accessed.

B Save to HD: Select this option to save the report on the hard disk. Click the Setting button
to display this dialog box.
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X

Select save folder | |

| E:AGYE0DReport, Select

Expott file type: |Htm| ﬂ K

v Create a self-executable file Cancel

i

Figure 10-73

Click Select to specify the storage location, and use the drop-down list to select a report
format. If you want to create a self-executable file of the report, select Create a

self-executable file.

B E-Mail: Select this option to send the report to an e-mail address as an attachment. Click the

Setting button to set up the e-mail account and attachment.

For details on setting up the e-mail account, see Sending Alerts thru E-mail Accounts in

Chapter 1.

For details on setting up the attachment, see E-Mail Attachment Settings later in this

chapter.
5. In the Execution Method drop-down list, choose the way and time to generate the report.

B Everyday: Automatically generates daily reports at a specific time. Specify the time by using

the Select Time drop-down list.

B Sun - Sat: Automatically generates reports on the selected day (Sun to Sat) and at a

specific time. Specify the time by using the Select Time drop-down list.

To select the days of data to be included in the report, click the desired day buttons.

Wieekly report days of data selected
SUW MON | TUE | WED | THU | FRI | SAT

Figure 10-74
B Manual daily: Manually generates a daily report.

® If you select Previous day on the Advanced Setting tab (Figure 10-71), the report will
be generated on the data of one day before your specified date. For example, you
enter “12/10/2007” in the Select Date drop-down list. The report is generated on the
data of 9th December 2007.

® Ifyou select 24 hours before execution time on the Advanced Setting tab (Figure
10-71), the report will be generated on the data of 24 hours before your specified date
and time. Specify the date and time by using the Select Date and Select Time

drop-down lists.
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B Manual Weekly: Manually generates a weekly report.
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®

If you select Previous day on the Advanced Setting tab (Figure 10-71), the generated
report will contain the data of 7 days before your specified date. For example, you
enter “12/10/2007" in the Select Date drop-down list. The report is generated on the
date from December 3rd to 9th in 2007.

To select the days of data to be included in the report, click the desired day buttons.
See Figure 10-74

If you select 24 hours before execution time on the Advanced Setting tab (Figure
10-71), the generated report will contain the data of 7 days counting back on your
specified date and time. Specify the date and time by using the Select Date and
Select Time drop-down lists. For example, if you enter “12/10/2007” and “01:00”, the
report is generated on the time from 01:00 am, December 10th to 01:00 am, December
4th, 2007.

To select the days of data to be included in the report, click the desired day buttons.
See Figure 10-74.
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E-Mail Attachment Settings

After you set up the e-mail account to receive the reports as e-mail attachments, you can also set up

the attachment limits to avoid sending out large files.

1. Onthe Program Report tab, select E-mail and click the Setting button beside. This dialog box
appears.

E-Mail 3

Mail Setup
SMTP Server: | Text Content: =g

E-Mail From: |

E-Mail Tox |

Charset: |Westem European (Window j

Subject: | Report from TESTES ? Test Mail Account

Aftach File Select

Expiort file type: Html - [v Create a self-executable file
v attach File Limit SMTP Server
Upper limit of the attach files size: |2 =] SWTP Port:
¢ The attached files exceeding the size limit will not be sent.
~ The attached files are automatically split and sent out in mulitple 25

e-mailz. (Only _html files can be split.)

[~ SMTP Mail Server requires authentication

Account: Passwiord: m
Ok | Cancel |

Figure 10-75

2. Inthe Attach File Select field, use the Export file type drop-down list to select Html or MDB as a
file format. If you want to create a self-executable file of the report, select Create a

self-executable file.

3. Select Attach File Limit, and decide the size limit of the attached file. Set the limit between 1 MB
and 10 MB.

4. Select one of these options to set the attachment condition.

B The attached files exceeding the size limit will not be sent: When the attached report file

exceeds the size limit, the e-mail will not be sent.

B The attached files are automatically split and sent out in multiple e-mails: If the
attached file exceeds the size limit, it will be automatically split and sent out in multiple

e-mails. Note this option cannot apply to the report files in .mdb format.
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Playing Back the Video Recording

In a HTML format report, the video recordings can be played back with the Remote ViewLog function.

Make sure the Remote ViewLog service is enabled at the GV-System that owns those recordings.

1. ltis required to install the Single Player in the computer where you want to play back the video
recordings. Insert the Surveillance System Software CD, click Install GeoVision V8.2.0.0 System,

select GeoVision Main System, select Single Player and then follow the on-screen instructions.

2. After the installation of Single Player is complete, open a report and click the desired video icon.

— Video icon

Figure 10-76

3. Ifthe Domain name from DDNS field on the Advanced Setting tab (Figure 10-71) is not selected,

this dialog box will appear.

Connect to Remote Viewlog Service

[2) IPAddress: |192.158.D.18
Port: lﬁ Default
ID: |123
Password ; |1“””ht
Connectl Cancel ‘
Figure 10-77

4. Type the IP or domain name, ID and password of the GV-System, and then click Connect for

playback.

Viewing Event Log

All Report Generator events are recorded to the event log. To view the event log, in the Report

Generator dialog box, click the Event Log tab. All events are displayed in descending order.

For the related settings of the event log, see [Event Log Settings] in Setting Up Report Generator
earlier in this chapter.
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Troubleshooting

Hardware

1. Messages “Can't find keypro” and “Card Setup Fail” appears when GV-System starts.

>
>
>

Verify the video capture card driver. See Installation Guide.

Insert the video capture card to a different PCI slot to see if this fixes the problem.

If you are using the video capture card V1, attach an appropriate Keypro to the PC’s
parallel port and run Dos2kreg.exe from the GV-System folder.

If using GV-600, GV-650 or GV-650 and running the version between 7.0 and 7.0.5.0,
you may need an appropriate USB dongle.

If running the version of 8.0 or later and using GV-250, GV-600 V4, GV-650 V4, GV-800
V4, GV-1120, GV-1240, GV-1480, GV-2004 or GV-2008, you may follow Steps 1 and 2 to

fix the problem.

2. A message “Video Lost” appears.

>
>
>

Check video connection.

Make sure the video device is turned on.

Make sure the video standard in your country matches the setting in GV-System (See
Choosing Video Source in Chapterl).

Check AGC setting (See Adjusting Video Attributes in Chapter 1).

Switch the cable from the functional channel to the non-functional channel, and vice
versa. If the previously non-functional channel is now able to deliver video, check the

video device itself and its related cables.

3. A message “Can’t find new xxx Module:1, Address:1, in Com1” appears.

>
>
>

Check the RS-485 or USB connection between the GV-System and the GV 1/O device.
Check whether the power adapter is properly attached to the GV 1/O device.
Check whether the Port and Address settings on the I/O Devices tab in the System

Configure dialog box are correct.

4. A message “No PTZ Device Installed” or “Default PTZ Device not Activate” appears.

>

Make sure the Activate option is enabled in Main System. See step 4 of PTZ Control
Panel in Chapter 1.
When multiple PTZ cameras are installed, make sure to activate each PTZ camera

individually.
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Software

1.

428

How to upgrade to the latest version?
» Download the latest version from GeoVision website:

http://www.geovision.com.tw/english/5 0.asp

Recycle mode doesn’t work, and recording stops.
»  Exit Main System, and run RepairLog500.exe from the system folder to fix this problem.
» Check Properties of the folder used for saving video files. Make sure the Read Only

option is disabled.

Passwords are lost. Cannot access my GV-System.

» See Setting Up for Password in Chapter 1 for details.

A message “Directdraw overlay fail” appears.

» Make sure your VGA card meets the GV-System’s minimum requirement that is NVIDIA
GeForce || MX 32MB.

» The driver included in your VGA card package may not be the latest and might not
support Directdraw. Visit related websites and upgrade your VGA driver to the latest
version.

» Disable the Directdraw feature if you do not wish to upgrade your VGA card or driver

(See Configuring Global Recording Parameters in Chapter 1).

Shifted horizontal lines appears in the 640x480 video image.
» Enable De-Interlace Render (See Configuring Global Recording Parameters in Chapter
1). This feature requires the VGA card of DirectX 9.0. Make sure to upgrade your VGA

card driver and DirectX version.

Can’t invoke hotline alerts.
» GV-System only supports external modem using Zyxel or Lucent chipset.
» Make sure Modem Device and Com Port are set up properly (See [Modem Configure],

Configuring Hotline/Network Notification in Chapterl).

A “?” mark appears in the ViewLog's event list window.
» These files may already been deleted in the previous Recycle run. Exit Main System
and run RepairLog500.exe under the system folder to remove these files from the

database.


http://www.geovision.com.tw/english/5_0.asp

Troubleshooting

8. Unable to play back audio in ViewLog

» The video you select may not have any audio records.

» The speaker icon at the lower right corner is not enabled (See Figure 4-1 in Chapter 4).
» Audio is not available when the playback method is set to Frame by Frame.
>

Audio can only be played back at 1X speed.

Remote Application
1. Remote View is unable to display video from GV-System.
»  This symptom may appear when Remote View is installed in Windows XP SP1 or later.
Windows XP no longer includes Wavelet decoder after Service Pack 1. You may
download a Wavelet codec at this link.

http://geo-support.dipmap.com:100/remote/waveletcodec.zip

» GV-System version 6.0 is not compatible with Remote View version 5.4.0.1 or earlier.

Make sure your GV-System and Remote View are both version 6.0 or later.
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2. Network ports used in the remote applications:
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WebCam

Http = 80

FTP =21

Command = 4550

Data = 5550

Audio = 6550

Remote Control = 3389
SSL =443

Mobile = 8866

Mobile RPB = 5511

3G RTSP/TCP = 8554
3G RTP /RTCP UPP =17300-17380

RemotePlayBack

RPBSvr = 5066

RemoteView

TCPSvr = 3550

VSM

Server = 5610

TwinServer

Server = 9650
Multicast =19650

TwinDVR

Http = 80

FTP =21

Command = 4550
Data = 5550

Remote Control = 3389

IP Multicast

DMMCast = 3650

Authentication Server

Server = 3663

SMS Server = 6886
Command = 5548
. . Connection Port = 5545
At DVR subscriber site
Data = 5549
Centerv2 Audio = 5546

At Center V2 site

Center = 5547
Connection = 5551

Dispatch Server

Server = 21112

GeoCenter Server = 20001
DMIP FTP=21
DDNS Server = 80 and 81

Control Center

At DVR host site

Command Port = 3388
Data Port = 5611
Log Port = 5552

At Control Center site

Command Port = 3388

TCP Server

Server = 3550

UPnP

TCP/IP = 5200

Wiegand Capture Server

Server = 5612




WebCam

Troubleshooting

1. A message "can't connect to server" appeared when GV-System is connected.

>

YV V. V V V

Check ports 4550 and 5550 are enabled in Firewall.

Check whether ports 4550 and 5550 are occupied by other applications.

Check NAT port mapping is correct.

Check whether the dynamic IP address of GV-System is changed.

Check Ethernet adapter (ADSL modem must use the PPP/SLIP device).

Check whether Web server changes download timing. (Dynamic Lan IP =1 min,
Dynamic WAN IP =5 min)

2. Unable to use the two-way audio feature.

>

vV V V V

Check whether port 6550 is available.

Check the client PC’s sound card driver.

This feature requires DirectX 9.0 or later. Perform upgrade if necessary.

This feature requires Internet Explorer 6.0 or later. Perform upgrade if necessary.
Check GV-System’s audio signal by using the Camera / Audio Install function (See

Camera/Audio Install in Chapter 1).

3. Unable to run MPEG4 Encoder Viewer and WebCam RPB.

>

The security level of your IE browser may prevent WebCam components from
downloading to your PC. Start IE browser and go to Tools, click Internet Options, click
Security and click Custom Level. In Active X controls and plug-ins options, select
Enable or Prompt, and then click OK. Log in to GV-System again and WebCam

components should be downloaded properly.
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