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Using ONVIF protocols, GV-IP Cameras can be added to Milestone’s surveillance software,
Milestone XProtect Management Application. This document covers the basic instructions on
adding GV-IP Cameras to XProtect Management Application.

Note: The instructions are based on GV-IP Cameras V2.0 or later and Milestone XProtect
Management Application 8.0c and 8.1a.

First, Start the Milestone XProtect Management Application and select Add Hardware
Devices.
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Welcome to the XProtect Enterprise Management Application.
Use the wizards below to configure the surveillance system.
For detailed configuration of all settings, use the Advanced Configuration.

1. Add Hardware Devices...

2. Configure Video and Recording...

@
==F 3. Adjust Motion Detection__

3 4. Configure User Access__.

Seffings changes: | Apply || Discad |
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There are several ways to add a GV-IP Camera. Select a method and then follow the steps in
the corresponding sections below.

e Express: Automatically scans IP camera under LAN
¢ Advanced: Allows you to set an IP address range before scanning for IP cameras
¢ Manual: Manually adds GV-IP Cameras by typing IP addresses

Add Hardware Devices

“This dialog helps you detect and set up IP hardwars devices.

Hardware device detection method
(T BExpress fecommended)
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Express

Follow the steps below if you have selected Express. After clicking Next, the application will
automatically begin scanning for available IP devices under LAN.

1. Select the GV-IP Cameras you want to add, type the User Name and password, and
click Next.

KAdd .
Status: De't'eciioq'cqmpieie.
e ————————————————————————————————————————————— Stop Sean |
Detected devices: 1
Use Address Part User Name Password Verfied
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2. Click Finish to confirm the cameras you have added.

Add Hardware Devices S5
The following hardware will be added.
Cameraz will be assigned auto-generated names - Atematively, enter the names manually.
Custom ted I'u'lya_latom Text | Auto-generated name format: [[Deuhelmahh-ﬂi:ﬂi ‘K]
Hardware Device to Add Enable Nams

ONVIF Conformant Ciavice=- 192.168.0,10 I I}
Hardware device: Hardware Device: 1
Video channel 1: Camera 1

Microphone channel 1: Microphone 1
<Back [ Buh | [ Cancel
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3. Inthe left menu, select Advanced Configuration, select Hardware Devices, select the
GV-IP Camera you added and select Camera 1. The live view of the camera will be
displayed on the right.
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Advanced

If you have selected Advanced, click Next and follow the steps below.

1. To set an IP address range, click the Add button in the middle.

Scan IF ranges using selected drivers
Use From IP Address To IP Address Port | ad. |
b | Eg
S =
IP address range
Start address:
End address:
lUse TCP port scanning
Perform scanning on port numbens):
80
o | Conesl ]
b J | Seeat. |

2. Specify a Start address and an End address, and then click OK. The search results will
be limited to IP addresses within the range.

3. Click Next and click Continue to begin scanning IP devices.

4. When the list of available IP cameras appears, follow steps 1 to 3 under the Express
section to access the camera live view.
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Manual

Follow the steps below if you have selected Manual and clicked Next.

1. Select a box under Use and type the IP Address of the GV-IP Cameras.

Add Hardware Devices M
Specify hardware information and select the hardware driver manually.
Cptionally use "Auto-detect’ to detect the hardware driver automatically.
Status:  Detection complete. -
——————————————————————— op Soar
Use Address Port User Name Password Hardware Driver Verfied
| [v] |192.168.0.10 80 |admin e OMNVIF Corformart Device: ~| ¥
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2. Type the User Name and Password.
3. Use one of the methods below to specify the hardware type of the GV-IP Camera:

a. Use the Hardware Driver drop-down list to select Auto-detect hardware type, click
Auto-detect, and click Next.

b. Use the Hardware Driver drop-down list to select ONVIF Conformant Device and
click Next.

Add Hardware Devices S50

Specty hardware information and select the hardware driver manually .
Ciptionally use "Auto-detect’to detect the hardware driver automatically .

Status:  Detection complete.
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4. Follow steps 2 and 3 under the Express section to access the camera live view.



